under the heading “Enter Keyword or ID” and selecting “Search.” Select the link “Submit a Comment” that corresponds with “Information Collection 9000–0142, Past Performance Information.” Follow the instructions provided at the “Submit a Comment” screen. Please include your name, company name (if any), and “Information Collection 9000–0142, Past Performance Information,” on your attached document.

- Fax: (202) 501–4067.

Instructions: Please submit comments only and cite Information Collection 9000–0142, Past Performance Information, in all correspondence related to this collection. All comments received will be posted without change to http://www.regulations.gov, including any personal and/or business confidential information provided.

FOR FURTHER INFORMATION CONTACT: Mr. Curtis Glover, Procurement Analyst, Acquisition Policy Division, at GSA (202) 501–1448 or e-mail Curtis.glover@gsa.gov.

SUPPLEMENTARY INFORMATION:

A. Purpose

Past performance information is relevant information, for future source selection purposes, regarding a contractor’s actions under previously awarded contracts. When past performance is to be evaluated, the rule states that the solicitation shall afford offerors the opportunity to identify relevant information, for future source selection purposes, regarding a contractor’s actions under previously awarded contracts.

B. Annual Reporting Burden

Respondents: 150,000.

Responses per Respondent: 4.

Annual Responses: 600,000.

Hours Per Response: 2.

Total Burden Hours: 1,200,000.

Obtaining Copies of Proposals:

Requesters may obtain a copy of the information collection documents from the General Services Administration, Regulatory Secretariat (MVCB), 1275 First Street NE., Washington, DC 20417. telephone (202) 501–4735. Please cite OMB Control No. 9000–0142, Past Performance Information, in all correspondence.

Dated: October 21, 2011.

Laura Auletta,
Acting Director, Office of Governmentwide Acquisition Policy, Office of Acquisition Policy.

[FR Doc. 2011–28119 Filed 10–28–11; 8:45 am]

BILLING CODE 6820–EP–P

DEPARTMENT OF DEFENSE

Office of the Secretary

Science and Technology Reinvention Laboratory Personnel Management Demonstration Program

AGENCY: Office of the Deputy Assistant Secretary of Defense (Civilian Personnel Policy) (DASD (CPP)), Department of Defense (DoD).

ACTION: Notice of amendment.


Subsequent to this notice, section 1105(a) of the NDAA for FY 2010 (Pub. L. 111–84; 123 Stat 2486) listed the existing STRLs enumerated in 9902(c)(2) of title 5, U.S.C., but it did not provide specific language that extended the coverage of section 1107(c) of NDAA for FY 2008 to all the STRLs listed in section 1105(a) of the NDAA for FY 2010.

The Ike Skelton NDAA for FY 2011, subsection 1101(b)(2) contains language to clarify that section 1107(c) of the NDAA for FY 2008 applies to those DoD laboratories designated as STRLs by section 1105(a) of the NDAA for FY 2010.

2. On page 73251, under III, Personnel System Changes, Section A.

“Section 1105(a) of the NDAA for FY 2010 was passed to designate seven additional DoD laboratories as STRLs and coupled them with the legacy STRLs enumerated in 9902(c)(2) of title 5, U.S.C., but it did not provide language to extend the coverage of section 1107(c) of NDAA for FY 2008 to all the STRLs listed in section 1105(a) of the NDAA for FY 2010.”


4. For other references to “subsection 9902(c)(2)” or just “9902(c)(2)” found
DEPARTMENT OF DEFENSE

Department of the Navy
[Docket ID USN–2011–0015]

Privacy Act of 1974; System of Records

AGENCY: Department of the Navy, Department of Defense (DoD).

ACTION: Notice to Add a New System of Records.

SUMMARY: The Department of the Navy proposes to add a new system of records to its inventory of record systems subject to the Privacy Act of 1974 (5 U.S.C. 552a), as amended.

DATES: The changes will be effective on November 30, 2011 unless comments are received that would result in a contrary determination.

ADDRESSES: You may submit comments, identified by docket number and title, by any of the following methods:


Instructions: All submissions received must include the agency name and docket number for this Federal Register document. The general policy for comments and other submissions from members of the public is to make these submissions available for public viewing on the Internet at http://www.regulations.gov as they are received without change, including any personal identifiers or contact information.

FOR FURTHER INFORMATION CONTACT: Ms. Robin Patterson, (202) 685–6545.

SUPPLEMENTARY INFORMATION: The Department of the Navy systems of records notice subject to the Privacy Act of 1974 (5 U.S.C. 552a), as amended, has been published in the Federal Register and is available from the address in FOR FURTHER INFORMATION CONTACT.

The proposed systems reports, as required by 5 U.S.C. 552a(r) of the Privacy Act of 1974, as amended, were submitted on October 21, 2011, to the House Committee on Government Report, the Senate Committee on Homeland Security and Governmental Affairs, and the Office of Management and Budget (OMB) pursuant to paragraph 4c of Appendix I to OMB Circular No. A–130, “Federal Agency Responsibilities for Maintaining records About Individual,” dated February 8, 1996 (February 20, 1996, 61 FR 6427).

Dated: October 26, 2011.

Aaron Siegel,
Alternate OSD Federal Register Liaison Officer, Department of Defense.

N05000–1

SYSTEM NAME:
OPNAV Headquarters Web (HQWeb).

SYSTEM LOCATION:

CATEGORIES OF INDIVIDUALS COVERED BY THE SYSTEM:
Navy, DoN Civilian employees and contractors.

CATEGORIES OF RECORDS IN THE SYSTEM:
Individual information to include: title, full name, current home address, home phone number, cell phone number, email addresses, rank/grade, date of rank, nationality, brief biography, spouse’s name, child(ren)’s name(s), and emergency contact name and phone number.

Work related information to include: Current supervisor’s name, date checked in, last command, next command, office name, address, room number, phone number, DSN, fax number, and email address; office of primary responsibility, position title, organization code, office designator, clearance, clearance adjudication date, competencies, secondary phone number, area of responsibility, area of interest, End of Active Obligation Service, reporting to position code, Unit Identification Code (UCI), and billet information.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
10 U.S.C. 5013, Secretary of the Navy; DoD 8500.2, Information Assurance (IA) Implementation; and SECNAVINST 5239.3B, Department of the Navy Information Assurance Policy.

PURPOSE(S):
The system provides information and support for staff collaboration, to include: flag officers and retired flag officers, internal and external staff coordination for the OPNAV staff; and other web services, such as libraries, workflow systems and related functions. The system is also used for recall rosters needed for emergency notification and reporting.

ROUTINE USES OF RECORDS MAINTAINED IN THE SYSTEM, INCLUDING CATEGORIES OF USERS AND THE PURPOSES OF SUCH USES:

IN ADDITION TO THOSE DISCLOSURES GENERALLY PERMITTED UNDER 5 U.S.C. 552a(b)(1) OF THE PRIVACY ACT OF 1974, THESE RECORDS CONTAINED THEREIN MAY SPECIFICALLY BE DISCLOSED OUTSIDE THE DOD AS A ROUTINE USE PURSUANT TO 5 U.S.C. 552a(b)(3) AS FOLLOWS:

The DoD ‘Blanket Routine Uses’ set forth at the beginning of Department of Navy compilation of systems of records notices apply to this system.

POLICIES AND PRACTICES FOR STORING, RETRIEVING, ACCESSING, RETAINING, AND DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
Paper file folders and electronic storage media.

RETRIEVABILITY:
Records are retrieved by name and/or organization code.

SAFEGUARDS:
The Personally Identifiable Information (PII) is encrypted and can only be accessed via the web-based HQWeb interface with an administrator or command manager account that is authorized to view. The HQWeb system is Common Access Card (CAC) enabled with the PII further protected by groups that limit access to command managers and specified individuals on a need to know basis. Command managers only have the ability to see contact information for those people in their command directory. Access to other command directories is not permitted.

RETENTION AND DISPOSAL:
Destroy when 2 years old.

SYSTEM MANAGER(S) AND ADDRESS: