investigative or security purposes, whichever is later.

SYSTEM MANAGER AND ADDRESS:
The DHS system manager is the Chief, Records Division, U.S. Citizenship and Immigration Services, Department of Homeland Security, U.S. Citizenship and Immigration Services, 20 Massachusetts Avenue, NW., Washington, DC 20529.

NOTIFICATION PROCEDURE:
Applicants may access and amend this information by logging in to their USCIS ELIS account. Pursuant to 8 CFR 103.2 (a)(3), Co-Applicants may access their information by logging in to USCIS ELIS after the benefit request has been approved or denied. Further, individuals seeking notification of and access to any record contained in this system of records, or seeking to contest its content, may submit a request in writing to the National Records Center, FOIA/PA Office, P.O. Box 648010, Lee’s Summit, MO 64064–8010. Specific FOIA contact information can be found at http://www.dhs.gov/foia under “Contacts.” If an individual believes more than one component maintains Privacy Act records concerning him or her the individual may submit the request to the Chief Privacy Officer and Chief Freedom of Information Act Officer, Department of Homeland Security, 245 Murray Drive, SW., Building 410, STOP–0655, Washington, DC 20528.

When seeking records about yourself from this system of records or any other Departmental system of records your request must conform with the Privacy Act regulations set forth in 6 CFR part 5. You must first verify your identity, meaning that you must provide your full name, current address and date and place of birth. You must sign your request and your signature must either be notarized or submitted under 28 U.S.C. 1746, a law that permits statements to be made under penalty of perjury as a substitute for notarization. While no specific form is required, you may obtain forms for this purpose from the Chief Privacy Officer and Chief Freedom of Information Act Officer, http://www.dhs.gov or 1–866–431–0486. In addition you should provide the following:

• An explanation of why you believe the Department would have information on you;
• Identify which component(s) of the Department you believe may have the information about you;
• Specify when you believe the records would have been created;

• Provide any other information that will help the FOIA staff determine which DHS component agency may have responsive records; and
• If your request is seeking records pertaining to another living individual, you must include a statement from that individual certifying his/her agreement for you to access his/her records.

Without this bulleted information the component(s) may not be able to conduct an effective search and your request may be denied due to lack of specificity or lack of compliance with applicable regulations.

RECORD ACCESS PROCEDURES:
See “Notification procedure” above.

CONTESTING RECORD PROCEDURES:
See “Notification procedure” above.

RECORD SOURCE CATEGORIES:
Records are obtained from the Applicant or his or her Representative. USCIS personnel may input information as they process a case, including information from commercial sources, like LexisNexis or Dunn and Bradstreet, to verify whether an Applicant or Co-Applicant is eligible for the benefit requested. USCIS ELIS Account and Case Management will also store and use information from the following USCIS, DHS, and other federal agency systems of records:

• DHS/USCIS–001—Alien File, Index, and National File Tracking System of Records;
• DHS/USCIS–007—Benefits Information System (BIS);
• DHS/USCIS–010—Asylum Information and Pre-Screening;
• DHS/USCIS–006—Fraud Detection and National Security Data System (FDNS–DS);
• DHS/USCIS–014—Electronic Immigration System–1 Temporary Accounts and Draft Benefit Requests System of Records;
• DHS/USCIS–016—Electronic Immigration System–3 Automated Background Functions System of Records;
• DHS/CBP–011—U.S. Customs and Border Protection TECS;
• DHS/ICE–001—Student and Exchange Visitor Information System (SEVIS);
• DHS/ICE–011—Immigration Enforcement Operational Records System (ENFORCE);
• DHS/USVISIT–001—Arrival and Departure Information System (ADIS);
• DHS/USVISIT–0012—DHS Automated Biometric Identification System (IDENT);
• Department of State Consular Consolidated Database (CCD);
• JUSTICE/EOIR–001—Records and Management Information System;
• JUSTICE/FBI–002—FBI Central Records System;
• JUSTICE/FBI–009—Fingerprint Identification Records System (FIRS);
• TREASURY/FMS–017—Collections Records Treasury/Financial Management Service.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
The Secretary of Homeland Security has exempted this system from the following provisions of the Privacy Act pursuant to 5 U.S.C. 552a(k)(2); 5 U.S.C. 552a(c)(3); (d); (e)(1), (e)(4)(G), (e)(4)(H), (e)(4)(i); and (f). Additionally, many of the functions in this system require retrieving records from law enforcement systems. Where a record received from another system has been exempted in that source system under 5 U.S.C. 552a(j)(2), DHS will claim the same exemptions for those records that are claimed for the original primary systems of records from which they originated and claims any additional exemptions in accordance with this rule.

Dated: September 15, 2011.
Mary Ellen Callahan,
Chief Privacy Officer, Department of Homeland Security.

[FR Doc. 2011–24929 Filed 9–27–11; 8:45 am]
BILLING CODE 9911–97–P

DEPARTMENT OF HOMELAND SECURITY

Coast Guard
[Docket No. USCG–2011–0512]

Lower Mississippi River Waterway Safety Advisory Committee; Vacancies

AGENCY: Coast Guard, DHS.

ACTION: Request for applications; reopening of application period.

SUMMARY: The Coast Guard is reopening the period for accepting applications for membership to the Lower Mississippi River Waterway Safety Advisory Committee. This Committee provides advice and recommendations to the Department of Homeland Security on matters relating to communications, surveillance, traffic management, anchorages, development and operation of the New Orleans Vessel Traffic Service (VTS), and other related topics dealing with navigation safety on the Lower Mississippi River as required by the U.S. Coast Guard.

DATES: Applicants should submit a cover letter and resume in time to reach the Designated Federal Officer (DFO) on or before November 15, 2011.
SUMMARY: This notice amends the notice of an emergency declaration for State of Maryland (FEMA-3335-EM), dated August 27, 2011, and related determinations.

DATES: Effective Date: August 30, 2011.


SUPPLEMENTARY INFORMATION: The Federal Emergency Management Agency