DEPARTMENT OF HEALTH AND HUMAN SERVICES

National Institutes of Health

National Cancer Institute Notice of Closed Meetings

Pursuant to section 10(d) of the Federal Advisory Committee Act, as amended (5 U.S.C. App.), notice is hereby given of the following meetings.

The meetings will be closed to the public in accordance with the provisions set forth in sections 552b(c)(4) and 552b(c)(6), Title 5 U.S.C., as amended. The grant applications and the discussions could disclose confidential trade secrets or commercial property such as patentable material, and personal information concerning individuals associated with the grant applications, the disclosure of which would constitute a clearly unwarranted invasion of personal privacy.

Name of Committee: National Cancer Institute Special Emphasis Panel; NCI SPORE in Childhood ALL, Skin, Brain, Lung and Gastrointestinal Cancers.

Date: September 14–16, 2011.
Time: 8 a.m. to 5 p.m.
Agenda: To review and evaluate grant applications.
Place: Bethesda North Marriott Hotel & Conference Center, Montgomery County Conference Center Facility, 5701 Marinelli Road, North Bethesda, MD 20852.

Contact Person: Caron A Lyman, PhD, Scientific Review Officer, Research Programs Review Branch, Division of Extramural Activities, National Cancer Institute, 6116 Executive Blvd, Room 8119, Bethesda, MD 20892–8328, 301–451–4761, lyman@nih.gov.

Name of Committee: National Cancer Institute Special Emphasis Panel; Cellular and Tissue Oncology.

Date: October 4–5, 2011.
Time: 8 a.m. to 5 p.m.
Agenda: To review and evaluate grant applications.

Contact Person: Shafeel Ahmad, PhD, Scientific Review Officer, Research Programs Review Branch, Division of Extramural Activities, National Cancer Institute, NIH, 6116 Executive Blvd, Room 8139, Bethesda, MD 20892–8328, 301–594–0114, ahmads@mail.nih.gov.


Dated: August 9, 2011.
Anna P. Snouffer,
Deputy Director, Office of Federal Advisory Committee Policy.

BILLING CODE 4140–01–P

DEPARTMENT OF HOMELAND SECURITY

Protected Critical Infrastructure Information (PCII) Stakeholder Survey

AGENCY: National Protection and Programs Directorate, DHS.

ACTION: 30-day notice and request for comments; New Information Collection Request: 1670–NEW

SUMMARY: The Department of Homeland Security (DHS), National Protection and Programs Directorate (NPPD), Office of Infrastructure Protection (IP), will submit the following Information Collection Request (ICR) to the Office of Management and Budget (OMB) for review and clearance in accordance with the Paperwork Reduction Act of 1995 (Pub. L. 104–13, 44 U.S.C. Chapter 35). NPPD is soliciting comments concerning New Information Collection Request, Protected Critical Infrastructure Information (PCII) Stakeholder Survey. DHS previously published this ICR in the Federal Register on March 31, 2011, for a 60-day public comment period. DHS received no comments. The purpose of this notice is to allow an additional 30 days for public comments.

DATES: Comments are encouraged and will be accepted until September 14, 2011. This process is conducted in accordance with 5 CFR 1320.10.

ADDRESSES: Interested persons are invited to submit written comments on the proposed information collection to the Office of Information and Regulatory Affairs, OMB. Comments should be addressed to OMB Desk Officer, Department of Homeland Security, Office of Civil Rights and Civil Liberties. Comments must be identified by DHS–2011–0018 and may be submitted by one of the following methods:

• E-mail: oira_submission@omb.eop.gov. Include the docket number in the subject line of the message.
• Fax: (202) 395–5806

Instructions: All submissions received must include the words “Department of Homeland Security” and the docket number for this action. Comments received will be posted without alteration at http://www.regulations.gov, including any personal information provided.

OMB is particularly interested in comments that:
1. Evaluate whether the proposed collection of information is necessary
for the proper performance of the functions of the agency, including whether the information will have practical utility;

2. Evaluate the accuracy of the agency’s estimate of the burden of the proposed collection of information, including the validity of the methodology and assumptions used;

3. Enhance the quality, utility, and clarity of the information to be collected; and

4. Minimize the burden of the collection of information on those who are to respond, including through the use of appropriate automated, electronic, mechanical, or other technological collection techniques or other forms of information technology, e.g., permitting electronic submissions of responses.

FOR FURTHER INFORMATION CONTACT:
Emily Hickey, DHS/NPPD/IP, Emily.Hickey@dhs.gov.

SUPPLEMENTARY INFORMATION: The PCII Program was created by Congress under the Critical Infrastructure Information Act of 2002 (CII Act), Sections 211–215, Title II, Subtitle B of the Homeland Security Act of 2002, Public Law 107–296, to encourage voluntary information sharing by owners and operators of critical infrastructure and protected systems. The PCII Program is implemented by 6 CFR Part 29, Procedures for Handling Critical Infrastructure Information; Final Rule (the Regulation), which was issued in 2006. PCII refers to validated and marked critical infrastructure information not customarily in the public domain and related to the security of critical infrastructure or protected systems, which is voluntarily submitted to DHS for homeland security purposes. The PCII Program offers protection from public disclosure through the Freedom of Information Act (FOIA), state and local sunshine laws, and civil litigation. The PCII Program is administered by DHS/NPPD/IP’s Infrastructure Information Collection Division.

The PCII Program helps government analysts, emergency responders, and other homeland security professionals access data about facilities and systems on which the country depends. The PCII Program is responsible for ensuring compliance with the Regulation’s uniform procedures for the handling, use, dissemination, and safeguarding of PCII. In this capacity, the PCII Program oversees a community of stakeholders, including submitters of CII, authorized users of PCII and accredited Federal, state, and local entities with homeland security duties. This survey is designed to gather information from PCII Officers that can be used to improve these relationships and to maximize the value that the PCII Program is offering to its Federal, state, and local government users. Both the CII Act and its implementing regulations stress the voluntary nature of the PCII Program, so collecting information that will assist in making the PCII Program attractive to its stakeholders will allow the PCII Program to better accomplish the statute’s goals.

The data collected in this survey will be used by the PCII Program to improve relationships with stakeholders and maximize the value of the program. The survey data collected is for internal PCII Program and DHS/NPPD/IP use only. The PCII Program will use the results from the stakeholder to determine levels of satisfaction with the PCII Program and identify areas that require additional communication, identify areas for improvement with the PCII Management System (PCIIMS), and help determine the future direction of the Program.

The survey is administered using a web-based survey tool, Vovici Enterprise Feedback Management (EFM). Automating the PCII Stakeholder Survey reduces the respondent burden of responding to a paper survey or a telephone interview. The staff burden of manually administering a survey and accurately collecting data is also reduced. Automation also captures participants’ typed comments, eliminating time-consuming transcription and manual inaccuracies.

The PCII Stakeholder Survey does not collect personally identifiable information. The survey instrument states that the survey is voluntary and the information will be kept private or anonymous to the extent allowable by law.

Analysis
Title: Protected Critical Infrastructure Information (PCII) Stakeholder Survey.
OMB Number: 1670–NEW.
Frequency: Annually.
Affected Public: State, Local, or Tribal Government.
Number of Respondents: 100 respondents.
Estimated Time per Respondent: .1333 hours.
Total Burden Hours: 13.5 annual burden hours.
Total Burden Cost (capital/startup): $10,566.

Total Burden Cost (operating/maintaining): $4,158.
Dated: August 3, 2011.

David Epperson,
Chief Information Officer, National Protection and Programs Directorate, Department of Homeland Security.

BILLING CODE 9110–9P–P

DEPARTMENT OF HOMELAND SECURITY

U.S. Customs and Border Protection

Accreditation and Approval of Saybolt, LP., as a Commercial Gauger and Laboratory


ACTION: Notice of accreditation and approval of Saybolt, LP., as an approved commercial gauger and accredited laboratory.

SUMMARY: Notice is hereby given that, pursuant to 19 CFR 151.12 and 19 CFR 151.13, Saybolt, LP, Road 127 KM 13.4 Bo. Magas Arriba, P.R., has been approved to gauge and test petroleum and petroleum products for customs purposes, in accordance with the provisions of 19 CFR 151.12 and 19 CFR 151.13. Anyone wishing to employ this entity to conduct laboratory analyses and gauger services should request and receive written assurances from the entity that it is accredited or approved by the U.S. Customs and Border Protection to conduct the specific test or gauger service requested. Alternatively, inquiries regarding the specific test or gauger service this entity is accredited or approved to perform may be directed to the U.S. Customs and Border Protection by calling (202) 344–1060. The inquiry may also be sent to cbp.labhq@dhs.gov. Please reference the Web site listed below for a complete listing of CBP approved gaugers and accredited laboratories. http://cbp.gov/xp/cgov/import/operations_support/labs_scientific_svcvs/commercial_gaugers/.

DATES: The accreditation and approval of Saybolt, LP., Inc., Guayanilla, P.R., as commercial gauger and accredited laboratory became effective on March 11, 2010. The next triennial inspection date will be scheduled for March 2013.

FOR FURTHER INFORMATION CONTACT: