days in advance of the meeting. Interested individuals and representatives or organizations should submit a letter of intent, a brief description of the organization represented, and a written copy of their oral presentation in advance of the meeting. Only one representative of an organization will be allowed to present oral comments and presentations will be limited to a maximum of five minutes. Both printed and electronic copies are requested for the record. In addition, any interested person may file written comments with the Committee by forwarding their statement to the Contact Person listed on this notice. The statement should include the name, address, telephone number and when applicable, the business or professional affiliation of the interested person. Because of time constraints for the meeting, oral comments will be allowed on a first come, first serve basis.

A registration link and information about the DMICC meeting will be available on the DMICC Web site: http://www.diabetescommittee.gov. Members of the public who would like to receive e-mail notification about future DMICC meetings could register on a listserv available on the same Web site.

For further information concerning this meeting contact Dr. Sanford Garfield, Executive Secretary of the Diabetes Mellitus Interagency Coordinating Committee, National Institute of Diabetes and Digestive and Kidney Diseases, 6707 Democracy Boulevard, Room 654, MSC 5460, Bethesda, MD 20892–5460, Telephone: 301–594–8803 FAX: 301–402–6271, E-mail: dmicc@mail.nih.gov.

Dated: July 13, 2011.

Sanford Garfield,
Executive Secretary, DMICC, Division of Diabetes, Endocrinology and Metabolic Diseases, NIDDK, National Institutes of Health.

[FR Doc. 2011–18422 Filed 7–20–11; 8:45 am]
BILLING CODE 4140–01–P

DEPARTMENT OF HEALTH AND HUMAN SERVICES

Substance Abuse and Mental Health Services Administration

Agency Information Collection Activities: Proposed Collection; Comment Request

In compliance with Section 3506(c)(2)(A) of the Paperwork Reduction Act of 1995 concerning opportunity for public comment on proposed collections of information, the Substance Abuse and Mental Health Services Administration (SAMHSA) will publish periodic summaries of proposed projects. To request more information on the proposed projects or to obtain a copy of the information collection plans, call the SAMHSA Reports Clearance Officer on (240) 276–1243.

Comments are invited on: (a) Whether the proposed collections of information are necessary for the proper performance of the functions of the agency, including whether the information shall have practical utility; (b) the accuracy of the agency’s estimate of the burden of the proposed collection of information; (c) ways to enhance the quality, utility, and clarity of the information to be collected; and (d) ways to minimize the burden of the collection of information on respondents, including through the use of automated collection techniques or other forms of information technology.

Proposed Project: Networking Suicide Prevention Hotlines—Evaluation of the Lifeline Policies for Helping Callers at Imminent Risk (NEW)

This proposed project is a new data collection that builds on previously approved data collection activities (Evaluation of Networking Suicide Prevention Hotlines Follow-Up Assessment (OMB No. 0930–0274) and Call Monitoring of National Suicide Prevention Lifeline Form (OMB No. 0930–0275)). This new data collection is an effort to advance the understanding of crisis hotline utilization and its impact. The Substance Abuse and Mental Health Services Administration’s (SAMHSA), Center for Mental Health Services (CMHS) funds a National Suicide Prevention Lifeline Network (“Lifeline”), consisting of a toll-free telephone number that routes calls from anywhere in the United States to a network of local crisis centers. In turn, the local centers link callers to local emergency, mental health, and social service resources.

The overarching purpose of the proposed Evaluation of the Lifeline Policies for Helping Callers at Imminent Risk is to implement data collection to evaluate hotline counselors’ management of imminent risk callers and third party callers concerned about persons at imminent risk, and counselor adherence to Lifeline Policies and Guidelines for Helping Callers at Imminent Risk of Suicide. Specifically, the Evaluation of the Lifeline Policies for Helping Callers at Imminent Risk will collect automated imminent risk form, to inform the network’s knowledge of the extent to which counselors are aware of and being guided by the Lifeline’s imminent risk guidelines; counselors’ definitions of imminent risk; the rates of active rescue of imminent risk callers; types of rescue; barriers to intervention; and the circumstances in which active rescue is initiated, including the caller’s agreement to receive the intervention.

Clearance is being requested for one activity to assess the knowledge, actions, and practices of counselors to aid callers who are determined to be at imminent risk for suicide and who may require active rescue. This evaluation will allow researchers to examine and understand the actions taken by counselors to aid imminent risk callers, the need for active rescue, and, ultimately, to improve the delivery of crisis hotline services to imminent risk callers. A total of eight centers will participate in this evaluation. Thus, SAMHSA is requesting OMB review and approval of the National Suicide Prevention Lifeline—Imminent Risk Form. This activity is distinct from the Crisis Center Survey data collection, which targets the entire network of crisis centers and focuses on a different domain of questions (specifically, the makeup, strengths, and needs of crisis centers.) The information gathered from the Crisis Center Survey cannot provide a profile of imminent risk callers or details about interventions with imminent risk or third party callers.

Crisis counselors at eight participating centers will record information discussed with imminent risk callers on the Imminent Risk Form, which does not require direct data collection from callers. As with previously approved evaluations, callers will maintain anonymity. Counselors will be asked to complete the form for 100% of imminent risk callers to the eight centers participating in the evaluation. This form requests information in 14 content areas, each with multiple sub-items and response options. Response options include open-ended, yes/no, Likert-type ratings, and multiple choice/ check all that apply. The form also requests demographic information on the caller, the identification of the center and counselor submitting the form, and the date of the call. Specifically, the form is divided into the following sections: (1) Call type, (2) gender, (3) age, (4) suicidal desire, (5) suicidal intent, (6) suicidal capability, (7) barriers to suicide, (8) interventions agreed to by caller or implemented by counselor without consent, (9) whether imminent risk was reduced enough such that active rescue was needed, (10) interventions for third party callers calling about a person at imminent risk,
(11) if supervisory consultation occurred,
(12) barriers to getting needed help to the person at imminent risk, (13) steps taken to confirm emergency contact was made with person at risk, and (14) steps taken when emergency contact was NOT made with person at risk. The form will take approximately 15 minutes to complete and may be completed by the counselor during or after the call. It is expected that a total of 1,440 forms will be completed by 360 counselors over the two-year data collection period.

The estimated response burden to collect this information is annualized over the requested two-year clearance period and is presented below:

### TOTAL AND ANNUALIZED AVERAGES—RESPONDENTS, RESPONSES AND HOURS

<table>
<thead>
<tr>
<th>Instrument</th>
<th>Number of respondents</th>
<th>Responses/ respondent</th>
<th>Total responses</th>
<th>Hours per response</th>
<th>Total hour burden</th>
</tr>
</thead>
<tbody>
<tr>
<td>National Suicide Prevention Lifeline—Imminent Risk Form</td>
<td>360</td>
<td>2</td>
<td>720</td>
<td>.25</td>
<td>180</td>
</tr>
</tbody>
</table>

Send comments to Summer King, SAMHSA Reports Clearance Officer, Room 8–1099, One Choke Cherry Road, Rockville, MD 20857 AND e-mail her a copy at summer.king@samhsa.hhs.gov. Written comments should be received within 60 days of this notice.

Dated: July 14, 2011.

Elaine Parry,
Director, Office of Management, Technology and Operations.

[FR Doc. 2011–18371 Filed 7–20–11; 8:45 am]

**BILLING CODE 4162–20–P**

---

**DEPARTMENT OF HOMELAND SECURITY**

[Docket No. DHS–2011–0012]

**Nationwide Cyber Security Review (NCSR) Assessment**

**AGENCY:** National Protection and Programs Directorate, DHS.

**ACTION:** 30-day notice and request for comments; New Information Collection Request.

**SUMMARY:** The Department of Homeland Security (DHS), National Protection and Programs Directorate (NPPD), Office of Cybersecurity and Communications (CS&C), National Cyber Security Division (NCSD), Cyber Security Evaluation Program (CSEP), will submit the following Information Collection Request (ICR) to the Office of Management and Budget (OMB) for review and clearance in accordance with the Paperwork Reduction Act of 1995 (Pub. L. 104–13, 44 U.S.C. Chapter 35): New Information Collection Request, Nationwide Cyber Security Review (NCSR) Assessment. DHS previously published this ICR in the Federal Register on April 21, 2011, for a 60-day public comment period. DHS received no comments. The purpose of this notice is to allow an additional 30 days for public comments.

**DATES:** Comments are encouraged and will be accepted until August 22, 2011.

This process is conducted in accordance with 5 CFR 1320.10.

**ADDRESSES:** Interested persons are invited to submit written comments on the proposed information collection to the Office of Information and Regulatory Affairs, OMB. Comments should be addressed to OMB Desk Officer, Department of Homeland Security, Office of Civil Rights and Civil Liberties. Comments must be identified by DHS–2011–0012 and may be submitted by one of the following methods:

- **Federal eRulemaking Portal:** http://www.regulations.gov.
- **E-mail:** oira_submission@omb.eop.gov. Include the docket number in the subject line of the message.
- **Fax:** (202) 395–5806.

**Instructions:** All submissions received must include the words “Department of Homeland Security” and the docket number for this action. Comments received will be posted without alteration at http://www.regulations.gov, including any personal information provided.

OMB is particularly interested in comments that:

1. Evaluate whether the proposed collection of information is necessary for the proper performance of the functions of the agency, including whether the information will have practical utility;
2. Evaluate the accuracy of the agency’s estimate of the burden of the proposed collection of information, including the validity of the methodology and assumptions used;
3. Enhance the quality, utility, and clarity of the information to be collected; and
4. Minimize the burden of the collection of information on those who are to respond, including through the use of appropriate automated, electronic, mechanical, or other technological collection techniques or other forms of information technology, e.g., permitting electronic submissions of responses.

**FOR FURTHER INFORMATION CONTACT:**
Michael Leking, DHS/NPPD/CS&C/NCSD/CSEP, Michael.Leking@dhs.gov.

**SUPPLEMENTARY INFORMATION:** Per House Report 111–298 and Senate Report 111–31, Department of Homeland Security Appropriations Bill, NPPD, in cooperation with FEMA and relevant stakeholders, shall develop the necessary tools for all levels of government to complete a cyber network security assessment so that a full measure of gaps and capabilities can be completed. The NCSR will be conducted via the United States Computer Emergency Readiness Team (US–CERT) Secure Portal. The assessment stakeholders will be states and major urban areas. The NCSR is a voluntary self-assessment designed to measure cybersecurity preparedness and resiliency. Through the NCSR, CSEP will examine relationships, interactions, and processes governing IT management and the ability to effectively manage operational risk.

**Analysis**


**Title:** Nationwide Cyber Security Review (NCSR) Assessment.

**OMB Number:** 1670–NEW.
**Frequency:** Annually.
**Affected Public:** Chief Information Officers, Chief Information Security Officers, Chief Technology Officers, and IT security personnel within states and large urban areas.

**Number of Respondents:** 750 respondents (estimate).
**Estimated Time per Respondent:** 2 hours.
**Total Burden Hours:** 1,500 annual burden hours.
**Total Burden Cost (capital/startup):** $0.

**Total Recordkeeping Burden:** 50 (This assessment resides on the US-CERT Portal, and there is no cost associated...