for the proper performance of the functions of the agency, including whether the information will have practical utility;

2. Evaluate the accuracy of the agency’s estimate of the burden of the proposed collection of information, including the validity of the methodology and assumptions used;

3. Enhance the quality, utility, and clarity of the information to be collected; and

4. Minimize the burden of the collection of information on those who are to respond, including through the use of appropriate automated, electronic, mechanical, or other technological collection techniques or other forms of information technology, e.g., permitting electronic submissions of responses.

SUPPLEMENTARY INFORMATION: OEC, formed under Title XVIII of the Homeland Security Act of 2002, 6 U.S.C. 101 et seq., is required to develop the NECP, which will include identification of goals, timeframes, and appropriate measures to achieve interoperable communications capabilities. The NECP Tribal Report is designed to meet these statutory requirements.

OEC will use the information gained through the reports to track progress that tribes are making in implementing milestones and demonstrating goals of the NECP. The report will provide OEC with broader capability data across the lanes of the Interoperability Continuum, which are key indicators of consistent success in response-level communications.

Tribes with public safety capabilities (police, fire, emergency medical services, emergency managers, dispatchers, radio operators, government workers, etc.) will be responsible for collecting this information from their respective tribes. Tribal points of contact will complete and submit the report directly to OEC through paper mailing at DHS/NPPD/CS&C/OEC, Ryan Oremland, 245 Murray Lane, SW., Mailstop 0614, Washington, DC 20528–0614 or unclassified electronic submission to NECFgoals@hq.dhs.gov.

Analysis


Title: National Emergency Communications Plan Tribal Report.

OMB Number: 1670–NEW.

Frequency: Annually.

Affected Public: Tribal Governments.

Number of Respondents: 250 respondents.

Estimated Time per Respondent: 30 minutes.

Total Burden Hours: 125 annual burden hours.

Total Burden Cost (capital/startup): $0.

Total Burden Cost (operating/maintaining): $3,052.50.

Dated: June 29, 2011.

David Epperson,
Chief Information Officer, National Protection and Programs Directorate, Department of Homeland Security.

[FR Doc. 2011–17545 Filed 7–12–11; 8:45 am]

BILLING CODE 4410–9F–P

DEPARTMENT OF HOMELAND SECURITY

[Docket No. DHS–2011–0023]

Committee Name: Homeland Security Science and Technology Advisory Committee (HSSTAC)

ACTION: Committee Management; Notice of Federal advisory committee charter renewal.

SUMMARY: The Secretary of Homeland Security has determined that the renewal of the charter of the Homeland Security Science and Technology Advisory Committee (HSSTAC) is necessary and in the public interest in connection with the Department of Homeland Security, Science and Technology Directorate’s performance of its duties. This determination follows consultation with the Committee Management Secretariat, General Services Administration.

Name of Committee: Homeland Security Science and Technology Advisory Committee (HSSTAC).

ADDRESSES: If you desire to submit comments on this action, they must be submitted by August 24, 2011. Comments must be identified by (DHS–2011–0023) and may be submitted by one of the following methods:

• Federal eRulemaking Portal: http://www.regulations.gov. Follow the instructions for submitting comments.

• E-mail: mary.hanson@dhs.gov. Include the docket number in the subject line of the message.

• Fax: 202–253–5823.

• Mail: Mary Hanson, HSSTAC Executive Director, Science and Technology Directorate, Department of Homeland Security, 245 Murray Lane, Bldg. 410, Washington, DC 20528.

Instructions: All submissions received must include the words “Department of Homeland Security” and DHS–2011–0023, the docket number for this action. Comments received will be posted without alteration at http://www.regulations.gov including any personal information provided.

• Docket: For access to the docket to read background documents or comments received, go to http://www.regulations.gov.

FOR FURTHER INFORMATION CONTACT: Mary Hanson, HSSTAC Executive Director, Science and Technology Directorate, Department of Homeland Security, 245 Murray Lane, Bldg. 410, Washington, DC 20528, 202–254–5866 (O) 202–254–5823 (F), mary.hanson@dhs.gov.

Purpose and Objective: The committee addresses areas of interest and importance to the Under Secretary for Science and Technology, such as new developments in systems engineering, cyber-security, knowledge management and how best to leverage related technologies funded by other federal agencies and by the private sector. The committee also advises the Under Secretary on policies, management processes, and organizational constructs as needed. Upon request, the committee provides scientifically- and technically-based advice to the Homeland Security Advisory Council.

Duration: The committee’s charter is effective June 21, 2011 and expires June 21, 2013.

Responsible DHS Officials: Mary Hanson, HSSTAC Executive Director, Science and Technology Directorate, Department of Homeland Security, 245 Murray Lane, Bldg. 410, Washington, DC 20528, 202–254–5866 (O) 202–254–5823 (F), mary.hanson@dhs.gov.

Dated: July 5, 2011.

Tara O’Toole,
Under Secretary for Science and Technology.

[FR Doc. 2011–17547 Filed 7–12–11; 8:45 am]

BILLING CODE 4410–9F–P

DEPARTMENT OF HOMELAND SECURITY

Office of the Secretary

[Docket No. DHS–2011–0044]

Privacy Act of 1974; Department of Homeland Security/ALL–033

Reasonable Accommodations Records System of Records

AGENCY: Privacy Office, DHS.

ACTION: Notice of Privacy Act system of records.

SUMMARY: In accordance with the Privacy Act of 1974, the Department of Homeland Security proposes to