SUMMARY: Notice is hereby given that the Advisory Council on Historic Preservation (ACHP) will meet Thursday, May 5, 2011. The meeting will be held in Room M09 at the Old Post Office Building, 1100 Pennsylvania Ave., NW., Washington, DC at 10 a.m.

The ACHP was established by the National Historic Preservation Act of 1966 (16 U.S.C. 470 et seq.) to advise the President and Congress on national historic preservation policy and to comment upon Federal, federally assisted and federally licensed undertakings having an effect upon properties listed in or eligible for inclusion in the National Register of Historic Places. The ACHP’s members are the Architect of the Capitol; the Secretaries of the Interior, Agriculture, Defense, Housing and Urban Development, Commerce, Education, Veterans Affairs, and Transportation; the Administrator of the General Services Administration; the Chairman of the National Trust for Historic Preservation; the President of the National Conference of State Historic Preservation Officers; a Governor; a Mayor; a Native American; and eight non-Federal members appointed by the President.

Call to Order—10 a.m.
I. Chairman’s Welcome
II. Presentation of Chairman’s Award
III. Chairman’s Report
IV. ACHP Management Issues
   a. Credentials Committee report and recommendations
   b. ACHP legislative agenda
   c. Voting membership for the National Advisory Council on Historic Preservation

DEPARTMENT OF HOMELAND SECURITY
[Docket No. DHS–2011–0021]

Agency Information Collection Activities: Submission for Review; Information Collection Request for the Department of Homeland Security (DHS), Science and Technology, CyberForensics Electronic Technology Clearinghouse (CyberFETCH) Program

AGENCY: Science and Technology Directorate, DHS.

ACTION: 30-day Notice and request for comment.

SUPPLEMENTARY INFORMATION: The Department of Homeland Security (DHS), Science & Technology (S&T) Directorate invites the general public to comment on data collection forms for the CyberForensics Electronic Technology Clearinghouse (CyberFETCH) program. CyberFETCH is responsible for providing a collaborative environment for cyber forensics practitioners from law enforcement, private sector and academia. This clearinghouse will enable its users to share information, best practices and lessons learned within a secure collaborative environment. In order for a user to access this clearinghouse, he/she must complete a registration form to establish a user account. The information collected is used by the DHS S&T CyberFETCH program to determine the authenticity and suitability of the practitioner requesting access. Once approved, users will utilize the collaborative environment to upload documents/resources, exchange information, network with other users, as well as post blogs and comments.

The DHS invites interested persons to comment on the following form and instructions (hereinafter “Forms Package”) for the S&T CyberFETCH:

(1) Request a CyberFETCH Account (DHS Form 10073). Interested persons may receive a copy of the Forms Package by contacting the DHS S&T PRA Coordinator. This notice and request for comments is required by the Paperwork Reduction Act of 1995 (Pub. L. 104–13, 44 U.S.C. chapter 35).

DATES: Comments are encouraged and will be accepted until May 25, 2011.

ADDRESSES: Interested persons are invited to submit written comments on the proposed information collection to the Office of Information and Regulatory Affairs, Office of Management and Budget. Comments should be addressed to: Desk Officer for the Department of Homeland Security, Science and Technology Directorate, and sent via electronic mail to oira_submission@omb.eop.gov or faxed to (202) 395–6974. Please include docket number DHS–2011–0021 in the subject line of the message.

FOR FURTHER INFORMATION CONTACT: DHS S&T PRA Coordinator John Koran (202) 254–5676 (Not a toll free number).

The CyberFETCH Web site will only employ secure Web-based technology (i.e.,