Surrogate Values for the Final Results” memoranda, all dated September 13, 2010.

Final Results of Review

We determine that the following margin exists for the period January 20, 2008, through July 31, 2009:

**LIGHT–WALLED RECTANGULAR PIPE AND TUBE FROM THE PRC**

<table>
<thead>
<tr>
<th>Company</th>
<th>Weighted–Average Margin (Percent)</th>
</tr>
</thead>
<tbody>
<tr>
<td>The Sun Group Inc.</td>
<td>...</td>
</tr>
</tbody>
</table>

Assessment Rates

The Department has determined, and U.S. Customs and Border Protection (“CBP”) shall assess, antidumping duties on all appropriate entries. The Department intends to issue assessment instructions to CBP 15 days after the date of publication of the final results of review.

Cash Deposit Requirements

The following cash-deposit requirements will apply to all shipments of light-walled rectangular pipe and tube from the PRC entered, or withdrawn from warehouse, for consumption on or after the publication date of the final results of this administrative review, as provided by section 751(a)(1) of the Tariff Act of 1930, as amended (the “Act”): (1) the cash deposit rate for the reviewed company named above will be the rate for that firm established in the final results of this administrative review; (2) for any previously reviewed or investigated PRC or non–PRC exporter, not covered in this review, with a separate rate, the cash deposit rate will be the company–specific rate established in the most recent segment of this proceeding; (3) for all other PRC exporters, the cash deposit rate will be the PRC–wide rate which is 264.64 percent; and (4) the cash–deposit rate for any non–PRC exporter of subject merchandise from the PRC will be the rate applicable to the PRC exporter that supplied that exporter. These deposit requirements, when imposed, shall remain in effect until further notice.

Notification to Interested Parties

This notice serves as a final reminder to importers of their responsibility under 19 CFR 351.402(f)(2) to file a certificate regarding the reimbursement of antidumping duties prior to liquidation of the relevant entries during this review period. Failure to comply with this requirement could result in the Secretary’s presumption that reimbursement of antidumping duties occurred and the subsequent assessment of double antidumping duties.

This notice also serves as a final reminder to parties subject to the administrative protective order (“APO”) of their responsibility concerning the return or destruction of proprietary information disclosed under the APO in accordance with 19 CFR 351.305. Timely written notification of the return or destruction of APO materials or conversion to judicial protective order is hereby requested. Failure to comply with the regulations and the terms of an APO is a sanctionable violation.

This notice of final results is issued and published in accordance with sections 751(a)(1) and 777(i)(1) of the Act.

Dated: September 13, 2010.

Ronald K. Lorentzen.
Deputy Assistant Secretary for Import Administration.

[FR Doc. 2010–23548 Filed 9–20–10; 8:45 am]
BILLING CODE 3510–DS–S
CONTACT PERSON FOR MORE INFORMATION:

Sauntia S. Warfield,
Assistant Secretary of the Commission.

For further information contact:

[FR Doc. 2010–23650 Filed 9–17–10; 4:15 pm]

BILLING CODE 6351–01–P

DEPARTMENT OF DEFENSE

Office of the Secretary

Privacy Act of 1974; System of Records

AGENCY: Department of Defense.

ACTION: Notice to alter a system of records.

SUMMARY: The Office of the Secretary of Defense proposes to alter a system of records in its inventory of record systems subject to the Privacy Act of 1974 (5 U.S.C. 552a), as amended.

DATES: This proposed action would be effective without further notice on October 21, 2010, unless comments are received which result in a contrary determination.

ADDRESSES: You may submit comments, identified by docket number and title, by any of the following methods:


Instructions: All submissions received must include the agency name and docket number for this Federal Register document. The general policy for comments and other submissions from members of the public is to make these submissions available for public viewing on the Internet at http://www.regulations.gov as they are received without change, including any personal identifiers or contact information.

FOR FURTHER INFORMATION CONTACT: Ms. Cindy Allard at (703) 588–6830.


The proposed system report, as required by 5 U.S.C. 552a(r) of the Privacy Act of 1974, as amended, was submitted on September 8, 2010, to the House Committee on Oversight and Government Reform, the Senate Committee on Governmental Affairs, and the Office of Management and Budget (OMB) pursuant to paragraph 4c of Appendix I to OMB Circular No. A–130, “Federal Agency Responsibilities for Maintaining Records About Individuals,” dated February 8, 1996 (February 20, 1996, 61 FR 6427).

Dated: September 15, 2010.

Mitchell S. Bryman,
Alternate OSD Federal Register Liaison Officer, Department of Defense.

NDU 01

SYSTEM NAME:
National Defense University (NDU) Student Data Files (October 1, 2008; 73 FR 57080).

CHANGES:
* * * * *

SYSTEM LOCATION:
Delete entry and replace with
“National Defense University, 300 5th Avenue, Building 62, Fort Leslie J. McNair, Washington, DC 20319–5000.”

CATEGORIES OF INDIVIDUALS COVERED BY THE SYSTEM:

Delete entry and replace with “Active Military, Reserve, National Guard, DoD and other Federal and State civilians, international military and civilian fellow, contractor, and private industry students attached to the National Defense University. Resident/non-resident students enrolled in courses of instruction at The National Defense University (NDU), including the College of International Security Affairs, Industrial College of the Armed Forces, Information Resources Management College, Joint Forces Staff College, National War College, Center for Applied Strategic Learning, Center for the Study of Chinese Military Affairs, Center for the Study of Weapons of Mass Destruction, Center for Technology and National Security Policy, Institute for National Strategic Studies, CAPSTONE, Institute for National Security Ethics and Leadership, International Student Management Office, Joint Reserve Affairs Center, NATO Education Center, Secretary of Defense Corporate Fellows Program, and Strategic Policy Forum.”

CATEGORIES OF RECORDS IN THE SYSTEM:

Delete entry and replace with “Name, address, date of birth, citizenship, race, Social Security Number (SSN), phone numbers, e-mail addresses, disability information, student identification number, grade/rank, branch of service or civilian agency, years of Federal service, school attended and years of attendance, security clearance granted and date, biographical data, course/section assignment, prior education, and academic data.”

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:


PURPOSE(S):

Delete entry and replace with “To confirm attendance eligibility, monitor student progress, produce record of grades and achievements, prepare assignment rosters and to render management, statistical summaries and reports at the National Defense University.”

* * * * *

RETRIEVABILITY:

Delete entry and replace with “By name, Social Security Number (SSN), or student identification number.”

SAFEGUARDS:

Delete entry and replace with “Records are housed in a controlled entry building with 24/7 security guards and accessed only by authorized personnel having an official need-to-know. Access Rights List is the Computer Network Defense Service Provider with 24/7 monitoring of all incoming and outgoing traffic. An Intrusion Detection System, firewalls, routers, and Access Control Lists are used to protect access to the system. Virtual Private Network and Secure Socket Layers are used for transactions to and from the system. Internally, National Defense University employs a two-factor authentication, Common Access Card login, role-based profiles and access is granted on a need-to-know basis. Access to user and division folders is granted on a need-to-know basis. Data at rest is protected through access controls including role-based permissions based on need-to-know. Annual Information Awareness Training including Personal Identifiable Information is required by all users. Completion of Privacy Act training is required annually.”

* * * * *

SYSTEM MANAGER(S) AND ADDRESS:

Delete entry and replace with “President, National Defense University, 300 5th Avenue, Building 62, Fort Leslie J. McNair, Washington, DC 20319–5000.”