COMMISSION ON CIVIL RIGHTS

Notice is hereby given, pursuant to the provisions of the rules and regulations of the U.S. Commission on Civil Rights (Commission), and the Federal Advisory Committee Act (FACA), that a planning meeting of the Louisiana Advisory Committee to the Commission will convene at 10 a.m. on Thursday, September 16, 2010, at the U.S. Commission on Civil Rights, 624 Ninth Street, NW., Conference Room 540, Washington, DC 20425. The purpose of the meeting is to provide SAC orientation and to plan future activities for SAC project.

This meeting is available to the public through the following toll-free call-in number: (866) 364–7584, conference call access code number 90226766. Any interested member of the public may call this number and listen to the meeting. Callers can expect to incur charges for calls they initiate over wireless lines, and the Commission will not refund any incurred charges. Callers will incur no charge for calls they initiate over land-line connections to the toll-free telephone number. Persons with hearing impairments may also follow the proceedings by first calling the Federal Relay Service at 1–800–977–8339 and providing the Service with the conference call number and contact name Farella E. Robinson.

To ensure that the Commission secures an appropriate number of lines for the public, persons are asked to register by contacting Corrine Sanders of the Central Regional Office and TTY/ TDD telephone number, by 4 p.m. on August 20, 2010.

COMMISSION ON CIVIL RIGHTS

Agenda and Notice of Public Meeting of the Louisiana Advisory Committee

Notice is hereby given, pursuant to the provisions of the rules and regulations of the U.S. Commission on Civil Rights (Commission), and the Federal Advisory Committee Act (FACA), that a planning meeting of the Louisiana Advisory Committee to the Commission will convene by conference call at 2 p.m. and adjourn at approximately 3:30 p.m. on Wednesday, August 25, 2010. The purpose of this meeting is to provide SAC orientation and to plan future activities for SAC project.

This meeting is available to the public through the following toll-free call-in number: (866) 364–7584, conference call access code number 90226766. Any interested member of the public may call this number and listen to the meeting. Callers can expect to incur charges for calls they initiate over wireless lines, and the Commission will not refund any incurred charges. Callers will incur no charge for calls they initiate over land-line connections to the toll-free telephone number. Persons with hearing impairments may also follow the proceedings by first calling the Federal Relay Service at 1–800–977–8339 and providing the Service with the conference call number and contact name Farella E. Robinson.

To ensure that the Commission secures an appropriate number of lines for the public, persons are asked to register by contacting Corrine Sanders of the Central Regional Office and TTY/ TDD telephone number, by 4 p.m. on August 20, 2010.

Members of the public are entitled to submit written comments; the comments must be received in the regional office by Friday, October 15, 2010. The address is the Eastern Regional Office, 624 Ninth Street, NW., Suite 740, Washington, DC 20425. Persons wishing to e-mail their comments, or who desire additional information should contact the Eastern Regional Office at 202–376–7533 or by e-mail to: ero@usccr.gov.

Hearing-impaired persons who will attend the meeting and require the services of a sign language interpreter should contact the Regional Office at least ten (10) working days before the scheduled date of the meeting.

Records generated from this meeting may be inspected and reproduced at the Eastern Regional Office, as they become available, both before and after the meeting. Persons interested in the work of this advisory committee are advised to go to the Commission’s Web site, http://www.usccr.gov, or to contact the Eastern Regional Office at the above e-mail or street address.

The meeting will be conducted pursuant to the rules and regulations of the Commission and FACA.

DEPARTMENT OF COMMERCE

National Oceanic and Atmospheric Administration

Availability of Seats for the Stellwagen Bank National Marine Sanctuary Advisory Council

AGENCY: Office of National Marine Sanctuaries (ONMS), National Ocean Service (NOS), National Oceanic and Atmospheric Administration, Department of Commerce (DOC).

ACTION: Notice and request for applications.

SUMMARY: The ONMS is seeking applicants for the following seats on the Stellwagen Bank National Marine Sanctuary Advisory Council: Member and alternate seats for Conservation, alternate seats for Education, Mobile Gear Commercial Fishing, Whalewatching, and At-Large.

Applicants are chosen based upon their particular expertise and experience in relation to the seat for which they are applying: community and professional affiliations; philosophy regarding the protection and management of marine resources; and possibly the length of residence in the area affected by the sanctuary. Applicants who are chosen as members should expect to serve two- and three-year terms, pursuant to the Council’s Charter. The Council consists of three state and three Federal non-voting ex-officio seats.

DATES: Applications are due by 10 September 2010.

ADDRESSES: Application kits may be obtained from Elizabeth.Stokes@noaa.gov, Stellwagen Bank National Marine Sanctuary, 175 Edward Foster Road, Scituate, MA 02066. Telephone 781–545–8026, ext. 201. Completed applications should be sent to the same address or e-mail, or faced to 781–545–8036.

FOR FURTHER INFORMATION CONTACT: Nathalie.Ward@noaa.gov, External
DEPARTMENT OF COMMERCE

Office of the Secretary

National Institute of Standards and Technology

International Trade Administration

National Telecommunications and Information Administration

Cybersecurity, Innovation and the Internet Economy

AGENCY: Office of the Secretary, U.S. Department of Commerce; National Institute of Standards and Technology, U.S. Department of Commerce; International Trade Administration, U.S. Department of Commerce; and National Telecommunications and Information Administration, U.S. Department of Commerce.

ACTION: Notice of inquiry.

SUMMARY: The Department of Commerce’s Internet Policy Task Force is conducting a comprehensive review of the nexus between cybersecurity challenges in the commercial sector and innovation in the Internet economy. The Department seeks comments from all stakeholders, including the commercial, academic and civil society sectors, on measures to improve cybersecurity while sustaining innovation. Preserving innovation, as well as private sector and consumer confidence in the security of the Internet economy, are important for promoting economic prosperity and social well-being overall. In particular, the Department seeks to develop an up-to-date understanding of the current public policy and operational challenges affecting cybersecurity, as those challenges may shape the future direction of the Internet and its commercial use, both domestically and globally. After analyzing comments on this Notice, the Department intends to issue a report that will contribute to the Administration’s domestic and international policies and activities in advancing both cybersecurity and the Internet economy.

DATES: Comments are due on or before September 13, 2010.

ADDRESS: Written comments may be submitted by mail to Diane Honeycutt, National Institute of Standards and Technology, 100 Bureau Drive, Stop 8930, Gaithersburg, MD 20899. Submissions may be in any of the following formats: HTML, ASCII, Word, rtf, or pdf. Online submissions in electronic form may be sent to cybertaskforce@doc.gov. Paper submissions should include a three and one-half inch computer diskette or compact disc (CD). Diskettes or CDs should be labeled with the name and organizational affiliation of the filer and the name of the word processing program used to create the document. Comments will be posted at http://www.ntia.doc.gov/internetpolicytaskforce and http://csrc.nist.gov.

FOR FURTHER INFORMATION CONTACT: For questions about this Notice contact: Jon Boyens, International Trade Administration, U.S. Department of Commerce, 1401 Constitution Avenue, NW., Room 2806, Washington, DC 20230, telephone (202) 482-0573, e-mail jon.boyens@trade.gov; or Alfred Lee, National Telecommunications and Information Administration, U.S. Department of Commerce, 1401 Constitution Avenue, NW., Room 4725, Washington, DC 20230, telephone (202) 482-1680, e-mail alfred.lee@ntia.doc.gov. Please direct media inquiries to the National Institute of Standards and Technology’s Office of Public and Business Affairs at (301) 975-6478.

SUPPLEMENTARY INFORMATION: The Internet has become vitally important to U.S. innovation, prosperity, education, civic activity and cultural life as well as aspects of our national security. A top priority of the Department of Commerce is to ensure that the Internet remains an open and trusted infrastructure, both for commercial entities and individuals. In pursuit of this priority, the Department has created an Internet Policy Task Force whose mission is to identify leading policy challenges and to recommend possible solutions. The Task Force leverages expertise across many bureaus at the Department, including those responsible for cybersecurity standards and best practices, information and communications policy, international trade, intellectual property, business advocacy and export control. This Notice of Inquiry is one in a series of inquiries from the Task Force. Other reviews examine information privacy, global free flow of information on the Internet, and online copyright protection issues. The Task Force may explore additional areas in the future.

The Task Force’s cybersecurity work aims to identify public policies and private-sector norms that can: (1) Promote conduct by firms and consumers that collectively will sustain growth in the Internet economy and improve the level of security of the infrastructure and online environment that support it; (2) enhance individual and collaborative efforts by those actors who are in the best position to assist firms and their customers in addressing cybersecurity challenges; (3) improve the ability of firms and consumers to keep pace with ever-evolving cybersecurity risks; and (4) promote individual privacy and civil liberties. Public policies and private-sector practices that promote innovation and enhance cybersecurity will help assure that the Internet remains fertile ground for an expanding range of beneficial commercial and consumer activity.

Internet Growth and Evolving Cybersecurity Challenges: The Internet allows users to gather, store, process, and transfer vast amounts of data, including proprietary and sensitive business, transactional, and personal data. At the same time that businesses and consumers rely more and more on the Internet for an expanding range of beneficial commercial and consumer activity, and it seems highly unlikely that all risks will ever be completely eliminated.