III. Comments

Interested persons may submit to the Division of Dockets Management (see ADDRESSES) electronic or written comments regarding this docket. Submit a single copy of electronic comments or two paper copies of any mailed comments, except that individuals may submit one paper copy. Comments are to be identified with the docket number found in brackets in the heading of this document. Received comments may be seen in the Division of Dockets Management between 9 a.m. and 4 p.m., Monday through Friday.

IV. References

FDA has placed the following references on display in FDA’s Division of Dockets Management (see ADDRESSES). You may see them between 9 a.m. and 4 p.m., Monday through Friday. FDA has verified the Web site addresses, but FDA is not responsible for any subsequent changes to Web sites after this document publishes in the Federal Register.


member of the Committee in advance of the meeting, please submit them, preferably in electronic form to facilitate distribution, to Martha K. Landesberg, Executive Director, DHS Data Privacy and Integrity Advisory Committee, by March 11, 2010.

Information on Services for Individuals With Disabilities

For information on services for individuals with disabilities or to request special assistance, contact Martha K. Landesberg, Executive Director, DHS Data Privacy and Integrity Advisory Committee, as soon as possible.

Privacy Act Statement: DHS’s Use of Your Information

Principal Purposes: When you register to attend a DHS Data Privacy and Integrity Advisory Committee meeting, DHS collects your name, contact information, and the organization you represent, if any. We use this information to contact you for purposes related to the meeting, such as to confirm your registration, to advise you of any changes in the meeting, or to assure that we have sufficient materials to distribute to all attendees. We may also use the information you provide for public record purposes such as posting publicly available transcripts and meeting minutes.

Routine Uses and Sharing: In general, DHS will not use the information you provide for any purpose other than the Principal Purposes, and will not share this information within or outside the agency. In certain circumstances, DHS may share this information on a case-by-case basis as required by law or as necessary for a specific purpose, as described in the DHS Mailing and Other Lists System of Records Notice, DHS/ALL-002 (73 FR 71659).


Effects of Not Providing Information: You may choose not to provide the requested information or to provide only some of the information DHS requests. If you choose not to provide some or all of the requested information, DHS may not be able to contact you for purposes related to the meeting.

Accessing and Correcting Information: If you are unable to access or correct this information by using the method that you originally used to submit it, you may direct your request in writing to the DHS Deputy Chief FOIA Officer at foia@dhs.gov. Additional instructions are available at http://www.dhs.gov/foia and in the DHS/ALL-002 System of Records Notice referenced above.

Dated: February 17, 2010.
Mary Ellen Callahan,
Chief Privacy Officer, Department of Homeland Security.

[FR Doc. 2010–3400 Filed 2–22–10; 8:45 am]

DEPARTMENT OF HOMELAND SECURITY

Office of the Secretary

[Docket No. DHS–2009–0041]


AGENCY: Privacy Office; DHS.

ACTION: Notice of Privacy Act system of records.

SUMMARY: In accordance with the Privacy Act of 1974, the Department of Homeland Security proposes to update and reissue Department of Homeland Security/ALL—023 Personnel Security Management System of Records to include record systems within the Federal Protective Service and records of federal, state, local and foreign law enforcement personnel who apply for and/or are granted authority to enforce federal laws on behalf of the Department. Categories of individuals, categories of records, purpose, and routine uses of this system have been reviewed and updated to reflect the personnel security management record systems of the Department, including the Federal Protective Service. The activities performed by the Department’s personnel security program often overlap with other security-related activities such as access control and investigatory records. Accordingly, data within each of the categories of individuals, categories of records, purpose and routine uses may have similarities with other security-related systems of records, but each system is distinct based on its purpose.

Further, this system of records is separate from Department of Homeland Security/ALL—026—Personal Identity Verification Management System of Records, June 25, 2009, which supports the administration of the Homeland Security Presidential Directive—12 program, directing the use of a common identification credential for both logical and physical access to federally controlled facilities and information systems while enhancing security, increasing efficiency, reducing identity fraud, and protecting personal privacy.

There will be no change to the Privacy Act exemptions currently in place for this system of records and therefore remain in effect. This updated system will continue to be included in the Department of Homeland Security’s inventory of record systems.

DATES: Written comments must be submitted on or before March 25, 2010. This updated system will be effective March 25, 2010.

ADDRESSES: You may submit comments, identified by docket number DHS–2009–0041 by one of the following methods:


• Fax: 703–483–2999.

• Mail: Mary Ellen Callahan, Chief Privacy Officer, Privacy Office, Department of Homeland Security, Washington, DC 20528.

Instructions: All submissions received must include the agency name and docket number for this rulemaking. All comments received will be posted without change and may be read at http://www.regulations.gov, including any personal information provided.

• Docket: For access to the docket to read background documents or comments received, go to http://www.regulations.gov.

FOR FURTHER INFORMATION CONTACT: For general questions and privacy issues please contact: Mary Ellen Callahan (703–235–0780), Chief Privacy Officer, Privacy Office, Department of Homeland Security, Washington, DC 20528.

SUPPLEMENTARY INFORMATION:

I. Background

The Department of Homeland Security (DHS) and its components and offices rely on DHS/ALL—023 Personnel Security Management System of Records (74 FR 3084, January 16, 2009) for the collection and maintenance of records that pertain to personnel security management. DHS is updating and reissuing this Department-wide system of records under the Privacy Act (5 U.S.C. 552a), for DHS personnel security management records, to include records systems within the Federal Protective Service (FPS) and records of federal, state, local, and foreign law enforcement personnel