DOJ and the rights afforded them in the litigation to enforce collection of debts owed to the United States.

**Records to Be Matched:** DOJ will provide records from the Debt Collection Management System, JUSTICE/JMD–006, last published at 58 FR 60058–60060 (November 12, 1993).

This system of records contains information on persons indebted to the United States who have allowed their debts to become delinquent and whose debts have been sent by client Federal agencies to DOJ for enforced collection through litigation. DOJ records will be matched against records contained in the Privacy Act System of Records: CADE [Customer Account Data Engine] Individual Master File (IMF), Treasury/IRS 24,030, last published at 66 FR 63800 (December 10, 2001), which contains taxpayer entity records and tax modular records which contain all records relative to specific tax returns for each applicable tax period or year.

**Categories of Records/Individuals Involved:** DOJ will submit the nine digit Social Security Number (SSN) and Name Control (the first four letters of the surname) of each individual whose current address is requested. IRS will provide an address for each taxpayer whose SSN and Name Control matches the record submitted by DOJ, or a code explaining that no match was found for the record.

**Notice Procedures:** IRS provides direct notice to taxpayers in the instructions to Forms 1040, 1040A, and 1040EZ, and constructive notice in the Federal Register system of records notice, that information provided on U.S. Individual Income Tax Returns and through other means may be given to other Federal agencies, as provided by law. For the records involved in this match, both IRS and DOJ have provided constructive notice of these disclosures to records subjects through the publication, in the Federal Register, of system of record notices that contain routine uses permitting disclosures for this matching program.

**Address for Receipt of Public Comments or Inquiries:** Interested persons are invited to submit written comments regarding this notice to Diane Watson, Deputy Director, Debt Collection Management, Justice Management Division, Nationwide Central Intake Facility, 1110 Bonifant St., Suite 220, Silver Spring, MD 20910–3358.

Lee Lofthus, Acting Assistant Attorney General for Administration.

**System Name:**

Attorney Student Loan Repayment Program Applicant Files, Justice/JMD–024.

**Security Classification:**

The information in this system is not classified.

**System Location:**

Records in this system are located at the Department of Justice, Justice Management Division, Office of Attorney Recruitment and Management, 20 Massachusetts Avenue, NW., Suite 5100, Washington, DC 20530.

**Categories of Individuals Covered by the System:**

This system contains records and related correspondence on persons serving in or hired to serve in a Department attorney position who submit applications for participation in the Attorney Student Loan Repayment Program (ASLRP), as well as attorneys who have previously applied for and who are presently receiving or previously have received such benefits.
CATHERS OF RECORDS IN THE SYSTEM:
Records may include: employees’ (or potential employees’) names, home and work addresses, social security numbers, student loan account numbers, loan balances, repayment schedules, repayment histories, and repayment status. They may also include loan holders’ names, addresses, and telephone numbers, Employee Service Agreements, justifications, and other correspondence relating to employees’ (or potential employees’) applications.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
The system is based on the provisions of 5 U.S.C. 5379, as amended.

PURPOSE(S):
The ASLRP is an agency recruitment and retention incentive program. Based on the provisions of 5 U.S.C. 5379, as amended, the ASLRP is an incentive program designed to recruit and retain highly qualified attorneys for hard-to-fill positions. Any Department of Justice employee serving in or hired to serve in an attorney position may request consideration for the ASLRP.

Records in this system are necessary in order for the Department to determine the eligibility of each applicant for consideration for a student loan repayment. These records are maintained to determine eligibility and benefits and to process requests to receive student loan repayments. The records are also used by the Department to prepare its reports for the Office of Personnel Management (OPM), as required by 5 CFR 537.110.

ROUTINE USES OF RECORDS MAINTAINED IN THE SYSTEM, INCLUDING CATEGORIES OF USERS AND THE PURPOSES OF SUCH USES:
Records or information from this system of records may be disclosed under the following circumstances when it has been determined by the Department of Justice that such a need exists:

1. To the news media and the public, including disclosures pursuant to 28 CFR 50.2, unless it is determined that release of the specific information in the context of a particular case would constitute an unwarranted invasion of personal privacy.
2. To a Member of Congress or staff acting upon the Member’s behalf when the Member or staff requests information on behalf of, and at the request of, the individual who is the subject of the record.
3. To the National Archives and Records Administration for purposes of records management inspections conducted under the authority of 44 U.S.C. 2904 and 2006.
4. Where a record, either alone or in conjunction with other information, indicates a violation or potential violation of law—criminal, civil, or regulatory in nature—the relevant records may be referred to the appropriate federal, state, local, tribal, or foreign law enforcement authority or other appropriate entity charged with the responsibility of investigating or prosecuting such a violation or charged with enforcing or implementing such law.
5. In an appropriate proceeding before a court, or administrative or adjudicative body, when the Department of Justice determines that the records are arguably relevant to the proceeding; or in an appropriate proceeding before an administrative or adjudicative body when the adjudicator determines the records to be relevant to the proceeding.
6. To an actual or potential party to litigation or the party’s authorized representative for the purpose of negotiation or discussion of such matters as settlement, plea bargaining, or in informal discovery proceedings.
7. To appropriate officials and employees of a federal agency or entity which requires information relevant to a decision concerning the hiring, appointment, or retention of an employee; the issuance, renewal, suspension, or revocation of a security clearance, the execution of a security or suitability investigation; the letting of a contract; or the issuance of a grant or benefit.
8. To federal, state, local, tribal, foreign, or international licensing agencies or associations which require information concerning the suitability or eligibility of an individual for a license or permit.
9. To contractors, grantees, experts, consultants, students, and others performing or working on a contract, service, grant, cooperative agreement, or other assignment for the Federal Government, when necessary to accomplish an agency function related to this system of records.
10. To a former employee of the Department for purposes of: responding to an official inquiry by a federal, state, or local government entity or professional licensing authority, in accordance with applicable Department regulations; or facilitating communications with a former employee that may be necessary for personnel-related or other official purposes where the Department requires information and/or consultation assistance from the former employee regarding a matter within that person’s former area of responsibility.
11. To OPM, any records or information in this system of records that OPM requests or requires pursuant to OPM’s oversight and regulatory functions.
12. To other Federal agencies, hearing or court officials, and present employers of an employee in order for the Department to obtain repayment, if an employee fails to complete the period of employment under a service agreement and fails to reimburse the Department the amount of any student loan repayment benefits the employee received from the Department.
13. To the Department’s payroll processing provider in order to calculate tax withholding and disbursement payments of student loan repayment benefits to loan holders on behalf of employees approved to receive this benefit.
14. To student lending institutions or loan holders in order to obtain information (such as a borrower’s account number, original and current loan balance, repayment schedule, repayment history, and current repayment status) to allow the Department to determine an employee’s or potential employee’s initial and continuing eligibility for this program, to facilitate accurate payments to student loan holders on behalf of eligible employees, and to ensure the Department discontinues making student loan repayments to individuals who do not remain eligible for them during the period of the service agreement.
15. To any criminal, civil, or regulatory law enforcement authority (whether federal, state, local, tribal, or foreign) where the information is relevant to the recipient entity’s law enforcement responsibilities.
16. To appropriate agencies, entities, and persons when (1) it is suspected or confirmed that the security or confidentiality of information in the system of records has been compromised; (2) the Department has determined that as a result of the suspected or confirmed compromise there is a risk of harm to economic or property interests, identity theft or fraud, or harm to the security or integrity of this system or other systems or programs (whether maintained by the Department or another agency or entity) that rely upon the compromised information; and (3) the disclosure made to such agencies, entities, and persons is reasonably necessary to assist in connection with the Department’s efforts to respond to the suspected or confirmed compromise and prevent, minimize, or remedy such harm.
DISCLOSURE TO CONSUMER REPORTING AGENCIES:
Not applicable.

POLICIES AND PRACTICES FOR STORING, RETRIEVING, ACCESSING, RETAINING, AND DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
Records are maintained in hard copy and in electronic form accessible with office automation software on Department computers within OARM’s office suite.

RETRIEVABILITY:
Information is typically retrieved by name of the individual, or other personal identifiers (e.g., social security number).

SAFEGUARDS:
Information in this system is safeguarded in accordance with applicable rules and policies, including the Department’s automated systems security and access policies. Records in this system are maintained in restricted access space in Department controlled facilities and offices. Computerized data is password protected. The information is accessed only by authorized Department personnel or by non-Department personnel properly authorized to assist in the conduct of an agency function related to these records. All physical access to the building where these records are maintained is controlled and monitored by security personnel.

RETENTION AND DISPOSAL:
The retention and disposal schedule for these records is pending approval of the National Archives and Records Administration.

SYSTEM MANAGER(S) AND ADDRESS:
Director, Office of Attorney Recruitment and Management, Justice Management Division, 20 Massachusetts Avenue, NW., Suite 5100, Washington, DC 20530.

NOTIFICATION PROCEDURE:
Address inquiries to the System Manager named above.

RECORD ACCESS PROCEDURE:
Requests for access to a record from this system must be in writing and should be addressed to the System Manager named above. The envelope and the letter should be clearly marked “Privacy Act Request.” Requests for access to records must comply with the Department’s Privacy Act regulations, to include a general description of the records sought, and the requester’s full name, current address, and date and place of birth. The request must be signed and dated, and either notarized or submitted under penalty of perjury. The requester may submit any other identifying data he/she wishes to furnish to assist in making a proper search of the system.

CONTESTING RECORD PROCEDURES:
Individuals desiring to contest or amend information maintained in this system should direct their requests according to the Records Access procedures and to the System Manager above, stating clearly and concisely what information is being contested, the reasons for contesting it, and the proposed amendment to the information sought.

RECORD SOURCE CATEGORIES:
Information in this system of records is obtained from the individual to whom the information applies, lending institutions holding student loans for the individual to whom the information applies, officials of the Department, and official Department documents.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
None.

BILLING CODE 4410–PB–P

DEPARTMENT OF JUSTICE
Office of Justice Programs
[OJP (OJP) Docket No. 1462]

Meeting of the Public Safety Officer Medal of Valor Review Board

AGENCY: Office of Justice Programs (OJP), Justice.

ACTION: Notice of meeting.

SUMMARY: This is an announcement of a meeting of the Public Safety Officer Medal of Valor Review Board to review applications for the 2005–2006 Medal of Valor Awards and to discuss upcoming activities. The meeting time and location are located below.

DATES: November 20, 2006, 10 a.m. to 5 p.m.

ADDRESSES: The meeting will take place at the Office of Justice Programs, 810 7th Street, NW., Washington, DC 20531.

FOR FURTHER INFORMATION CONTACT:
Michelle Shaw, Acting Special Assistant to the Director, Bureau of Justice Assistance, Office of Justice Programs, 810 7th Street, NW., Washington, DC 20531, by telephone at (202) 514–9354, toll free (866) 859–2687, or by e-mail at michelle.a.shaw@usdoj.gov.

SUPPLEMENTARY INFORMATION: The Public Safety Officer Medal of Valor Review Board carries out those advisory functions specified in 42 U.S.C. 15202. Pursuant to 42 U.S.C. 15201, the President of the United States is authorized to award the Public Safety Officer Medal of Valor, the highest national award for valor by a public safety officer. The purpose of this meeting is to review applications for the 2005–2006 Medal of Valor Awards and to discuss upcoming activities related thereto.

This meeting will be open to the public. For security purposes, members of the public who wish to attend must register at least five (5) days in advance of the meeting by contacting Ms. Shaw. All attendees will be required to sign in at the front desk. Note: Photo identification will be required for admission. Additional identification documents may be required.

Access to the meeting will not be allowed without prior registration. Anyone requiring special accommodations should contact Ms. Shaw at least five (5) days in advance of the meeting.

Dated: November 2, 2006.

Cybele Daley,
Deputy Assistant Attorney General, Office of Justice Programs.

BILLING CODE 4410–18–P

DEPARTMENT OF LABOR
Employment and Training Administration

Public Meeting of the Advisory Committee on Apprenticeship (ACA)

AGENCY: Employment and Training Administration, Labor.

ACTION: Notice of an open ACA meeting.

SUMMARY: Pursuant to section 10 of the Federal Advisory Committee Act (Pub. Law 92–463; 5 U.S.C. APP. 1), notice is hereby given of an open meeting of the Advisory Committee on Apprenticeship (ACA).

Time and Date: The meeting will begin at approximately 1 p.m. on Monday, November 27, 2006, and continue until approximately 4:30 p.m. The meeting will reconvene at approximately 8:30 a.m. on Tuesday, November 28, 2006, and continue until approximately 4:30 p.m. The meeting will reconvene at approximately 8:30 a.m. on Wednesday, November 29, and adjourn at approximately 12 p.m.

Place: Capital Hilton, 1001 16th Street, NW., Washington, DC 20036, (202) 393–1000.

The agenda is subject to change due to time constraints and priority items.