The meeting will start at 9 a.m. until 5 p.m., in the Eisenhower Conference Room, 2nd Floor. The purpose of the meeting is to focus on procurement opportunities and outreach services for the veterans and service disabled veterans.

Anyone wishing to attend must contact Cheryl Clark, Program Liaison, in the Office of Veterans Business Development, at (202) 205–6773, or e-mail Cheryl.Clark@sba.gov.

Matthew K. Becker,
Committee Management Officer.

[FR Doc. E6–6692 Filed 5–2–06; 8:45 am]
BILLING CODE 8025–01–P

DEPARTMENT OF TRANSPORTATION
Office of the Secretary
Aviation Proceedings, Agreements Filed the Week Ending April 14, 2006

The following Agreements were filed with the Department of Transportation under the sections 412 and 414 of the Federal Aviation Act, as amended (49 U.S.C. 1382 and 1384) and procedures governing proceedings to enforce these provisions. Answers may be filed within 21 days after the filing of the application.

Date Filed: April 11, 2006.
Parties: Members of the International Air Transport Association.

Subject:
Mail Vote 482—Resolution 010i, TC3 Japan—Korea, Special Passenger Amending Resolution between Japan and Korea (Rep. of).

Intended effective date: 1 May 2006.
Date Filed: April 11, 2006.
Parties: Members of the International Air Transport Association.

Subject:
PTC2 EUR Mail Vote 484. Special Amending Resolution 010k between Luxembourg and Europe.

Intended effective date: 1 June 2006.

Renée V. Wright,
Program Manager, Docket Operations, Federal Register Liaison.

[FR Doc. E6–6661 Filed 5–2–06; 8:45 am]
BILLING CODE 4910–9X–P

DEPARTMENT OF TRANSPORTATION
Office of the Secretary
Privacy Act of 1974: System of Records

AGENCY: Department of Transportation (DOT), Office of the Secretary.

ACTION: DOT intends to establish a system of records under the Privacy Act of 1974.

SUMMARY: The Privacy Act of 1974, as amended, 5 U.S.C. 552a, requires that agencies that maintain a system of records publish a notice in the Federal Register of the existence and character of the system. In accordance with the Privacy Act, DOT is giving notice of a system of records to enhance its ability to manage information sharing and employee access to various information systems of its Federal Highway Administration (FHWA).

DATES: Effective Date: This notice will be effective, without further notice, on June 12, 2006, unless modified by a subsequent notice to incorporate comments received from the public. Comments must be received by June 2, 2006 to be assured consideration.

ADDRESSES: Send comments to James Kabel, Privacy Officer, Department of Transportation, Federal Highway Administration, 400 7th Street, SW., Room 4428, Washington, DC 20590 or James.Kabel@fhwa.dot.gov.

FOR FURTHER INFORMATION CONTACT: Cheryl Ledbetter, Department of Transportation, Federal Highway Administration, HAIM–42, 400 7th Street, SW., Washington, DC 20590, (202) 366–9030 (voice), (202) 366–9030 (fax), or Cheryl.Ledbetter@fhwa.dot.gov.

SUPPLEMENTARY INFORMATION: DOT intends to establish a system of records that will enable the FHWA to adequately monitor and identify possible unauthorized access incidents or security breaches of FHWA’s electronic systems.
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SYSTEM NAME:
User Profile and Access Control System (UPACS).

SECURITY CLASSIFICATION:
Sensitive, Unclassified.

SYSTEM LOCATION:
This system is located in the Federal Highway Administration (FHWA), Office of Information and Management Services, 400 7th Street SW., Room 4331, Washington, DC 20590.

CATEGORIES OF INDIVIDUALS COVERED BY THE SYSTEM OF RECORDS:
Employees and contractors of DOT’s FHWA and Federal Motor Carrier Safety Administration, State DOT employees and contractors who require access to UPACS for their job duties, as well as other external users with specific needs.
CATEGORIES OF RECORDS IN THE SYSTEM:
This system of records may include user’s general profile information that identifies the user, i.e., name, work address, work email address, and the full Social Security Number for FHWA employees, user’s application rights records, State, organization and routing symbol records, application information, log and session records and user-base review records.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:

PURPOSES:
The User Profile and Access Control System (UPACS) is the security control system that manages user authentication and associated access rights for individuals needing entry into any of FHWA’s applications.

ROUTINE USES OF RECORDS MAINTAINED IN THE SYSTEM, INCLUDING CATEGORIES OF USERS AND THE PURPOSES OF SUCH USES:
(1) Respond to user complaints; (2) reply to user feedback comments; (3) manage access to restricted applications; (4) manage access rights to information within an application; (5) provide information to any person(s) authorized to assist in an approved investigation of improper access or usage of FHWA computer systems; (6) provide access to other government agencies when required by law; and (7) fulfill requests for reports and other similar information. These reports would be generated for auditing purposes and consist of the following information (any combination thereof): user account approvals and removals, account transfers, failed login attempts, locked passwords and PINs, all resets of passwords and PINs, after-hour activity, a user’s successful or unsuccessful access and what FHWA application the user has accessed. See also the Prefatory Statement of General Routine Uses.

DISCLOSURE TO CONSUMER REPORTING AGENCIES:
None.

POLICIES AND PRACTICES FOR STORING, RETRIEVING, ACCESSING, RETAINING, AND DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
All UPACS data is stored on a secure FHWA server. Database tables are setup to detect unauthorized access. FHWA employees and contractors who have access to UPACS information must protect sensitive FHWA data residing on any media, such as tapes, disks, and printouts. UPACS information is provided to only those who have a need to know and access to the information is controlled by the user’s level of access rights.

RETRIEVABILITY:
These records of access may be retrieved by a user’s name or Social Security Number.

SAFEGUARDS:
Access to the system of records is restricted to authorized users. Each user is granted access with his or her user name and security password. The user privileges of each user are based on his or her assigned access rights. User access to sensitive data is granted only to limited individuals with the approval of FHWA management.

RETENTION AND DISPOSAL:
The records in this system of records are retained and disposed of in accordance with the approved records disposition schedules in FHWA Order M 1324.1A, Files Management and Records Disposition Manual.

SYSTEM MANAGER AND ADDRESS:
Director, Office of Information and Management Services, Federal Highway Administration, 400 7th Street, SW., Room 4423, Washington, DC 20590.

NOTIFICATION PROCEDURE:
Write to the System Manager.

RECORD ACCESS PROCEDURES:
Write to the System Manager. Provide full name and a description of the information that you seek, including the time frame during which the records may have been generated. Individuals requesting access must comply with the Department of Transportation’s Privacy Act regulations on verification of identity (49 CFR 10.37).

CONTESTING RECORD PROCEDURES:
Write to the System Manager. Identify the information being contested, the reason for contesting it, and the correction being requested. Individuals requesting access must comply with the Department of Transportation’s Privacy Act regulations on verification of identity (49 CFR 10.37).

RECORD SOURCE CATEGORIES:
Information contained in this system is obtained from users when they register for or change UPACS profile information and when they access different applications through UPACS.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
None.

OMB CONTROL NUMBER:
None.

Kara Spooner,
Departmental Privacy Officer.
[FR Doc. E6–6510 Filed 5–2–06; 8:45 am]
BILLING CODE 4910–22–P

DEPARTMENT OF TRANSPORTATION
Federal Highway Administration
[ FHWA Docket No. FHWA–2006–24307]
ITS Program Advisory Committee to the Secretary of Transportation

AGENCY: Federal Highway Administration (FHWA), DOT.

ACTION: Notice of intent to form an advisory committee.

SUMMARY: Pursuant to section 5305(h) of the Safe, Accountable, Flexible, Efficient Transportation Equity Act: A Legacy for Users (SAFETEA–LU), the Secretary of Transportation, acting through the Acting Administrator of the Federal Highway Administration, is establishing an advisory committee to advise the Secretary on carrying out the Department of Transportation’s Intelligent Transportation System (ITS) Program. The purpose of this notice is to invite interested parties to submit comments on the issues to be discussed, and submit the names of organizations and participants to be considered for representation on the committee.

DATES: You should submit your comments or nominations for membership on the committee on or before June 2, 2006.

FOR FURTHER INFORMATION CONTACT: Mr. Michael Freitas, Managing Director, ITS Joint Program Office, (202) 366–9292; Ms. Robin Fields, Office of the Chief Counsel, (202) 366–4099; or Mr. Wil Baccus, Office of the Chief Counsel, (202) 366–1396; 400 Seventh Street, SW., Washington, DC 20590. Office hours are from 7:45 a.m. to 4:15 p.m., e.t., Monday through Friday, except Federal holidays.

SUPPLEMENTARY INFORMATION:
Electronic Access
You may submit or retrieve comments online through the Document Management System (DMS) at: http://dms.dot.gov/submit. The DMS is available 24 hours each day, 365 days each year. Electronic submission and retrieval help and guidelines are available under the help section of the Web site.
An electronic copy of this document may be downloaded from the Federal Register’s home page at: http://