The threat and capabilities from actions executed by non-state and rogue actors. The threat and capabilities present post a most serious challenge to our ability to achieve unified action.

In accordance with section 10(d) of the Federal Advisory Committee Act, Public Law 92–463, as amended (5 U.S.C. App. 2), it has been determined that these Defense Science Board Task Force meetings concern matters listed in 5 U.S.C. 552b(c)(1) and that, accordingly, these meetings will be closed to the public.


Jeannette Owings-Ballard, 
OSD Federal Register Liaison Officer, Department of Defense.

The changes will be effective on March 28, 2005 unless comments are received that would result in a contrary determination.

DISTRIBUTION: The changes will be effective on March 28, 2005 unless comments are received that would result in a contrary determination.

The Office of the Secretary proposes to add an exempt system of records to its inventory of record systems subject to the Privacy Act of 1974 (5 U.S.C. 552a), as amended.

DATES: The changes will be effective on March 28, 2005 unless comments are received that would result in a contrary determination.

ADDRESSES: Send comments to OSD Privacy Act Coordinator, Records Management Section, Washington Headquarters Services, 1155 Defense Pentagon, Washington, DC 20001–1155.

FOR FURTHER INFORMATION CONTACT: Ms. Juanita Irvin at (703) 601–4722, extension 110.

SUPPLEMENTARY INFORMATION: The Office of the Secretary of Defense notices for systems of records subject to the Privacy Act of 1974 (5 U.S.C. 552a), as amended, have been published in the Federal Register and are available from the address above.

The proposed systems reports, as required by 5 U.S.C. 552a(r) of the Privacy Act of 1974, as amended, were submitted on January 6, 2005, to the House Committee on Government Reform, the Senate Committee on Homeland Security and Governmental Affairs, and the Office of Management and Budget (OMB) pursuant to paragraph 4c of Appendix I to OMB Circular No. A–130, “Federal Agency Responsibilities for Maintaining Records About Individuals,” dated February 8, 1996 (February 20, 1996, 61 FR 6427).

Dated: February 18, 2005.

Jeannette Owings-Ballard, 
OSD Federal Register Liaison Officer, Department of Defense.

DCIFA 01

SYSTEM NAME: CIFIA Operational and Analytical Records.

SYSTEM LOCATION: Counterintelligence Field Activity, 251 18th Street, Suite 1200, Arlington, VA 22202–3537.

CATEGORIES OF INDIVIDUALS COVERED BY THE SYSTEM: Individuals involved in, or of interest to, DoD counterintelligence or law enforcement investigations, operations, or analytical projects.

CATEGORIES OF RECORDS IN THE SYSTEM: Records relating to the management of the DoD counterintelligence system and the coordination of DoD counterintelligence activities. Records relating to analytical or operational support for DoD counterintelligence, force protection, critical infrastructure protection, research and technology protection, threat analysis, and risk assessments. Records relating to the architecture and operation of DoD counterintelligence information systems. Reports of investigation, collection reports, statements of individuals, affidavits, correspondence, and other documentation pertaining to investigative or analytical efforts by DoD and other U.S. government agencies to identify or counter foreign intelligence and terrorist threats to the DoD and the United States. The system of records includes ad hoc or temporary databases established to support particular investigations, task forces, or analytical projects.


PURPOSE(S): Compiled for use by the Counterintelligence Field Activity in the development and management of DoD