E) For a Service Area that includes a Level 5 Community, it will receive 20 points.
F) For a Service Area that includes a Level 6 Community, it will receive 15 points.
G) For a Service Area that includes a Level 7 Community, it will receive 10 points.
H) For a Service Area that includes a Level 8 Community, it will receive 5 points.

2) The economic need of the Project Service Area—up to 30 points.
   i) This criterion will be used to evaluate the economic need of the Service Area. Applicants must utilize the per capita personal income for the Community serviced, as determined by the U.S. Bureau of the Census at http://factfinder.census.gov. Applicants will be awarded points as outlined below for service provided in the Community where the per capita personal income (PCI) is less than 70 percent of the national average per capita personal income (NAPCI):
   A) PCI is 75 percent or greater of NAPCI; 0 points;
   B) PCI is less than 75 percent and greater than or equal to 70 percent of NAPCI; 5 points;
   C) PCI is less than 70 percent and greater than or equal to 65 percent of NAPCI; 10 points;
   D) PCI is less than 65 percent and greater than or equal to 60 percent of NAPCI; 20 points;
   E) PCI is less than 60 percent and greater than or equal to 55 percent of NAPCI; 25 points;
   F) PCI is less than 55 percent and greater than or equal to 50 percent of NAPCI; 25 points;
   G) PCPI is less than 50 percent of NAPCP; 30 points;
   ii) [Reserved]
   (iii) The "community-oriented connectivity" benefits derived from the proposed service—up to 30 points.
   i) This criterion will be used to score applications based on the documentation in support of the need for services, benefits derived from the services proposed by the Project, and local community involvement in planning and implementation of the Project. Applicants may receive up to 30 points for documenting the need for services and benefits derived from service as explained in this section.
   ii) RUS will consider:
      A) The extent of the applicant’s documentation explaining the economic, education, health care, and public safety issues facing the community and the applicant’s proposed plan to address these challenges on a community-wide basis;
      B) The extent of the Project’s planning, development, and support by local residents, institutions, and community facilities will be considered. This includes evidence of community-wide involvement, as exemplified in community meetings, public forums, and surveys. In addition, applicants should provide evidence of local residents’ participation in the Project planning and development;
   (C) The extent to which the Community Center will be used for instructional purposes including Internet usage, Web-based curricula, and Web page development; and
   (D) Web-based community resources enabled or provided by the applicant, such as community bulletin boards, directories, and public web-hosting.

§ 1739.18 Grant documents.

The terms and conditions of grants shall be set forth in grant documents prepared by RUS. The documents shall require the applicant to own all equipment and facilities financed by the grant. Among other matters, RUS may prescribe conditions to the advance of funds that address concerns regarding the Project feasibility and sustainability. RUS may also prescribe terms and conditions applicable to the construction and operation of the Project and the delivery of Broadband Transmission Services to Rural Areas, as well as other terms and conditions applicable to the individual Project.

§ 1739.19 Reporting and oversight requirements.

(a) A project performance activity report will be required of all recipients on an annual basis until the Project is complete and the funds are expended by the applicant. Recipients are to submit an original and one copy of all project performance reports, including, but not limited to, the following:
   (1) A comparison of actual accomplishments to the objectives established for that period;
   (2) A description of any problems, delays, or adverse conditions which have occurred, or are anticipated, and which may affect the attainment of overall Project objectives, prevent the meeting of time schedules or objectives, or preclude the attainment of particular Project work elements during established time periods. This disclosure shall be accompanied by a statement of the action taken or planned to resolve the situation; and
   (3) Objectives and timetable established for the next reporting period.
   (b) A final project performance report must be provided by the recipient. It must provide an evaluation of the success of the Project in meeting the objectives of the program. The final report may serve as the last annual report.
   (c) RUS will monitor recipients, as it determines necessary, to assure that Projects are completed in accordance with the approved scope of work and that the grant is expended for Eligible Grant Purposes.
   (d) Recipients shall diligently monitor performance to ensure that time schedules are being met, projected work within designated time periods is being accomplished, and other performance objectives are being achieved.

§ 1739.20 Audit requirements.

A grant recipient shall provide RUS with an audit for each year, beginning with the year in which a portion of the financial assistance is expended, in accordance with the following:

(a) If the recipient is a for-profit entity, an existing Telecommunications or Electric Borrower with RUS, or any other entity not covered by the following paragraph, the recipient shall provide an independent audit report in accordance with 7 CFR part 1773, “Policy on Audits of RUS Borrowers.”
   (b) If the recipient is a State or local government, or non-profit organization, the recipient shall provide an audit in accordance with 7 CFR part 3052, “Audits of States, Local Governments, and Non-Profit Organizations.”
ACTION: Cancellation of public hearing on proposed rulemaking.

SUMMARY: This document cancels a public hearing on a notice of proposed rulemaking under section 446(b) of the Internal Revenue Code relating to the inclusion into income or deduction of a contingent nonperiodic payment provided for under a notional principal contract (NPC).

DATES: The public hearing originally scheduled for May 25, 2004, at 10 a.m., is cancelled.

FOR FURTHER INFORMATION CONTACT: Sonya M. Cruse of the Publications and Regulations Branch, Legal Processing Division, Associate Chief Counsel (Procedures and Administration), at (202) 622–4693 (not a toll-free number).

SUPPLEMENTARY INFORMATION: A notice of proposed rulemaking and notice of public hearing that appeared in the Federal Register on Thursday, February 26, 2004 (69 FR 8886), announced that a public hearing was scheduled for May 25, 2004, at 10 a.m., in the auditorium, Internal Revenue Service Building, 1111 Constitution Avenue, NW., Washington, DC. The subject of the public hearing is under section 446(e) of the Internal Revenue Code.

The public comment period for these regulations expired on May 4, 2004. The notice of proposed rulemaking instructed those interested in testifying at the public hearing to submit a request to speak and an outline of the topics to be addressed. As of Friday, May 7, 2004, no one has requested to speak. Therefore, the public hearing scheduled for May 25, 2004, is cancelled.

Cynthia E. Grishby, Acting Chief, Publications and Regulations Branch, Legal Processing Division, Associate Chief Counsel (Procedures and Administration).

[FR Doc. 04–11016 Filed 5–13–04; 8:45 am]
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Security Zones; Protection of Military Cargo, Captain of the Port Zone Puget Sound, WA

AGENCY: Coast Guard, DHS.

ACTION: Notice of proposed rulemaking.

SUMMARY: The Coast Guard proposes to establish two security zones in Commencement Bay, WA. These security zones are needed to protect Department of Defense assets and military cargo in Puget Sound, Washington. This proposed rule, when enforced by the Captain of the Port Puget Sound, would provide for the regulation of vessel traffic in the vicinity of military cargo loading facilities in the navigable waters of the United States.

DATES: Comments and related material must reach the Coast Guard on or before June 14, 2004.

ADDRESSES: You may mail comments and related material to Commanding Officer, Marine Safety Office Puget Sound, 1519 Alaskan Way South, Seattle, Washington 98134. Marine Safety Office Puget Sound maintains the public docket (CGD13–04–019) for this rulemaking. Comments and material received from the public, as well as documents indicated in this preamble as being available in the docket, will become part of this docket and will be available for inspection or copying at Marine Safety Office Puget Sound between 8 a.m. and 4 p.m., Monday through Friday, except Federal holidays.

FOR FURTHER INFORMATION CONTACT: LTg T. Thayer, c/o Captain of the Port Puget Sound, 1519 Alaskan Way South, Seattle, WA 98134, (206) 217–6232. For specific information concerning enforcement of this rule, call Marine Safety Office Puget Sound at (206) 217–6200 or (800) 688–6664.

SUPPLEMENTARY INFORMATION:

Request for Comments

We encourage you to participate in this rulemaking by submitting comments and related material. If you do so, please include your name and address, identify the docket number for this rulemaking (CGD13–04–019), indicate the specific section of this document to which each comment applies, and give the reason for each comment. Please submit all comments and related material in an unbound format, no larger than 8 1/2 by 11 inches, suitable for copying. If you would like to know that your submission reached us, please enclose a stamped, self-addressed postcard or envelope. We will consider all comments and material received during the comment period. We may change this proposed rule in view of them.

Public Meeting

We do not now plan to hold a public meeting. But you may submit a request for a meeting by writing to Marine Safety Office Puget Sound at the address under ADDRESSES explaining why one would be beneficial. If we determine that one would aid this rulemaking, we will hold one at a time and place announced by a separate notice in the Federal Register.

Background and Purpose

Hostile entities continue to operate with the intent to harm U.S. National Security by attacking or sabotaging national security assets. The President has continued the national emergencies he declared following the September 11, 2001 terrorist attacks. 67 FR 58317 ((Sept. 13, 2002) (continuing national emergency with respect to terrorist attacks)); 67 FR 59447 ((Sept. 20, 2002) continuing national emergency with respect to persons who commit, threaten to commit or support terrorism)); 68 FR 55189 ((Sept. 22, 2003) (continuing national emergency with respect to persons who commit, threaten to commit or support terrorism)).

The President also has found pursuant to law, including the Magnaon Act (50 U.S.C. 191 et seq.), that the security of the United States is and continues to be endangered following the attacks (E.O. 13,273, 67 FR 56215 (Sept. 3, 2002) (security endangered by disturbances in international relations of U.S. and such disturbances continue to endanger such relations). Moreover, the ongoing hostilities in Afghanistan and Iraq make it prudent for U.S. ports and waterways to be on a higher state of alert because the al Qaeda organization and other similar organizations have declared an ongoing intention to conduct armed attacks on U.S. interests worldwide.

The Coast Guard, through this proposed rule, intends to assist the Department of Defense and protect vital national security assets, in waters of Puget Sound. This proposed rule would establish security zones and notification requirements that will exclude persons and vessels from these zones during military cargo loading and unloading operations. Entry into these zones will be prohibited unless authorized by the Captain of the Port or his designee. The Captain of the Port may be assisted by other federal, state, or local agencies.

Discussion of Proposed Rule


These temporary final rules have been established to protect facilities used by security zones.