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Mr. WICKER, from the Committee on Commerce, Science, and Transportation, submitted the following

REPORT

[To accompany S. 893]

[Including cost estimate of the Congressional Budget Office]

The Committee on Commerce, Science, and Transportation, to which was referred the bill (S. 893) to require the President to develop a strategy to ensure the security of next generation mobile telecommunications systems and infrastructure in the United States and to assist allies and strategic partners in maximizing the security of next generation mobile telecommunications systems, infrastructure, and software, and for other purposes, having considered the same, reports favorably thereon with an amendment (in the nature of a substitute) and recommends that the bill (as amended) do pass.

PURPOSE OF THE BILL

The purpose of S. 893, the Secure 5G and Beyond Act of 2019, is to require the President to develop a strategy to ensure the security of 5th generation (5G) and other future generations of wireless communications systems and infrastructure in the United States, and to assist allies in maximizing the security of their 5G and other future generations of wireless communications systems and infrastructure, and software.

BACKGROUND AND NEEDS

The United States and some other countries have concluded that Chinese communications equipment vendors Huawei and ZTE pose
a national security risk, because Chinese law requires organizations and citizens to “support, cooperate with, and collaborate in national intelligence work.” U.S. communications providers have been urged to remove Huawei and ZTE equipment from their networks to prevent cyberattacks and other threats to the stability and reliability of the Nation’s communications systems. As early as 2012, a report issued by the Permanent Select Committee on Intelligence of the House of Representatives warned of the national security threat posed by Huawei and ZTE.

In 2018, Congress barred Federal agencies from procuring communications services from providers that have purchased equipment from Huawei and ZTE, and also limited the ability of the Federal Government to provide grants, loans, and loan guarantees to providers who intend to use that money to purchase equipment from those same providers. On May 15, 2019, President Trump issued an Executive order prohibiting the “acquisition, importation, transfer, installation, dealing in, or use of any information and communications technology or service . . . where the transaction involves any property in which any foreign country or a national thereof has any interest. . . .” On November 22, 2019, the Federal Communications Commission (FCC or Commission) approved a prohibition on the use of universal service funds to purchase equipment or services from any communications equipment or service providers identified as posing a national security risk to communications networks or the communications supply chain. The Commission also recently denied an application by China Mobile to provide international telecommunications services between the United States and foreign destinations, citing “China Mobile USA’s ownership and control by the Chinese Government.”

The U.S. Government and allies are taking steps to help protect their communications networks from potential risks posed by Huawei and ZTE equipment and services. Australia and New Zea-
land have blocked the use of Huawei to provide the technology for their 5G networks.\textsuperscript{10} Japan has effectively banned Huawei and ZTE from official contracts, with its top three telecom operators following suit.\textsuperscript{11} Canada is reviewing its relationship with Huawei.\textsuperscript{12} The United Kingdom’s National Cyber Security Centre has warned of the potential threats,\textsuperscript{13} and British Telecom is removing Huawei equipment from key areas of its 4G network and will not use Huawei in central parts of its 5G network.\textsuperscript{14}

Yet although there is significant international concern about the national security implications of the use of Huawei and ZTE equipment, not all countries have limited the use of those companies’ equipment in their domestic communications networks.\textsuperscript{15} Furthermore, there is once a abature to aware communications infrastructure and software for use in U.S. and international wireless networks.\textsuperscript{16} Many have argued it would be helpful for the Federal Government to develop a single unified strategy for how to deal with the national security implications related to Huawei and ZTE, both within domestic communications networks and in the Nation’s international diplomatic relationships.\textsuperscript{17}


SUMMARY OF PROVISIONS

S. 893 would do the following:

- Require the President of the United States to develop a Federal Government-wide strategy to ensure the security of the Nation’s next-generation—and future generations—wireless telecommunications systems and infrastructure.
- Direct the U.S. Government to assist allies and strategic partners in maximizing the security of next-generation wireless telecommunications systems, infrastructure, and software.

LEGISLATIVE HISTORY

S. 893 was introduced on March 27, 2019, by Senator Cornyn (for himself and Senators Burr, Warner, Collins, Rubio, Bennet, Cotton, and Feinstein) and was referred to the Senate Committee on Commerce, Science, and Transportation of the Senate. Senators Blackburn, Murphy, and Sullivan are additional cosponsors. On July 24, 2019, the Committee met in open Executive Session and, by voice vote, ordered S. 893 reported favorably with an amendment (in the nature of a substitute) offered by Senator Wicker. The Committee also adopted two additional amendments related to the bill. The first, offered by Senator Lee, would provide that the strategy developed pursuant to the bill shall include the provision of technical assistance to other countries to maximize the security of 5th and future generations wireless communications systems and infrastructure. The second, offered by Senator Cruz, would require that the strategy include identification and assessment of the global competitiveness and vulnerabilities of United States manufacturers and suppliers of 5th and future generations wireless communications equipment, and identify incentives and policy options to ensure the economic viability of the U.S. domestic industrial base.

Similar legislation, H.R. 2881, is pending in the House of Representatives. On May 21, 2019, H.R. 2881 was introduced by Representative Spanberger (D–VA) (for herself and Representatives Stefanik (R–NY), Slotkin (D–MI), Rooney (R–FL), O’Halleran (D–AZ), and Brooks (R–IN)) and was referred to the Committees on Energy and Commerce, and Foreign Affairs of the House of Representatives.

ESTIMATED COSTS

In accordance with paragraph 11(a) of rule XXVI of the Standing Rules of the Senate and section 403 of the Congressional Budget Act of 1974, the Committee provides the following cost estimate, prepared by the Congressional Budget Office:

S. 893 would require the President, acting through the National Telecommunications and Information Administration (NTIA) and other federal agencies, to develop and submit to the Congress a strategy to ensure the security of 5G and future generations wireless communications systems and infrastructure owned by the United States and its allies. Among various other requirements, the NTIA would have to assess potential security threats to American 5G systems and infrastructure and analyze how competitive American 5G manufacturers and suppliers are globally.

Using information from the NTIA, CBO estimates that implementing S. 893 would cost $1 million for the interagency group to formulate the strategy. Such spending would be subject to the availability of appropriated funds. CBO expects that NTIA would coordinate the interagency group and complete the strategy in 2020. The Federal Communications Commission (FCC) would incur insignificant costs to help formulate the strategy. However, because the FCC is authorized under current law to collect fees sufficient to offset the appropriated costs of its regulatory activities each year, CBO estimates that the net cost to the FCC would be negligible, assuming appropriation actions consistent with that authority.

If the FCC increases annual fee collections to offset the costs of implementing provisions in the bill, S. 893 would increase the cost of an existing private-sector mandate on entities required to pay those fees. Using information from the FCC, CBO estimates that the incremental cost of the mandate would be small and would fall well below the annual threshold established in the Unfunded Mandates Reform Act (UMRA) for private-sector mandates ($164 million in 2019, adjusted annually for inflation).

The bill contains no intergovernmental mandates as defined in UMRA.

The CBO staff contacts for this estimate are David Hughes (for federal costs) and Rachel Austin (for mandates). The estimate was reviewed by H. Samuel Papenfuss, Deputy Assistant Director for Budget Analysis.
REGULATORY IMPACT STATEMENT

In accordance with paragraph 11(b) of rule XXVI of the Standing Rules of the Senate, the Committee provides the following evaluation of the regulatory impact of the legislation, as reported:

NUMBER OF PERSONS COVERED

The number of persons covered by S. 893 would be consistent with current levels. S. 893 would have no effect on the number or types of individuals and businesses regulated.

ECONOMIC IMPACT

S. 893 would have no economic impact. By promoting more secure deployment of next-generation communications throughout the United States and the world, the bill would allow the Nation to extend its technology leadership in the next generation of communications technology and promote investment and innovation.

PRIVACY

S. 893 would not have any adverse impact on the personal privacy of affected individuals.

PAPERWORK

The Committee does not anticipate a major increase in paperwork burdens resulting from the passage of this legislation. The bill, as reported, would direct a broad group of Federal stakeholders to prepare a whole-of-government strategy concerning the security of 5th and future generations wireless communications systems and infrastructure and various other issues. The bill would direct the stakeholders to prepare and submit a report to Congress outlining the strategy within 180 days of the enactment of the bill.

CONGRESSIONALLY DIRECTED SPENDING

In compliance with paragraph 4(b) of rule XLIV of the Standing Rules of the Senate, the Committee provides that no provisions contained in the bill, as reported, meet the definition of congressionally directed spending items under the rule.

SECTION-BY-SECTION ANALYSIS

Section 1. Short title

This section would provide that the bill may be cited as the “Secure 5G and Beyond Act of 2019”.

Section 2. Strategy to ensure security of next generation wireless communications systems and infrastructure

Subsection (a) of this section would define the term “appropriate committees of Congress” for purposes of the bill.

Subsections (b) and (c) of this section would require the President, in consultation with various other Federal officials, to develop and submit to the appropriate committees of Congress within 180 days of enactment a “Secure Next Generation Wireless Communications Strategy” to do the following:
• Ensure the security of 5th generation (5G) and future generations of U.S. wireless communications systems and infrastructure.
• Provide technical assistance to U.S. mutual defense treaty allies, strategic partners, and other countries, when in the security interests of the United States, to maximize the security of 5G and future generations of wireless communications systems and infrastructure inside their countries.
• Protect the competitiveness of U.S. companies, the privacy of U.S. consumers, and the integrity and impartiality of standards-setting bodies related to 5G and future generations of wireless communications systems and infrastructure.

Subsection (d) of this section would require that the strategy represent a whole-of-government approach to the issues set forth in section 2(b). The subsection then outlines 19 elements that would need to be included in the strategy as follows:

1. A description of U.S. national and economic security interests pertaining to the deployment of 5G and future generations of wireless communications systems and infrastructure.
2. An identification and assessment of potential security threats and vulnerabilities to the infrastructure, equipment, systems, software, and virtually defined networks that support 5G and future generations of wireless communications systems and infrastructure. This assessment would also include a comprehensive evaluation of the full range of threats to, and unique security challenges posed by such systems and infrastructure, as well as steps that public and private sector entities can take to mitigate such threats. The Committee intends for this evaluation to include a detailed discussion of the cybersecurity issues posed by the deployment and use of such systems and infrastructure.
4. A list of domestic suppliers of 5G and future generations of wireless communications equipment and other suppliers in countries that are mutual defense allies or strategic partners as well as a strategy to assess their ability to produce and supply such systems and infrastructure.
5. Identification of trusted supplier entities from both inside and outside of the United States that are capable of producing and supplying to private industry infrastructure and systems equipment supporting 5G and future generations of wireless communications systems and infrastructure.
6. Identification of where security gaps exist in the domestic or mutual defense treaty allies and strategic partner communications equipment supply chain for 5G and future generations wireless communications systems and infrastructure.
7. Identification of incentives and policy options to help close or narrow any security gaps in, and ensure the economic viability of, the U.S. domestic industrial base, including research and development in critical technologies and workforce development in 5G and future generations wireless communications systems and infrastructure.
8. Identification of incentives and policy options for leveraging the communications equipment suppliers from mutual defense trea-
ty allies, strategic partners, or other countries to ensure that U.S. private industry has adequate sources for secure, effective, and reliable 5G and future generations of wireless communications systems and infrastructure equipment.

(9) A strategy for diplomatic engagement with mutual defense treaty allies, strategic partners, and other countries to share security risk information and findings pertaining to 5G and future generations wireless communications systems and infrastructure equipment and cooperation on mitigating those risks.

(10) A strategy for engagement with private sector communications infrastructure and systems equipment developers to share information and findings on 5G and future generations wireless communications systems and infrastructure equipment standards to secure platforms.

(11) A strategy for engagement with private sector communications infrastructure and systems equipment developers to encourage the maximum participation possible on standards-setting bodies related to such systems and infrastructure equipment standards by U.S. public and private sector entities.

(12) A strategy for diplomatic engagement with mutual defense treaty allies, strategic partners, and other countries to share information and findings on 5G and future generations wireless communications systems and infrastructure equipment standards to promote maximum interoperability, competitiveness, openness, and secure platforms.

(13) A strategy for diplomatic engagement with mutual defense treaty allies, strategic partners, and other countries to share information and findings on 5G and future generations wireless communications infrastructure and systems equipment concerning the standards-setting bodies related to such systems and infrastructure to promote maximum transparency, openness, impartiality, integrity, and neutrality.

(14) A strategy for joint testing environments with mutual defense treaty allies, strategic partners, and other countries to ensure a trusted marketplace for 5G and future generations wireless communications systems and infrastructure equipment.

(15) A strategy for research and development by the Federal Government, in close partnership with trusted supplier entities, mutual defense treaty allies, strategic partners, and other countries to reach and maintain U.S. leadership in 5G and future generations wireless communications systems and infrastructure security, including the development of an ongoing monitoring capability for such systems to identify security vulnerabilities.

(16) Options for identifying and helping to mitigate the security risks of 5G and future generations wireless communications systems and infrastructure that have security flaws or vulnerabilities, or are utilizing equipment sourced from countries of concern, and that have already been put in place within the systems and infrastructure of mutual defense treaty allies, strategic partners, and other countries, when in U.S. security interests.

(17) Development of a plan that includes a description of the appropriate roles and responsibilities of the appropriate executive branch agencies and interagency mechanisms for the National Telecommunications and Information Administration to act as the
executive agent to coordinate implementation of the strategy consistent with section 2(g).

(18) An identification of the key diplomatic, development, intelligence, military, and economic resources necessary to implement the strategy, including specific budgetary requests.

(19) A description of such legislative or administrative action as may be necessary to carry out the strategy.

Subsection (e) of this section would prohibit the strategy from including a recommendation or proposal to federalize 5G or future generations of wireless telecommunications systems or infrastructure. This subsection would further make clear that nothing in the subsection shall be construed to limit the authority or ability of a Federal agency to do the following:

- Conduct cybersecurity incident, threat, or asset response and recovery activities;
- Obtain or execute warrants or other investigative or intelligence tools; or
- Provide assistance to a private entity upon the request of such entity.

Subsection (f) of this section would require the Assistant Secretary of Commerce for Communications and Information, and other Federal officials as designated by the President, to provide the appropriate committees of Congress with a briefing on the implementation of the strategy within 14 days of its completion. The briefing would need to be held in an unclassified setting to the maximum extent possible.

Subsection (g) of this section would designate the National Telecommunications and Information Administration as the executive agent to coordinate implementation of the strategy and keep Congress apprised of progress on implementation. The Committee intends for such coordination activity to be performed in due regard of the fact that the FCC (one of the participants in the development of the strategy) is an independent agency subject to the jurisdiction of Congress, not the executive branch.

Subsection (h) of this section would specify that the strategy must be submitted to Congress in unclassified form, but may include a classified annex.

Changes in Existing Law

In compliance with paragraph 12 of rule XXVI of the Standing Rules of the Senate, the Committee states that the bill as reported would make no change to existing law.