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I. PURPOSE AND SUMMARY

S. 1281, the Hack the Department of Homeland Security Act of 2017, or the Hack DHS Act, directs the Secretary of Homeland Security (Secretary) to establish a bug bounty pilot program at the Department of Homeland Security (DHS or the Department) to enhance the Department’s cybersecurity by minimizing vulnerabilities to public-facing information technology.

The bill also requires the Secretary to ensure compensation is awarded to participants for identifying undisclosed vulnerabilities during the pilot program, and to award contracts to manage the pilot program and patch vulnerabilities, among other things. Last-
ly, the bill requires the Secretary to submit a report to Congress on the pilot program and its findings.

II. BACKGROUND AND THE NEED FOR LEGISLATION

In early 2017, then-Secretary John Kelly stated that “[c]yber threats present a tremendous danger to our American way of life. The consequences of these digital threats are no less significant than threats in the physical world.”1 One report found that, in 2016, just one anti-virus software company blocked over 229,000 web attacks every day.2 In addition, “[m]ore than three-quarters (76 percent) of scanned websites in 2016 contained vulnerabilities, nine percent of which were deemed critical.”3 Bug bounty programs can identify these types of vulnerabilities before they are exploited, and have proven beneficial in both the public and private sectors.

Private sector bug bounty programs

Although bug bounty programs vary in composition, incentives, and purpose, generally speaking a bug bounty program provides incentives to participants to identify vulnerabilities in an information technology program or system. Individuals, organizations, or companies are incentivized through various forms of payouts or non-monetary compensation to detect new and valid vulnerabilities on information technology and systems. Some examples of rewards include recognition, cash, and gifts.4 Bug bounty programs have been used by the private sector for over 20 years; however, their use has rapidly increased in recent years.5 According to one company’s report tracking bug bounty programs, there have been “three times more enterprise bug bounty programs launched in the past year than the previous three years combined.”6 In addition, since 2016, the average monetary payout has increased by 53 percent, averaging $451.7 Between 2016 and 2017, hundreds of private and public bug bounty programs have identified over 52,000 valid vulnerabilities, a high watermark, and critical vulnerabilities identification increased by 25 percent.8

Bug bounties have helped the private sector increase security. For example, Microsoft has utilized bug bounty programs since 2013.9 According to Microsoft, “[t]hese bounty programs help Microsoft harness the collective intelligence and capabilities of security researchers to help protect customers.”10 In 2016, Microsoft
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launched a bug bounty program for Windows, with monetary awards ranging from $500 to $250,000. Microsoft currently has nine active bug bounty programs.11

Public sector bug bounty programs

On March 2, 2016, the Department of Defense (DOD) announced the “Hack the Pentagon” initiative, the Federal Government’s first bug bounty pilot program.13 The bug bounty program was modeled after private sector programs and intended “to improve the security and delivery of networks, products, and digital services.”14 The pilot program ran from April 18, 2016, until May 12, 2016, and cost $150,000.15 During the pilot program, out of more than 1,400 invited participants, 250 submitted vulnerability reports and 138 were deemed “legitimate, unique and eligible for a bounty.”16 On October 20, 2016, the DOD announced a “Hack the Pentagon” follow-up initiative.17

After the DOD’s Hack the Pentagon’s success, on November 11, 2016, the Secretary of the Army announced its own “Hack the Army” bug bounty program, which targeted the Army’s operationally-significant websites.18 The bug bounty program ran from November 30, 2016, to December 21, 2016.19 Overall, participants submitted 416 reports, with 118 being deemed “unique and actionable.”20 The estimated total amount paid to the hackers that identified vulnerabilities was approximately $100,000.21

On April 26, 2017, the Air Force announced the “Hack the Air Force” bug bounty program.22 The program ran from May 30, 2017, until June 23, 2017, with more than 270 participants.23 Overall, 207 “valid vulnerabilities” were identified, and participants that identified vulnerabilities were collectively awarded more than $130,000.24

On May 9, 2017, the General Services Administration (GSA) established the first public bug bounty program run at a non-military
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agency. This bug bounty was developed in the same vein as the DOD programs, but runs on an on-going basis. Since its announcement, GSA has identified and resolved 41 vulnerabilities, and paid out $12,600 in bounties ranging from $150 to $2,000.

Entities are now working to institutionalize the public’s ability to report discovered vulnerabilities. Following the start of the “Hack the Army” bug bounty program, DOD formalized how to report vulnerabilities discovered on their public-facing sites with the creation of the Vulnerability Disclosure Policy (VDP). The VDP is “intended to give security researchers clear guidelines for conducting vulnerability discovery activities directed at [DOD] web properties, and submitting discovered vulnerabilities to DOD.” Former Defense Secretary Ash Carter described the VDP as “a ‘see something, say something’ policy for the digital domain.” The Department of Justice Computer Crime & Intellectual Property Section published its “Framework for a Vulnerability Disclosure Program for Online Systems” on August 1, 2017. The framework is designed to help businesses and other organizations develop a formal vulnerability disclosure program that allows researchers to legally participate without running afoul of the Computer Fraud and Abuse Act.

Need at the Department of Homeland Security

DHS is “responsible for protecting civilian federal government networks and collaborating with other Federal agencies, as well as State, local, tribal, and territorial governments, and the private sector to defend against cyber threats.” In addition to cybersecurity, the Department is responsible for a variety of missions, including preventing terrorism, border security, and disaster resilience. As a result, it is essential that the Department’s information technology is secure and resilient.

The Federal Government, including DHS, faces daily cyber threats from a variety of adversaries. In 2016, there were over 30,899 cyber incidents at Federal agencies. DHS reported 1,112
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incidents, which is comparable to the 1,888 reported by DOD. The DHS Inspector General additionally found that Department “components were not consistently following DHS’s policies and procedures to maintain current or complete information on remediating security weaknesses in a timely manner.”

In recognition of this serious threat, the Committee has made cybersecurity one of its top priorities. From 2015 through 2017, the Committee held five hearings on cybersecurity, exploring topics such as information sharing, data breaches in the Federal Government, and how adversaries continue to target information networks. The Committee has also passed multiple pieces of cybersecurity legislation, including the Federal Cybersecurity Enhancement Act of 2015, to improve Federal network security and authorize and enhance the EINSTEIN intrusion detection and prevention system.

The relative success of the bug bounty programs in the private sector, DOD and GSA, as well as findings by the DHS Inspector General, suggest the need for DHS to pursue a similar pilot program to identify vulnerabilities on Internet-facing information technology. This legislation requires DHS to establish a one-time bug bounty pilot program under which approved individuals, organizations, or companies can detect and patch vulnerabilities and receive compensation. Based on the findings, the Department can then determine if a permanent program is needed.

III. LEGISLATIVE HISTORY

Senator Margaret Wood Hassan (D–NH) introduced S. 1281, the Hack the Department of Homeland Security Act of 2017, on May 25, 2017. Senators Claire McCaskill (D–MO), Rob Portman (R–OH), and Kamala Harris (D–CA) are cosponsors.

The bill was referred to the Committee on Homeland Security and Governmental Affairs. The Committee considered S. 1281 at a business meeting on October 4, 2017. Senator Hassan offered a substitute amendment that made minor revisions to the bill, including clarifying the definition and requirements of the bug bounty program. The substitute amendment was adopted by unanimous consent with Senators Johnson, Lankford, Daines, McCaskill, Tester, Heitkamp, Hassan, and Harris present.

The Committee favorably reported the bill as amended by the Hassan substitute amendment by voice vote en bloc. Senators present for the vote were Johnson, Lankford, Daines, McCaskill, Tester, Heitkamp, Hassan, and Harris.
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IV. SECTION-BY-SECTION ANALYSIS OF THE BILL, AS REPORTED

Section 1. Short title

This section provides the bill's title, the “Hack the Department of Homeland Security Act of 2017,” or the “Hack DHS Act.”

Sec. 2. Department of Homeland Security bug bounty pilot program

Section 2(a) provides definitions for the following terms: “bug bounty program,” “Department,” “information technology,” “pilot program,” and “Secretary.”

Section 2(b) instructs the Secretary of Homeland Security to establish a bug bounty pilot program at DHS within 180 days of the bill’s enactment. In establishing the pilot program, the Secretary will: ensure compensation is awarded to participants for identifying undisclosed vulnerabilities during the pilot program; award a contract to manage the pilot program and patch identified vulnerabilities; decide which mission-critical information technology should not be included in the pilot program; seek advice from the Attorney General regarding how to ensure approved participants are protected from prosecution for their approved activities within the pilot program; confer with DOD officials on lessons learned from launching “Hack the Pentagon” in 2016; develop a vetting process for approved participants; and engage public and private sector experts on the structure of the pilot program and lessons learned.

Section 2(c) requires the Secretary to submit a report to the U.S. Senate Homeland Security and Governmental Affairs Committee and the U.S. House Committee on Homeland Security within 90 days of the pilot program’s completion. The report shall include a number of data points to assist Congress in assessing the pilot program’s effectiveness, including, but not limited to: the number of pilot program participants that registered, were approved, submitted vulnerabilities, and received compensation; the quantity and severity of vulnerabilities identified; the number of unidentified vulnerabilities that were patched as a result of the pilot program; the number of vulnerabilities that have yet to be patched and the Department’s plans to do so; how long it takes to report the vulnerability and to patch the vulnerability; the types of compensation provided for discovering undisclosed security vulnerabilities; and any lessons learned.

Section 2(d) authorizes $250,000 to be appropriated to DHS for fiscal year 2018 to carry out the pilot program.

V. EVALUATION OF REGULATORY IMPACT

Pursuant to the requirements of paragraph 11(b) of rule XXVI of the Standing Rules of the Senate, the Committee has considered the regulatory impact of this bill and determined that the bill will have no regulatory impact within the meaning of the rules. The Committee agrees with the Congressional Budget Office’s statement that the bill contains no intergovernmental or private-sector mandates as defined in the Unfunded Mandates Reform Act (UMRA) and would impose no costs on state, local, or tribal governments.
VI. CONGRESSIONAL BUDGET OFFICE COST ESTIMATE

U.S. CONGRESS,
CONGRESSIONAL BUDGET OFFICE,
Washington, DC, October 20, 2017.

Hon. RON JOHNSON,
Chairman, Committee on Homeland Security and Governmental Affairs, U.S. Senate, Washington, DC.

DEAR MR. CHAIRMAN: The Congressional Budget Office has prepared the enclosed cost estimate for S. 1281, the Hack DHS Act. If you wish further details on this estimate, we will be pleased to provide them. The CBO staff contact is Mark Grabowicz.

Sincerely,

KEITH HALL,
Director.

Enclosure.

S. 1281—Hack DHS Act

S. 1281 would direct the Department of Homeland Security (DHS) to establish a pilot program to improve the security of the department’s information technology systems, especially those that are accessible to the public (such as websites for the agencies within DHS). The bill would authorize the appropriation of $250,000 for fiscal year 2018 for the pilot program. Assuming appropriation of that amount, CBO estimates that implementing the bill would cost $250,000.

Enacting the bill would not affect direct spending or revenues; therefore, pay-as-you-go procedures do not apply. CBO estimates that enacting S. 1281 would not increase net direct spending or on-budget deficits in any of the four consecutive 10-year periods beginning in 2028.

S. 1281 contains no intergovernmental or private-sector mandates as defined in the Unfunded Mandates Reform Act.

The CBO staff contact for this estimate is Mark Grabowicz. The estimate was approved by H. Samuel Papenfuss, Deputy Assistant Director for Budget Analysis.

VII. CHANGES IN EXISTING LAW MADE BY THE BILL, AS REPORTED

Because this legislation would not repeal or amend any provision of current law, it would not make changes in existing law within the meaning of clauses (a) and (b) of paragraph 12 of rule XXVI of the Standing Rules of the Senate.