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WHAT INFORMATION DO DATA BROKERS HAVE ON CONSUMERS, AND HOW DO THEY USE IT?

WEDNESDAY, DECEMBER 18, 2013

U.S. SENATE,
COMMITTEE ON COMMERCE, SCIENCE, AND TRANSPORTATION,
Washington, DC.

The Committee met, pursuant to notice, at 2:31 p.m., in room SR–253, Russell Senate Office Building, Hon. John D. Rockefeller IV, Chairman of the Committee, presiding.

OPENING STATEMENT OF HON. JOHN D. ROCKEFELLER IV,
U.S. SENATOR FROM WEST VIRGINIA

The CHAIRMAN. The Committee will come to order.

There are, at this point, two people sitting at the dais, and they are two wonderful people, but I would be pleased if there were more. Senator Blumenthal and Senator Pryor, Senator Markey, Senator Fischer, Senator Warner will be here.

But this is the day that we almost vote on the budget, actually. We don’t quite. We always find ways to do it. You have the motion to proceed to it, and then you have a motion to—whatever. And then tomorrow at some point we vote on the budget. Just be grateful you are in private life.

[Laughter.]

The CHAIRMAN. OK. You are all welcome.

The disclosures about U.S. intelligence activities over the past few months have sparked a very public debate in this country about what kinds of information the government should be gathering and how we protect the privacy of Americans who have done nothing wrong.

The Snowden disclosures have harmed our country’s national security, but they have made Americans think more than they usually do about how their lives, both online and offline, can be tracked, monitored, and analyzed. People are aware of that, not to the extent that they are in Great Britain, where they are so accustomed to being videotaped in everything they do. We are still going through that adjustment period.

I am glad we are talking about these important privacy issues, in general and today. We have all benefited from the rapid advances in computing technology, but we also cherish our personal freedoms. We always use that word, “cherish” our personal freedoms. But we do. And it is a complicated subject. And we want to
be able to protect ourselves and our loved ones from the unwanted
gaze of the government and our neighbors.

What has been missing from this conversation so far is the role
that private companies play in collecting and analyzing our per-
sonal information. A group of companies known collectively as
“data brokers” are gathering massive amounts of data about our
personal lives and selling this information to marketers. We don’t
hear a lot about the private-sector data broker industry, but it is
playing a large and growing role in our lives.

Let me provide a little perspective. In the year 2012, which you
will recall was last year, the data broker industry generated $156
billion in revenues—that is more than twice the size of the entire
intelligence budget of the United States Government—all gen-
erated by the effort to learn about and sell the details about our
private lives. Whether we know it or like it or not, makes no dif-
ference.

One of the largest data broker companies, Acxiom, recently
boasted to its investors that it can provide, quote, “multi-sourced
insight into approximately 700 million customers worldwide.”

When government or law enforcement agencies collect informa-
tion about us, they are restrained by our Constitution and our
laws, and they are subject to the oversight of courts, inspectors
general, and the United States Congress through the Intelligence
Committee in the Senate and the House.

And I have served on the Intelligence Committee since before 9/
11, and I can declare to you absolutely without a single thought
that the protection that NSA provides to security and secrecy is far
better than what we are going to be talking about today. They have
rules. They have all kinds of judges and hoops that you have to
jump through. The FBI is involved, DOJ. It is all—it is very tight.

And every day you read the paper, you would think it didn’t
exist, it is just the government gone wild. But particularly when
it comes to domestic, which is called Section 215, it is very tightly
monitored, and there is never content, there is never e-mail, and
there is never a name—never a name. There is just a telephone
number.

But data brokers go about their business with little or no over-
sight. While there are laws on the books that protect the privacy
of Americans’ health and financial information, they do not cover
data brokers’ marketing activities.

Collecting consumers’ information for marketing purposes is not
a new business. For decades before the Internet was invented, re-
tailers, marketers, and, yes, political candidates compiled mailing
lists that they used to send catalogs, coupon books, or other mate-
rials to their potential customers.

But the data broker industry has been revolutionized in recent
years by the tremendous advances in computing and data analysis.
And as consumers spend more and more time socializing and shop-
ning online, they are generating rich new streams of personal data
to collect and analyze, on the part of the data brokers.

These days, data brokers don’t just know our address, our income
level, our political affiliation, most probably, they probably know
the weight of everybody in the family. They have collected thou-
sands of data points about each one of us, and we are simply not aware of it, except in theory.

They know if you have diabetes or suffer from depression. They know if you smoke cigarettes. They know your reading habits, your browsing habits. They know how much you and your family members weigh. And they may even know how many whiskey drinks you have consumed in the last 30 days.

We wouldn’t reveal that kind of information, would we?

Senator Thune. Of course not.

The Chairman. No.

[Laughter.]

The Chairman. Like the pieces of a mosaic, data brokers combine data points like these into startlingly detailed and intimate profiles of American consumers.

Under current laws, we have no right to see these pictures of ourselves that these companies have created. We have no right. For the past year, this committee has been trying to bring some much-needed oversight to the data broker industry.

Where is the copy of our report? Oh, it is under here. I have it. We have been pushing the data brokers to answer the same kinds of questions many Americans have been asking the government since the Snowden disclosures: What information are you collecting about us, and how are you using the information?

Today’s hearing is the first time we are publicly discussing what we are learning in this investigation. The Commerce Committee staff has also prepared a report for me and for the Ranking Member on the progress of this investigation. It is thus. More to come.

I ask unanimous consent to put a copy of this report in the record of this hearing.

[The report follows:]
A Review of the Data Broker Industry: Collection, Use, and Sale of Consumer Data for Marketing Purposes

Staff Report for Chairman Rockefeller
December 18, 2013
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Executive Summary

Consumers are conducting more and more of their daily business online and through their mobile devices. They use the Internet and their smart phones and tablets to make purchases, research medical conditions, plan vacations, interact with friends and relatives, do their jobs, map travel routes, and otherwise pursue their interests. With these activities, consumers are creating a voluminous and unprecedented trail of data regarding who they are, where they live, and what they own. At the same time, the Internet and other technological advances have made consumer data easier to access, analyze, and share. Information that in years past was accessible only through a trip to the library or courthouse can now be readily available to millions online, as computing capabilities for storing and reviewing information continue to grow at exponential rates.

These changes have fueled the growth of a multi-billion dollar industry that largely operates hidden from consumer view. Today, a wide range of companies known as “data brokers” collect and maintain data on hundreds of millions of consumers, which they analyze, package, and sell generally without consumer permission or input. Since consumers generally do not directly interact with data brokers, they have no means of knowing the extent and nature of information that data brokers collect about them and share with others for their own financial gain.

Data brokers collect and sell information for a variety of purposes including for fraud prevention, credit risk assessment, and marketing. Their customer base encompasses virtually all major industry sectors in the country in addition to many individual small businesses. Some of the most well-known products sold by data brokers are credit reports that businesses use to make eligibility determinations for, among other things, credit, insurance, and employment—activities where consumers have detailed statutory consumer protections regarding the accuracy and sale of their information.

This Committee Majority staff report focuses on data broker activities that are subject to far less statutory consumer protection: the collection and sale of consumer data specifically for marketing purposes. In this arena, data brokers operate with minimal transparency.

One of the primary ways data brokers package and sell data is by putting consumers into categories or “buckets” that enable marketers—the customers of data brokers—to target potential and existing customers. Such practices in many cases may serve the beneficial purpose of providing consumers with products and services specific to their interests and needs. However, it can become a different story when buckets describing consumers using financial characteristics end up in the hands of predatory businesses seeking to identify vulnerable consumers, or when marketers use consumers’ data to engage in differential pricing.

Further, the data breaches that have repeatedly occurred in this industry and with others in the data economy underscore the public’s need to understand the volume and specificity of data consumer information held by data brokers.

In light of these issues and the Chairman’s longstanding commitment to consumer protection and privacy matters, the Committee opened an inquiry last October to shine a light on how the data broker industry operates, with a specific focus on nine representative companies that sell consumer data for marketing purposes. The Committee’s inquiry sought answers to four basic questions:

• What data about consumers does the data broker industry collect?
• How specific is this data?
• How does the data broker industry obtain consumer data?
• Who buys this data and how is it used?

In response to the Committee’s inquiries, the companies queried provided documents and narrative explanations. While some of the companies have been completely responsive to this inquiry, several major data brokers to date have remained intent on keeping key aspects of their operations secret from both the Committee and the general public.

Based on review of the company responses and other publicly available information, this Committee Majority staff report finds:

1. Data brokers collect a huge volume of detailed information on hundreds of millions of consumers. Information data brokers collect includes consumers’ personal characteristics and preferences as well as health and financial information. Beyond publicly available information such as home addresses and phone numbers, data brokers maintain data as specific as whether consumers view a high volume of YouTube videos, the type of car they drive, ailments they may have such as depression or diabetes, whether they are a hunter, what
types of pets they have; or whether they have purchased a particular shampoo product in the last six months;

(2) Data brokers sell products that identify financially vulnerable consumers. Some of the respondent companies compile and sell consumer profiles that define consumers in categories or “score” them, without consumer permission or knowledge of the underlying data. A number of these products focus on consumers’ financial vulnerability, carrying titles such as “Rural and Barely Making It,” “Ethnic Second-City Strugglers,” “Retiring on Empty: Singles,” “Tough Start: Young Single Parents,” and “Credit Crunch: City Families.” One company reviewed sells a marketing tool that helps to “identify and more effectively market to under-banked consumers” that the company describes as individuals including “widows” and “consumers with transitory lifestyles, such as military personnel” who annually spend millions on payday loans and other “non-traditional” financial products. The names, descriptions and characterizations in such products likely appeal to companies that sell high-cost loans and other financially risky products to populations more likely to need quick cash, and the sale and use of these consumer profiles merits close review;

(3) Data broker products provide information about consumer offline behavior to tailor online outreach by marketers. While historically, marketers used consumer data to locate consumers to send catalogs and other marketing promotions through the mail, or contact via telephone, increasingly the information data brokers sell marketers about consumers is provided digitally. Data brokers provide customers digital products that target online outreach to a consumer based on the dossier of offline data collected about the consumer;

(4) Data brokers operate behind a veil of secrecy. Data brokers typically amass data without direct interaction with consumers, and a number of the queried brokers perpetuate this secrecy by contractually limiting customers from disclosing their data sources. Three of the largest companies—Acxiom, Experian, and Epsilon—to date have been similarly secretive with the Committee with respect to their practices, refusing to identify the specific sources of their data or the customers who purchase it. Further, the respondent companies’ voluntary policies vary widely regarding consumer access and correction rights regarding their own data—from virtually no rights to the more fulsome policy reflected in the new access and correction database developed by Acxiom.

I. Background

While there is no statutory definition for “data brokers,” the Federal Trade Commission (FTC) has defined this term to include “companies that collect information, including personal information about consumers, from a wide variety of sources for the purpose of reselling such information to their customers for various purposes, including verifying an individual’s identity, differentiating records, marketing products, and preventing financial fraud.” 1 This report relies on the FTC definition of data broker, and focuses specifically on the collection and sale of consumer information for the purpose of marketing.

The practice of collecting and selling consumer data to help businesses conduct marketing has existed for many decades. Long before the advent of the Internet, e-mail, or the mobile economy, data brokers developed expertise in compiling consumer data to facilitate targeted outreach to consumers through direct mail. 2 Toward that end companies have for many years assembled information about consumers from public records, surveys and sweepstakes entries, to develop consumer lists for use by marketers in targeting mailings and phone calls. 3

What is new in recent years, however, is the tremendous increase in the volume and quality of digitally recorded data—and the technological advances that have fa-

---


2 For example, after the introduction of zip codes in 1963, direct mail marketing companies used zip code data to make assumptions about individuals, such as the kinds of magazines they read, the foods they ate, and political affiliations. In 1974, social scientist Jonathan Robbin created PRIZM (Potential Rating Index for Zip Markets), which combined ZIP Codes with census data and consumer surveys to help target direct mail marketing. Michael J. Weiss, The Clustering of America (1988).

3 Financial Times, Data Brokers Compile Lists to Map Your Life before you Reach the Cradle (June 13, 2013).
ilitated access to, storage, analysis, and sharing of this information. Information that was previously public but required a trip to places such as a library or courthouse to retrieve can now be instantaneously accessible to millions when posted on the Internet. At the same time, consumers increasingly are expanding their digital data footprint as they go about their daily routines.

For example, millions of consumers are now using computers, smart phones, and tablets to make purchases, plan trips, and research personal financial and health questions, among other activities. These digitally recorded decisions provide insights into the consumer's habits, preferences, and financial and health status. A wide and ever-expanding variety of other routine activities also are becoming part of consumers' digital trail—from viewing decisions regarding video streaming services to online searches and mapping requests to personal fitness monitoring through wearable devices to stocking "smart" refrigerators that record food purchases and monitor expiration dates.

Amid this continuing growth in consumers' digital records, there has been a "vast increase" in the number and types of companies that collect and sell consumer data. No comprehensive list of such companies currently exists, but estimates indicate the data broker industry consists of many hundreds of members. Media accounts and other reports in recent years have provided glimpses into some of the ways data brokers are obtaining, compiling, and sharing consumer data. However, data broker activities have remained largely obscured from public view because these companies generally do not collect data directly from consumers and many of their practices lie outside the ambit of Federal consumer protection laws.

A. GAO Review of Privacy Laws Applicable to Data Brokers

In light of these changes regarding the availability and sale of consumer information, Chairman Rockefeller requested that the Government Accountability Office (GAO) review the privacy laws applicable to consumer information collected and sold for marketing purposes. In response, in September 2013, GAO released a report concluding that there is no one comprehensive privacy law governing information collection and sale of consumer data by private sector companies and that further, existing privacy laws have "limited scope" regarding the collection, use, and sale of consumer data for marketing purposes.

---

4 See Kenneth Cukier and Viktor Mayer-Schonberger, The Rise of Big Data: How It's Changing the Way We Think about the World, Foreign Affairs, at 28–40 (Mar./June 2013) (noting that while in 2000 "only one quarter of all the world's stored information was digital" and "the rest was preserved on paper, film, and other analog media," by 2013 "less than two percent of all stored information is non-digital"); Charles Duhigg, The Power of Habit: Why We Do What We Do in Life and Business, Chapter 7; Software & Information Industry Association, Data-Driven Innovation: A Guide for Policymakers—Understanding and Enabling the Economic and Social Value of Data, at 1–9 (2013); Organization for Economic Co-operation and Development, Innovation: A Guide for Policymakers—Understanding and Enabling the Economic and Social Value of Data, at 1–9 (2013); Pew Internet & American Life Project, Cell Phone Activities 2012.

5 These digitally recorded decisions provide insights into the consumer's habits, preferences, and financial and health status. A wide and ever-expanding variety of other routine activities also are becoming part of consumers' digital trail—from viewing decisions regarding video streaming services to online searches and mapping requests to personal fitness monitoring through wearable devices to stocking "smart" refrigerators that record food purchases and monitor expiration dates.

6 For example, millions of consumers are now using computers, smart phones, and tablets to make purchases, plan trips, and research personal financial and health questions, among other activities. These digitally recorded decisions provide insights into the consumer's habits, preferences, and financial and health status. A wide and ever-expanding variety of other routine activities also are becoming part of consumers' digital trail—from viewing decisions regarding video streaming services to online searches and mapping requests to personal fitness monitoring through wearable devices to stocking "smart" refrigerators that record food purchases and monitor expiration dates.

7 See Pew Internet & American Life Project, Broadband and Smartphone Adoption Demo-


9 NPR, The Salt, The 'Smart Fridge' Finds the Lost Lettuce, for A Price (May 4, 2012).

10 GAO Information Resellers Report, supra n.1, at 34.

11 GAO Information Resellers Report, supra n.1, at 5 (noting: "Several privacy related organizations and websites maintain lists of data brokers—for example, Privacy Rights Clearinghouse lists more than 250 on its website—but none of these lists claim to be comprehensive. The Direct Marketing Association, which represents companies and nonprofits that use and support data-driven marketing, maintains a proprietary membership list, which it says numbers about 2,500 organizations (although that includes retailers and others that typically would not be considered information resellers)").

12 E.g., New York Times, You for Sale: Mapping, and Sharing, the Consumer Genome (June 16, 2012) (focusing on data broker Acxiom and reporting that the company maintains about 1,500 data points per consumer that include information on the size of home loans, household incomes, or whether a household is concerned about certain health conditions).

13 GAO Information Resellers Report, supra n.1 at 1. To address these objectives, GAO ana-

14 For example, millions of consumers are now using computers, smart phones, and tablets to make purchases, plan trips, and research personal financial and health questions, among other activities. These digitally recorded decisions provide insights into the consumer's habits, preferences, and financial and health status. A wide and ever-expanding variety of other routine activities also are becoming part of consumers' digital trail—from viewing decisions regarding video streaming services to online searches and mapping requests to personal fitness monitoring through wearable devices to stocking "smart" refrigerators that record food purchases and monitor expiration dates.

15 GAO Information Resellers Report, supra n.1 at 16.
Specifically, GAO found that under current law, consumers have no Federal statutory right to know what information data brokers have compiled about them for marketing purposes, or even which data brokers hold any such information. Further, with the exception of information used for pre-screened offers of credit and insurance, consumers generally do not have the right to control what personal information is collected, maintained, used, and shared about them—even where such information concerns personal or sensitive matters about an individual’s physical and mental health. In addition, no Federal law provides consumers with the right to correct inaccuracies in the data or assumptions made by data brokers on their own profiles. GAO does note that a “more narrowly tailored” set of laws concerning private sector use of consumer information exists which “apply for specific purposes, in certain situations, to certain sectors, or to certain types of entities.” For example, the Fair Credit Reporting Act imposes a number of obligations on consumer reporting agencies (CRAs), which are entities that assemble consumer information into “consumer reports,” commonly referred to as credit reports, for use by issuers of credit and insurance, and by employers, landlords, and others in making eligibility decisions affecting consumers. The FCRA prohibits the sale of consumer reports for other than a permissible purpose. The FCRA does not allow the use of credit reports for marketing purposes, though marketing via pre-screened offers of credit and insurance is allowed, where it is a firm offer of credit and consumers are provided the opportunity to opt-out of such offers in the future.

GAO also found that current Federal law does not fully address the use of new technologies, despite the fact that social media, web tracking, and mobile devices allow for faster, cheaper and more detailed data collection and sharing among resellers and private-sector entities.

Appendix I at the end of this report provides a detailed summary of the FCRA, and other existing Federal privacy laws and their applicability to the collection and dissemination of consumer data by data brokers.

B. Voluntary Industry Guidelines

The direct advertising and data broker industries have consistently asserted that Congress should defer to industry self-regulation rather than enacting broader consumer privacy legislation. Industry members assert that their interest in avoiding reputational harm motivates them to engage in strong self-regulation and provides consumers with meaningful privacy protections. Privacy advocates, on the other hand, have argued that self-regulation does not adequately address concerns regarding the potential for consumer abuse in this arena.

Industry trade associations that include data brokers have identified voluntary best practice guidelines for its members. For example, the Direct Marketing Association (DMA) issued Guidelines for Ethical Business Practice that include principles of conduct, including recommendations on how members should handle and protect consumer information. Specifically, these guidelines provide that the members should offer notice of its policy “regarding the rental, sale, exchange or transfer of data about them” and the ability to opt-out of inclusion on a mailing list or other

18 GAO Information Resellers Report, supra n.1, at 7.
19 A “consumer report” means any written, oral, or other communication of any information by a consumer reporting agency bearing on a consumer’s credit worthiness, credit standing, credit capacity, character, general reputation, personal characteristics, or mode of living which is used or expected to be used or collected in whole or in part for the purpose of making eligibility decisions. 15 U.S.C. § 1681a(d).
20 15 U.S.C. § 1681b(e). Pre-screened offers of credit or insurance—sometimes called “pre-approved” offers—are sent to consumers unsolicited, usually by mail. They are based on information in consumers’ credit reports that indicates that the individuals receiving the offer meet the criteria set by the company making the offer. The FCRA limits the circumstances in which consumer reports can be used to make pre-screened offers, and provides that all such offers must include a notice of consumers’ right to stop receiving future pre-screened offers.
21 GAO Information Resellers Report, supra n.1, at 19.
23 Id.
24 Id.
marketing methods, as well as specific ways to handle health information. A number of the companies that are the subject of the Committee's inquiry are DMA members and have agreed to abide by the association's guidelines. In addition, the Digital Advertising Alliance, the trade association of the online advertising industry, has implemented Ad Choice, a program that allows consumers some control over their online information as it is used for online behavioral advertising.

C. Privacy and Consumer Protection Issues Regarding Data Broker Practices

Privacy and information experts have raised concerns regarding data broker practices. These include issues relating to consumer privacy rights with respect to the use of their own personal information; the potential harmful ways consumer profiles can be used; the extent to which data broker products categorize consumers based on financial characteristics are serving as substitutes or supplements for the consumer report products that are more highly regulated; and the vulnerability of data broker computer systems to a data breach.

Privacy Issues. One major issue raised by privacy advocates is that data brokers operate without transparency to consumers. Since data brokers generally collect information without the consumers' knowledge, consumers have limited means of knowing how the companies obtain their information, whether it's accurate, and for what purposes they are using it. Privacy experts further point out that consumers currently lack control over the compilation and use of data that may contain intimate details about them. For example, the Financial Times reported one data broker is selling lists of addresses and names of consumers suffering from conditions including cancer, diabetes, and depression, and the medications used for those conditions; another is offering lists naming consumers, their credit scores, and specific health conditions. Citing these and other examples, FTC Commissioner Julie Brill recently raised the question: "What damage is done to our individual sense of privacy and autonomy in a society in which information about some of the most sensitive aspects of our lives is available for analysts to examine without our knowledge or consent, and for anyone to buy if they are willing to pay the going price."

Data brokers argue that the creation and use of consumer profiles for marketing does not pose substantial privacy issues for consumers because this information cannot be used in decisions affecting a consumer's eligibility for credit or insurance, or in employment or housing decisions. Rather, such profiling benefits consumers by facilitating targeted outreach about products and services that are relevant to consumers' specific interests, needs, or preferences. However, an incident involving Target highlights how marketing based on consumer profiling may pose unintended privacy issues. According to a New York Times report, Target developed a pregnancy prediction model to enable the company to target marketing of certain products to expectant mothers. In one case, Target sent maternity and baby clothes coupons to the household of a teenage girl who, through use of this model, they predicted was pregnant. These mailings alerted the girl's father that she was pregnant—before she had told him the news herself. Some consumer advocates also have noted that targeted marketing means consumers have unequal access to helpful information, offers, and benefits, and have questioned the fairness of this result when the basis for such targeting are consumer profiles constructed without the consumer's knowledge, input, or permission—and that in fact may not be accurate.

World Privacy Forum Executive Director Pam Dixon has elaborated as follows:

Two people going to one website or one retail store could already be offered entirely different opportunities, services, or benefits based on their modern permanent record comprised of the previous demographic, behavioral, transactional, and associational information accrued about them.
A related issue is whether ready access to increasingly detailed consumer data lends to differential pricing. Indeed, several recent media accounts have described cases where website retailers offered consumers different prices for the same product based on analysis of customer characteristics. For example, a Wall Street Journal report found that office supply retailers have varied prices displayed for the same product based on customers’ geolocation and other factors. In another example the travel website Orbitz reportedly showed costlier travel options to visitors whose browsers indicated they were using Mac computers, because this brand was assumed to be used by more affluent consumers. While it does not appear from these news accounts that third party data broker products were involved with these particular examples, these reports underscore that targeting the most “relevant” information to consumers does not always equate to providing consumers information about the best deals.

A few recent cases also have highlighted the value of consumer profiles to predatory businesses seeking to target vulnerable consumers. In October of 2012, the FTC alleged that the credit reporting division of Equifax improperly sold more than 17,000 “prescreened” lists of consumers who were late on their mortgage payments to Direct Lending Source, Inc. and its affiliate companies. Direct Lending subsequently resold some of these lists to third parties, who “used the lists to pitch loan modification and debt relief services to people in financial distress,” including to companies that had been the subject of prior law enforcement investigations.

In June 2011, Teletrack, Inc. paid a $1.8 million penalty to settle FTC charges that it sold lists of consumers who had previously applied for non-traditional credit products, including payday loans, to third parties—primarily pay day lenders and sub-prime auto lenders—that wanted to use the information to target potential customers. The FTC alleged that the information Teletrack sold constituted consumer information to entities that lacked a permissible purpose. Equifax’s failure to employ appropriate measures to control access to sensitive consumer information was unfair, in violation of Section 5 of the FTC Act. Direct Lending was also charged with violating Section 5 and the FCRA for, among other reasons, obtaining pre-screened lists without having a permissible purpose and failing to maintain reasonable procedures to ensure that prospective users to whom it had resold the reports had a permissible purpose. Equifax and Direct Lending combined paid nearly $1.6 million to resolve charges that they violated the Fair Credit Reporting and the FCRA Act.

Similarly, the New York Times reported in 2007 that data broker InfoUSA had sold lists of consumers with titles such as “Suffering Seniors” to individuals who then used the lists to target elderly Americans with fraudulent sales pitches.

Use of Predictive Scoring Products for Marketing. Consumer advocates have suggested that that use of scoring products that predict consumer behavior merits further scrutiny. Companies reportedly are using predictive scoring products for a range of purposes, such as assessing which customers will receive special offers, or looking at credit risks associated with certain mortgage applications—but consumers are generally not aware of these products and do not have access to the data underlying them. The FTC plans to hold a hearing in the Spring to examine the use of these products, including the types of consumer protections that should be provided.

Data Breaches. Finally, a series of incidents over recent years have underscored that data brokers—like others who collect and maintain sensitive consumer data—
are vulnerable to data breaches.\textsuperscript{41} Privacy advocates emphasize the need to make sure appropriate protections against data breach are in place for consumer data.\textsuperscript{42}

\textbf{D. Recent FTC and Congressional Reviews of the Data Broker Industry}

Several recent inquiries have explored data broker practices and related privacy and consumer protection issues. The FTC has held a series of workshops, opened a formal inquiry, written reports, and proposed principles for industry self-regulation on how companies collect, use and protect consumer data. In March of 2012, the Commission released a comprehensive report on protecting consumer’s data privacy in light of the rapid advances of technological change. The Commission recommended that Congress consider enacting baseline privacy legislation across industry sectors. The report also called for greater transparency in the data broker and advertising industries.\textsuperscript{43}

The 2012 report identified the data broker industry as one of the Commission’s main focuses in implementing an enhanced privacy protection framework.\textsuperscript{44} In examining the privacy implications of the data broker industry, the FTC has also noted how advances in technologies have rapidly allowed for the aggregating and selling of consumer information that combines data reflecting consumers’ online activities as well as “offline” information that has been accessible since before the Internet.\textsuperscript{45}

In December 2012, the FTC opened an inquiry pursuant to its authority under Section 6(b) of the FTC Act to examine privacy implications of the data broker industry’s collection and use of consumer data.\textsuperscript{46} This investigation is underway and will result in a study and recommendations on whether, and how, the data broker industry could improve its privacy practices.\textsuperscript{47}

In addition to the FTC’s ongoing work, in the summer of 2012, a bipartisan group of eight lawmakers led by Reps. Ed Markey (D-MA) and Joe Barton (R-TX) opened an inquiry into how data brokers collect and use consumer’s personal data.\textsuperscript{48} In November 2012 the lawmakers concluded their inquiry, finding that, “Many questions about how these data brokers operate have been left unanswered, particularly how they analyze personal information to categorize and rate consumers.”\textsuperscript{49}

\textbf{II. Committee Investigation}

In light of the gaps in public knowledge regarding data broker practices, in October 2012 the Committee opened an inquiry into the data broker industry to help the Committee better understand industry practices and the information data brokers collect and share about American consumers for marketing purposes. To obtain a snapshot of industry practices, the Committee focused on nine companies that collect and sell consumer information: Acxiom, Experian, Epsilon, Reed Elsevier, Equifax, TransUnion, Rapleaf, Spokeo, and Datalogix.

The companies include the three major credit reporting companies—Experian, Equifax, and TransUnion—each of which also sells consumer data for marketing purposes; and well-established targeted marketing companies—Acxiom, Epsilon, Reed Elsevier, and Datalogix—that maintain data on millions of consumers. In addition, the sample reflects companies with discrete focus on major data collection techniques and marketing uses: Rapleaf, which in 2010 specialized in collecting public data from social media sites, and Spokeo, which offers individual consumer look-up services.

\begin{itemize}
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\item[\textsuperscript{43}] FTC Privacy Report, supra n.1.
\item[\textsuperscript{44}] FTC Privacy Report, supra n.1, at 68, 72–73.
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\end{itemize}
On October 9, 2012, Chairman Rockefeller sent letters to the nine data broker companies requesting information about each company's data collection and use practices. The letters highlighted four basic questions:

- What data about consumers does the industry collect?
- How specific is the data the industry collects about consumers?
- How does the industry obtain this data?
- Who buys the data and how is it used?

All nine companies provided narrative and documentary responses to the Committee letter. Some of these companies were forthcoming regarding all questions. For example, Equifax's response included a list of the specific entities that are data sources and customers they provided after clearing this disclosure with each entity. However, several large data brokers—Acxiom, Experian, and Epsilon—to date have refused to identify to the Committee their specific data sources. Instead, they have described general categories of sources—such as "surveys" and "public records." 

One of the main consumer-facing data sources identified in the company responses is websites. In an attempt to learn more about consumer information data brokers obtain from websites, on September 24, 2013, Chairman Rockefeller sent letters to twelve popular personal finance, health, and family-focused websites whose privacy policies allowed for sharing with third parties and that also indicate they collected consumer data through "surveys," "sweepstakes," and "questionnaires" which were identified by data brokers to the Committee as sources of consumer information. The letters asked whether the websites shared information with third parties, and if so, with whom.

On October 23, 2013, following press reports alleging that an Experian subsidiary sold data to an alleged identity theft operation, Chairman Rockefeller sent a second letter to Experian requesting information about the incident and the company's customer vetting practices, and pressing the company to provide the Committee a complete list of its data purchasers and sources. Experian to date has not provided the Committee either its specific data sources or its data purchasers.

In the course of the inquiry, Committee Majority staff reviewed thousands of pages of documents produced by respondent companies including narrative responses, company manuals and training materials, contracts, and marketing materials.

III. Committee Majority Staff Findings Regarding Industry Practices

The responses received by the Committee during this inquiry provide a glimpse into the operations of a large and continually evolving industry. The nine data brokers queried by the Committee hold a vast and varied amount of consumer data. Axiom alone has "multi-sourced insight into approximately 700 million consumers worldwide." and Datalogix asserts its data "includes almost every U.S. household." Some of the companies maintain thousands of data points on individual consumers, with one providing the Committee a list of approximately 75,000 individual data elements that are in its system. Data collected by these companies includes detailed and personal information including data on consumers' health and financial status.

One of the main types of products offered for sale by respondent data brokers are "modeled" profiles of consumers that categorize consumers, or that "score" likelihood for certain behaviors, based on inferences drawn from consumer data. The respondents...
ent companies offer for sale a number of modeled products that group consumers based on their degree of financial vulnerability, such as “Rural and Barely Making It,” or “Ethnic Second-City Strugglers.” The Committee has no evidence that any of the specific queried companies are currently selling such products for inappropriate purposes. However, the creation and use of these types of products merits close scrutiny, particularly in light of their value to predatory businesses that seek to target consumers who are economically fragile.57

Data brokers continue to develop new approaches to facilitate marketing outreach to consumers online. Some data brokers now offer products that enable marketers to tailor online advertisements based on off-line data about the consumer provided by the data broker.

As they conduct these various activities, data brokers remain largely invisible to the consumers whose information populates their databases. Consumers have limited means of learning that these companies hold their data, and respondent companies provide consumers rights of access and control regarding their data that vary widely by companies. Several of the largest respondent companies have been similarly secretive with the Committee, refusing to identify specific sources of their data, and specific customers who purchase it. And provisions in company contracts with customers perpetuate this secrecy by placing restrictions on customer disclosures regarding data sources.

Below is a detailed discussion of the Committee Majority Staff’s findings regarding the information companies have provided to date regarding the collection, compilation, and sale of consumer data.

A. Data Broker Collection of Consumer Data

The information the Committee obtained in this inquiry regarding the nature and specificity of information collected by data brokers paints a picture consistent with the following observation offered by one of the respondent companies: “The amount of available data has created an unprecedented amount of information about consumers. Their attitudes and behaviors, perceptions about brands, what they’re buying and even where they happen to be at the moment the data is captured.”58

1. Nature of Data Collected

Much of the information data brokers collect is demographic, such as consumers’ names, addresses, telephone numbers, e-mail addresses, gender, age, marital status, presence of and ages of children in household, education level, profession, income level, political affiliation, and information about their homes and other property. In addition, data brokers collect many other categories of information about individuals. Some examples include:

- Consumer purchase and transaction information, including whether a purchase was made through a catalog, online, or in-store, as well as the frequency of such purchases;59
- Consumers’ available methods of payment, including type of credit card and bankcard issuance date;60
- Purchase of automobiles, including makes and models of cars purchased or whether a consumer prefers new or used cars;61
- Health conditions. One company collects data on whether consumers suffer from particular ailments, including Attention Deficit Hyperactivity Disorder, anxiety, depression, diabetes, high blood pressure, insomnia, and osteoporosis, among others;62 another keeps data on the weights of individuals in a household.63 An additional company offers for sale lists of consumers under 44 different cat-
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57 See infra Section III.B.2(a) discussing consumer protection issues relating to such lists.
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egories of health conditions, including obesity, Parkinson’s disease, Multiple Sclerosis, Alzheimer’s disease, and cancer, among others; \(^64\)

- **Social media activity**, including the number of a consumer’s friends and followers, and whether they view YouTube videos. \(^65\)

The specificity of consumer data that brokers collect, maintain, and share varies depending on the entity. For example, TransUnion reported that it maintains and offers for sale primarily demographic data. \(^66\) On the other hand, Equifax maintains approximately 75,000 individual data elements for its use in creating marketing products, including information as specific as whether a consumer purchased a particular soft drink or shampoo product in the last six months; \(^67\) uses laxatives or yeast infection products; \(^68\) OB/GYN doctor visits within the last 12 months; \(^69\) miles traveled in the last 4 weeks; \(^70\) and the number of whiskey drinks consumed in the past 30 days. \(^71\) Some companies offer “data dictionaries” that include more than one thousand potential data elements, including whether the individual or household is a pet owner, smokes, has a propensity to purchase prescriptions through the mail, \(^72\) donates to charitable causes, is active military or a veteran, holds certain insurance products including burial insurance or juvenile life insurance, enjoys reading romance novels, or is a hunter. \(^73\)

2. **Sources of Consumer Data**

The information the responding companies provided to the Committee suggests that these data brokers primarily obtain consumer data through five major avenues: government records and other public data; purchase or license from other data collectors; cooperative agreements with other companies; self-report by consumers, often through surveys, questionnaires, and sweepstakes; and social media. \(^74\)

Three companies—Acxiom, Experian, and Epsilon—declined to share specific data sources with the Committee, citing confidentiality clauses in their contracts, and concerns about putting themselves at a competitive disadvantage among the reasons. Instead, these companies provided general descriptions of the types of entities that are data sources.

a. **Government Records and Other Publicly Available Data**

Many companies reported obtaining information from public records sources. These include: census data; property records; court filings, including criminal convictions, judgments, liens, and bankruptcies; driver’s license records; voter registrations; telephone directories; real estate listings; and marriage and death certificates. \(^75\) Data brokers also obtain publicly available information from licensing filings including licenses for physicians and other medical professionals, attorneys, accountants, engineers, notaries, and real estate professionals, as well as hunting,
fishing, and pilot licenses. License information can supply contact information and license issuance and expiration dates.

b. Purchase or License

Companies reported that several types of entities either sell or license them data, including:

Retailers. Retailers provide data brokers with consumers’ purchase information, which can include consumer name, postal addresses, e-mail addresses, items purchased, transaction history, and whether the purchase was made in a store, online, or through a catalog. Often, the information provided does not identify the specific item purchased, but rather the category or type of product, such as “collectibles” or “ladies apparel.” Retailers are able to collect this information about consumers through many methods, among them store or brand loyalty/ rewards cards.

Financial institutions. Responding companies reported receiving information from a variety of financial institutions, such as banks, credit unions, brokerage services, and online trading platforms. Such sources provide information regarding bank deposits, brokerage assets, annuities, and mutual funds. Companies reported that the information obtained is not tied to specific consumers, but is received in an anonymized or aggregated form and used to create models and scoring products.

Other data brokers. All of the responding companies reported obtaining information from other data brokers either by purchasing or under sharing arrangements. Some have specified which other data brokers provide such information, while others refused to specify other data broker sources beyond generic descriptions such as “third-party partners.”

c. Cooperative Arrangements

Another way data brokers obtain information is through cooperative arrangements in which companies provide information about their customers in exchange for information to enhance their existing customer lists or identify new customers. Examples described by responding companies include:

- Epsilon operates a cooperative consisting of over 1,600 participating companies, which include catalog and retail companies, non-profits, and publishers. Participants contribute household purchase information in exchange for information about prospective customers. Epsilon organizes this data into 22 “primary purchase categories,” such as children’s apparel and merchandise.
- Experian manages a database open to catalog sellers as well as brick and mortar and e-commerce retailers. Participants provide customer transactional records, which may include consumer’s name, address, gender, e-mail address, phone number, channel of purchase (e.g., online or in-store), dollar amount, payment method, transaction date, and transaction product category. Experian summarizes the information to describe buying behaviors at the household level within general product categories—such as “Kitchen and Tabletop,” “Books,” or “Vitamins/Health Products.” For example, “if a high-end retailer of men’s
business suits reports a customer purchase of approximately $500, Experian would maintain a record showing only that the household engaged in a transaction involving Men’s High-End Apparel.”

- Equifax runs a cooperative for financial institutions that contribute data at least twice per year about consumer and small business investments and bank accounts. According to the company, this information is anonymized, often including only zip code and year of birth; it does not include information that could be used to individually identify consumers. Participants have access to certain information and products available only to members, including products that estimate total outstanding credit and that track assets.

- Datalogix offers a cooperative arrangement that allows retailers to share information including customers’ names, mailing addresses, e-mail addresses, purchase transaction histories, and transaction channel, such as Internet, catalog, or retail purchase. In return for supplying information, participants can receive mailing lists, or access to online audiences to identify new customers.

d. Self-Reporting by Consumers

The responses to the Committee’s inquiries indicate that data brokers obtain information directly from consumers through warranty cards, sweepstakes entries, and other types of surveys. Some of the data brokers conduct their own marketing surveys, both on-and off-line, and shared examples with the Committee. These surveys ask detailed questions about household demographics, income levels, shopping preferences, and other personal matters such as health and insurance related information. For example, some surveys ask whether anyone in the household suffers from diabetes, or what types of insurance the household currently has or plans to obtain. Surveys provided to the Committee disclose to consumers that the information they provide may be shared for marketing purposes in exchange for entry into a sweepstakes or other chances at prizes. However, the surveys do not generally indicate that they are affiliated with a specific data broker.

For example, Epsilon obtains consumer data through its “Shopper’s Voice” survey. The survey contains several pages of specific questions about the household, including demographic information, hobbies and interests, products purchased, and ailments. The survey includes questions about a range of health-related matters. For example, one category, titled “Heart Health,” asks whether anyone in the household has a family history of heart disease, heart attack, high blood pressure or high cholesterol, whether anyone suffers from angina, atrial fibrillation, and whether these ailments are treated with a prescription. The survey also asks the respondent to indicate whether they personally or another member of the household suffer from other listed ailments, such as depression, Bipolar disorder or other major depressive disorder, Lupus, or Parkinson’s disease. The Shopper’s Voice survey is mailed to approximately 36 million households each January; approximately 5.2 million households complete and return it to Epsilon. Consumers are encouraged to respond to the survey by being offered an opportunity for savings via coupons and a chance to win $10,000. See Exhibit A for a complete example of the survey questions.

Experian collects data through the “Simmons National Consumer Surveys,” which over 30,000 consumers fill out each year. Questions cover subjects including demographic, hobbies and interests, military experience, participation in the lottery, and
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Consumer responses are aggregated and used to create models that assign a shared set of characteristics to all households within a particular zip code. Simmons surveys include the Simmons National Consumer Survey; the Simmons National Kids and Teens Studies; the National Hispanic Consumer Survey; and the Simmons Lesbian, Gay, Bisexual and Transgender Study. Adults may be paid $25 for their participation in the survey and teens receive $14 in addition to a keychain.

According to narrative responses from Experian and Acxiom, consumers report personal information to them by completing surveys, entering sweepstakes, registering to receive coupons, or filling out other forms on Internet sites. The websites either directly feed this information to data brokers or provide it to other “data compilers” who then pass it to data brokers.

Experian uses survey results in products including Experian’s “BehaviorBank.” As Experian explained:

> BehaviorBank is a database of self-reported information provided by consumers with the clear understanding of the consumer that the responses will be used for marketing. Experian acquires all such information from third-party partners. Such third parties typically either recruit consumers for their own surveys or obtain data from companies that have surveyed their own customers. In some cases, consumers are offered an incentive, such as an opportunity to win a prize, for participation in the survey.

Experian refused to identify to the Committee the third-party website sources of data for the company.

Similarly, Acxiom said consumer-facing websites are a source of their consumer data, but declined to provide the Committee the specific identities of these websites except for six self-selected samples websites. Instead the company stated generally, “there are over 250,000 websites who state in their privacy policy that they share data with third parties in order to market and/or risk mitigation purposes.”

Of the six websites provided by Acxiom, one was not functional when Committee majority staff attempted to access it. The remaining five asked consumers for varying levels of personal information in exchange for benefits such as coupons and discounts, or the opportunity to compare health insurance quotes. The general counsel for the company that maintains the health insurance quote website, when contacted by Committee majority staff, said the company had no information sharing agreement with Acxiom, and that the entities that contract to receive the website’s information are contractually prohibited from sharing that data with third parties such as Acxiom. Acxiom represented that this website data source was provided by one of Acxiom’s data aggregators.

To explore the issue of website data sources further, Chairman Rockefeller queried 12 popular health and financial focused websites whose privacy policies appeared to allow for the sharing of consumer data obtained through surveys, sweepstakes, and questionnaires. In response, several websites acknowledged collecting personal information from consumers through surveys or sweepstakes entries. However, they largely denied sharing that data with third parties except in limited circumstances, including for their own advertising purposes, sweepstakes prize fulfillment, or with other third-party vendors to perform services on the websites’ own behalf.

Two of the website companies reported relationships with Acxiom, but those relationships were for the benefit of the websites; one retained Acxiom’s services to store consumer information solely for its own marketing efforts, and the other to perform services such as collecting additional information about visitors to its website. While neither arrangement allowed for Acxiom to share or use the data provided for Acxiom’s own purposes, one company did share with Committee majority staff that Acxiom had approached them to become a data supplier, a request it declined.
Social media is a source of consumer information for many of the queried data brokers. For example, Acxiom says it obtains data about consumers’ social media interests and usage to predict the likelihood that a consumer would fall into one of the following categories: “business fan,” “heavy social media user” (including Facebook, LinkedIn, Twitter, and YouTube), “mobile social networker,” “text messaging user,” “poster” (including poster of photos, texts, and responders), “video sharer,” “social influencer,” and “social influenced.”

In 2010, the Wall Street Journal and other media outlets reported that Rapleaf was collecting information about consumers’ social media accounts and selling that information to other companies. Rapleaf had been “crawling” publicly available data consumers placed on social media sites such as Facebook, MySpace, LinkedIn, and others, to gather information including consumers’ names, age, gender, location, colleges and universities attended, and occupations, information about membership on social media sites such as Facebook, Flickr, LinkedIn, Twitter, CafeMom, Amazon Wishlist, Pandora, Photobucket, and Dailymotion, number of friends and followers, and the URL of consumers’ profiles.

Following public backlash and requests by Facebook, Rapleaf deleted most of the information it collected through webcrawling. However, companies that purchased this data before Rapleaf ceased this activity were not required to delete the information that they had previously purchased.

B. Data Broker Products

Data brokers compile and analyze consumer data to create products and services that provide customers with data that has varying degrees of specificity about individual consumers. Most of the products described by respondent companies are essentially lists of consumers grouped by shared characteristics or predicted behaviors. The companies also provide data on individual consumers to supplement data customers may already have on the consumer.

Data broker products can consist of “actual” or “modeled” elements. Actual data includes factual information about individuals, such as their date of birth, contact information, and presence of children in a household. “Modeled” data results from drawing inferences about consumer characteristics or predicted behavior based on actual data. For example, a company may infer a consumer’s marital status based upon use of the prefix “Mrs.”; characterize an individual as having an interest in golf based on the fact that an individual subscribes to a golf magazine; or characterize an individual as having a health interest in allergies based on the fact that the individual made a non-prescription purchase of over the counter allergy medication.

The companies also use actual data to create “look-a-like” models. Look-a-like models use known information—such as living within a particular zip code and having children in the household—to predict characteristics such as the likelihood that an individual drives an SUV. With this model, a data broker could create a list of consumers likely to drive an SUV that a customer could purchase for targeted marketing.

Two prominent means by which data brokers provide consumer data to customers are “original lists” and “data appends.” Original lists are sold to customers seeking a list of consumers who fit certain criteria—for example, women who live in Cleve-
land and have an interest in cooking. Typically, customers purchase this information in large quantities, hundreds or thousands of names at a time.

“Data append,” on the other hand, occurs when a customer has some information about specific consumers, but they want to create more complete profile information. In this case, the customer provides some identifying information about their customers, such as a list of names and zip codes or e-mail addresses, to a data broker company to purchase additional information about the specific consumers on the list.

The products companies described to the Committee include consumer profiles characterizing consumers based on degree of financial vulnerability and propensity to use payday loans and other non-traditional financial products. These types of data broker products merit close scrutiny as they appear tailor made for businesses that profit from taking advantage of consumers. Following is a discussion of major types of data broker products, methods for sharing these products, and questions raised by certain products described by respondent companies.

1. How Data Brokers Package Consumer Information

One product data brokers offer is “segments,” or groupings of consumers defined by shared characteristics and likely behaviors. Many data brokers offer some variation of segmenting products, and several of the large data brokers included in the Committee’s review offer dozens of different segment choices.

The idea of segmenting consumers for marketing purposes is not a novel concept. In the 1970s, Claritas—which merged with Nielsen in 2001—developed a segmenting product called PRIZM, which defined groups of consumers based on demographics and behaviors. PRIZM is now advertised as “the industry-leading lifestyle segmentation system that yields rich and comprehensive consumer insights to help you reveal your customer’s preferences.” When clustering first began, companies generally relied on census data to predict the behavior of consumers. Today, however, there are endless avenues to obtain consumer data.

Another type of product described by data brokers involves “scoring,” a form of analytics that utilizes data to make predictions about likely consumer behavior. Scoring products are designed to provide marketers insight about existing and prospective customers by assigning a number or range that signifies each consumer’s likelihood to exhibit certain characteristics or perform certain actions. For example, Acxiom offers a product that can provide marketers with predictive indicators of consumers’ social media behaviors, assigning a number from 1–20 on the basis of whether they are likely to be a “social influencer” or are “socially influenced,” and whether they are a frequent “text poster” or “business fan.”

2. Issues Regarding Data Broker Products

a. Products that Identify Financially Vulnerable Populations

A number of products described by data brokers focus on characterizing a consumer’s economic status. For example, some of the consumer profiles they sell identify economically comfortable consumers. Consumers in clusters titled “Established Elite,” “Power Couples,” “American Royalty,” and “Just Sailing Along,” indicate a level of affluence that might be used to identify a likely audience for luxury products or investments. Data broker descriptions of such products provide further detail. For example, Experian describes “American Royalty” as “[w]ealthy, influential and successful couples and families living in prestigious suburbs.” Understanding the financial circumstances of consumers is important for assessing how to best the reach those most likely to purchase particular goods or products.

---

114 Except in instances where a company offers some type of individual look-up product, “original list” information is not generally available to be purchased on an individual consumer basis. Spokeo, for example, offers consumers an individual look-up service that provides the ability to search for information about specific individuals. Products offered by Spokeo allow customers to search for people by name or address or through a “reverse search” service—where customers may enter a telephone number or e-mail address to identify the individual associated with that number or address. Customers are able to obtain a “person’s name, address, phone number, e-mail address, occupation, property value, family relations, and social media accounts.” Letter from Angela Saverice-Rohan, General Counsel, Spokeo, Inc., to Chairman John D. Rockefeller IV (Nov. 2, 2012).
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However, some of the targeting products described by the companies appear to focus specifically on identifying financially vulnerable populations. The table below represents a sample of the segments offered for sale by the queried companies:

**Table I: Company Product Names**

<table>
<thead>
<tr>
<th>Segment Name</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>Burdened by Debt: Singles</td>
<td>Old, down-scale and ethnically-diverse singles typically concentrated in inner-city apartments.</td>
</tr>
<tr>
<td>Mid-Life Struggling: Families</td>
<td>Reverting on Empty: Single Parents</td>
</tr>
<tr>
<td>Resilient Renters</td>
<td>Tough Start: Young Single Parents</td>
</tr>
<tr>
<td>X-tra Needy</td>
<td>Living on Loans: Young Urban Single Parents</td>
</tr>
<tr>
<td>Zero Mobility</td>
<td>Credit Crunched: City Families</td>
</tr>
<tr>
<td>Hard Times</td>
<td>Meager Metro Means</td>
</tr>
<tr>
<td>Enduring Hardships</td>
<td>Relying on Aid: Retired Singles</td>
</tr>
<tr>
<td>Humble Beginnings</td>
<td>Rough Retirement: Small Town Rural Seniors</td>
</tr>
<tr>
<td></td>
<td>Financial Challenges</td>
</tr>
<tr>
<td></td>
<td>Credit Reliant</td>
</tr>
<tr>
<td></td>
<td>Rocky Road</td>
</tr>
<tr>
<td></td>
<td>Very Elderly</td>
</tr>
<tr>
<td></td>
<td>Rolling the Dice</td>
</tr>
<tr>
<td></td>
<td>Fragile Families</td>
</tr>
<tr>
<td></td>
<td>Small Town Shallow Pockets</td>
</tr>
<tr>
<td></td>
<td>Ethnic Second-City Strugglers</td>
</tr>
<tr>
<td></td>
<td>Rural and Barely Making It</td>
</tr>
</tbody>
</table>

Source: Company Responses

The product descriptions that data brokers provide to potential customers further elaborate on such vulnerability. For example, “Hard Times” is described by Experian as, “Older, down-scale and ethnically-diverse singles typically concentrated in inner-city apartments.” The description continues: “This is the bottom of the socioeconomic ladder, the poorest lifestyle segment in the Nation. Hard Times are older singles in poor city neighborhoods. Nearly three-quarters of the adults are between ages of 50 and 75; this is an underclass of the working poor and destitute seniors without family support . . . . One-quarter of the households have at least one resident who is retired.”

A number of scoring products similarly focus on consumers' financial vulnerabilities. One example is Experian’s “ChoiceScore,” which the company asserts “helps marketers identify and more effectively market to under-banked consumers.” According to the company's marketing materials for this product, “each year, under-banked consumers alone spend nearly $11 billion on non-traditional financial transactions like payday loans and check-cashing services.” These consumers include “new legal immigrants, recent graduates, widows, those with a generation bias . . . .”
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against the use of credit, followers of religions that historically have discouraged credit, and "consumers with transitory lifestyles, such as military personnel."126

The ChoiceScore options include a “Confidence Score” that "identifies and assigns a score, determining the propensity for a consumer to be in the under-banked population," and a “Risk Score,” a "non-credit based score used to identify the most and least desirable consumers."127 Suggested applications of the product include: “target under-marketed new prospect segments eager to accept direct-marketing offers; target invitation-to-apply credit card offers, secured card, prepaid debit and other non-traditional financial service offerings; and suppress records of those less likely to get approved.”128

This Committee inquiry did not review whether any of the specific identified lists that designate financially vulnerable consumers have been used in a harmful manner. However, precedent underscores the value of such products to unscrupulous businesses that seek to take advantage of consumers. For example, the New York Times has reported on telemarketing criminals that succeeded in raiding the banking account of a 92-year old Army veteran.129 Data broker InfoUSA sold his name and contact information to a scam artist. As detailed in the Times’ account, InfoUSA advertised lists such as “Elderly Opportunity Seekers,” described as older people “looking for ways to make money;” “Suffering Seniors,” older people with cancer or Alzheimer’s disease; and “Oldies but Goodies,” people described as “gullible . . . who want to believe their luck can change.”

InfoUSA was not one of the companies examined in this Committee inquiry, but the concerns raised by lists identifying financially vulnerable customers are illustrated by this example. The names, descriptions and characterizations in these products—all generated by the data brokers—likely appeal to companies that sell high-cost loans and other financially risky products to populations more likely to need quick cash, such as payday and installment lenders.

Most of the companies provided to the Committee customer vetting and oversight policies that they assert ensure that information is used properly.130 Further, several of the contracts reviewed by the Committee include provisions that prohibit resale of consumer data to certain types of businesses such as “debt repair”131 and one specifically prohibits resale for “payday or short-term lending.”132 However, because data brokers operate in the shadows, with little oversight or regulation, companies in this industry have discretion regarding their voluntary enforcement of such restrictions. Indeed, an investigation into InfoUSA showed that employees routinely ignored rules about selling data to known fraudsters.133 Unfortunately, three of the largest companies—Acxiom, Experian, and Epsilon—to date have declined to disclose their customers to the Committee. As a result, the precise range and nature of their customer base remains unknown.

One recent incident involving Experian’s credit services arm underscored that customer vetting and oversight practices are not always failsafe. In October 2013, media accounts reported that an alleged identity theft operation had purchased consumer data from Court Ventures, a company Experian acquired in March 2012, and that sales of data to the operation went on “for almost a year after Experian did their due diligence” and purchased the company.134 Concerned about implications of these reports regarding Experian’s customer vetting processes, Chairman Rockefeller wrote Experian asking the company to confirm whether such sales had occurred, how long such sales had continued after Experian had acquired Court Ventures, and Experian’s vetting of Court Ventures customers prior to and after acquisition. He also pressed the company for a complete customer list.135

Experian’s response acknowledged that a person possibly engaged in criminal activity had been a Court Ventures customer before and after Experian’s acquisition.

---

126 Id.
127 Experian, List Services Catalog: ChoiceScore (EXP002601).
128 Id.
129 The New York Times, Bilking the Elderly, with Corporate Assist (May 20, 2007).
130 The procedures range from a very basic requirement that each new customer agree to Terms of Service to a thorough vetting process of each new customer. While several data brokers report that customers must agree to abide by the companies’ terms of service or use, other companies described a stricter vetting process that include additional screening components. Company Narrative Responses to Senate Commerce Committee (Feb. 15, 2013).
131 Acxiom Narrative Response to Senate Commerce Committee (Feb. 15, 2013).
132 Sample Equifax Contract (EFX SUPP 008).
133 The New York Times, Bilking the Elderly, with Corporate Assist (May 20, 2007).
135 Letter from Chairman John D. Rockefeller to Mr. Don Robert, Chief Executive Officer, Experian (Oct. 23, 2013).
of the company, and underscored that Experian stopped sales to this customer immediately after notification by authorities that this customer was under investigation. However, the company did not make clear how long the sales occurred undetected by Experian after acquisition of Court Ventures. The company further refused to provide specific customers to the Committee.136

Given that identifying vulnerable consumers is critical to the business of predatory lenders and fraudfeasors, and precedent where such entities have turned to data brokers for consumer data, the sale and use of data broker products segmenting financially vulnerable consumers merits close scrutiny.

b. Scoring Products that Mirror Tools Regulated under the Fair Credit Reporting Act

Some of the scoring products the respondent companies sell for marketing purposes resemble credit scoring tools that, under the Fair Credit Reporting Act, cannot be used for marketing. In materials describing one such product, “Summarized Credit Statistics,” Experian emphasizes the distinction between the aggregated credit related information offered by the product and individual credit information, explaining: “because individual credit information may not be used for marketing purposes without a pre-approved offer, Experian developed Summarized Credit Statistics to characterize a neighborhood’s consumer credit activity.”137

Similarly, Equifax offers “Aggregated FICO Scores,” which Equifax distinguishes from FICO scores, which are generally prohibited for use in marketing under the Fair Credit Reporting Act. In its marketing materials for this product, the company states that “FICO Scores are no longer only for credit approvals: With aggregated FICO Scores, [customers] can leverage the basis of FICO scores for non-FCRA marketing applications such as prospecting and ITA [invitations to apply].”138 The company further explains that “for the first time, marketers now have access to an aggregated, non-FCRA measure derived from the FICO Score.139

This Committee inquiry did not focus on FCRA compliance issues.140 However, the emergence of marketing products that closely resemble credit scoring tools underscores the need for additional review of key questions including:

- whether there are privacy concerns surrounding the use of these tools
- whether additional consumer protections should be provided, and
- whether use of some of these scores might be considered eligibility determinations that should be scrutinized under the Fair Credit Reporting Act.141

C. Data Broker Customers and New Mechanisms for Using Data Broker Products

Responding data brokers told the Committee they sell their marketing products to a range of customers for a variety of types of marketing. These customers use data broker products for traditional mailing lists and increasingly to tailor outreach to individual consumer computers or mobile devices. Following is a discussion of the types of customers with whom data brokers share marketing products and what companies told the Committee about how their products are shared and used.

---

136 Letter from Tony Hadley, Senior Vice President of Government Affairs and Public Policy, Experian, to Chairman John D. Rockefeller IV (Nov. 8, 2013).
137 Experian, Summarized Credit Statistics (EXP002109–EXP002111). This credit product includes the following:
  - Median equivalency score—assesses the potential risk for seriously derogatory behavior. The scores range from 360 to 840 (high score equals low risk) to accommodate the industry standard use of credit scores,
  - Median risk score—similar to median equivalency score, this option also characterizes neighborhoods or market segments based on their likelihood of having future derogatory credit activity. This score range (0–1000) has a direct correlation, where a low score equals a low risk, and,
  - Median bankruptcy score—pinpoints neighborhoods or market segments that may be more likely to file for bankruptcy or become seriously delinquent over the next 12 months. This score is a leading indicator of potential derogatory impacts. Scores range from 108 to 1257, with a high score indicating great likelihood. Id.
139 Equifax, Aggregated FICO Scores from IXI Services (EFX SUPP 168–169).
140 Contracts that respondent data brokers provided the Committee make clear they require customers to comply with FCRA’s prohibition against using marketing information for eligibility determinations.
141 See discussion at part I.C regarding consumer protection issues relating to scoring products.
1. Who Buys the Data

The respondent companies told the Committee they sell consumer data to a wide range of customers. The types of customers included financial institutions, hotel chains, wireless telephone service providers, cable companies, and jewelry stores, as well as other data brokers or resellers. While, some companies provided identities of specific customers, others instead provided only general descriptions of the types of customers that purchase their data. For example, Axiom’s customers include “47 Fortune 100 clients; 12 of the top 15 credit card issuers; seven of the top 10 retail banks; eight of the top 10 telecom/media companies; seven of the top 10 retailers; 11 of the top 14 automotive manufacturers; six of the top 10 brokerage firms; three of the top 10 pharmaceutical manufacturers; five of the top 10 life/health insurance providers; nine of the top 10 property and casualty insurers; eight of the top 10 lodging companies; two of the top three gaming companies; three of the top five domestic airlines; six of the top 10 U.S. hotels.”

Experian’s customers include “retailers, including online, storefront, and catalog sellers; consumer products manufacturers; charities and other nonprofit organizations; advertising agencies; media placement agencies; government agencies; Internet service providers; Internet portals; businesses offering services, especially local businesses; direct mail service providers; real estate agents; local, state, and Federal politicians; and colleges and universities.”

Epsilon provided a list of the industries associated with their customers, which includes “business to business, broker, consumer packaged goods, direct to consumer, emerging markets, finance, healthcare, high tech—telo, insurance, multi-channel marketers (catalog), not for profit, publishing, research, retail, strategic partners, tobacco, and travel and entertainment.” The company further elaborated on several of these categories, explaining that list brokers are “buying agents for companies that send direct mail,” that “research the types of available lists that a mailer could use for their offer.” Emerging markets are “a collection of types of clients that are new to using direct marketing to reach customers,” and strategic partners are “companies that license data as inputs for models they create and resell to other companies.”

2. New Mechanisms for Using Data

In their responses to the Committee, data brokers described client uses of their data in general terms such as fraud detection, identity authentication, and marketing. Specific customers named in some responses of the queried data brokers provided Committee staff with additional detail regarding their use of data broker products.

For example, one retail bank noted if it were seeking to determine ideal locations of new branches it may be interested in examining predicted borrowing and spending behaviors of their existing customers. Such information also might help banks when they are setting goals based upon the likely needs of their clientele, such as whether one branch should give more loans while another should open more new accounts.

Further, the data broker responses made clear that customers are using data broker products to reach consumers both through on-line and off-line outreach. While American consumers are beginning to understand, and even expect, that their online activities will be tracked in order to send them online advertisements, it is unclear whether they understand the extent to which data concerning their offline activities also may be collected and used to tailor online advertisements.

---

144 Experian Narrative Response to Senate Commerce Committee, at 19 (Nov. 2, 2012).
145 Letter from Lydia Parnes, Counsel to Epsilon, to Melanie Tiano, Counsel to Senate Commerce Committee (July 24, 2013). An example is a company that specializes in serving not-for-profit clients on fund-raising matters, which then uses marketing data furnished by Experian to help their clients refine fund-raising mailing campaigns. Id. Epsilon also described to the Committee several examples of specific publicly identified clients. Epsilon Response to Senate Commerce Committee, (Feb. 13, 2013) (EPS–COM–003612–003650).
146 Committee staff telephone interview with retail bank purchaser of segmenting buckets (Nov. 21, 2013).
147 Joseph Turow, The Daily You, at 185 (2011) (citing a 2005 survey that showed 80 percent of respondents “believed that ‘companies today have the ability to follow my activity across many sites on the web’”).
148 See Appendix III for a sampling of some of the data elements one company reported offering for online targeting.
Historically, data about consumers was used to locate consumers to send catalogs and other marketing promotions through the mail or contact via telephone. Increasingly, the information that data brokers make available about consumers—including demographic characteristics, financial information, and offline purchases and interests—is provided to clients digitally such that it informs the client’s ability to target consumers online.\textsuperscript{149}

The primary method for achieving online data sharing described by respondent companies is through the use of “cookies,”\textsuperscript{150} and other technical means, such as “cookie syncing,” or “cookie matching.”\textsuperscript{151} However, as Internet browser companies take steps to block cookie traffic, other technology to track consumers is developing rapidly, and some data broker companies appear to be finding new ways to follow consumers across different channels such as mobile devices. For example, in September 2013, Acxiom announced its “Audience Operating System (AOS).” AOS will combine data from multiple sources and enable digital marketers to segment and target audiences across channels and devices and would eliminate the need for third-party cookies, the current technology used to track consumers across the Internet.\textsuperscript{152}

Data brokers are increasingly focused on using their offline consumer profiles for the purposes of serving online advertisements. Acxiom, for example, currently offers approximately 47 percent of its 1,500 data elements to help marketers target consumers online by personalizing websites for individual consumers or serving advertisements.\textsuperscript{153} Similarly, Equifax offers many of its products digitally, including modeled FICO scores and the Ability to Pay Index.\textsuperscript{154} Experian’s Hitwise product enables marketers to obtain aggregate reports on the online behavior of their existing consumers by anonymously matching Experian offline marketing data with website traffic pattern analysis.\textsuperscript{155}

Data brokers have asserted that digital products offer more privacy protections for consumers than traditional mail marketing because the data on consumers used in this context is not “personally identifiable” as that term is commonly understood. They point out that for marketing online, information about a consumer is often associated with a code instead of the consumer’s name.\textsuperscript{156} However, some privacy and information experts have expressed concerns that re-identification techniques may...
be used with such data." and questioned whether data that identifies specific computers and devices can truly be considered "anonymous." As marketing scholar Joseph Turow wrote:

Industry claims of anonymity surrounding all these data may soften the impact of the sorting and labeling processes. But in doing so, it seriously undermines the traditional meaning of the word. If a company can follow and interact with you in the digital environment—and that potentially includes the mobile phone and your television set—it's claim that you are anonymous is meaningless, particularly when firms intermittently add offline information to the online data and then simply strip the name and address to make it "anonymous."¹⁵⁸

D. Data Broker Transparency and Privacy Practices

Data brokers generally are not consumer facing, therefore, most consumers have no way of knowing that data brokers may be collecting their data. Further, a number of companies have contracts with their customers that limit customer disclosures regarding their data sources. And since consumers generally do not have Federal statutory rights of access, correction, or control with respect to the information data brokers maintain on them for marketing, companies can establish privacy protections for this data largely at their own discretion.

Industry representatives continue to support self-regulation as the best approach for protecting the privacy of consumer data used for marketing, and many of the data broker responses to the Committee highlighted the importance of self-regulation. In fact, Acxiom cited a company philosophy—"just because you can doesn't mean you should"¹⁵⁹—as a guiding principle for how to handle the mass quantities of consumer data available to them.

Most company responses indicated they have incorporated many of the best practices set forth in the Guidelines for Ethical Business Practices issued in 2009 by the Direct Marketing Association.¹⁶⁰ These guidelines provide "generally accepted principles of conduct" for "database compilers" that cover subjects including consumer choice and privacy notices, handling sensitive and specifically health-related information, oversight of customer data use, and information security. The guidelines also provide for a consumer right to opt out of the marketing process but do not provide for consumer access and correction rights with respect to their own data.¹⁶¹

This section discusses respondent company practices relevant to transparency and privacy.

1. Disclosure Limitations

Although DMA Guidelines recommend that members “not prohibit an end-user marketer from divulging the database compiler as the source of the marketer's information,”¹⁶² a number of the companies have contracts with customers that place restrictions on customer disclosure of their data source. For example, one company's contract language provides: "All marketing communications used in connection with any list or data element provided to client shall . . . be devoid of any reference to . . . the source of the recipient's name and address."¹⁶³ Similarly, another company's contracts provide that the company "may not be advertised, or otherwise disclosed to any third party, as the source of the Licensed Data unless Client first obtains the express, written permission" of the company.¹⁶⁴

The contracts reviewed by the Committee do, however, provide exceptions to such restrictions where a consumer makes a direct inquiry to the data broker's customer.¹⁶⁵

2. Consumer Access and Control Rights

The respondent data brokers varied widely with respect to access and correction rights. For example, Experian and Equifax provide consumers no right to view their own data or correct it. Rapleaf provides consumers access to their data, and allows

¹⁵⁷ See How Anonymous Is Your Data? So, Should You Be Worried That We're on a Fast Track to Mass Privacy Invasions?, Advertising Age (Mar. 18, 2013) (discussing the re-identification of online data that has been anonymized).
¹⁵⁸ Joseph Turow, The Daily You, supra n. 146, at 190; see also Paul Ohm, Broken Promises of Privacy, 57 UCLA Law Review 1701, 1704 (2010) (“Data can either be useful or perfectly anonymous, but never both.”).
¹⁵⁹ Acxiom Narrative Response to Senate Commerce Committee, at 3 (Apr, 15, 2013).
¹⁶⁰ For discussion of these guidelines see Part I.B.
¹⁶¹ DMA Guidelines, supra n.25, Article 31.
¹⁶² DMA Guidelines, supra n.25, Article 36.
¹⁶³ Sample contract provided to the Senate Commerce Committee.
¹⁶⁴ Sample contract provided to the Senate Commerce Committee.
¹⁶⁵ E.g., Sample Contract provided to the Senate Commerce Committee.
them to correct data that Rapleaf originates, but the company does not provide correction rights to data originating from others. Equifax states that a large percentage of the products it offers are aggregated or modeled scores that are then attributed to every household or individual sharing a particular ZIP+4 Code. Equifax asserts that because the consumer data obtained is de-identified and therefore not about a particular consumer, Equifax does not provide an opportunity for consumer notice, access, or correction. Similarly, Experian does not provide consumers the ability to access or correct the data maintained because the company “does not maintain sufficient personal information to allow adequate authentication of an individual who requests access,” and much of the information is modeled or inferred or provides general information, such as income ranges, rather than details, such as exact income, making correction rights unnecessary.

Acxiom in September 2013 unveiled a new website—Aboutthedata.com—that allows consumers to see and correct certain information that Acxiom has collected about them. In order to access information, consumers must enter their full name, address, date of birth, last four digits of their social security number, and e-mail address. Once a consumer’s information has been authenticated, the consumer can view, and correct or delete broad categories of what Acxiom calls “core” data. While the new Acxiom database marks a step forward in promoting transparency, it does not provide consumers a complete view of the data the company holds on consumers for marketing purposes. First, consumers do not have access to data to which Acxiom has applied analytics. For example, a consumer could see data points showing their occupation and that they have children, but if Acxiom inferred from those two data points that the consumer is a “working parent,” the consumer would not have access to that inferred element. Second, the database includes only those data points that are currently incorporated into Acxiom’s digital—as opposed to offline—products. According to Acxiom representatives, as of early December, about 47 percent of Acxiom’s offline data was included in the digital products, and the company is aiming to have complete overlap of the two data sets within a few years.

3. Opt-Out Rights

Several companies reported that they provide an avenue for consumers to opt out of having their information shared for marketing purposes. The companies that provide these options typically give notice to consumers of this option via their privacy policies and company websites. They can also entirely opt out of having any of their data collected.

Acxiom’s policy is to permanently delete the records of consumers who choose to opt out. However, a number of other respondent companies provide that, when a consumer opts out of having their information shared, the companies do not delete the consumer’s information. Rather, as Epsilon describes:

When a consumer opts-out with Epsilon, Epsilon marks the consumer’s information as “Do Not Share,” rather than deleting the information. Epsilon does this to preserve the consumer’s preference; if the consumer’s information is deleted, in the future, Epsilon would have no way to know that the consumer requested that their information not be shared. When a consumer is marked as “Do Not Share,” Epsilon will know that the consumer did not want their information shared in case the consumer’s information is later resubmitted. Epsilon adheres to this policy to ensure that consumers’ opt-out requests are persistent and honored.

Similarly, when a consumer requests that Experian suppress the use of their information for marketing purposes, “Experian does not completely eliminate data in response to a suppression request. [Experian] must continue to internally maintain
a record pertaining to the suppressed household in order to properly manage consumer records, such as the consumer’s choice for suppression.”

It is worth noting that since consumers are often not aware that data brokers hold their information, it is not clear how they would be aware that they have opt-out rights, or how to exercise them.

IV. Conclusion

The responses the Committee received in its inquiry into the data broker industry provide a snapshot of how data brokers collect, use, and share consumer data for marketing purposes. This information makes clear that consumers going about their daily activities—from making purchases online and at brick-and-mortar stores, to using social media, to answering surveys to obtain coupons or prizes, to filing for a professional license—should expect that they are generating data that may well end up in the hands of data brokers. They should expect that this data may well be amassed with many other details about them data brokers already have compiled. And they should expect that data brokers will draw on this data without their permission to construct detailed profiles on them reflecting judgments about their characteristics and predicted behaviors.

The responses also underscore that consumers have minimal means of learning—or providing input—about how data brokers collect, analyze, and sell their information. The wide variety of consumer access and control policies provided by the representative companies show that consumer rights in this arena are offered virtually entirely at the companies’ discretion. The contractual limitations imposed by companies regarding customer disclosures of their data sources place additional barriers to consumer transparency. And the refusal by several major data broker companies to provide the Committee complete responses regarding data sources and customers only reinforces the aura of secrecy surrounding the industry.

This Committee inquiry has been conducted at a time when sources of consumer data and technological capabilities for storage and speedy analysis of data continue to expand. As data brokers are creating increasingly detailed dossiers on millions of consumers, it is important for policymakers to continue vigorous oversight to assess the potential harms and benefits of evolving industry practices and to make sure appropriate consumer protections are in place.

APPENDIX I

FEDERAL LAWS THAT MAY BE APPLICABLE TO INFORMATION COLLECTED
BY DATA BROKERS

In its September 2013 Information Resellers Report, GAO found that no single comprehensive Federal privacy law governs the collection, use, and sale of personal information maintained and sold by data brokers. Instead, a “more narrowly tailored” set of laws concerning private sector use of consumer information exists which “apply for specific purposes, in certain situations, to certain sectors, or to certain types of entities.” The Fair Credit Reporting Act (FCRA), the Gramm-Leach-Bliley Act (GLBA), Section 5 of the Federal Trade Commission Act (FTC Act), and to some extent the Health Insurance Portability and Accountability Act of 1996 (HIPAA), and the Children’s Online Privacy Protection Act (COPPA) are the primary laws that govern the collection and use of consumer information. A brief summary of the applicable portions of each of these laws follows below.

I. Fair Credit Reporting Act

The Fair Credit Reporting Act (FCRA) imposes a number of obligations on consumer reporting agencies (CRAs), which are entities that assemble consumer information into “consumer reports” for use by issuers of credit and insurance, and by employers, landlords, and others in making eligibility decisions affecting consumers. Whether the obligations and protections of the FCRA apply to consumer data depends largely on the purpose for which the information is collected, and the intended and actual use of the information, rather than the origin or nature of the data.
information itself. The FCRA does not apply to the collection and use of information for the purpose of marketing, except it allows marketing of pre-screened offers of credit and insurance where consumers are provided the opportunity to opt out of future such offers.5

The FCRA requires that CRAs make reasonable efforts to assure the “maximum possible accuracy”10 of the information they provide to data users, and further requires they maintain procedures through which consumers can dispute and correct inaccurate information in their consumer reports.7 CRAs also must take reasonable measures to ensure that they provide credit reports only to those entities that have a statutorily-specified “permissible purpose” to receive them.9 The FTC has recently taken actions against a number of companies for allegedly violating the FCRA.9

II. Gramm Leach Bliley Act

The Gramm Leach Bliley Act (GLBA)10, also known as the Financial Services Modernization Act of 1999, imposes privacy and security obligations on nonpublic personal information that consumers provide to “financial institutions,” which GLBA defines as businesses that are engaged in “financial activities,” including traditional banking, lending, and insurance functions, as well as other activities such as providing investment advice, brokering loans, credit reporting, and real estate settlement services.11 Financial institutions subject to GLBA must comply with two key provisions of the Act—the “Financial Privacy Rule,” and “Safeguards Rule.” The Financial Privacy Rule governs the collection and disclosure of consumers’ personal information.12 The “Safeguards Rule,” requires that financial institutions design, implement and maintain safeguards to protect consumers’ nonpublic information.13

The GLBA Privacy Rule generally prohibits covered financial institutions from disclosing nonpublic personal information about consumers to non-affiliated third parties without first providing consumers with notice and the opportunity to opt out of the disclosure.14 However, the GLBA provides a number of statutory exceptions under which disclosure is permitted without specific notice to the consumer, including consumer reporting (pursuant to the FCRA), fraud prevention, law enforcement and regulatory or self-regulatory purposes, compliance with judicial process, and public safety investigations.15

Entities that receive information under an exception to the GLBA are subject to reuse and re-disclosure restrictions, even if those entities are not themselves financial institutions.16 In particular, the recipients may only use and disclose the information “in the ordinary course of business to carry out the activity covered by the exception under which . . . the information [was received].”17 Thus, for example, if a data broker obtains “credit header information”—which includes a consumer's name, address, and social security number—from a financial institution pursuant to

---

5 15 U.S.C. § 1681b(e). Pre-screened offers of credit or insurance—sometimes called “pre-approved” offers—are sent to consumers unsolicited, usually by mail. They are based on information in consumers’ credit reports that indicates that the individuals receiving the offer meet the criteria set by the company making the offer. The FCRA limits the circumstances in which consumer reports can be used to make pre-screened offers, and provides that all such offers must include a notice of consumers’ right to stop receiving future pre-screened offers.


8 15 U.S.C. § 1681b(a), (c). Permissible purposes under the FCRA include, but are not limited to, the use of a consumer report in connection with a determination of eligibility for credit, insurance, or a license; in connection with the review of an existing account; and for certain employment purposes. Other typical uses that are subject to FCRA protections include tenant screening, and check cashing services.


the GLBA exception “to protect against or prevent actual or potential fraud,” then that data broker may not reuse and re-disclose that information for marketing purposes.

III. Federal Trade Commission Act

Section 5 of the Federal Trade Commission (FTC) Act provides the Commission with broad jurisdiction to regulate unfair or deceptive practices in competition and consumer protection. Section 5 forms the basis of the FTC's substantial body of law that covers advertising, marketing, certain financial practices, and privacy, among other areas. In the privacy space, section 5 applies to both deceptions and violations of written privacy policies and statements made to consumers about how they will safeguard or use consumer information. The Commission's Section 5 authority extends to the sale of data for marketing purposes.

IV. Health Insurance Portability and Accountability Act

The Health Insurance Portability and Accountability Act (HIPAA) protects certain personal health information from use and disclosure. HIPAA applies to individual identifiable health information held by “covered entities,” which include health insurers, health care providers—if they transmit any information in an electronic form for certain covered transactions—and health care clearinghouses, as well as their vendors, subcontractors, and business associates.

The HIPPA Privacy Rule governs the use and disclosure of personal health information and, with some exceptions, requires an individual’s written authorization prior to using consumers' protected health information for marketing and sale. However, HIPAA affords fairly narrow protections and its restrictions on sharing do not apply to health information held by non-covered entities, including data brokers.

V. Children’s Online Privacy Protection Act

The Children's Online Privacy Protection Act (COPPA) applies to the online collection and use of personal information from children under age 13. Websites and online services, including mobile apps, covered by COPPA are required to post privacy policies, provide parents with direct notice of their information practices, and get verifiable consent from a parent or guardian before collecting personal information from children. Personal information is defined as information that would allow someone to identify or contact a child. It includes, among other things, name, physical or e-mail address, geolocation, and “persistent identifier” which can be used to

18 15 U.S.C. § 45. Banks, savings and loans, credit unions, common carriers, and air carriers are exempt from the FTC’s Section 5 jurisdiction.


20 In October of 2012, the FTC alleged that the credit reporting division of Equifax improperly sold more than 17,000 “prescreened” lists of consumers who were late on their mortgage payments to Direct Lending Source, Inc. and its affiliate companies. Direct Lending subsequently resold some of these lists to third parties, who used the lists to pitch loan modification and debt relief services to people in financial distress, including to companies that had been the subject of prior law enforcement investigations. See Press Release, FTC Settlements Require Equifax to Forfeit Money Made by Allegedly Improperly Selling Information about Millions of Consumers Who Were Late on Their Mortgages, Federal Trade Commission (Oct. 10, 2012) (available at http://www.ftc.gov/news-events/press-releases/2012/10/ftc-settlements-equifax-forfeit-money-made-allegedly).


22 45 C.F.R. Part 160.103. Individually identifiable health information is information which can be linked to a particular person. This information can relate to the individual’s past, present or future physical or mental health or condition, or, the past, present, or future payment for the provision of health care to the individual.

23 45 C.F.R. Part 160.103.

24 Exceptions include refill reminders or otherwise communicate about a drug or biologic that is currently being prescribed for the individual, only if any financial remuneration received by the covered entity in exchange for making the communication is reasonably related to the covered entity’s cost of making the communication. 45 CFR 164.501

recognize a user over time and across different websites or online services.\textsuperscript{26} The law specifies what information must be included in the notice provided to parents and how and when to acquire parental consent.\textsuperscript{27}

COPPA’s restrictions and protections could apply to this investigation because websites have been identified as one of the sources from which data brokers obtain consumer information. COPPA does not restrict the collection of a child’s information from the child’s parent or other adult.

### Sample List of Targeting Products
**Identifying Financially Vulnerable Populations**

<table>
<thead>
<tr>
<th>Category</th>
<th>Examples</th>
</tr>
</thead>
<tbody>
<tr>
<td>“Burdened by Debt: Singles”</td>
<td>“Struggling Elders: Singles”</td>
</tr>
<tr>
<td>“Mid-Life Strugglers: Families”</td>
<td>“Retiring on Empty: Singles”</td>
</tr>
<tr>
<td>“Resilient Renters”</td>
<td>“Tough Start: Young Single Parents”</td>
</tr>
<tr>
<td>“X-tra Needy”</td>
<td>“Credit Crunch: City Families”</td>
</tr>
<tr>
<td>“Zero Mobility”</td>
<td>“Very Elderly”</td>
</tr>
<tr>
<td>“Hard Times”</td>
<td>“Rolling the Dice”</td>
</tr>
<tr>
<td>“Enduring Hardships”</td>
<td>“Fragile Families”</td>
</tr>
<tr>
<td>“Humble Beginnings”</td>
<td>“Small Town Shallow Pockets”</td>
</tr>
<tr>
<td> </td>
<td>“Ethnic Second-City Strugglers”</td>
</tr>
<tr>
<td> </td>
<td>“Rural and Barely Making It”</td>
</tr>
</tbody>
</table>

### Sample List of Offline Elements
**Available for Online Advertising**

<table>
<thead>
<tr>
<th>Category</th>
<th>Examples</th>
</tr>
</thead>
<tbody>
<tr>
<td>Race Code</td>
<td>Age In Two-Year Range – Head of Household</td>
</tr>
<tr>
<td>Gender</td>
<td>Working Women</td>
</tr>
<tr>
<td>Dwelling Type</td>
<td>Presence of Children</td>
</tr>
<tr>
<td>Method of Payment</td>
<td>Adult Age Ranges Present in Household</td>
</tr>
<tr>
<td>– Annex, MasterCard, Visa, Discover, Retail Card, House Charge, Other, Cash</td>
<td>Occupation, Head of Household, 24th Person in Household</td>
</tr>
<tr>
<td>Recent Home Buyer</td>
<td>Number of Adults</td>
</tr>
<tr>
<td></td>
<td>Estimated Household Income</td>
</tr>
<tr>
<td></td>
<td>Generations In Household</td>
</tr>
<tr>
<td></td>
<td>Senior Adult In Household</td>
</tr>
<tr>
<td></td>
<td>Child Nearing High School Graduation In Household</td>
</tr>
<tr>
<td></td>
<td>Reading – Religious/Inspirational Interest</td>
</tr>
<tr>
<td></td>
<td>Frequent Shoppers / Heavy Transacter</td>
</tr>
<tr>
<td></td>
<td>Home Loan – Date, Amount</td>
</tr>
<tr>
<td></td>
<td>Range, Type, Interest Rate Type, Transaction Type</td>
</tr>
<tr>
<td></td>
<td>Home Purchase Year</td>
</tr>
<tr>
<td></td>
<td>Home Property Type Detail</td>
</tr>
<tr>
<td></td>
<td>Home Market Value – Premier Ranges</td>
</tr>
<tr>
<td></td>
<td>Length of Residence – Ranges</td>
</tr>
<tr>
<td></td>
<td>Home Total Loan – Ranges</td>
</tr>
<tr>
<td></td>
<td>Home Lot Square Footage – Range</td>
</tr>
<tr>
<td></td>
<td>Home Year Built – Range</td>
</tr>
<tr>
<td></td>
<td>Home Square Footage – Range</td>
</tr>
<tr>
<td></td>
<td>Home Assessed Value – Range</td>
</tr>
<tr>
<td></td>
<td>Home Purchase Amount – Range</td>
</tr>
<tr>
<td></td>
<td>Recent Home Buyer</td>
</tr>
<tr>
<td></td>
<td>Received New Credit Card Recently</td>
</tr>
<tr>
<td></td>
<td>Gambling – Casino</td>
</tr>
</tbody>
</table>
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### Nutrition & Diet

<table>
<thead>
<tr>
<th>Food Group</th>
<th>Yes</th>
<th>No</th>
<th>Unsure</th>
</tr>
</thead>
<tbody>
<tr>
<td>Fruits</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Vegetables</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Grains</td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

### Adult Cold & Sinus Decongestants

<table>
<thead>
<tr>
<th>Decongestant</th>
<th>Yes</th>
<th>No</th>
</tr>
</thead>
<tbody>
<tr>
<td>Nasal Spray</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Gargle</td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

### Adult Pain Relievers

<table>
<thead>
<tr>
<th>Pain Reliever</th>
<th>Yes</th>
<th>No</th>
</tr>
</thead>
<tbody>
<tr>
<td>Aspirin</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Tylenol</td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

### Family Health

<table>
<thead>
<tr>
<th>Medical Condition</th>
<th>Yes</th>
<th>No</th>
</tr>
</thead>
<tbody>
<tr>
<td>Diabetes</td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

### Health Products

<table>
<thead>
<tr>
<th>Product</th>
<th>Yes</th>
<th>No</th>
</tr>
</thead>
<tbody>
<tr>
<td>Vitamin</td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

### 12 Bleeder Leakage

<table>
<thead>
<tr>
<th>Bleeder</th>
<th>Yes</th>
<th>No</th>
</tr>
</thead>
<tbody>
<tr>
<td>Gastrointestinal</td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

### 13 Smoking

<table>
<thead>
<tr>
<th>Smokes</th>
<th>Yes</th>
<th>No</th>
</tr>
</thead>
<tbody>
<tr>
<td>Cigarettes</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Section 1: Preferences &amp; Interests</td>
<td></td>
<td></td>
</tr>
<tr>
<td>-----------------------------------</td>
<td></td>
<td></td>
</tr>
<tr>
<td><strong>1. Diet</strong></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Vegetarian, healthy foods, ( \text{Other} )</td>
<td></td>
<td></td>
</tr>
<tr>
<td><strong>2. Reading</strong></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Bestseller fiction, ( \text{Other} )</td>
<td></td>
<td></td>
</tr>
<tr>
<td><strong>3. Habits &amp; Interests</strong></td>
<td></td>
<td></td>
</tr>
<tr>
<td>( \text{Other} )</td>
<td></td>
<td></td>
</tr>
<tr>
<td><strong>4. Sports</strong></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Baseball, ( \text{Other} )</td>
<td></td>
<td></td>
</tr>
<tr>
<td><strong>5. Travel</strong></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Hawaiian vacation, ( \text{Other} )</td>
<td></td>
<td></td>
</tr>
<tr>
<td><strong>6. Leisure Activities</strong></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Hiking, ( \text{Other} )</td>
<td></td>
<td></td>
</tr>
<tr>
<td><strong>7. Collectibles</strong></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Baseball cards, ( \text{Other} )</td>
<td></td>
<td></td>
</tr>
<tr>
<td><strong>8. Music Preferences</strong></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Rock, ( \text{Other} )</td>
<td></td>
<td></td>
</tr>
<tr>
<td><strong>9. Obsessive Causes</strong></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Cancer, ( \text{Other} )</td>
<td></td>
<td></td>
</tr>
<tr>
<td><strong>10. Credit Cards</strong></td>
<td></td>
<td></td>
</tr>
<tr>
<td>American Express, ( \text{Other} )</td>
<td></td>
<td></td>
</tr>
<tr>
<td><strong>11. Vehicle Ownership</strong></td>
<td></td>
<td></td>
</tr>
<tr>
<td>( \text{Other} )</td>
<td></td>
<td></td>
</tr>
<tr>
<td><strong>12. Insurance</strong></td>
<td></td>
<td></td>
</tr>
<tr>
<td>( \text{Other} )</td>
<td></td>
<td></td>
</tr>
<tr>
<td><strong>13. Household Finances</strong></td>
<td></td>
<td></td>
</tr>
<tr>
<td>( \text{Other} )</td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

Please turn to the next page.
### Instructions
1. Read questions and answer for all applicable members.
2. Skip questions that do not apply to your household.
3. Mark a "Y" in all applicable boxes.

#### House Cleaning

- [ ] Do you use household surfactant in the following?
  - [ ] Floor
  - [ ] Bathroom
  - [ ] Kitchen
  - [ ] Laundry
  - [ ] Windows
  - [ ] Other (please specify):

- [ ] How many times per week does your household use surfactant?

#### Pets & Pets Products

- [ ] Do you use any pets products?
- [ ] How many times per month do you use pets products?

#### Purchase Decisions

- [ ] If you use any brands of household surfactant, what brand do you prefer?
- [ ] Do you use any organic or environmentally friendly surfactants?
- [ ] How often do you look for specific types of products?

#### Shopping

- [ ] Do you buy organic products?
- [ ] Do you purchase products that are made in the USA?

#### Nutrition & Diet

- [ ] Do you use any household surfactants in your diet?

#### Grocery Products

- [ ] How many times per month does your household use the following?
  - [ ] Artificial sweeteners
  - [ ] Ascorbic acid
  - [ ] Citric acid
  - [ ] Cocoa powder
  - [ ] Cornstarch
  - [ ] High fructose corn syrup

#### Food Products

- [ ] How many times per month does your household purchase the following?
  - [ ] Artificial sweeteners
  - [ ] Ascorbic acid
  - [ ] Citric acid
  - [ ] Cocoa powder
  - [ ] Cornstarch
  - [ ] High fructose corn syrup

#### Skin Care

- [ ] Do you use any household surfactants on your skin?
- [ ] Do you use any household surfactants on your hair?

---

**Please return the completed page.**
<table>
<thead>
<tr>
<th>Exibition A</th>
</tr>
</thead>
</table>

**Mail Order or Catalogs**
- Travel
- Furniture
- Clothing
- Electronics
- Books
- Music
- Other

<table>
<thead>
<tr>
<th><strong>Household Finances</strong></th>
</tr>
</thead>
<tbody>
<tr>
<td>1. Do you have a home computer?</td>
</tr>
<tr>
<td>2. Do you have a home internet connection?</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th><strong>Personal Insurance</strong></th>
</tr>
</thead>
<tbody>
<tr>
<td>1. Do you have life insurance?</td>
</tr>
<tr>
<td>2. Do you have health insurance?</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th><strong>Credit Cards</strong></th>
</tr>
</thead>
<tbody>
<tr>
<td>1. Do you have a credit card?</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th><strong>Home &amp; Vehicles</strong></th>
</tr>
</thead>
<tbody>
<tr>
<td>1. Do you have a car?</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th><strong>Charitable Causes</strong></th>
</tr>
</thead>
<tbody>
<tr>
<td>1. Do you support any charitable causes?</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th><strong>Education</strong></th>
</tr>
</thead>
<tbody>
<tr>
<td>1. Do you have children in school?</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th><strong>Wireless</strong></th>
</tr>
</thead>
<tbody>
<tr>
<td>1. Do you have a cell phone?</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th><strong>Facebook</strong></th>
</tr>
</thead>
<tbody>
<tr>
<td>1. Do you have a Facebook account?</td>
</tr>
</tbody>
</table>

**Please turn to the next page.**
### Exhibit A

#### Tobacco Products

<table>
<thead>
<tr>
<th>Product</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>Cigarettes</td>
<td>Regular, filtered, American, etc.</td>
</tr>
<tr>
<td>Tobacco</td>
<td>Regular, filtered, American, etc.</td>
</tr>
</tbody>
</table>

#### Vehicle Ownership

<table>
<thead>
<tr>
<th>Vehicle</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>Car</td>
<td>Regular, foreign, etc.</td>
</tr>
</tbody>
</table>

#### About Your Household

- **About You:**
  - Age: 30 years old
  - Gender: Male
- **Your Household:**
  - Income: $50,000
  - Housing: Rent

#### Footnotes

- ***Please note***: All respondents are over the age of 18 years old.
Overview

Hard Times are the most economically challenged consumers in the U.S. In these diverse households found in aging city neighborhoods, some 40 percent are Hispanic or Asian, and one-third of the adults are between 50 and 75 years old, and they're living on their own or single, divorced or widowed individuals. With their low educational achievements, they are minimum wage workers - mostly in service sector jobs. One-quarter of householders contain a retiree, increasing the number of residents getting by on fixed incomes. In Hard Times, a majority of householders report incomes of less than $15,000 a year, near a fifth of the national average.

The neighborhoods of Hard Times are typically filled with high- and low-rise apartment projects. Many of these complexes were built in the urban renewal of the 1960s to 1980s, when large row houses in downtown ghettos were bulldozed to create new housing for the poor and dispossessed. Today, however, these buildings are often弊病ized and the communities are no place to sink in roots and raise a family. Indeed, a majority of segment residents have lived at the same address for fewer than three years.

While Hard Times may be financially challenged, they often take advantage of city amenities. They regularly go out to local nightclubs and bars. A relatively high number of segment members work in education and have a passion for the arts; they go to plays, dance performances and classical music concerts. At home, these multi-ethnic households like to listen to salsa and soul, read books and magazines and work out on treadmills and exercise machines. However, they're unlikely to engage in outdoor sports like fishing and hunting. These are city folks who prefer tickets to backpacking.

In the marketplace, these households cannot escape their meager budgets. They often juggle credit cards to stay afloat, rarely paying off their balances each month. Because two-thirds do not own a car, Hard Times tend to patronize local stores within walking distance of their home. They do enjoy shopping and keeping up with the latest styles, however. A big excursion for these price-sensitive folks is a trip to May's or Marshalls; they're more likely to pick up necessities at a Heart or Family Dollar store. With money tight, they rarely eat out, nor even at fast-food restaurants. Many would prefer to buy fresh foods at neighborhood markets for home cooking, though they typically settle for what they can afford at the local grocery store.

Limited means in Hard Times results in a selective media market. They seek the cars to make a drive-time audience. Few afford to have a newspaper delivered to their apartments. However, they enjoy TV, especially news programs, movies, dramas and sitcoms. They do rent a wide range of magazines - from Men's Health and Popular Mechanics to Ebony and the National Enquirer. While more go online, their interests are similarly eclectic in the digital world: social networking, health, fantasy sports.
Hard Times members refuse to be defined by their economic circumstances. They sign up for adult education courses, they're constantly looking for better jobs, and they're trying to pursue meaningful lives that don't require a lot of money. Politically, they tend to be moderates who support the Democratic Party. Despite being single, transient and downscaled, many are involved in their communities. They support local arts groups, advocate recycling and are willing to volunteer for a good cause. Given their optimism in the face of hardship, their lifestyle seems destined to improve.

Demographics and behavior
Who we are

This is the bottom of the socioeconomic ladder, the poorest lifestyle segment in the nation. Hard Times are older singles in poor city neighborhoods. Nearly three-quarters of the adults are between the ages of 50 and 75: this is an underclass of the working poor and indigent seniors without family support. Two-thirds are single, divorced or widowed. This is a diverse community, with about 40 percent of households African-American, four times the national average, along with solid concentrations of Hispanics and Asians. Poorly-educated, nearly half of household heads never graduated from high school. They typically hold jobs as service-sector workers in education and public administration. One-quarter of the households have at least one student who's retired.

Where we live

Located primarily in aging cities in the eastern half of the country, in places like Detroit, Mich., Saint Louis, Mo., Baltimore, Md., and Washington, D.C.: hard times are found in older housing projects and tenant-managed high-rise units. Home values, at roughly $25,000, are about a third below the U.S. average. While many earning only minimum wages, few own at home, more than 95 percent are renters. While more than a third live in high-rise buildings, most reside in four- or five-story rental units. In the bleak world, residents rarely stay more than a few years, so intent are they to find better jobs and safer accommodations. Nearly half have lived at the same address for fewer than three years and two-thirds for fewer than five years.

How we live our lives

Despite the low-income economics, the lifestyle in Hard Times can appear lively. Many try to take advantage of their city's amenities. They go to parks, cafes, museums, outdoor concerts, zoos and aquariums. More than a few have a cultural side, as seen in their occasional trip to a theater, classical music concert or dance performance, an above-average percentage belong to arts groups. At home, they tend to sound their horn blaring to music, salsa, soul and easy listening are popular: reading books, watching TV and doing hobbies like woodwork or collecting crystals are. They still find time to exercise indoors on treadmills, rowing machines and weights for strength. Most stay away from rugged outdoor activities like fishing, hunting, ice skating or water skiing.

Hard Times like to travel, especially those who are foreign born: they regularly visit their home countries in the Caribbean, Central America and South America. They hardly travel in luxury, domestically, they're more likely to travel by bus or train than plane. They stay at discount hotels like Motel 6, Howard Johnson and Travelodge.
While economically-challenged, these consumers still find joy in consumption. They have a need for status recognition, and they look for clothes that will make an affordable fashion statement. Their low-end retailers tend to be discount chains such as Kmart, Family Dollar Store, Marshalls and Ross Dress for Less. With only a third of householders owning a car, many adults prefer the convenience of shopping at local stores over the national chains, but they always wait for sales.

Hard Times have average interest in selected media. They're only a modest audience for radio and few subscribe to a newspaper. Most rely on TV to stay informed, and they like watching movies, sitcoms, reality shows, newscasts and crime dramas. They also watch cable channels like FX, HomeBox Channel, TNT, TNT and Spike. These residents are big fans of mainstream and ethnic-targeted magazines like Glamour, Architectural Digest, Ebony, Popular Mechanics and GQ. These householders are not picky on the Internet, but those that do have online access tend to visit sites that feature health information, gambling and classifieds.

How we view the world

They may live in poverty-stricken environments, but Hard Times are still ambitious, motivated and aspire to improve their standard of living. Even in middle age, they're 40 percent more likely than average to sign up for adult education courses. They support the reprivatization of money, saying that how they spend their time is more important than how much money they make. Nevertheless, they'd like to land a better job. At this stage of their lives, long-term friends are more important than family members, and they want to earn the respect of their peers. They insist that doing one's duty is more important than enjoying life.

With the majority of members unmarried, more than half say it's important to be attractive, while the national average. They make an effort to keep healthy, by exercising regularly, avoiding fast food and watching their calories. When they cook, they like to buy fresh, natural foods and avoid artificial additives.

Political moderates, a majority align themselves with the Democratic Party, and an above-average concentration claim to be Independents. These individualists swing between liberal and conservative extremes. Religion plays a major role in their life, and they like watching religious programs on TV. While they're not churchgoers, they do have a cultural streak and belong to arts groups. They care about their community, claiming that people have a duty to recycle; they also will volunteer their time for a good cause.

How we get by

As the segment with the lowest income – under $24,000 – Hard Times earn less than a third of the national average. Most have few income-producing assets and possess no investments other than some tax-sheltered annuities and cash management accounts. They're also too to get by, they say, because they're good at managing the money that they have. Many carry several credit cards; they carry both debit and credit cards, and they have a number of bank, charge and retail credit cards, particularly from Sears and J.C. Penney. However, few pay off their credit cards each month, more than 70 percent below average. Where they especially stand out is in insurance – they carry life, health and renter's insurance.
Mosaic USA

Digital behavior

Hard Times are not very Internet-savvy. They do not visit many Websites frequently, though—especially those that deal with the arts, health, gambling, eating and religion. However, they rarely go online for shopping, banking or making travel arrangements. While relatively few access the Internet through computers at home, they will go online using a mobile phone. Unlike many cell phone users, they’re perfectly happy with receiving, and responding to, email AIDS.
Overview

Money is tight in Enduring Hardships, a segment of middle-aged singles and divorced individuals with one of the lowest average incomes in the country. Centered in Southern and Midwestern towns and small cities, these predominantly white households in their 30s and 40s often struggle to support even a simple lifestyle. Most families are work-stay, and a majority of the households contain at least one or two children. Most of the adults have low education levels—nearly two-thirds failed to finish high school. They are likely to hold minimum-wage, low-wage, or even no jobs at all.

With their low incomes, few can afford to travel. Of those with travel experience, nearly all took their vacations in the Midwest. They express concerns about crime, drugs, and pollution. Many are also restless and must deal with the challenges of a transient existence; only a small percentage belong to churches, unions, or civic groups. In this segment, two-thirds of the households have lived at the same address for fewer than three years.

When they're not at work, Enduring Hardships are unable to afford many leisure activities. They tend to spend their evenings at home, watching TV or listening to music. They'll occasionally splurge on a ticket to a concert or a gambling trip to a casino. Those few who have the discretionary income to regularly go to movies, plays, concerts, or even bars. If they want to get out, they'll consider a fishing or camping trip. When they want to go out for dinner, it's typically to a fast-food chain like Dairy Queen and Church's Fried Chicken or to Golden Corral for a sit-down dinner.

As consumers, these price-sensitive shoppers worry about living beyond their means. With few investments and savings, they fret with occasional bills and pay only with cash or money orders. They patronize discount department stores like Kmart and Dollar General; anywhere else, they head right for the clearance racks. They shy away from a lot of new technology, but will buy electronics that enhance their viewing experience. When it comes to cars, they'd like to buy a mid-level sedan in Detroit, but can't afford to own a car. Those who can typically settle for a used economy car or sedan that's made in Detroit and won't break down too often.

With nightlife out of the question, TV is the chief form of entertainment in this segment. Members watch movies, reality shows and sitcoms, and their favorite cable channels include Oxygen, TNT and MTV. With their few educational achievements, Enduring Hardships read few newspapers and magazines. They're starting to become more comfortable with the Internet, but they go online infrequently. Social media sites are beginning to attract them to the Internet world, though.
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These are stressed-out Americans. They dislike their low standard of living but aren’t sure if they can do much to improve it. Many would like to start their own business or try a new line of work. Though they’ve typically lived in their neighborhood for a short time, they’re willing to put years of hard work into helping the others in their community. They’re thinking about the future, they seek out ways to improve their present lives.

Demographics and behavior

Who we are

Enduring Hardships are predominantly white and downscale, with most members single or divorced, though some are older single parents with dependent children. A majority of household heads are between the ages of 35 and 50, about 60 percent above average. The educational levels for the adults are low, with fewer than 10 percent having a college degree, 20 percent never finished high school. As a result, nearly two-thirds of the adults work at low-level sales or service-sector jobs, mostly in retail and food services, a small number of them in health care, fast food or tech support, about twice the national average.

Where we live

Located in smaller towns and small cities throughout the Midwest and South. Enduring Hardships tend to live in low-rise apartments and duplexes. Almost all the segment members are renters, restricted from home ownership by their low incomes. The neighborhoods are poorly insured, residents worry about crime and violence in the area. In these transitional neighborhoods, few have deep roots in the community. Enduring Hardships do not often belong to churches or civic groups. More than 40 percent have lived at the same address for less than a year, two-thirds for fewer than three years.

How we live our lives

Enduring Hardships have eclectic lifestyles. After long days at work, they’re happy to spend their evenings at home watching TV, listening to music or reading. An above-average number also enjoys sports: more than 40 percent enjoy sports, and a number own tickets to major league sporting events. Enduring Hardships are also likely to collect sports memorabilia. These middle-aged singles will occasionally go out to a concert or go on a gambling trip. They’re three times as likely as the general population to gamble or go on a gambling trip. They’re three times as likely as the general population to travel. However, some have taken a Bahamas cruise in the last three years, and they like to go on overnight camping trips. They rarely go to white-tablecloth restaurants, but these households do enjoy fast food, patronizing chains like Dairy Queen, Panera Bread or Church’s Fried Chicken. These patrons are open-minded enough to try new foods and drinks, often responding to ads they see on TV.

Enduring Hardships like to shop, but they’ve value-conscious consumers who shop at Kroger, Dollar General, T.J. Maxx and Ross Dress for Less. They’re late adopters when it comes to technology, but these self-described TV addicts buy DVC players, DVRs and big-screen TVs. Transferring such purchases home is another matter because nearly 60 percent of households...
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don’t own a car. Those who do tend to drive a small economy car or standard sedan, and ride
on public transportation. They may purchase a used car or prefer to buy a car on credit.

In the ‘‘buy American’’ segment, most cars are made in Detroit.

How we view the world

Enduring hardships may have few education and limited skills, but they still express a need for
personal achievement and desire to be respected by their peers. They would like to start their
own business and are willing to take risks to improve their standard of living. They admit that
owning a car gives them more freedom, but that often requires more money than they have.

In their neighborhoods threatened by crime, the men and women of this segment worry about
what the future holds for them. Some say they feel alone in the world and helpless to change
their lives. To combat this feeling, they try to control as much of their lives as possible, even if
it just means keeping a neat house.

Politically, these Americans aren’t very active, they register to vote less than the average. About
half of adults are Democrats and they tend to be liberal or moderate on most issues. They tend
to have a global perspective and respect the customs of others and want to stay well informed
about international issues. However, they are more concerned about improving things locally
than globally.

How we get by

With their minimum wages (less than $18,000), the segment’s average income is only a third
of the national average. Enduring hardships tend to be the lowest income-decile. In order to
meet their needs, they tend to use savings and lower income-producing assets. They pay little
attention to savings and lower income-producing assets. They tend to have less savings and lower
incomes than the average. Many admit that they know little about finance, debt, and credit,
and worry that carrying credit cards will result in identity theft. As a result, they do not
conduct most of their financial transactions with cash, credit cards and money orders. Some live
beyond their means, borrowing from loan companies to make ends meet. Though few use
insecure, an above-average percentage has taken out life insurance, though the amount is
less than $20,000.

Digital behavior

Enduring hardships are among the least Internet-active, but they are gradually becoming more
active online. They’re fond of sites that offer social networking, games, auctions, shopping
routines, sports scores and dating connections. Among their favorite sites: myspace.com,
datehookup.com, lds.org and pro.com. They’re responsive to Internet ads, they click on
email promotions and sponsored Websites. However, because many can’t afford to buy
computer equipment and modems, they’re twice as likely as average Americans to use online
through school and library computers.
Tough Start: Young Single Parents
Group A - Cluster 1

% of U.S. Households: 0.6%
Number of Households: 746,413

Cluster Description
These young single parents often struggle to make ends meet, as their discretionary spending nearly outpaces their very modest incomes. They are likely to have poor credit histories, may have difficulty obtaining credit, and tend to rely heavily on the few cards they do have. However, they find the ups and downs of the financial markets exciting. Easily seduced, these shopaholics like to dress in the latest fashions and strive to achieve a higher social status. These struggling single parents frequently turn to advertising to get information about bargains, but their children tend to have a large impact on the brands they end up buying. They spend most of their free time with their kids, primarily at home so they can catch up on housework, and they prefer picking up quick meals at fast food restaurants to cooking meals.

Demographic Summary
Income Tier: Low (Under $50k)
Age Tier: Young (Under 35)
% Married: 37%
% with Children: 100%
Median Age: 29

Economic Summary

<table>
<thead>
<tr>
<th>Cluster 1</th>
<th>U.S. Average</th>
</tr>
</thead>
<tbody>
<tr>
<td>Median Income</td>
<td>$68,600</td>
</tr>
<tr>
<td>Median Home Value</td>
<td>$326,000</td>
</tr>
<tr>
<td>% Spending on Food</td>
<td>33%</td>
</tr>
<tr>
<td>% Spending on Housing</td>
<td>35%</td>
</tr>
<tr>
<td>% of Homeowners</td>
<td>77%</td>
</tr>
<tr>
<td>% of Renter's Cost</td>
<td>80%</td>
</tr>
<tr>
<td>Average Mortgage Balance</td>
<td>$151,000</td>
</tr>
</tbody>
</table>

Economic Cohorts®
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Relying On Aid: Retired Singles
Group D - Cluster 18

% of U.S. Households: 1.8%
Number of Households: 2,107,412

Cluster Description
These single renters of limited means and modest retirement savings are just barely able to make ends meet. While they try to cut expenses, their discretionary spending accounts for a large portion of their modest incomes. They rely on a small number of credit accounts and loans, but their credit utilization is still moderate. With only a high school education at best, it has been hard to get ahead. Poorly insured and Medicare/Medicaid-dependent, they are generally pessimistic about their economic situation. They try to cut back and save whenever possible, but it is hard given their limited means. Preferring to stay close to home, their lives are pretty much the same from week to week. In fact, many have lived in the same home for over 20 years. Fairly sedentary, they spend their time working on their coin collections, watching TV, and playing bingo.

Demographic Summary
Income Tier: Low (Under $50k)
% Married: 22%
Age Tier: Retired (65+)
% with Children: 3%
Median Age: 75

Economic Summary

EconomicCohorts

Income
Median Income
Mean Income
48,490
44,420

Discretionary Spending
Mean Discretionary Spending
42,000
32,000

% Saving Income
30%
25%

% of Income in a Credit Accounts
32%
45%

% of Total Credit Card Balance on Credit Accounts
4.3
7.7

Credit Utilization
Max of Available Credit
Total Credit Card Balance
60%
40%

% of Total Credit Card Balance on Credit Accounts
70%
38%

Average Credit Card Balance
$15,123
$7,355
X-tra Needy

This Niche is headed by an older person, generally in their mid-60s. There are no children present in these households, but there is a great interest in grandchildren. About three-quarters of this Niche own their homes, which are valued at about $70,000. They have lived in them for nearly 15 years on average. The majority of X-tra Needy households have slightly more than a high school education and most are employed in blue collar occupations; many of the households in this Niche are retired.

Nearly 10% percent of X-tra Needy households are known credit card owners. They have modest incomes and are not very economically active with only $1,000 in recent discretionary spending occurring in catalogs, online and retail. Catalog is the strongest purchase medium for this Niche. And, when they do shop, they purchase automotive accessories, home decor, books, magazines, and low-ticket male and female apparel.

They take a great interest in improving their health, nutrition, and are donating when possible to medical causes. Grandchildren are a major interest in their lives, as are newspapers, bible reading, music, books, hobbies, and collectibles. They also enjoy fishing and other outdoor activities.
Very Spartan

This niche is composed of households who do not have children, about half live in rented units. The average home value for those that do own their homes is about $305,500. The households in this niche are highly mobile and have very short length of residences, usually less than 5 years. These are mostly blue collar workers that have a high school diploma or some college education.

Very Spartan households have few credit cards, and make few purchases, with only $600 in recent discretionary spend recently. When they do spend, the households in the niche purchase automotive accessories, home decor, beauty supplies, hunting/fishing equipment, magazines, and low-ticket apparel.

Their interests include book reading, concerts/sweeps, music, sports, fishing, automotive work, and collectibles. Other outdoor interests include camping and hiking. In addition, they are concerned with their health and like receiving health related information in the mail.
ChoiceScore™

Improve targeting and customer acquisition in the untapped under-banked population

ChoiceScore, a new scoring tool from Experian, helps marketers identify and more effectively target under-banked consumers using the most comprehensive array of non-credit data available from Experian, including consumer demographic, behavioral and psychographic information, to increase response and approval rates for greater profitability by reaching the fastest-growing demographic segment in the U.S., including

- thin file populations
- emerging consumers
- non-bureau matched, with your invitation to apply (IFA) direct marketing campaigns

Target under-marketed new prospect segments eager to accept direct marketing offers.

Having access to fresh leads is the lifeblood of direct marketing. Under-banked and emerging consumers offer marketers a largely untapped pool an alternative to often saturated primary markets. Each year, under-banked consumers alone spend nearly $1.8 billion on non-traditional financial transactions like payday loans and check cashing services, and conduct more than 240 non-bank transactions.

ChoiceScore helps you identify under-banked and emerging consumers likely to be the most responsive to targeted campaigns, such as invitations to apply credit offers, including:

- New illegal immigrants
- Recent graduates
- Widows
- Those with a generation bias against the use of credit
- Folks of regions that historically have discouraged credit
- Consumers with transitional lifestyles, such as military personnel

In total, this largely untapped demographic segment represents more than 30 million households and 77 million consumers — more than one-fifth of the entire U.S. population.

Apply two ChoiceScore models to confidentiality guide decisioning. ChoiceScore was built using a combination of Experian database, modeled data and public and proprietary data sources. Using ChoiceScore's two custom models, you can select and test different confidence levels and target specific consumers based on potential risk.

The first model identifies and assigns a confidence score determining the propensity for a consumer to be in the under-banked population. The second model applies a score to identify the most and least desirable consumers within theChoiceScore population that can be included within an invitation to apply (direct marketing campaign).

Specifically, the models were:

- Built using a dinastic universe of records identified as under-banked as the baseline analysis file
- Designed to be applied in union or independently
- Built and scored in strict adherence to the Fair and Accurate Credit Transactions Act (FACTA) for added parity with scores appended at the individual level, but aggregated at the household level.
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Make the appropriate product or service offer to profitably penetrate underbanked consumers.

Marketing the wrong product to consumers can cost millions of dollars. Often underbanked consumers are unknowingly marketed to only to be declined upon responding due to lack of credit history, or discouraged from applying because the product offer is beyond their means.

Instead, ChexisScore helps you strategically segment groups based on your campaign objectives and goals so that you have the greatest chance for success by making the right offer to the right audience. Build trust and gain acceptance by leading with products and services often used by this target audience like check cashing, savings accounts and auto loans. Later, you can increase your profits by cross selling other products to your new base of qualified consumers.

Depend on the information industry leader.

Experian is 4th in the covered of marketing – customer and market information. Using our unparalleled depth and breadth of information, ChexisScore helps you manage acquisition lists, achieve higher response rates and develop profitable campaigns.

To find out more about ChexisScore, contact your Experian Sales representative, call 800-520-1221, or visit our Web site at www.experian.com.
The CHAIRMAN. One of the things that we have learned in this investigation is that data brokers engage in many unobjectionable activities. They do what marketers have always done: They help businesses find potential customers.

But we have also found some practices that raise some serious consumer protection concerns. In particular, I am disturbed by the evidence showing that the data brokers segment Americans, categorize them into categories, name those categories, based on their incomes, and then they sort economically vulnerable customers into groups with names like “rural and barely making it”—not making it up, that is one of their categories—“tough start: young single parents”; “rough retirement: small-town and rural seniors”; and “zero mobility.”

I want to know how and why data brokers are putting American consumers into categories like these, and I want to know which companies are buying these lists to target their marketing to these groups. Maybe it is totally innocuous and benign. I don’t start out accepting that, but maybe it is. That is why we are doing this investigation.

Some companies in the data broker industry have responded positively to our oversight efforts. When I became Chairman here several years ago, we went over to Henry Waxman and stole a couple of his best people and set up an investigations unit, which for some reason we had never had. And we gave ourselves subpoena power; for some reason, we had never done that. It is a powerful tool when you are doing investigations, which is what we tend to do in here.

I want to know which companies are buying these lists to target their marketing to those groups.

Some companies in the data broker industry have responded very positively to our oversight efforts. Over the past year, they have provided complete answers to my questions, even the tough ones. But several of the largest data brokers—specifically, Acxiom, Epsilon, and Experian—are continuing to resist oversight, just resist it. To date, they have not given me complete answers about where they get their customer data on consumers and to whom they sell it.

I am putting these three companies on notice today that I am not satisfied with their responses and I am considering further steps—and I have steps that I can use—that I can take to get this information. We have oversight over this activity in American commerce. And if you do oversight, whether it is over intelligence or whether it is over this, you do it seriously and you do it with a purpose and you want to get the truth.

So I am putting these companies on notice that I am not satisfied and I have further steps that I can take to get this information. And I want to assure them that the oversight efforts in this committee that we have started will continue.

I call now on my distinguished friend from a similar urban state—

Senator THUNE. That is right.

[Laughter.]

The CHAIRMAN.—Senator John Thune.
STATEMENT OF HON. JOHN THUNE,
U.S. SENATOR FROM SOUTH DAKOTA

Senator Thune. Well, thank you, Mr. Chairman, for holding this hearing.

And thank you also to the witnesses for coming here today.

Our economy is increasingly data-driven, and data brokers play a growing role in facilitating the provision of goods and services to consumers. Data or information brokers are companies that collect data, including personal information, about consumers from a wide variety of sources, such as public records, websites, and retailers, and then resell such information for purposes that range from verifying an individual's identity to preventing fraud to marketing products.

As the Chairman noted in his initial letters to several data brokers in 2012, the purpose of his inquiry has been to better understand the industry and I look forward to today's hearing as we focus on how the information collected by data brokers is used for marketing purposes.

Without question, data-driven marketing can provide benefits and greater convenience to consumers. It can lower the cost of products and services because businesses can target marketing more precisely. It also can help businesses create and sell products that consumers actually want, lowering start-up costs for new businesses.

Data-driven marketing is one important reason that many of us are able to use search engines and our e-mail accounts for free. It also allows consumers to receive frequent-shopper benefits and coupons. And it promotes the targeting of resources to reduce the amount of junk mail and catalogs that aren't tailored to a consumer's particular interests—at least, that is the goal.

Put simply, this industry is at the center of something the Commerce Committee cares about: commerce. In today's economy, data-driven marketing is widely used across all sectors of the economy: financial, insurance, automotive, retail, technology, health care. It is even used by nonprofits, governments, and political campaigns. In fact, many media outlets have noted how the use of commercial data resources helped the president's reelection campaign in 2012.

As we will hear from the Direct Marketing Association, the marketing data industry is also helping to fuel job creation and technical innovation in our slowly recovering economy.

While the industry creates many benefits, this hearing will also explore important questions about the privacy implications of data brokers' activities, including issues of transparency, profiling, and concerns about allegations of differential pricing.

Questions have also been raised about whether consumers are aware of the instances in which their personal information may be collected, bought, and sold, resulting in calls for more transparency into data broker practices.

Advocates have also raised concerns that data brokers create profiles of individual consumers based on the aggregation of sensitive and sometimes personal data, including health conditions.

These are important issues, and I look forward to the discussion today.
In a rapidly changing marketplace, the Federal Trade Commission has done important work concerning data brokers and related privacy issues, including developing educational efforts. They have also brought enforcement actions under the FTC Act and the Fair Credit Reporting Act. The FTC is also completing a study about practices in the data broker industry and will provide recommendations to Congress based on their findings next year. I look forward to their testimony.

The Government Accountability Office has recently produced a report on the data broker industry, which I understand will be submitted as part of the record for this hearing as well as to help inform this committee.

[The report follows:]

**GAO Highlights**

**Why GAO Did This Study**

Members of Congress and others have raised privacy concerns about information resellers (data brokers) and consumer information. In part, their concerns stem from consumers not always knowing the nature and extent of the information collected and how it is used. Growing use of the Internet, social media, and mobile applications has intensified privacy concerns because these media greatly facilitate gathering of personal information, tracking of online behavior, and monitoring of individuals’ locations and activities. This statement for the record discusses: (1) existing Federal laws and regulations on the privacy of consumer information held by information resellers, (2) any gaps that may exist in this legal framework, and (3) views on approaches for improving consumer data privacy.

This statement draws from a September 2013 report (GAO–13–663), which focuses on information used for marketing. GAO analyzed relevant laws and regulations; interviewed representatives of Federal agencies, trade associations, consumer and privacy groups, and resellers; and identified and reviewed approaches for improving consumer data privacy.

**What GAO Recommends**

In September 2013, GAO suggested that Congress should consider strengthening the consumer privacy framework and review issues such as the adequacy of consumers’ ability to access, correct, and control their personal information; and privacy controls related to new technologies such as web tracking and mobile devices.

**Information Resellers**

**Consumer Privacy Framework Needs to Reflect Changes in Technology and the Marketplace**

**What GAO Found**

No overarching Federal privacy law governs the collection and sale of personal information among private-sector companies, including information resellers. Instead, laws tailored to specific purposes, situations, or entities govern the use, sharing, and protection of personal information. For example, the Fair Credit Reporting Act limits the use and distribution of personal information collected or used to help determine eligibility for such things as credit or employment, but does not apply to information used for marketing. Other laws apply specifically to health care providers, financial institutions, or to the online collection of information about children.

The current statutory framework for consumer privacy does not fully address new technologies—such as tracking of online behavior or mobile devices—and the vastly increased marketplace for personal information, including the proliferation of information sharing among third parties. No Federal statute provides consumers the right to learn what information is held about them for marketing and who holds it. In many circumstances, consumers also do not have the legal right to control the collection or sharing with third parties of sensitive personal information (such as health information) for marketing purposes. As a result, although some industry participants have stated that current privacy laws are adequate, GAO found that gaps exist in the current statutory framework for information privacy. The framework also does not fully reflect the Fair Information Practice Principles, widely accepted principles for protecting the privacy and security of personal information that
have served as a basis for many privacy recommendations Federal agencies have made. Views differ on the approach that any new privacy legislation or regulation should take. Some privacy advocates have argued that a comprehensive privacy law would provide greater consistency and address gaps in law left by the current sector-specific approach. Others have stated that a comprehensive, one-size-fits-all approach would be burdensome and inflexible. Some privacy advocates also cited the need to provide consumers with greater ability to access, control the use of, and correct information about themselves, particularly for data being used for purposes different than those for which they originally were provided. Industry representatives have asserted that restrictions on the collection and use of personal data would impose compliance costs, inhibit innovation, and reduce consumer benefits. Nonetheless, the rapid increase in the amount and type of personal information that is collected and resold warrants reconsideration of how well the current privacy framework protects personal information. The challenge will be providing appropriate privacy protections without unduly inhibiting the benefits to consumers, commerce, and innovation that data sharing can accord.

PREPARED STATEMENT OF ALICIA PUNTE CACKLEY, DIRECTOR FINANCIAL MARKETS AND COMMUNITY INVESTMENT, U.S. GOVERNMENT ACCOUNTABILITY OFFICE

Chairman Rockefeller, Ranking Member Thune, and Members of the Committee:

I am pleased to submit this statement on our recent work on privacy, personal information, and information resellers.1 As you know, information resellers (also known as data brokers) offer several types of products to customers that include retailers, advertisers, individuals, nonprofit organizations, law enforcement, and government agencies. This statement is based on a report we issued this September in response to a request from this committee to review privacy issues related to the consumer data that information resellers collect, use, and sell. Others also have raised privacy concerns about resellers and consumer information. In part, their concerns stem from consumers not always knowing the nature and extent of the information collected and how it is used. Moreover, growing use of the Internet, social media, and mobile applications has intensified privacy concerns because these media greatly facilitate the gathering of personal information, tracking of online behavior, and monitoring of individuals’ locations and activities.

Our September report examined: (1) existing Federal laws and regulations related to the privacy of consumer information held by information resellers, (2) any gaps that may exist in this legal framework, and (3) views on approaches for improving consumer data privacy. We focused on privacy issues related to information used for marketing and individual reference services (look-up or people-search); we did not focus on information used for other purposes such as determining credit or employment eligibility.2

For our September 2013 report, we reviewed and analyzed relevant laws, regulations, and enforcement actions. We interviewed representatives of Federal agencies, trade associations, consumer and privacy groups, and resellers to obtain their views on data privacy laws related to resellers. We identified and reviewed approaches (legislative, regulatory, or self-regulatory) for improving consumer data privacy that Federal entities—such as the White House, Federal Trade Commission (FTC), and Department of Commerce (Commerce)—or representatives of industry, consumer, and privacy groups advocated. We interviewed representatives of these entities and reviewed relevant studies, hearings, position papers, public comments, and other sources. Further details of our scope and methodology can be found in our published report.

We conducted the performance audit on which this statement is based from August 2012 through September 2013, in accordance with generally accepted government auditing standards. Those standards require that we plan and perform the audit to obtain sufficient, appropriate evidence to provide a reasonable basis for our findings and conclusions based on our audit objectives. We believe that the evidence

---


2 In a 2006 report, we examined financial institutions’ use of information resellers, focusing on consumer information used for eligibility determinations, compliance with legal requirements, and fraud prevention. GAO, Personal Information: Key Federal Privacy Laws Do Not Require Information Resellers to Safeguard All Sensitive Data, GAO–06–674 (Washington, D.C.: June 26, 2006).
obtained provides a reasonable basis for our findings and conclusions based on our audit objectives.

**Background**

Resellers maintain large, sophisticated databases with consumer information that can include credit histories, insurance claims, criminal records, employment histories, incomes, ethnicities, purchase histories, and interests. Resellers largely obtain their information from public records, publicly available information (such as directories and newspapers), and nonpublic information (such as from retail loyalty cards, warranty registrations, contests, and web browsing). Characterizing the precise size and nature of the reseller industry can be difficult because of limited publicly known information about the industry.

In 1972, a U.S. government advisory committee first proposed the Fair Information Practice Principles (FIPP) for protecting the privacy and security of personal information. While FIPPs are not legal requirements, they provide a framework for balancing privacy with other interests. The Organisation for Economic Co-operation and Development (OECD) developed a revised version of the FIPPs that has been widely adopted (see table 1).³

<table>
<thead>
<tr>
<th>Principle</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>Collection limitation</td>
<td>The collection of personal information should be limited, obtained by lawful and fair means, and, where appropriate, with the knowledge or consent of the individual.</td>
</tr>
<tr>
<td>Data quality</td>
<td>Personal information should be relevant to the purpose for which it is collected, and should be accurate, complete, and current as needed for that purpose.</td>
</tr>
<tr>
<td>Purpose specification</td>
<td>The purposes for the collection of personal information should be disclosed before collection and upon any change to those purposes, and the use of the information should be limited to those purposes and compatible purposes.</td>
</tr>
<tr>
<td>Use limitation</td>
<td>Personal information should not be disclosed or otherwise used for purposes other than a specified purpose without consent of the individual or legal authority.</td>
</tr>
<tr>
<td>Security safeguards</td>
<td>Personal information should be protected with reasonable security safeguards against risks such as loss or unauthorized access, destruction, use, modification, or disclosure.</td>
</tr>
<tr>
<td>Openness</td>
<td>The public should be informed about privacy policies and practices, and individuals should have ready means of learning about the use of personal information.</td>
</tr>
<tr>
<td>Individual participation</td>
<td>Individuals should have the following rights: to know about the collection of personal information, to access that information, to request correction, and to challenge the denial of those rights.</td>
</tr>
<tr>
<td>Accountability</td>
<td>Individuals controlling the collection or use of personal information should be accountable for taking steps to ensure the implementation of these principles.</td>
</tr>
</tbody>
</table>

Table 1.—Fair Information Practice Principles

Source: OECD.

FIPPs served as the basis for the Privacy Act of 1974—which governs the collection, maintenance, use, and dissemination of personal information by Federal agencies.⁴ The principles also were the basis for many FTC and Commerce privacy rec-

---

³Organisation for Economic Co-operation and Development, *Guidelines on the Protection of Privacy and Transborder Flow of Personal Data* (Paris, France: Sept. 23, 1980). OECD's 30 member countries include the United States. OECD has been considering whether to revise or update its privacy guidelines to account for changes in the role of personal data in the economy and society.

ommendations and for a framework for consumer data privacy the White House issued in 2012.5

Several Laws Apply in Specific Circumstances to Consumer Data That Resellers Hold

No comprehensive Federal privacy law governs the collection, use, and sale of personal information by private-sector companies. More narrowly tailored laws govern the use, sharing, and protection of personal information—they apply for specific purposes, in certain situations, to certain sectors, or to certain types of entities. The primary laws include the following:

Fair Credit Reporting Act (FCRA). FCRA protects the security and confidentiality of personal information collected or used to help make decisions about individuals' eligibility for credit, insurance, or employment.7 It applies to "consumer reporting agencies" (such as credit bureaus) that provide "consumer reports." 8

Gramm-Leach-Bliley Act (GLBA). GLBA protects nonpublic personal information that individuals provide to "financial institutions" or that such institutions maintain.10 GLBA sharing and disclosure restrictions apply to financial institutions or entities that receive nonpublic personal information from such a financial institution.11 For example, a third party that receives nonpublic personal information from a financial institution to process consumers' account transactions may not use the information or resell it for marketing purposes.

Health Insurance Portability and Accountability Act (HIPAA). HIPAA establishes a set of national standards to protect certain health information. The HIPAA privacy rule governs the use and disclosure of an individual's health information for purposes including marketing.13 With some exceptions, the rule requires an individual's written authorization before a covered entity—a health care provider that transmits health information electronically in connection with covered transactions, health care clearinghouse, or health plan—may use or disclose the information for marketing.14 The act does not directly restrict the use, disclosure, or resale of protected health information by resellers or others not considered covered entities under the act.

Children's Online Privacy Protection Act (COPPA). COPPA and its implementing regulations apply to the collection of information—such as name, email, or location—that would allow someone to identify or contact a child under 13.16 Covered website and online service operators must obtain verifiable parental consent before collecting such information. COPPA may not directly affect information resellers, but the covered entities are potential sources of information for resellers.

Electronic Communications Privacy Act (ECPA). ECPA prohibits the interception and disclosure of electronic communications by third parties unless an exception applies (such as one party to the communication consenting to disclosure). For example, the act would prevent an Internet service provider from...
sells the content of its customers' e-mails to a reseller for marketing purposes, unless the customers had consented to disclosure. However, ECPA provides more limited protection for information considered to be "non-content," such as a customer's name and address. Federal Trade Commission Act (FTC Act), Section 5. The FTC Act prohibits unfair or deceptive acts or practices in or affecting commerce. Although the act does not explicitly grant FTC the specific authority to protect privacy, it has been interpreted to apply to deceptions or violations of written privacy policies. For example, if a retailer's written privacy policy stated customers' personal information would not be shared with resellers and the retailer later sold information to such parties, FTC could bring an enforcement action against the retailer for unfair and deceptive practices.

As they relate to specific types of consumer services or records, other Federal privacy laws also apply to information resellers' practices and products. For instance, while not specifically a privacy law, the Computer Fraud and Abuse Act (CFAA) can restrict a third party from collecting personal information from a website when the collection would violate the site's terms of service. The Telecommunications Act requires telecommunications carriers to protect the confidentiality of proprietary information of customers.

Laws Have Limited Scope over Personal Data Used for Marketing

Privacy protections under Federal law have been limited for consumer data used for marketing. The scope of protections is narrow in relation to individuals' ability to access, control, and correct their personal data; collection methods and sources and types of information collected; and new technologies.

Laws Provide Individuals Limited Ability to Access, Control, and Correct Their Personal Data

No Federal statute that we examined generally requires resellers to allow individuals to review personal information (intended for marketing purposes), control its use, or correct it. The FIPPs (for collection limitation and openness) state that individuals should be able to know about and consent to the collection of their information, while the individual participation principle states they should have the right to access the information, request correction, and challenge the denial of those rights.

No Federal statute provides consumers the right to learn what information is held about them and who holds it for marketing or look-up purposes. FCRA provides individuals with certain access rights, but only when information is used for credit eligibility purposes. And GLBA's provisions allowing consumers to opt out of having their personal information shared with third parties apply only in specific circumstances. Otherwise, individuals cannot require that their personal information not be collected, used, and shared. Also, no Federal law provides correction rights (the ability to have resellers and others correct or delete inaccurate, incomplete, or unverifiable information).

Laws Largely Do Not Address Data Collection Methods, Sources, and Types

Federal privacy laws are limited in addressing the methods by which, or the sources from which, resellers collect and aggregate personal information, or the types of information collected for marketing or look-up purposes. FIPPs (for data quality, purpose specification, and collection limitation) state that personal information should be relevant, limited to the purpose for which it was collected, and collected with the individual's knowledge or consent.

Federal laws generally do not govern the methods resellers may use to collect personal information. An example of such a method is "web scraping," in which resellers, advertisers, and others use software to search the web for information about individuals and extract and download bulk information from websites with con-

---

sumer information. Resellers or retailers also may collect information indirectly (by combining information from transactions).

Current law generally allows resellers to collect personal information from sources including warranty registration cards, surveys, and online sources such as discussion boards, social media sites, blogs, and web browsing histories and searches. Current law does not require disclosure to consumers when their information is collected from these sources.

The Federal laws that address the types of consumer information that can be collected and shared are not comprehensive. Under most circumstances, information that many people may consider very personal or sensitive can be collected, shared, and used for marketing. This can include information about physical and mental health, income and assets, political affiliations, and sexual habits and orientation. For health information, HIPAA provisions apply only to covered entities.

Current Law Does Not Directly Address Some Privacy Issues New Technology Raises

The current privacy framework does not fully address new technologies such as social media, web tracking, and mobile devices. In a 2013 report, FTC noted that mobile technologies present unique privacy challenges (for instance, mobile devices identify a user's geographical location).21 As shown in figure 1, the original enactment of several Federal privacy laws predates these trends and technologies.

---

Note: The most recent amendments to the Federal laws referenced in figure 2 are as follows:

- Children’s Online Privacy Protection Act of 1998: has not been amended.

Because these laws were enacted to protect the privacy of information involving specific sectors rather than to address specific technologies, some have been inter-
preted to apply to new technologies. For example, FTC has taken enforcement actions under COPPA and revised the statute’s implementing regulations to account for smartphones and mobile applications.

Online Tracking

No Federal privacy law explicitly addresses the full range of practices to track or collect data from consumers’ online activity. Cookies—text files placed on a computer by the website that the computer user visits—allow website operators to recall information such as user name and address, credit card number, and purchases in a shopping cart. Resellers can match information in cookies and their databases to augment consumer profiles. Third parties also can synchronize their cookie files with resellers’ files. Advertisers can use third-party cookies—placed on a computer by a domain other than the site being visited—to track visits to the websites on which they advertise. Consumers’ ability to prevent such tracking can be restricted. For example, flash cookies—which do not expire at the end of a browsing session—cannot be erased.22

While current law does not explicitly address web tracking, FTC has taken enforcement actions related to web tracking under its authority to enforce the prohibition on unfair or deceptive acts. For example, in 2011, FTC settled charges with Google for $22.5 million after alleging that Google violated an earlier privacy settlement with FTC when it misrepresented to users of Apple’s Safari web browser that it would not track and serve targeted advertisements to Safari users.23 Google agreed to disable its advertising tracking cookies.

Federal law also does not expressly prohibit “history sniffing,” which uses code on a webpage to record visitors’ browsing history. However, in 2012, FTC took an enforcement action against Epic Marketplace, a large online advertising network, for deceptively failing to disclose its use of history-sniffing technology.24 Epic Marketplace used the data it collected to target advertising.

Mobile Technologies

In relation to collection and use of consumer data for marketing, no Federal privacy laws that we identified specifically govern mobile applications and technologies.

Mobile applications. No Federal law specifically governs mobile applications—software downloaded onto mobile devices for uses such as providing information and online banking and shopping.25 Application developers, mobile carriers, advertisers, and others may collect an individual’s information through services provided on a mobile device. However, FTC has taken enforcement action against companies for use of mobile applications that violate COPPA and FCRA.26 The agency also has taken action under the FTC Act.27 And CFARA, which bans unauthorized access to computers, has been found to apply to mobile phones.28

24 FTC alleged that Epic Marketplace’s use of history-sniffing was deceptive because it collected data about sites outside of its network that consumers had visited, contrary to Epic’s privacy policy, which represented that it would collect information only about consumers’ visits to websites in its network. In the Matter of Epic Marketplace, Inc., and Epic Media Group, LLC, FTC File No. 112 3182, decision and order (Mar. 13, 2013).
27 For example, in addition to the alleged COPPA violation, Path allegedly deceived users by collecting personal information from their mobile address books without their knowledge and consent. See United States v. Path, Inc., No. C13–0448 (N.D. Cal. Jan. 31, 2013).
28 In 2011, the U.S. Court of Appeals for the Eighth Circuit held that a basic cellular telephone—used only to place calls and send text messages—was a computer for CFARA purposes.
Location tracking. No Federal privacy laws, except COPPA, expressly address location data, location-based technology, and consumer privacy. We and others have reported that the capability of mobile devices to provide consumer’s location engenders privacy risks, particularly if companies use or share location data without consumers’ knowledge. ECFA might not apply if location data were not deemed content and would not govern entities such as developers of location-based applications that are not covered by ECFA. But FTC could pursue enforcement action if a company’s collection or use of the information violated COPPA.

Mobile payments. No Federal privacy laws expressly address mobile payments (for example, by smartphone). An FTC report noted that although mobile payment can be an easy way for individuals to pay for goods and services, privacy concerns have arisen because of the number of companies in the mobile payment marketplace and the large amount of detailed personal and purchase information collected and consolidated.

Stakeholders Diverge on Adequacy of Legal Framework and Need for Legislation

Stakeholder views diverge on whether significant gaps in the legal framework for privacy exist, whether more legislation is needed, or whether self-regulation can suffice. The marketing and information reseller industries generally have argued that the current framework of sector-specific laws and regulations has not left significant gaps in consumer privacy protections. Privacy advocates and others stated that the current privacy scheme leaves significant gaps. Industry and privacy advocates also disagreed on the need for more legislation or regulation and the efficacy of self-regulatory approaches to protect privacy. Industry representatives acknowledged the importance of consumer privacy protections, but argued that voluntary industry measures and self-regulation mitigated the need for additional legislation. Some privacy advocates and others argued that voluntary compliance or self-regulation was not sufficient to uniformly protect consumer privacy rights.

Views Differ on Approaches to Privacy Law and Consumer Interests

Debate also has focused on appropriate approaches for new privacy legislation or regulation. This debate can be framed around three sets of issues: a comprehensive versus sector-specific approach to privacy legislation; how to address consumers’ interests in accessing, controlling, and correcting their data; and the potential impact of new regulation on consumers and commerce.

Comprehensive versus Sector-Specific Approaches

Ongoing debate centers on what kind of legislative approach—sectoral or comprehensive—would best effect enhanced consumer privacy protections. Industry stakeholders have argued a comprehensive privacy law would amount to a one-size-fits-all approach and could be overly burdensome. Stakeholders also said that the current sector-specific system was flexible and well-suited to addressing any gaps. In contrast, some consumer and privacy groups and academic experts cited advantages to comprehensive privacy legislation such as filling gaps in existing privacy protections and providing comprehensive and consistent protections. Privacy advocates and some business representatives also argued that comprehensive legislation would benefit businesses internationally and help reduce compliance costs.

While not recommending a comprehensive Federal privacy statute as such, in 2010 Commerce’s Internet Policy Task Force recommended the adoption of a baseline commercial data privacy framework built on an expanded FIPPs. The 2012 White House privacy framework called for enacting baseline legislation while preserving existing sector-specific laws. The Administration supported exempting companies from consumer data privacy legislation to the extent their activities were subject to existing data privacy laws.
Views on How to Address Consumers’ Interests in Use and Control of Their Data

Other debate on privacy protections has focused on the third-party market for and usage of consumer data, whether or how consumers can access and control such usage or correct data, and how or if limits should apply to web tracking.

Use of Consumer Data

Consumer and privacy advocates have noted that consumers often were not aware of, and had not always consented to, personal information being repurposed for marketing and other uses. Changes in the marketplace for consumer data include an increase in recent years in the number and types of companies that collect and share such data with third parties. The Administration noted that consumers have a right to expect that companies will collect, use, and disclose their information in ways consistent with the context in which the information was provided.31 FTC articulated a “context of the interaction” standard for determining when a practice required consumer choice.32

Representatives of information resellers, marketers, and other industries that use consumer data have argued that repurposing generally is not inappropriate or harmful. One reseller argued that personal information on unrestricted websites—such as blogs—becomes publicly available and can be used by a third party, without legal or ethical limitations on its use.

Access and Correction

Stakeholders’ views differed on the extent to which consumers should be able to access data held about them. FTC said that companies should provide reasonable access to consumer data they maintain, a position many privacy groups echoed. FTC and the Direct Marketing Association said that special measures were not needed to ensure the accuracy of data maintained and used for marketing.33 The Administration expressed a similar view in its privacy framework. Some resellers also said that because they acquire information from many sources, giving consumers the opportunity to correct information would not be effective unless consumers also could have information corrected at the sources from which it had been drawn.

Web Tracking

Some of the most publicized debate on privacy and new technologies has centered on consumers’ ability to control tracking of their web activity. Areas of disagreement include the effectiveness of voluntary initiatives that allow consumers to exert some control over tracking and the use of information collected during tracking. For example, the Digital Advertising Alliance developed an icon to let web page users know that their visit was being tracked and their actions used to infer their interests and target future advertising. Users can click on the icon to learn more about behavioral advertising and control whether they receive such advertising and from which companies.34 Some privacy advocates have pointed to limitations to this mechanism (for example, the opt-out option only applies to companies in the Digital Advertising Alliance).

Debate also has developed about the implementation of “do not track.” Under this approach, consumers would be able to choose whether to allow the collection and use of data about their online searching and browsing. FTC supported the concept

---

34 According to the Digital Advertising Alliance, in 2012 more than 5.2 million unique users accessed the resources at www.aboutads.info, and nearly 1 million exercised a choice using the site’s opt-out mechanism.
of a universal do-not-track mechanism in its 2010 and 2012 privacy reports.\textsuperscript{35} On the self-regulatory side, some Internet browsers, including Mozilla Firefox, have introduced do-not-track features. The World Wide Web Consortium has been developing a universal web protocol for do not track.\textsuperscript{36} But disagreements on different issues (such as scope and technological specifications) have delayed widespread adoption or standardization of do not track.\textsuperscript{37}

Proposals in Congress and elsewhere would require FTC to promulgate regulations for a do-not-track mechanism.\textsuperscript{38} Proponents of such proposals noted that the use of third-party cookies greatly increased in recent years—for example, the Wall Street Journal identified more than 3,000 tracking files the top 50 websites placed on a test computer.\textsuperscript{39} Advocacy organizations argued that Internet users may not be fully aware of the extent of third-party tracking and that users should affirmatively consent to tracking. Some members of Congress raised concerns about flash cookies and whether the FTC Act’s prohibition of unfair or deceptive acts or practices would cover them. Representatives of the advertising and other industries have cautioned against many of the proposals.

Views on Potential Impacts of New Regulation on Consumers and Commerce

Representatives of the marketing and reseller industries argued that regulatory restrictions on using consumer data could reduce the benefits consumers get. Advertising representatives noted that targeted marketing and advertising helps underwrite applications and services available free to consumers. Some resellers said that targeted behavioral advertising gives consumers information relevant to their specific interests, needs, or preferences. However, some privacy advocates believe that consumer benefits have been overstated. Some advocates also raised concerns that the profiling and scoring techniques used to deliver specific advertisements to specific consumers might have discriminatory effects because they present information, sales, or opportunities only to consumers with certain characteristics.

Stakeholder views also diverged on the potential economic effects of strengthened privacy regulations. Industry representatives said that new restrictions on the use of consumer information could inhibit innovation and increase compliance costs for businesses. Privacy and consumer groups said that the industry’s claims that increased privacy protections would be too burdensome and stifle innovation have not been accompanied by convincing evidence. And in public comments solicited by Commerce in 2010 on information privacy and innovation in the Internet economy, online businesses and advertisers noted the importance of respecting customers’ privacy if they wanted to retain their business or encourage individuals to adopt new devices and services.\textsuperscript{40}

Views vary on the economic effects of greater harmonization of U.S. and foreign privacy rules. Commerce’s Internet Policy Task Force noted that a significant number of comments they received concerned difficulties and costs in complying with foreign data protection rules and regulations. For example, the European Union’s 1995 Data Protection Directive states that personal information of European Union citizens may not be transmitted to nations not deemed to have “adequate” data protection laws.\textsuperscript{41} The United States does not have an adequacy finding from the European Commission.\textsuperscript{42}


\textsuperscript{36}In the World Wide Web Consortium, member organizations and the public work together to develop web protocols and standards. The consortium’s Tracking Protection Working Group proposes recommendations and technologies to improve user privacy and control. See http://w3.org/2011/tracking-protection/.

\textsuperscript{37}Senate Committee on Commerce, Science, and Transportation, A Status Update on the Development of Voluntary Do-Not-Track Standards, 119th Cong., 1st sess., April 24, 2013; see testimony of Justin Brookman, Director, Consumer Privacy, Center for Democracy and Technology.

\textsuperscript{38}For example, see Do-Not-Track Online Act of 2013, S. 418, 113th Cong.


\textsuperscript{42}However, companies participating in the U.S.-EU Safe Harbor Framework are deemed to provide adequate data protections and may transfer personal data from the European Union.
The task force recommended the U.S. government work toward mutual recognition of other commercial data privacy frameworks. Many commenters also advocated for greater harmonization of privacy rules. In contrast, some industry observers warned against enacting a stricter privacy regime like the European Union’s. A reseller representative said moving to a stricter regime would hinder commerce and innovation.

New technologies have enormously changed the amount of personal information private companies collect and how they use it. But our current privacy framework does not fully address these changes. Laws protecting privacy interests are tailored to specific sectors and uses. And, consumers have little control over how their information is collected, used, and shared with third parties for marketing purposes. As a result, current privacy law is not always aligned with the Fair Information Practice Principles, which Commerce and others have said should serve as the foundation for commercial data privacy. Thus, the privacy framework warrants reconsideration in relation to consumer interests, new technologies, and other issues. In our September report, we suggested that Congress consider strengthening it and review issues such as the adequacy of consumers’ ability to access, correct, and control their personal information; and privacy controls related to new technologies. The challenge will be providing appropriate protections without unduly inhibiting the benefits to consumers, commerce, and innovation that data sharing can accord.

This concludes my statement for the record.

Senator Thune. I will be asking our witnesses how data broker practices for marketing purposes may impact consumers, both positively and negatively. I am also interested in hearing from our witnesses how the industry can work to balance the privacy concerns of individuals with the information needs of businesses and our economy.

Finally, Mr. Chairman, while I have expressed my thanks to all of our witnesses being here today, I do want to add a special note of thanks to Tony Hadley from Experian. This inquiry began with letters sent to nine companies, and over time it has also included letters to several consumer-facing websites. Having only one of those companies testify is a good way to keep the number of witnesses manageable in light of the busy Senate schedule.

Mr. Hadley, I am sure that many of the other companies are also grateful for your willingness to testify and help advance our understanding——

[Laughter.]

Senator Thune.—of the data broker industry. I know I certainly am.

So I want to thank you again, Mr. Chairman, for having this hearing, and I do look forward to hearing from our witnesses.

The Chairman. Thank you, Senator Thune, very much.

We have—well, I will just do one by one—Jessica Rich. Ms. Rich is the Director of the Bureau of Consumer Protection at the Federal Trade Commission. And I will go down the line.

Could you give your testimony, please?

STATEMENT OF JESSICA RICH, DIRECTOR, BUREAU OF CONSUMER PROTECTION, FEDERAL TRADE COMMISSION

Ms. Rich. Chairman Rockefeller, Ranking Member Thune, and members of the Committee——

The Chairman. You have to push a little button.
Ms. Rich. That would be a good start.
The Chairman. It is called “technology.”
[Laughter.]
Ms. Rich. I assure you I know something about technology.
I am Jessica Rich, director of the Bureau of Consumer Protection at the Federal Trade Commission. And I really appreciate this opportunity to present the Commission’s testimony on data brokers.
This is a highly opportune time to examine the practices of data brokers, as technological developments have allowed for the dramatic increase in the collection and use of consumers’ information.
Data brokers collect consumers’ personal information from a wide variety of sources and resell it for a variety of purposes without most consumers ever knowing of their existence, much less the variety of practices in which they engage. And many of these practices, as you noted, fall outside of the scope of existing laws.
I know this committee is well aware of the lack of transparency of data broker practices. Chairman Rockefeller, we commend you for your leadership on this issue and stand ready to work with the Committee and with Congress on ways to improve the transparency of data broker practices. The report you released today is a key initiative in this effort, as is the study you requested from GAO.
At the FTC, our work on data broker practices goes back to the 1970s. For decades, policymakers have expressed concerns about the transparency of companies that buy and sell consumer data. Indeed, the existence of companies selling consumer data for credit and other eligibility determinations, invisibly and behind the scenes, led to the enactment in 1970 of the Fair Credit Reporting Act.
Since then, the Commission has been active in examining the practices of data brokers. We have used three primary tools in this effort.
First, we bring enforcement actions when company practices violate the law. Perhaps our most well-known data broker case involved ChoicePoint, in which we obtained $10 million in civil penalties and $5 million in redress for consumers. We alleged that ChoicePoint implemented lax privacy and security procedures, resulting in sensitive consumer report information ending up in the hands of known identity thieves.
More recently, we entered into a consent decree with online data broker Spokeo. According to our complaint, Spokeo collected personal information from hundreds of online and offline sources, including social networks, and combined that data into detailed personal profiles. We allege that Spokeo marketed these profiles for use by human resource departments in hiring, which made it a consumer reporting agency subject to the Fair Credit Reporting Act, but that it failed to abide by the FCRA’s accuracy and privacy requirements. The order contains strong injunctive relief and an $800,000 civil penalty.
Second, the Commission conducts research and issues reports addressing data broker issues. For example, our 2012 privacy report made best practices and legislative recommendations for consumer privacy, including specific recommendations regarding data bro-
This written statement presents the views of the Federal Trade Commission. My oral statements and responses to questions are my own and do not necessarily reflect the views of the Commission or any Commissioner.

Among other things, the report reiterated a longstanding Commission recommendation that data brokers provide consumers with access to the data they maintain and, depending on how the data is used, the ability to correct it.

More recently, in order to shine a light on the industry, we issued orders requiring nine data brokers to provide us with information regarding how they collect and use consumer data. The Commission is close to completing a report based on this information and expects to release it in the coming months.

And in the spring of next year, we plan to host a series of privacy workshops, including a seminar on what is called “alternative scoring products” offered by data brokers—that is, products that companies use to predict consumer behavior and shape how they market to particular consumers.

Our final tool is educating businesses and consumers on privacy issues in the practices of data brokers. For example, we recently sent letters to multiple data brokers that provide tenant and background screening services, warning them about their duty to comply with the Fair Credit Reporting Act. And for consumers, we recently produced a video on data brokers and have published frequent blog posts and updates on issues related to the data broker industry.

In closing, as the collection and use of consumer data continues to explode, we share the Committee’s commitment to continue to examine data brokers, and we stand ready to work with the Committee on this critical issue.

Thank you.

[The prepared statement of Ms. Rich follows:]

PREPARED STATEMENT OF THE FEDERAL TRADE COMMISSION

I. Introduction

Chairman Rockefeller, Ranking Member Thune, and members of the Committee, I am Jessica Rich, Director of the Bureau of Consumer Protection of the Federal Trade Commission (“FTC” or “Commission”). I appreciate the opportunity to present the Commission’s testimony on data brokers.

Data brokers collect and aggregate consumers’ personal information from a wide range of sources and resell it for an array of purposes, such as marketing, verifying an individual’s identity, and preventing financial fraud. Because data brokers generally never interact directly with consumers, consumers are typically unaware of their existence, much less the variety of ways they collect, analyze, and sell consumer data.

This Committee, by investigating the privacy practices of data brokers, has helped call attention to the lack of transparency surrounding data broker privacy practices. We look forward to reviewing the Committee’s report on its examination of the data broker industry. We commend Chairman Rockefeller’s leadership on this issue and stand ready to work with this Committee and Congress on ways to improve the transparency of data broker practices. As the Committee is aware, the Commission is developing its own report on the data broker industry (discussed further below), which the Commission expects to release in the coming months.

This testimony begins by describing the Commission’s longstanding work in this area. It then lays out our strategy for addressing the privacy practices of the data broker industry through enforcement, research and reports, and business and consumer education.

1This written statement presents the views of the Federal Trade Commission. My oral statements and responses to questions are my own and do not necessarily reflect the views of the Commission or any Commissioner.
II. Background on FTC Initiatives Concerning Data Broker Privacy Practices

Concerns about the privacy practices of companies that buy and sell consumer data are not new. Indeed, in 1970, the existence of companies selling consumer data with little transparency for credit and other eligibility determinations led Congress to enact the Fair Credit Reporting Act (FCRA)\(^2\), which it gave the Commission authority to enforce.

In the late 1990s, the Commission began to examine the privacy practices of data brokers that fall outside the FCRA.\(^3\) Notably, in 1997, the Commission held a workshop to examine database services used to locate, identify, or verify the identity of individuals, referred to at the time as “individual reference services.” The workshop prompted industry members to form the self-regulatory Individual Reference Services Group (IRSG).\(^4\) The Commission subsequently issued a report on the workshop and the IRSG. The report commended the progress made by the industry’s self-regulatory programs, but one of the report’s conclusions was that the industry’s efforts did not adequately address the lack of transparency of data broker practices. Although industry ultimately terminated the IRSG, a series of public breaches—including one involving ChoicePoint—led to renewed scrutiny of the practices of data brokers.\(^5\)

Most recently, in its 2012 report Protecting Consumer Privacy in an Era of Rapid Change: Recommendations for Businesses and Consumers (Privacy Report),\(^6\) the Commission specifically addressed the privacy practices of data brokers. The Commission described three different categories of data brokers: (1) entities subject to the FCRA; (2) entities that maintain data for marketing purposes; and (3) non-FCRA covered entities that maintain data for non-marketing purposes that fall outside of the FCRA, such as to detect fraud or locate people.\(^7\) The report noted that, while the FCRA gives consumers a variety of rights with regard to companies that sell data for credit, employment, and insurance purposes, data brokers within the other two categories operate without much transparency.

Building on the agency’s prior work, the Commission’s Privacy Report made recommendations to improve the transparency of the practices of data brokers and to give consumers greater control over how their information is used. Among other things, the Report proposed that data brokers provide consumers with reasonable access to the data they maintain. The Report also noted that the Commission had long supported legislation that would give access rights to consumers for information held by data brokers.\(^8\) The Report stated that the Commission continues to support legislation in this area to improve the transparency of industry practices.\(^9\)

III. The Commission’s Ongoing Initiatives Regarding Data Brokers

The Commission’s ongoing initiatives to address the privacy practices of the data broker industry build on this body of prior work. The Commission is pursuing a three-pronged strategy to ensure consumer interests are protected in the data broker context. First, the Commission takes aggressive enforcement action to ensure that data brokers comply with the FCRA where it applies. Second, as data broker business models expand beyond traditional credit reporting, the FTC continues to

---


\(^6\) FTC, Protecting Consumer Privacy in an Era of Rapid Change: Recommendations for Businesses and Policymakers (Mar. 2012), available at http://www.ftc.gov/os/2012/03/120326privacy-report.pdf. Commissioner Wright’s term as Commissioner began in January 2013 and he was not at the Commission when the Privacy Report was issued. While he may not necessarily endorse all the views in that Report, he agrees with the substance of this testimony.

\(^7\) Id. at 65.

\(^8\) Id. at 69.

\(^9\) Id.
conduct research and issue reports examining the practices of the data broker industry. Third, the Commission educates businesses about their legal responsibilities, especially small data brokers that may be unaware of their legal obligations, and consumers regarding how their data is disseminated. These three initiatives are discussed below.

A. Enforcement

The Commission maintains an aggressive FCRA enforcement program. To date, it has brought almost 100 cases and obtained in excess of $30 million in civil penalties. FCRA enforcement is a vital priority for the agency, particularly as companies that are not traditional credit reporting agencies venture into territory covered by the FCRA.10

For example, last year the Commission entered into a consent decree with online data broker Spokeo to resolve allegations that the company violated the FCRA.11 As set forth in the Commission’s complaint, Spokeo assembled personal information from hundreds of online and offline data sources, including social networks, and merged that data to create detailed personal profiles, including name, address, age, range, hobbies, ethnicity, and religion. Spokeo marketed these profiles for use by human resources departments in hiring decisions. The FTC alleged that Spokeo, which marketed profiles for employment purposes, was a consumer reporting agency subject to the FCRA. The Commission charged Spokeo with violating the FCRA by, among other things, failing to (1) take reasonable steps to ensure that the information it sold was accurate and would be used solely for permissible purposes, as required by the FCRA. In addition, Spokeo failed to inform users of its reports of their obligations under the FCRA, including the requirement to notify consumers if an adverse action was taken against them based on a report. In both the Spokeo and Filiquarian cases, the companies’ terms of service included disclaimers stating that the information they provided should not be used for FCRA purposes. Despite these disclaimers, the companies specifically advertised that their reports could be used for employment purposes.

Most recently, the Commission entered into a consent decree with Certegy Check Services, one of the Nation’s largest credit authorization service companies.13 Certegy compiles consumers’ personal information and uses it to help retail merchants determine whether to accept consumers’ checks. The Commission’s complaint alleged that, among other things, when a merchant denied a consumer’s check, and the consumer contacted Certegy to dispute the denial, the company failed to follow proper dispute procedures, as required by the FCRA. As a result, Certegy’s denials may have been in error, and consumers may not have been able to pay for essential

---

10 The FCRA provides basic consumer protections when consumer reporting data is used to make eligibility determinations for credit, insurance, employment and similar purposes.
goods and services. Certegy agreed to pay $3.5 million, the agency’s second largest FCRA fine, to resolve the Commission’s allegations.

B. Research and Reports

The Commission is devoting significant resources to research and reports addressing the privacy practices of data brokers. As described above, the Commission’s Privacy Report discussed the data broker industry specifically and recommended steps data brokers should take to improve the transparency of data broker practices and give consumers greater control over their information.14

To undertake a more detailed examination of the data broker industry, the Commission issued orders requiring nine data brokers to provide the agency with information regarding how they collect and use consumer data. The orders, issued pursuant to the Commission’s authority under Section 6(b) of the FTC Act, mandated production of detailed information regarding company practices, including the nature and sources of consumer data the companies collect, how they use, maintain, and disseminate the information, and the extent to which the data brokers allow consumers to access and correct their information or to opt out of having their personal information sold. These orders were directed to companies providing three basic non-FCRA services—marketing services, risk mitigation services, including identity verification and fraud detection, and people search or look-up services. The Commission is expected to release a report on this examination of the data broker industry in the coming months.

We also continue to examine emerging practices in the data broker industry. Just this month, we announced a series of seminars for early 2014 that will address a number of consumer privacy issues, including alternative scoring products offered by data brokers. Many data brokers offer companies scores to predict trends and the behavior of their customers. Companies are using predictive scores for a variety of purposes, ranging from identity verification and fraud prevention to marketing and advertising. Consumers are largely unaware of these scores and have little to no access to the underlying data from which they are derived. The program will explore a number of issues, including what scores are currently available, how companies are using them, how accurate the scores and underlying data are, privacy concerns surrounding the use of predictive scoring, how consumers can benefit from use of these scores, and what sort of consumer protections should exist for them.15

C. Education

In addition to its enforcement and policy work on data broker issues, the agency also focuses on educating businesses and consumers about these issues. An important method for educating businesses is to publicize Commission complaints and orders and issue public letters warning companies of legal requirements and/or potential violations. In this vein, the Commission sent staff warning letters to a number of data brokers that provided tenant-screening services, and to marketers of six mobile apps that provide employment screening services.16 The FTC warned the companies and app developers that, if they have reason to believe the reports they provide are being used for employment screening, housing, credit, or other similar purposes, they must comply with the FCRA.17

More recently, Commission staff conducted an undercover effort to determine if data brokers that disclaimed FCRA liability were willing to sell information for credit, insurance, employment, or housing decisions. As a result of this “test shopping” operation, Commission staff found ten data brokers who appeared to offer data for these purposes. Commission staff then sent warning letters to these companies, advising them that their practices could violate the FCRA.18

14 Protecting Consumer Privacy in an Era of Rapid Change, supra note 6, at 68–70.
17 The Commission made no determination as to whether the companies were violating the FCRA, but encouraged them to review their apps and their policies and procedures to ensure they comply with the Act.
The FTC also hosts a Business Center blog,\textsuperscript{19} which frequently includes consumer privacy and data security topics; currently, approximately 3,500 attorneys and business executives subscribe to these e-mail blog updates. The Business Center blog consistently features the Commission’s enforcement actions and warning letters.

Finally, the FTC has developed materials designed to educate consumers about the ways in which their data may be disseminated to companies with which they do not interact. For example, the FTC produced a video called \textit{Sharing Information: A Day in Your Life}, that describes how everyday activities by consumers—shopping in retail stores with loyalty cards, buying good online, and using social networking services—can lead to wide dissemination of personal information.\textsuperscript{20}

\section*{IV. Conclusion}

These enforcement, policy, and education efforts demonstrate the Commission's continued commitment to understanding and addressing consumer privacy issues posed by the data broker industry. We appreciate the leadership of Chairman Rockefeller and this Committee on these issues and look forward to continuing to work with Congress, industry, and other critical stakeholders on these issues in the future.

The \textbf{CHAIRMAN}. Thank you very much, Ms. Rich.

Pam Dixon. Ms. Dixon is the Executive Director at the World Privacy Forum.

You are on.

\textbf{STATEMENT OF PAM DIXON, EXECUTIVE DIRECTOR, WORLD PRIVACY FORUM}

Ms. Dixon, Chairman Rockefeller, members of the Committee, thank you for the opportunity to share what I have learned about the data broker industry today. I appreciate it very much.

As a moderate in the privacy debate and in the privacy world, I have come to a troubling conclusion: The data broker industry, as it is today, does not have constraints and does not have shame. It will sell any information about any person, regardless of sensitivity, for 7.9 cents a name, which is the price of a list of rape sufferers which was recently sold. Lists of rape sufferers, victims of domestic violence, police officers’ home addresses, people who suffer from genetic illnesses, complete with names, home addresses, ethnicity, gender, and many other factors—this is what is being sold and circulated today. It is a far cry from visiting a website and seeing an ad. What it is is the sale of the personally identifiable information and highly sensitive information of Americans.

So, Senators, I would like to make three points.

First, scoring. There are now pseudo scores which are comprised of factors that are non-financial or, I should say, non-credit-report-based. These pseudo credit scores are used in lieu of actual credit scores because they completely circumvent the Fair Credit Reporting Act. So a business or an employer or an insurer can purchase these scores and use them with no ill consequence or any consequence at all. This needs to change.

Second, health. There are lists of millions of people that are categorized by the diseases that they have, ranging from cancer to bedwetting, Alzheimer’s—terrible diseases, some of them benign, some of them relating to mental illness. There are lists of millions

\textsuperscript{19} See generally http://business.ftc.gov/blog.

of people and what prescription drugs they take. And these lists exist entirely outside of HIPAA.

The CHAIRMAN. Outside of what?

Ms. DIXON. HIPAA.

The CHAIRMAN. OK.

Ms. DIXON. The——

The CHAIRMAN. I understand.

Ms. DIXON. Any kind of Federal—yes—health protection. Unless the data is held by a provider or, you know, a covered entity under HIPAA, forget it, HIPAA doesn't apply.

This industry that is selling these lists—there has been a lot of mention made of marketing purposes for these lists. These lists are being sold without constraint. We don't know if employers are buying them, if insurers are buying them. We don't know who is buying them. But the lists are being sold for apparently billions of dollars, which suggests to me that we need to find out who is buying these lists.

In terms of solutions, my third and final point, we need to expand the Fair Credit Reporting Act so that when there are consumer scores that are pseudo credit scores that this is brought under the Fair Credit Reporting Act so that consumers can exercise the same rights they would have if a credit score had been pulled. If the information is statistically as accurate and has the same effect as a credit score, then why isn't it regulated under the Fair Credit Reporting Act? This should be a bright line here, and I don't think that that is too terribly difficult to draw.

There needs to be, and actually there is an urgent need for, a national data broker requirement for an opt-out. We favor an opt-out that is highly granular so that consumers don't always have to take the nuclear option and get entirely off of every list. We favor consumers having the ability to make their own choices. Maybe a consumer wants her name and phone number on a list but nothing else, certainly nothing about her weight, certainly nothing about the number of children she has, or maybe she does, but the point is consumers need to know when they are on a list and need to make choices about what appears on those lists.

We need to reexamine HIPAA and decide if health information that is not held by healthcare providers deserves healthcare protections in privacy. I believe they do.

This is going to be the beginning of an important public dialog that is going to be incredibly important for all of us to engage in. Because if we have an industry that has not curtailed the sale of names of anyone with highly sensitive information for 7.9 cents a name, then we haven't done enough.

Thank you for this opportunity, and I look forward to your questions.

[The prepared statement of Ms. Dixon follows:]
Dixon, and I am the founder and Executive Director of the World Privacy Forum. The World Privacy Forum is a 501(c)(3) non-partisan public interest research group based in California. We focus on conducting in-depth research on emerging and contemporary privacy issues as well as on consumer education.

I have been conducting privacy-related research for more than since 1998, first as a Research Fellow at the Denver University School of Law’s Privacy Foundation where I researched privacy in the workplace and employment environment, as well as technology-related privacy issues such as online privacy. While a Fellow, I wrote the first longitudinal research study benchmarking data flows in employment online and offline, and how those flows impacted consumers.

After founding the World Privacy Forum, I wrote numerous privacy studies and commented on numerous regulatory proposals impacting privacy as well as creating useful, practical education materials for consumers on a variety of privacy topics. A few months ago, we published a report on data brokers and the Federal Government, Data Brokers and the Government, which examined current law and practices in regards to the eligibility use of data brokers in particular. I have published many additional studies. Previously, in 2005 I discovered previously undocumented consumer harms related to identity theft in the medical sector. I coined a term for this activity: medical identity theft. In 2006 I published a groundbreaking report introducing and documenting the topic of medical identity theft, and the report remains the definitive work in the area. In 2010 I also published the first report on digital and retail privacy, The One Way Mirror Society: Privacy Implications of Digital Signage Networks. I have also written several well-known reports on self-regulation, and in 2012–2013, was a lead drafter in the NTIA MultiStakeholder Process for Mobile App Short Form Notices.

Beyond my research work, I have published widely, including a reference book on privacy, Online Privacy, and seven books on technology issues with Random House, Peterson’s and other large publishers, as well as more than one hundred articles in newspapers, journals, and magazines.

I appreciate the dedication and work of Senator Rockefeller in bringing much-needed attention to the issue of data brokers, which prior to his attention, was languishing on legislative backburners.

Introduction & Summary

What do a retired librarian in Wisconsin in the early stages of Alzheimer’s, a police officer, and a mother in Texas have in common? The answer is that all were victims of consumer data brokers. Data brokers collect, compile, buy and sell personally identifiable information about who we are, what we do, and much of our “digital exhaust.”

We are their business models. The police officer was “uncovered” by a data broker who revealed his family information online, jeopardizing his safety. The mother was a victim of domestic violence who was deeply concerned about people finder websites that published and sold her home address online. The librarian lost her life savings and retirement because a data broker put her on an eager elderly buyer and frequent donor list. She was deluged with predatory offers.

These people—and 320 million others in the United States—are not able to escape from the activities of data brokers. Our research shows that only a small percentage of known consumer data brokers offer a voluntary opt out. These opt outs can be incomplete, extremely difficult, and must typically be done one-by-one, site-by-site. Often, third parties are not allowed to opt individual consumers out of data brokers.

This state of affairs exists because no legal framework requires data broker to offer opt out or suppression of consumer data. Few people know that data brokers exist, and beyond that, few know what they do. There are about 4,000 data brokers. Despite the large and growing size of the industry, until this Committee started its work, this entire industry largely escaped public scrutiny.

Privacy laws apply to credit bureaus and health care providers, but data broker activity generally falls outside these laws. Even a knowledgeable consumer lacks the tools to exercise any control over his or her data held by a data broker. It doesn’t matter that the data is about the consumer. The data broker has all the rights, and the consumer has none.

Consumers have no effective rights because there is no legal framework that requires data brokers to offer consumers an opt out or any other rights. Privacy laws apply to credit bureaus and health care providers, but data broker activity generally falls outside these laws. Even a knowledgeable consumer lacks the tools to exercise any control over his or her data held by a data broker. It doesn’t matter that the

1 For more information and to read many of the research studies and publications, see http://www.worldprivacyforum.org.
data is about the consumer. The data broker has all the rights, and the consumer has none. In my testimony, I will discuss consumer data brokers, businesses that traffic in consumer data. The data broker industry is complex, and I can only focus on a few aspects of it.

There are consumer list brokers that sell lists of individually identifiable consumers grouped by characteristics. To our knowledge, it is not practically possible for an individual to find out if he or she is on these lists. If a consumer learns that he or she is on a list, there is usually no way to get off the list. Some exceptions exist, but the rule is that the lists are circulated far from consumers' eyes.

Lists reveal information that would surprise most people. Data brokers sell lists of people suffering from mental health diseases, cancer, HIV/AIDS, and hundreds of other illnesses. Data brokers sell lists of people who live in or near trailer parks so that these undesirable consumers can be targeted for suppression. Data brokers sell lists of people who are late on payments, often to those who make predatory offers to those in financial trouble. Data brokers sell lists of people who are impulse buyers or "eager senior buyers." All in all, there are millions of lists.

In addition to list brokers, there are people finder services that sell consumer demographic information online. The hundreds of "people finder" websites online are also part of the data broker industry. Statistically, few of these sites give individuals a meaningful opportunity to have their information removed from their databases. A handful do offer a partial or complete opt out or suppression, but to exercise the opt out, consumers have to first find the site, then go through what can be an incredibly frustrating series of hoops. Scanning drivers' licenses, sending the opt-out through postal mail, and sometimes paying as much as $1,000.00 to opt out. A consumer who successfully negotiates an opt-out at one data broker faces the challenge of doing the same thing at dozens or hundreds of other data brokers. There is always the risk that a name removed today will be added back tomorrow.

I will also discuss consumer scores, a growing area of data broker activity. Consumer scores are not well-known yet, but their influence on consumers is profound. One important example is the modeled consumer credit score. The modeled consumer credit score consists entirely of non-credit elements. Why? Because this allows the consumer data broker industry to avoid giving consumers the rights that the Fair Credit Reporting Act provides.

I will offer some solutions focused on addressing the problems identified in my testimony. The solutions I propose are practical and possible. The solutions are designed to bring fairness and rights to consumers. The data broker industry has not shown restraint. Nothing is out of bounds. No list is too obnoxious to sell. Data brokers sell lists that allow for the use of racial, ethnic and other factors that would be illegal or unacceptable in other circumstances. These lists and scores are used everyday to make decisions about how consumers can participate in the economic marketplace. Their information determines who gets in and who gets shut out. All of this must change. I urge you to take action.

The Structure of the Data Broker Industry and Why it Matters

The data broker industry is complex, layered and multi-faceted, and it is evolving rapidly. The industry cannot readily be described as just consumer information being sold on flat lists. There is much, much more than that.

A way to start approaching an understanding is to look at some key aspects of the industry.

Size: The data broker industry, by its own estimation, numbers in the neighborhood of 3,500 to 4,000 companies. Most data brokers engage in multiple activities and have a range of core expertise.

Scope: Data brokers range in scope from multi-national corporations with revenues in the billions to small sole proprietors operating locally. Some data brokers operate offshore.

Shape of the long tail: This industry has a relatively small number of very large name brand companies, and many more small to mid-size companies. The tail of this industry is very long, and the end of the tail works its way down from large companies to small affiliates selling data online.

Activities: These include list brokering, data analytics, predictive analytics and modeling, scoring, CRM, online, offline, APIs, cross channel, mailing preparation, campaigns, and database cleansing.

Data flows: Some data brokers host their own data and are significant purchasers of original data. Acxiom is an example of this kind of company. Some primarily analyze data and come up with scoring and Return on Investments proofs. Datalogix is an example of this kind of company. Some sell or resell con-
sumer information online. Intelius is an example of this kind of company. There are many other models in addition. Some data moves from online to offline and back; some through social media and back. The point is that the business models and data flows are complex, use many sources, and differ between types of data brokers.

Affiliate Storms: One common model results in the flow of information from the largest name-brand companies to the smaller companies, who then turn around and resell the data to a third tier of “affiliates” who then market the information themselves, or to another downstream affiliate. The term I use for this is “affiliate storm.” A consumer at the end of all of the data reselling has difficulty finding the original compiler and seller of the data.

Regulation: The 2013 GAO report on data resellers outlined the lack of regulatory oversight regarding data brokers. There are additional concerns that some existing regulations are being circumvented in some cases.

My comments today address the consumer-focused aspects of data brokers. Some activities of data brokers do not affect consumers in a negative or unfair way. Some list cleansing or compliance activities to bring the data broker in line with the Do Not Call list are unobjectionable. My testimony is about the other consequences of the data broker business today.

Sources for Data Broker Data

The sources for data broker data have become more complex as the industry has grown, and as the information systems have become more digitized. Consumers sometimes have a choice about whether they give data; other times, they do not. Even if a consumer paid mainly cash and lived very quietly, using shredders for their mail and records and keeping their SSN to themselves, the likelihood that the consumer could totally avoid landing on a data broker list is quite small. Most people in the U.S. are in many data bases and on many lists.

Some of the most common sources of consumer data include: (marketing, not credit data)

- Retailers and merchants via Cooperative Databases and Transactional data sales & customer lists
- Financial sector non-credit information (PayDay loan, etc.)
- MultiChannel direct response
- Survey data, especially online
- Catalog/phone order/Online order
- Warranty card registrations
- Internet sweepstakes
- Kiosks
- Social media interactions (dependent on data broker interactions/agreements)
- Loyalty card data (retailers)
- Public record information
- Website interactions, including specialty or knowledge-based websites
- Lifestyle information: Fitness, health, wellness centers, etc.
- Non-profit organizations’ member or donor lists
- Subscriptions (online or offline content)

Following are some source examples from data broker cards, these examples are not surprising or out of the ordinary.

On a Baby Boomers data card, Adrea Rubin gave this source data:

Source: Multichannel Direct Response, Survey Data, and Public Record Information 3

On a data card for a Transaction Database, the company listed the source as:

Source: 79 percent catalog/phone order/Online, 21 percent retail.4

---


On a data card describing extreme mail order buyers, the source for gender, age, income, number of purchases, and number of credit cards was cited as

Source: Multi-source, consolidated from a variety of sources, overlaid with co-op/transactional data[1]

A data card listing seniors listed the source as warrantee cards.


Of the sources, a disturbing source is retail purchases both online and off. Cooperative databases allow retailers to append copious data about consumers to retail transaction files. This is the basis of the Pineda vs. Williams Sonoma case in California which Williams Sonoma took a consumer's e-mail and added home address information. Below is an example of the use of retail transactional/cooperative databases, this one from KBM Group.[5]

Later in this testimony, I include this company as an exemplar of good opt out practices.

Sensitive Information and Lists That Should Not Exist

One of the key characteristics of modern data brokers is a lack of restraint. The degree to which no piece of data is sacred is evident in the reams of sensitive consumer data compiled, scored, circulated, and sold.

I do not oppose the selling of lists entirely. There is a reasonable center to be found. I agree that some lists are probably always going to exist that one or another person deems sensitive. Selling lists of doctors, nurses, teachers, and so forth are not among my favorite business models. But I understand the need for these lists and how they can be used in an unobjectionable way. I think of these lists as the center of the bell curve. These lists are of professional people.

However, some lists should not exist at all. This is where I urge Congress to take action. Highly sensitive data are the frayed and ugly ends of the bell curve of lists, far from the center. This is where lawmakers can work to remove unsafe, unfair, and overall just deplorable lists from circulation. There is no good policy reason why unsafe or unfair lists should exist.

I give you some examples: police officers home addresses, rape sufferers, domestic violence shelters, genetic disease sufferers, among others, below:

- A list of police officers at home addresses. This list can threaten the safety of police officers and their families.
• A list of rape sufferers. This is an unjustifiable outrage that sacrifices a rape victim's privacy for 7.9 cents per name.
• A list of domestic violence shelters. Existing laws allow domestic violence shelters to keep their location secret so that abusers cannot find their victims. The commercial sale of lists of these shelters is unjustifiable.
- A list of genetic disease sufferers. This list identifies people suffering from genetic diseases. This information will apply to these people—and their progeny—for their lifetime. Congress and the States have passed laws to protect the privacy of genetic information, but these laws do not stop data brokers from selling genetic information to anyone for any purpose.
A list of seniors who are currently suffering from dementia. These unfortunate people are often targeted for highly predatory offers. A list of caregivers would not have the same potential for deleterious consequences.
• A list of HIV/AIDS sufferers.
• A list of people with addictive behavior, alcohol and drugs. Alcohol and drug treatment information about patients is the subject of extra protections under existing law, but no law stops data brokers from profiting by selling the information.
A massive list of people identified by disease and prescription taken. Diseases include everything from A to Z, from cancer to mental illness, to bedwetting and much more.
These lists speak for themselves. Can we agree that some lists should not be circulated? Can we agree that the people named and pinpointed and targeted by these lists should be protected from the harm that can come from simply the inclusion on the list? I hope this is the case.

I also would put derogatory credit lists on the firing line for if not removal, then special treatment. These lists abound,

- Hispanic payday loan responders
- **Derogatory credit consumers.** These millions of consumers fall into a low credit category.
In the Solutions section of this testimony I discuss ways that this negative list situation can be improved. It is important to note that the lists are just the obvious outgrowth of other data broker activity, such as scoring.

**Geography is Destiny: Trailer Parks and Zip+4**

Where a person lives counts. A lot. Unfortunately, or fortunately, depending on where you live, geography is marketing destiny. And marketing destiny can now affect what opportunities come your way by virtue of savings, discounts, or receiving financial offers.

For example, people who either live in a trailer park or within a certain radius, usually a couple of miles of a trailer park, are often candidates for list suppression. They will not receive opportunities that their neighbors do solely because of their type of shelter. Or conversely, people who are in a trailer park may be specifically targeted for ads for low-income products or services. Is this trailer park redlining?

DMDatabases offers, for example, a suppression list that includes trailer parks as an option, among others:

- OTHER SUPPRESSION OPTIONS
- NURSING HOMES
- TRAILER PARKS
- MILITARY BASES
- COLLEGE DORMORTORIES
- BANKRUPTCIES, TAX LIENS, JUDGEMENTS

It can be reasonable and fair or a local business to use Zip+4 to target a geographical area nearby. This makes a lot of sense. But I am not persuaded that it is fair to use detailed census tract data and Zip+4 to unfairly exclude people who may be living in or near the edge of poverty.

**Inferences and Categorization**

Data brokers categorize consumers into tightly defined boxes sourced by retail transactions, number of credit cards, ethnicity, marital status, gender, education, and many other factors, including neighborhood. There are a number of products sold by data brokers that accomplish this. One product in this category is Personix, sold by Acxiom. There are 70 Personix Clusters, each one identifying a type of consumer. Another product is Prizm, sold by Claritas. **“P$ycle**” by Dataman Group is another product. However, I do not know of a single company that allows consumers to view the clusters they are put in. I do not know of a single data broker that will allow consumers to permanently opt out of the cluster definitions attached to them.

At Acxiom’s It’s About The Data Portal, entering various zipcodes, salaries, and characteristics such as presence of child, marriage, and so forth allows one to explore the clusters.

Here are two sample Acxiom clusters:

---


These clusters come attached to average ages and proximal information to guide marketers. The clusters are purchased by other data brokers and are used to overlay other data they already have. In many ways, the clusters shape the ads we see online, the deals we get in the mail, and in some cases, unwanted targeting both at the high and low end of the clusters.

Take for example the following data card, which is described as Low End Credit Prospects. The source for the data is multi-source, and includes Axiom data. The data card specifically identifies low-end credit prospects by their inclusion in the Axiom Personixs clusters. In this case, these consumers were not described by
being assigned a modeled credit score, rather, the cluster does the work of characterization. The category profiles are then combined with recent transactions, which in turn landed these consumers on this data broker list.10

What is most objectionable is that many products like Acxiom’s exist without consumers having any rights with respect to the data about themselves that is being compiled, bought, and sold. Errors may significantly alter the cluster a person is in, therefore altering the quality and type of offers a consumer receives. Life looks very different for cluster 1 and cluster 70.

Consumers need more rights over the use of their personal information by data brokers.

Modern Eligibility

Eligibility has expanded and, with it, the uses of marketing data for eligibility purposes and for suppression purposes. In the traditional credit world, the FCRA still regulates the use of credit in strictly-defined eligibility situations, such as employment and insurance. The Equal Credit Opportunity Act also places limits on data use. So does the Health Insurance Portability and Accountability Act’s (HIPAA) health privacy rule.

Modern eligibility has evaded, avoided, and overrun these laws, creating an unfair situation for consumers. When health data is held by a covered entity, HIPAA protections and rights apply. However, the exact same data, used for purposes outside of strictly-defined FCRA, ECOA or HIPAA limits and when not held by a health care provider, escape the bounds of regulation. The definition of eligibility needs to be expanded to encompass how data is now used. Consumers need more rights with respect to these activities:

• Authentication: using public and behavioral data to authenticate consumers to use a service.
• Anti-fraud: using transactional and behavioral data to determine whether fraud is occurring.

---

• Identity verification: Running quasi-background checks to verify aspects of a consumer’s identity.
• Lifestyle: Background checks for dating websites, for schools, for clubs.
• Offers or suppression based on proxy credit scores: data broker-generated financial offers based on non-credit information, but just as accurate as a traditional credit score. Or the inverse: people are excluded from a list based on this information, but without associated FCRA or ECOA rights.
• Offers or suppressions based on medical data: Consumer health information that has escaped from the boundaries of HIPAA—a significant amount—needs new rules that data brokers must follow. Health-related analytics that have an impact on consumer’s health care prices, health care, credit, or employment need controls. To protect consumers. Certain lists should not exist, and certain data should not be used in lists, in analytics, or anywhere. Even lists that data brokers deem non-sensitive such as lifestyle lists identifying smokers or other patterns need controls.

Consumers who fail authentication tests, ID verification, or get identified as a fraud risk will show up with different scores, will wind up on different consumer data broker lists, and may have difficulty conducting their daily business. Consumers who are painted as fraudsters may find themselves locked out of their own bank, credit cards, and even phones. Consumers who are identified as having very low or derogatory credit by non-traditional analysis and scoring may find themselves deluged with predatory offers. Consumers who are marked by a data broker as having cancer, previous trauma, a chronic disease, including genetic diseases, and even lifestyle markers, can have that data sold to the wrong party and find themselves on the short end of the health care stick and deeply stigmatized in many areas.

Circumventing the FCRA

While my testimony is not focused on the FCRA, it is important to state for the public record that many data brokers are engaging in behaviors that circumvent the FCRA. I leave it to the Committee to decide if these activities are already illegal or if they should be brought within the FCRA and regulated in the same way as traditional credit records.

Proxy credit scores relate to circumventing the FCRA. There is another issue related to circumventing the FCRA. Many of the websites selling consumer background check data and other data state in a disclaimer that they are not a consumer reporting agency and therefore are not regulated under the FCRA. They adjure their customers not to violate the terms. The restrictions are not meaningful, and we suspect the violations of terms are routine.

There need to be meaningful checks and balances to keep improper uses from occurring. Given the sheer numbers of affiliate websites selling consumer data, this will require some affiliate oversight and reform. We found some affiliates without a privacy policy, much less an opt out.

Just because there is a paragraph stating that a website is not operating as a consumer reporting agency doesn’t make it so. We strongly suspect that the disclaimed is offered with a wink, safe in the knowledge that no regulatory agency will be able to look at hundreds of small sites for violations of the law.

Data Broker Opt Out: The Grim Choices Consumers Face

Consumers face bad options and scant choice when it comes to data broker opt out. Leaving aside rights conferred under the FCRA for strict FCRA-defined eligibility purposes for the moment, consumers are in fact left largely to fend for themselves with few tools and no clear rights. Some opt outs exist, but the landscape is difficult—so much so that it is improbable that consumers can wend their way through the opt out process successfully.

How many allow opt out?

The World Privacy Forum compiled a list of 352 consumer-focused data broker sites and lists. Our list is available at http://www.worldprivacyforum.org/2013/12/
data-brokers-opt-out/. A study of the data broker industry conducted by Dr. John Deighton for the Direct Marketing Association in 2013 found that the universe of data brokers was approximately 3,500.12 Our data broker list, then, comprises a ten-percent rough sample of this universe. Included on the list are various people finder websites, data brokers that this Committee or the FTC has sent letters of inquiry to, consumer list brokers, and others. Of 352, 128 offered a data opt out. Some of those were full opt outs, some partial or unclear, some of them cost as much as $1,799.00, and one opt out promised that the site reserved the right to “publish the request” if someone decided to opt out.

Opting out of Data Broker Scores and Lists

To remove a consumer’s name and information from all data broker lists appears to be an almost impossible task right now. If a mailing list is held by a DMA member, the DMA opt out can be effective. However, not every data broker is a DMA member, which poses an immediate problem. For scores, there is no known score opt out. After a consumer is assigned a score by a data broker, a consumer will find it nearly impossible to find that score or to opt-out of its use to describe or characterize the consumer.

In our research, we have found one exemplar company that is allowing an opt out of their databases and lists, KBM Group. A screenshot of the relevant portion of the policy is below; note that the policy allows for internal database opt out as well as linking to the DMA opt out. The policy is located at http://www.kbmg.com/privacy-policy/. This is a best practice, and is seldom seen.

Suppression vs opt out

It is important to note that when consumers opt out of data broker websites or lists, most often what is happening is that their information is being suppressed. The information remains, but it is removed from circulation. Delete is not a word that is used very often in data broker opt out.

---

12 Panel comments by Dr. John Deighton, National Press Club, The Value of Data: Consequences for Insight, Innovation and Efficiency in the U.S. Economy, A Symposium Hosted by DMA’s Data-Driven Marketing Institute, October 29, 2013. Dr. Deighton was commenting on his sampling for the study, The Value of Data: Consequences for Insight, Innovation and Efficiency in the U.S. Economy, John Deighton and Peter Johnson, DDMI, 2013.
For consumers who want to get off of data brokers marketing lists, the primary mechanism for removal is to use the DMA Choice opt-out mechanism. This will put the consumer on a suppression list, which means the data brokers will still have the consumer information, but no further sales or marketing will occur within a given time frame via the lists that allow opt out or suppression.

When data brokers allow for a DMA Choice opt out to influence all of their list and brokering activity, this is a good thing. But this is not nearly as common as it needs to be. Only some lists adhere to the DMA Choice program. One significant problem is that not all data brokers are DMA members, and thus escape the self-regulatory program. For those that are DMA members, we do not know how effective the DMA Choice program is.

**Policy Issues in Current Opt Out/Suppression Practices**

Of data brokers that allow opt out, additional policy issues include the following:

- **Incomplete**: Most opt outs are incomplete, and often require consumers to have a safety reason for the opt out.
- **Suppression not deletion**: Many opt outs are suppression-based. This may be difficult to change.
- **No Third Parties**: Consumers are usually required to ask for the opt out directly on their own. Requests through third parties are not allowed. This makes opt out an impossible proposition for consumers, who have to go to each individual site to effectuate the opt outs that are available to them. It is clear that the policy deliberately seeks to make it as hard as possible for consumers to exercise the ability to opt-out.
- **No Guarantee**: An opt out is not guaranteed, no matter why the consumer is conducting the opt out. Thus, the opt out may not work or may only be effective for a short period of time.
- **Fees**: Some data brokers charge fees ranging from annoying (less than $30) to exorbitant (in excess of $1,000).
- **Hunting for the opt out**: Finding the opt outs on many consumer data broker sites is an exercise in extreme patience and persistence. Opt outs are seldom indicated by a prominent opt out button labeled as such. While some data brokers do play nicely with consumers and provide this, fair play is the exception, not the rule. Typically, opt outs are buried deep within a privacy policy, terms of use, or FAQ.
- **Opt out requirements non-standardized**: A bewildering array of choices face the person who wants to opt out of data broker lists. Some opt outs are fair. DMA Choice is a reasonable opt out. But many are not reasonable or fair. Some require a privacy-concerned consumer to send a scanned copy of a driver’s license or to jump through other hoops. We would be reluctant to recommend that a consumer share a copy of a driver’s license. Many consumers do not have a driver’s license or other government-issued form of identification, and these consumers may find it impossible to opt out.
- **Marketing use of opt-out information**: No regulation stops data brokers from selling or otherwise using the information given in an opt out application.
- **Negotiating the opt out**: There is no controlling legal standard for data broker opt out. As a result, consumers have to dig through complex privacy policies and language and figure out each opt out.
- **Partial Opt Outs Only**: Some data brokers allow for partial opt outs, meaning that it is available only if there is a safety issue, or if an individual is a member of law enforcement. However, there are concerns even with this. There are no rules that say that information about the request to opt out will not be sold or shared.
- **No opt out**: Many data brokers do not allow any opt out. Consumers are left with no recourse.

**Examples of challenging opt outs**

Here is an example of a privacy policy with an opt out notice, this is from a consumer-facing data broker site called SortedByName.com. Note the last sentence, where consumers who opt out may be treated punitively for doing so (**emphasis in yellow is mine**):

- This webmaster reviews stats, including IP addresses of site visitors from time to time.
• Third party vendors, including Google, use cookies and web beacons to serve ads based on a user’s prior visits to the website.
• Google’s use of the DART cookie enables it and its partners to serve ads to users based on their visit to the site and/or other sites on the Internet.
• Users may opt out of the use of the DART cookie by visiting the advertising opt-out page. (You can opt out of a third-party vendor’s use of cookies by visiting the Network Advertising Initiative opt-out page.)
• With the Firefox browser, use Ctrl+Shift+P for private browsing. Use Tools—Options—Privacy to set preferences. Use Shift+Ctrl+Delete to clear your history so remote servers cannot access it.
• By sending a request for removal of names from the site, you give us permission to publish the request, including your e-mail address and all headers.13

Here is an example of a complicated opt out, this at from waatp.com:

How do I remove or update my data on waatp.com? waatp.com investigates for live data reached by public on a regular basis. Because this information is not contented on our hosting, we cannot give any guarantees these data will be removed until the change has been occurred at the source of the data. To update or remove this information, we advise: Our site will provide the certain source for the information the appliance would have changed or removed. Approval that appliance is the individual specified in the Public Profile is an obligatory condition, therefore we may ask that appliances faxes or e-mails it:
1—a written application asking for the database source or a change application;
2—a screenshot of a page, with marked information that you ask to change or to search in the source;
3—a legal proof of ID like State/Federal ID card that points your name, full address, date of birth (you can remove your personal photo an/or ID#);
4—any pseudonyms;
5—ex-addresses, including str.name, town, zip.
You should fax this information to 800 861 9713 (please attach an e-mail so that we are able to contact you regarding any questions) or e-mail to Profile-Remove/at/waatp.com. Changes might take up to 6 weeks to come into effect and are only constant if the info has been previously edited or removed at the original source. Without a constant change at the original source, the process of deletion of any info stored in a Public Profile is NOT guaranteed.14

An example of the No third Party policy can be found at People Smart, http://www.peoplesmart.com:

The Scoring of Americans

Americans face a future that is increasingly being shaped in significant ways by their consumer scores. A consumer score provides a way of evaluating an individual or a household. The best-known consumer scoring activity is credit scoring. Credit scores date back to the 1950s, and replaced human judgment about credit granting by relying on standardized criteria. While most people are familiar with credit scoring, consumer scoring encompasses a broader category of activities that uses scores to assess consumers for one or more purposes.

The World Privacy Forum offers consumer scoring as a generic term for these scoring methods. A consumer score derives from an algorithm that typically employs objective criteria. The score relies on demographic, health, consumption, transactional data, marketing, credit, or other personal characteristics. Companies and governments use the resulting score to make a decision about an individual or household.

By itself, consumer scoring is not necessarily good or bad. Scoring orders a population along a mathematically defined scale. However, scoring has the prospect of being used to affect individuals in significant ways that may not be fair. If a score becomes the way that consumers are treated, then the results may not be acceptable to the American public. The quality and relevance of the data used, the trans-
The Direct Marketing Association's publicly searchable Vendor Database contained 377 companies stating an expertise specifically in scoring as of Dec. 15, 2013. Some examples of companies listed include Datalogix, Analytics IQ, FICO, iKnowtion, and others.

In 1995 Freddie Mac and Fannie Mae endorsed the use of credit scores as part of the mortgage underwriting process. This had a substantial impact on the use of credit scores in the mortgage loan industry. See for example Kenneth Harney, The Nation's Housing Lenders might rely more on credit scores, The Patriot Ledger, July 21 1995.

The use of consumer scoring is expanding rapidly because scores provide an easy analytics shorthand for measuring consumer behavior, risk, and potential for future success or spending. Companies and government will use scores to make more decisions about a consumer's access to markets, price for goods and services, ability to travel, and other social and economic opportunities. Schools will use scores beyond academic measurement scores to determine the viability of candidates.

Policy issues around consumer scoring

Secrecy

Most consumer scores today are secret—consumers cannot see most scores even if they know about them. Beyond the numeric value of the scores themselves, a complete lack of transparency surrounds consumer scores. Citing proprietary claims, the factors that make up consumer scores are secret. The procedures and algorithms are secret. Often, even the full numeric range and context are secret.

Credit scores were unknown to most consumers through the 50s, 60s, 70s, and 80s. Trickles of a score that was not disclosed to consumers but that could be used to deny a person credit began to leak out slowly to some policymakers, particularly around the time ECOA passed. In May 1990, the Federal Trade Commission wrote commentary indicating that risk scores (credit scores) did not have to be made available to consumers. But when scoring began to be used for mortgage lending in the mid 90s,16 many consumers finally began hearing about a “credit score,” most of them for the first time, and mostly when they were being turned down for a loan. A slow roar over the secrecy and opacity of the credit score began to build.

By the late 90s, the secrecy of credit scores and the fact that people could not see the underlying methodology or factors that went into the score or the range of the score to determine how the number should be interpreted was a full-blown policy issue. Beginning in 2000, a rapid-fire series of events—particularly the passage of legislation in California that required disclosure of credit scores—eventually dismantled credit score secrecy and non-disclosure. Now, credit scores must be disclosed to consumers, and the context, range, and key factors are now known.18

Credit scores are no longer secret, and this was and still is the right policy decision. Why are other scores secret, when they are being used for important decisions about consumers? Why are other score factors and numeric ranges secret, when the risk of marketing data comprising the score of a factor used in modern eligibility practices is very high?

There should be no secret scores, and no hidden factors.

16The Direct Marketing Association’s publicly searchable Vendor Database contained 377 companies stating an expertise specifically in scoring as of Dec. 15, 2013. Some examples of companies listed include Datalogix, Analytics IQ, FICO, iKnowtion, and others.

17In 1995 Freddie Mac and Fannie Mae endorsed the use of credit scores as part of the mortgage underwriting process. This had a substantial impact on the use of credit scores in the mortgage loan industry. See for example Kenneth Harney, The Nation’s Housing Lenders might rely more on credit scores, The Patriot Ledger, July 21 1995.

18As of December 2004, the Fair Credit Reporting Act as modified by the Fair and Accurate Credit Transactions Act, or FACTA, ended score secrecy formally, and required consumer reporting agencies to provide consumers with more extensive credit score information, upon request. Also made available to the public was the context of the score (its numeric range), the date the score was created, some of the key factors that adversely affected the score, and some other items.
Unfairness

Of significant concern regarding scoring are the factors that go into the creation of a score. A single score is often created from the admixture of more than 600 to 1,000 individual factors. These factors can include race, religion, age, gender, household income, zip code, presence of medical conditions, zip code + 4, transactional data from retailers, and hundreds more. Therefore, one individual score can contain hidden factors that range from non-sensitive to quite sensitive. A score that is designed to assess or assign consumer value to a business could also include factors that would be entirely unacceptable or that, in the context of either the Equal Credit Opportunity Act (ECOA) or the Fair Credit Reporting Act, would be flatly illegal.

In a description of its sets of scores that can be purchased, one company described how it creates its scores:

Aspects Life Choices system

Our Database at the Core

Our proprietary set of data that allows us to produce powerful scored solutions. If it is derived from over 100 sources, updated quarterly, and contains 1,500 proprietary demographic, psychographic, attitudinal, econometric and summarized credit attributes.

Clear Benefits to Users

• Can be used to enhance any list
• Applied at the Zip+4 level
• Data can be custom modeled

This particular company, like most companies selling consumer scores, does not publish its 100 sources nor its 1,500 attributes that it is using to develop the score for consumers' perusal, nor does it summarize even the categories of information used for consumers. It is unlikely that consumers can purchase or see these scores for themselves, and like other consumer scores, this score is opaque. If ECOA factors are present, no one but the company employees would know.

Notably, the ECOA requires that credit scoring systems may not use race, sex, marital status, religion, or national origin as factors comprising the score. The law provides the opportunity for creditors to use age, however, also requires that seniors are treated equally. Marital status is commonly used as a consumer score factor, as are other factors either directly or inferentially connected to factors that would be protected under ECOA but are not in broader consumer scores, even if those scores are being used for other eligibility decisions.

Lack of Rights in Consumer Scoring

After a consumer has been scored, the factors (behaviors, characteristics, etc.) that went into the score do not typically disappear. After the score have been recorded into a data broker's host database, there is not a way for consumers to remove themselves from this activity. A discussion of how this impacts proxy credit scores is below.

Exemplar: Modeled Credit Scores

The privilege of marketing information based on credit report data comes with the requirement that consumers can opt out of that marketing. Marketing targeted to credit reports is strictly limited to credit and insurance. But analytics are at such a sophisticated level now that accurate "modeled credit scores" are being created and used as a proxy for traditional credit scores. These modeled scores are made of consumer information drawn from beyond the traditional credit bureau score to create

20 One exception to this is ID Analytics' Identity Score, which consumers are able to see.
21 For more information, see http://www.consumer.ftc.gov/articles/0152-how-credit-scores-af-fect-price-credit-and-insurance.
22 A significant lawsuit on this issue is FTC v. Transunion which is definitive. From the press release: "The Federal Trade Commission has ordered the Trans Union Corporation to stop selling consumer reports in the form of target marketing lists to marketers who lack an authorized purpose for receiving them under the Fair Credit Reporting Act ("FCRA"). In a unanimous opinion authored by Commissioner Mozelle W. Thompson, the FTC determined that "Trans Union's target marketing lists are . . . consumer reports under the FCRA" and concluded that Trans Union is violating the FCRA by selling this information to target marketers who lack one of the "permissible purposes" enumerated under the Act. The Commission's decision applies to a number of Trans Union's target marketing list products including its Master File/Selects products, its modeled products and its TransLink/reverse append products." http://www.ftc.gov/news-events/press-releases/2000/03/trans-union-v-s-sale-personal-credit-information-violates-fair. Full case: http://www.ftc.gov/enforcement/cases-and-proceedings/cases/2000/03/trans-union-corporation-matter.
an entirely new score. Because these scores contain no direct credit information, they are seen by some as outside of either ECOA or the FCRA. Therefore, information closely mimicking credit data is now being used for broad marketing purposes, and there is no requirement for opt out.

A good modeled credit score predicts financial risk comparable to the traditional credit score. Fair Isaac’s Expansion Score draws consumer information from non-traditional sources, that is, sources other than the big three credit bureaus. Although Fair Isaac does not disclose its data sources except directly to the individual consumer being scored, industry publications state that Fair Isaac is using deposit account records and pay-day loan cashing as predictive factors in its Expansion Score. The Expansion Score is regulated, so consumers who have an Expansion Score are entitled to knowing certain information about that score, including the factors. Fair Isaac is playing by the rules, but data broker data cards indicate that not all companies (or data brokers) are when it comes to inferred credit data or scores.

Companies can now build score cards with very little or even no data by taking advantage of the new generic credit bureau scores to create a baseline of information. In these cases, the score card is typically monitored and evaluated closely to see if it is viable. In this way, the equivalent of consumer credit scores that would be otherwise regulated under the FCRA end up being used for all sorts of purposes that would not be allowed had they been traditional credit scores. The end score could be something like a churn score, or customer loyalty score. In other situations, behavioral clues allow people to be targeted just as precisely as if their scores were known.

People, for example, who have a low Beacon score (an Equifax credit score) and are subsequently turned down for the purchase of a phone, show up on a data broker mailing list called “Cell Phone Turndowns.” The data card says: “These consumers are ready and eager to receive offers and opportunities in the following categories: secured and sub-prime credit, Internet, legal and financial service, health insurance offers, home equity loans, money making opportunities, and pre-approved credit with a catalog purchase.” The Beacon score is not given—it does not need to be in order for data brokers to infer the credit score of these individuals. If a generalized credit score is known with certainty, as it is in this case, then why is it OK to then sell this information without limiting the data to FCRA constraints? The use of the modeled credit score is well understood by data brokers. DMDatabases wrote this on its website, discussing its modeled credit score:

**IMPORTANT NOTE:** The Fair Credit Reporting Act (FCRA) does NOT allow the release of actual credit data to any party that lacks a permissible purpose, such as the evaluation of an application for a loan, credit, service, or employment. Before requesting information on a credit score mailing list or credit score e-mail list, make sure your offer is in compliance with FCRA guidelines. For details on FCRA compliance requirements—CLICK HERE.

**GOOD NEWS/BAD NEWS:** The bad news is that 90+ percent of offers do not meet the strict FCRA compliance requirements for using actual credit score data. The good news is that marketers have a very effective alternative . . .

Experian sells ChoiceScore, a financial risk score built entirely of non-credit factors. Experian explains in its description of the score that it is created from consumer demographic, behavioral, and geo-demographic information. One data broker selling a list of consumers who had been segmented by the ChoiceScore said this in its data card description, which can be seen in the screen shot below:

ChoiceScore is a financial risk score that allows marketers to identify and effectively target under-banked and emerging consumers. Using the most comprehensive array of non-credit data available...
A financial risk score (indicating the potential risk of future nonpayment) provides marketers with an additional tool for more precise targeting. The data card also indicated that the ChoiceScore could be used to suppress some consumers from getting information.

Based on Experian’s website, it appears that the ChoiceScore is apparently not available for sale to consumers. The score appears to be available for non-FCRA uses. What factors go into these and other scores? How is ChoiceScore used in eligibility decisions? The score’s factors are not defined, so it is difficult to know what kind of marketing data is included, if at all, in the score. It is also difficult if not impossible to determine how or if or when the score is being used in modern eligibility decisions.

---

29 http://datacardhub.adrearubin.com/marketpage=research/datacard&id=268601

30 According to the data broker’s data card, two entities purchased this data: Achievecard, and Figi’s Incorporated. Figi’s Incorporated appears to be a food gift retailer. (http://www.fbsgifts.com/about.html#figis).
Are credit factors bundled into any base scores? Are credit factors used for non-credit marketing? Are any ECOA factors in the scores? How are credit and ECOA factors weighted in the algorithms? We do not know.

Modern data analytics have made child's play of mimicking traditional credit scores and unearthing people who are in various credit score brackets. Congress acted to protect the use of this information with good reason. The change in technologies that give us new modeled scores of great accuracy does not change the underlying principles that still need to be at work here: fairness, accuracy, transparency, and some reasonable limits in use.

My question is this: if a modeled credit score is as good as a traditional credit score, shouldn't it come under the FCRA? I believe the answer to this is yes. Congress needs to draw a bright line around this issue in particular and ensure that for fairness reasons it does not get entrenched any further. I predict that when consumers learn of data broker activity in the scoring area, they will not be happy.

**Exemplar: Health Scores**

Another category to consider is the area of health. Health scores are now in circulation, which brings concerns, not the least of which is that consumers care deeply about their health privacy and decisions made about them regarding their health, insurance policy pricing, and prescription pricing. The same questions raised above about transparency, secrecy, factors, and use are relevant here. Other questions come into play as well. For example: can employers purchase health scores? Are health scores shared with debt collectors? Of note in the area of health and in other areas is the issue that companies increasingly either

**Frailty Scores**

Regarding the Frailty Score, in 2011, a rather spectacular medical data breach revealed that a company called Accretive was collecting detailed and sensitive health information about hospital patients in Minnesota via contract with those hospitals, and then using that data to develop scores. A lawsuit revealed the extent of the information gathering by this company. The company was collecting the following information and developing the following scores:

- Patient’s full name
- Gender
- Number of dependents
- Date of birth
- Social Security number
- Clinic and doctor
- A numeric score to predict the “complexity” of the patient
- A numeric score to predict the probability of an inpatient hospital stay
- The dollar amount “allowed” to the provider
- Whether the patient is in “frail condition”
- Number of “chronic conditions” the patient has
- Fields to denote whether the patient has:
  - Macular degeneration
  - Bipolar disorder
  - Depression
  - Diabetes
  - Glaucoma
  - HIV
  - Metabolism disorder
  - Hypertension
  - Hypothyroidism
  - Immune suppression disorder
  - Ischemic heart disease
  - Osteoporosis
  - Parkinson’s Disease
  - Asthma
  - Arthritis
  - Schizophrenia
Seizure disorder
Renal failure
Low back pain

The screenshot below is a screenshot of a patient’s data that had been revealed in the breach, redacted for the lawsuit.

One of the complaints in the lawsuit was that patients had no knowledge of this scoring activity.

“Upon information and belief, the hospitals’ patient admission and medical authorization forms do not identify Accretive by name or disclose the scope and breadth of information that is shared with it. Upon information and belief, patients are not aware that Accretive is developing analytical scores to rate the complexity of their medical condition, the likelihood they will be admitted to a hospital, their “frailty,” or the likelihood that they will be able to pay for services, among other things.”

This was a complex case that illustrates the complex nature of what constitutes data broker activities. The company, Accretive, wore many hats, from debt collector to data analytics. Data analytics such as complex scoring is one form of data broker activity. However, Accretive in this case did not fit the traditional mold of data broker as list seller. No outsider can tell if the company is internally violating restrictions in existing law.

FICO’s Medication Adherence Score

FICO’s Medication Adherence Score was launched in June, 2011, According to FICO, it is using variables from the marketing world: “. . . those variables include age, gender, family size and asset information—such as the likelihood of car ownership—data also used by direct marketing companies. FICO says that with only a patient’s name and address, it can pull the remainder of the necessary information from publicly available sources.”

FICO states that the score is used to determine reminder mailings for consumers. It is unknown if the uses for the score have expanded since its introduction. Historically, prescription reminder activity has been controversial. Those chosen for reminders have not always not been very happy.

---

31 United States District Court, District of Minnesota. State of Minnesota vs. Accretive Health, Inc.
We suspect that prescription reminders are sent only to patients who have high-quality health plans and then only for high-priced, patent-protected drugs. That may be the type of information included in a score.

**General Conclusions about Consumer Scoring and Data Brokers**

I have mentioned above that the data business is changing and is becoming much more sophisticated. Consumer scoring has substantial potential to become a major policy issue as scores with unknown factors and unknown uses and unknown legal constraints move into broader and broader use.

Secrecy, fairness of the factors, accuracy of the models, the inclusion of sensitive information—these are some of the key issues that must be handled. It is exquisitely unlikely that self-regulation will solve the dilemmas consumer scoring introduces. However, the path for what could constitute fair regulation in this area is already established via the history of the credit score.

**Solutions**

To bring fairness, accuracy, and transparency to consumers regarding data broker activities, a multi-prong approach which addresses multiple aspects of the problems needs to be pursued.

**National data broker list**

The Federal Trade Commission or the Consumer Finance Protection Bureau should require the industry to maintain a current list of all data brokers, with full identification, description, and contact information. If industry cannot provide the needed transparency, the agencies should create the list on their own.

**National consumer data broker opt out requirement**

There is an urgent need for a national consumer data broker opt-out requirement. Consumers should be able to opt out at a central portal. Data brokers should be allowed to download the list of those who have opted out. Data brokers would then be responsible for scrubbing their lists.

**National opt out standards:**

- No use of opt out data for marketing purposes
- Standardized language around opt out
- Prominent placement on home page of a button or link that says opt out
- Notice to consumers that an opt-out request has been received and acted upon
- Due process rights for consumers denied an opt out
- Consequences for data brokers that do not comply

**Reform and oversight of affiliate marketing of consumers’ personally identifiable data.** Affiliate marketing of consumer information creates very significant challenges for consumers. The businesses selling the data should exercise appropriate and reasonable oversight.

**List brokers who are selling PII of consumers must allow consumers to see the lists they are on and opt out.** If a consumer is on a list, why can’t the consumer be made aware of that? The list could be incorrect, and could have consequences if sold to an insurer or employer.

**The sale of lists that endanger lives or safety or wellness should be stopped.** There are lists all of us should be able to agree should not exist. The lines can be drawn by regulatory agencies after consulting with consumers and industry.

**No secret consumer scores, no unfair factors.** There should full publication of data elements (but not weights) used in consumer scores, and all data elements used must be reasonable.

**The expansion of the FCRA to include modern eligibility options.** Eligibility uses of data have expanded. The law may need to be expanded so that proxy credit scoring or modeled credit scoring clearly fall under the law. There should also be limits on the use of sensitive information in scoring and on the sale of health data in all contexts. In addition, data brokers should be subject to strict disposal requirements.

---

Time limits for all data held. Fair Information Practices should be applied to consumer data broker practices and lists.

Better Enforcement: Civil and in some cases criminal penalties when there is a breach of the law. Private rights of action for aggrieved consumers should be allowed, together with effective enforcement and oversight by the FTC and CFPB.

**Conclusion**

I agree that the data broker industry is complex, as is our digital world, as are the lives of all of us who live in this world. But that is no excuse for avoiding the necessary discussions that will need to take place between all stakeholders.

In this testimony, I have said many things. It can be summed up in this way:

Individuals should have the right to stop harmful collection and categorization activity and to force the permanent and immediate expungement of all data that is factually incorrect, data that arrives at an incorrect conclusion about them, or data that influences decisions about a consumer in a negative way.

This was the idea behind the Fair Credit Reporting Act of 1974. It was a good idea then, and the fundamental values remain the same today.

Thank you for your attention to these matters. I welcome your questions, and will be happy to provide further research or input.

The CHAIRMAN. Thank you, Ms. Dixon. And you are exactly right; this is the beginning of a dialog. And we need to probe deeply, without fear of consequence, and then we need to do something about it. That will be a judgment that we will have to make, but you have already suggested a change in HIPAA, which is, you know, it used to be very sacred and still is but not in all cases. So I thank you for your testimony.

Professor Joseph Turow. Now, Dr. Turow is the Associate Dean for Graduate Studies, the Annenberg School for Communications at the University of Pennsylvania.

STATEMENT OF JOSEPH TUROW, ROBERT LEWIS SHAYON PROFESSOR OF COMMUNICATION, ASSOCIATE DEAN FOR GRADUATE STUDIES, ANNENBERG SCHOOL FOR COMMUNICATION, UNIVERSITY OF PENNSYLVANIA

Mr. Turow. Thank you, Chairman Rockefeller, members of the Committee.

In a bit of a different tack, I would like to address two key questions about data brokers and their collection of information about Americans for marketing purposes.

First, if we take sensitive topics like health and employment out of the equation, what possible harm can come from using people’s data for marketing purposes? After all, what we are talking about is simply targeting for product advertising.

Second, haven’t data brokers and their lists been around for over a century? And if so, what makes them today any different from the past?

Let’s start with the history question. It is true that marketers compiled and bought lists of prospects way back into the 19th century. These lists became more detailed in the 20th century. But the differences between the lists of even 35 years ago and those of today is extreme. The biggest distinction is the amount of information brokers have now and how they deal with it.

Lists of the old days were pretty static. The numbers of data points companies had about us was rather small. It was difficult to interconnect pieces of data, and the data didn’t change all that quickly. Today, data brokers can collect huge amounts of information about tens of millions, even hundreds of millions of people.
They update that information frequently. And they use high-speed computers and advanced statistics to draw conclusions in ways previous generations of data brokers could hardly imagine.

Consider Acxiom’s recent data catalog. It contains 41 pages of information about individual Americans that Acxiom sells to marketers. That information ranges from the amount of money people make to the kinds of vacations they take, to the number of friends they have on social media, to the value of neighborhoods they live in, to diseases they have an interest in, to how tall they are, to whether they gamble, to their media uses and much more. Acxiom sells any number of these items about individuals, as well as packages of these data, tailored to marketers from different industries.

In addition, through its Acxiom Operating System, the data broker has created a kind of universal cookie to find and follow people across desktops, laptops, mobile phones, and tablets, as well as to collect yet more information about them from these media.

Like Acxiom, other data brokers continually run programs that connect our dots for marketers and then attach them to other ideas the marketers have about us. The brokers often bring together pieces of information that people did not expect would be merged when they disclosed them separately to various online and offline entities. The results are buckets of descriptions and interpretations, stories of our lives, our economic value, and our potential that we don’t know exist and may not agree with.

The consequences of their use in marketing can be profound and disturbing. For example, merchants can charge you more than others for products based on features they tag you with that you don’t even know you have shared. Say a data broker’s knowledge you regularly buy antacids blends into a complex algorithm to predict that you are inclined to accept higher prices for recreation than most people. That is great news to travel companies searching online for those types of people.

Using apps and personalized coupons, physical and virtual stores can change their prices based on what they know about you. Data brokers can add information about your lifetime value to retailers’ understanding of you from receipts. The results can dictate the kinds of items you see at discount and how much that discount will be.

Negative data broker signals about you can mean having to wait longer than others for customer service, being rejected as a valued customer, and being offered coupons for non-nutritious foods.

Based on predictions of your engagement with the digital or addressable ads, media firms can change the news and entertainment offerings you receive compared to news and entertainment offerings your neighbor or coworkers get. The result: you systematically see different worlds from your friends or work colleagues because of the stories brokers tell about you.

Now, many of these examples already are taking place. All of them are quite plausible. Data brokers trumpet that they often make the individuals they sell to marketers for ads anonymous so there is no problem. But anonymity of this sort is not reassuring. If I am followed online and offline by buckets of data that tell particular stories about me, it doesn’t matter if my name is Joe Turow or 2588704.
Anonymously and with our full personal information, data brokers are encouraging a world of data-driven social discrimination that is becoming widespread precisely because it comes with all sorts of advertising.

Surveys I have conducted since 1999 consistently suggest Americans worry about what firms learn and think about them. Poignantly, I have heard people say they will change their activities or how they talk about themselves online to be treated better by marketers. The difficulty, of course, is that it is often impossible to know whether and how that is going to work.

We are only at the beginning of a data-driven century. Data brokers will be central to how we think of ourselves and lead our lives. For the sake of democratic ideals and relationships, let’s limit what and how much data brokers can collect and share until, as a society, we know how to create regimes of data respect, where people have control over the most important elements of their identity.

Thank you.

[The prepared statement of Mr. Turow follows:]

PREPARED STATEMENT OF JOSEPH TUROW, ROBERT LEWIS SHAYON PROFESSOR OF COMMUNICATION, ANNENBERG SCHOOL FOR COMMUNICATION, UNIVERSITY OF PENNSYLVANIA

I would like to address two key questions about data brokers and their collection of information about Americans for marketing purposes:

First, haven’t data brokers and their lists been around for over a century and if so what makes today any different from the past? Second, if we take sensitive topics like health treatments and employment issues out of the equation—which many agree should be done—what possible harm can come by using people’s data for marketing purposes? After all, what we’re talking about is simply targeting for product advertising.

Let’s start with the history question. It is true that marketers compiled and bought lists of prospects way back into the 19th century. These lists became more detailed into the 20th century. But the difference between list of even 35 years ago and those of today is extreme. The biggest distinction is the amount of information brokers have and how they deal with it. Lists of the old days were pretty static. The numbers of data points companies had about us was rather small, it was difficult to interconnect pieces of data, and the data did not change all that quickly.

Today’s data brokers can collect huge amounts of information about tens of millions, even hundreds of millions, of people. They update that information frequently, and they use high-speed computers and advanced statistics to draw conclusions in ways previous generation of data brokers could hardly imagine.

Consider Acxiom’s recent data catalog, which was available online until the company abruptly took it off a number of months ago. It contains 41 pages of information about individual Americans that Acxiom sells to marketers. That information ranges from the amount of money the people make, to the kinds of vacations they take, to the number of friends they have on social media, to the value of the neighborhoods they live in, to diseases they have an interest in, to how tall they are, to whether they gamble, to their media usage, and much more. Axiom sells any number of these items about individuals as well as packages of these data tailored to marketers from different industries. In addition, through its Axiom Operating System the data broker has created a kind of universal cookie to find and follow people across desktops, laptops, mobile phones, and tablets as well as to collect yet more information about them from these media.

Like Acxiom, other data brokers continually run programs that connect our dots for marketers—and then attach them to other ideas the marketers have about us. The brokers often bring together pieces of information that people did not expect would be merged when they disclosed them separately to various online and offline entities. The results are buckets of descriptions and interpretations—stories—of our lives, our economic value, and our potential that we don’t know exist and may not agree with. The consequences of their use in marketing can be profound and disturbing. For example:
• Merchants can charge you more than others for products based on features they tag you with that you don’t even know you’ve shared. Say a data broker’s knowledge you regularly buy antacids blends into a complex algorithm to predict that you are inclined to accept higher prices for recreation than most people. That’s great news to travel companies searching online for those types of people.

• Using apps and personalized coupons, physical and virtual stores can change their prices based on what they know about you. Data brokers can add information about your “lifetime value” to retailers’ understanding of you from receipts. The result can dictate the kinds of items you will see at discount and how much that discount will be.

• Negative data broker signals about you can mean having to wait longer than others for customer service, being rejected as a valued customer, and being offered coupons for non-nutritious foods.

• Based on predictions of your “engagement” with the digital or “adressable” ads, media firms can change the news and entertainment offerings that you receive compared to the news and entertainment neighbors or coworkers get. The result: you systematically see different worlds from your friends or work colleagues because of the stories brokers tell about you.

Many of these examples are already taking place. All of them are quite plausible. Data brokers trumpet that they often make the individuals they sell marketers for ads anonymous, so there is no problem. But anonymity of this sort is not reassuring. If I am followed online and offline by buckets of data that tell particular stories about me, it doesn’t matter if my name is Joe Turow or 2588704. Anonymously and with our full personal information, data brokers are encouraging a world of data-driven social discrimination that is becoming widespread precisely because it comes with all sorts of advertising. Surveys I have conducted since 1999 consistently suggest Americans worry about what firms learn and think of them. Poignantly, I have heard people say they will change their activities or how they talk about themselves online to be treated better by marketers. The difficulty, of course, is that it’s often impossible to know what will work.

We’re only at the beginning of a data-driven century. Data-brokers will be central to how we think of ourselves and lead our lives. For the sake of democratic ideals and relationships, let’s limit what and how much data brokers can collect and share until as a society we know how to create regime of data respect where people have control over the most important elements of their identity.

The CHAIRMAN. Thank you very much.

Mr. Hadley, Tony Hadley, is Experian’s Senior Vice President of Government Affairs and Public Policy.

Please. We welcome you.

STATEMENT OF TONY HADLEY, SENIOR VICE PRESIDENT OF GOVERNMENT AFFAIRS AND PUBLIC POLICY, EXPERIAN

Mr. HADLEY. Thank you, and good afternoon, Chairman Rockefeller and members of the Committee. My name is Tony Hadley, and I am Experian’s Vice President of Government Affairs and Public Policy.

Experian is a leading provider of data and information services that bring significant value to consumers and the economy. We welcome the Committee’s interest and dialog in the marketing data industry and this opportunity to describe how Experian collects and uses data.

I have submitted a fuller statement, but I am going to summarize just a couple points.

First, Experian truly believes that responsible information-sharing significantly enhances economic productivity in the United States and provides many benefits to consumers. Economists have called the manner in which U.S. companies collect and share consumer information among affiliated companies and third parties
the secret ingredient to our productivity, innovation, and ability to compete in the global marketplace.

Experian shares data to help make consumers and small-business lending more efficient. We share to help facilitate access to fair and affordable credit; to help protect consumers from fraud, including identity theft; to help consumers gain greater financial literacy; and to help companies reach consumers with timely and relevant communications and marketing offers. Marketing data, in particular, brings lowers prices and greater convenience to consumers by strengthening competition.

Nonprofit organizations and government agencies also depend upon consumer data to efficiently serve the needs of people and citizens. And just as important, Experian’s data allows small companies, including many in the state of West Virginia and the other states around the nation, to compete with larger companies who maintain very sizable customer data bases. So Experian provides small businesses with the same data sets that their larger competitors have so that they can compete and grow their companies.

A significant point I would like to make also is that the operations of Experian Marketing Services and the data it collects and uses and shares is completely separate from Experian’s operations as a consumer credit bureau. No eligibility determinations relating to credit, insurance, employment, housing, or any other decision under the FCRA is ever made with Experian marketing data. Experian has in place strict policies as well as technological, management, and procedural controls to ensure there is complete separation.

Experian shares data responsibly by carefully safeguarding compliance with all privacy and consumer protection laws and industry self-regulatory standards. We even promote new industry self-regulatory standards and best business practices.

The Committee has also sought specific information about our clients and our data sources. Experian provides marketing data to a wide variety of client organizations in the private, government, and nonprofit sectors that market to consumers through multiple channels, both online and offline. The largest sectors we serve are retail, media, and financial services, but our products are used by nearly all sectors of the economy.

Experian uses include the sources for specific products in which the Committee has expressed interest. Most of our data comes from public records and publicly available information such as ZIP-code level census information, local property records, and telephone directories. Added to this, many people voluntarily provide data to Experian by filling out surveys and questionnaires.

These multiple sources of data are aggregated at the household level, then analyzed and modeled to predict household preferences and propensities. Such methods result in a group of consumers receiving messages and advertising that they are more likely interested in responding to. When all is said and done, we help marketers make the best guess about what messages and marketing solicitations a group of consumers may be most interested in responding to.

Finally, I want to emphasize that Experian has made every effort to be forthcoming and cooperative throughout the inquiry launched
by the Committee this year. We have spent considerable time and resources to ensure that the information and documents we have provided are helpful to the Committee’s work in understanding the marketplace. To date, Experian has provided the Committee with eight submissions, totaling over 3,000 pages. And we believe this provides a full description of our products, services, and consumer protections.

We are here today as the only corporate representative in that spirit of cooperation to help the Committee better understand our role in data services and the role we play in the economy and the lives of consumers.

We thank you for your attention and for inviting us to appear here, and we look forward to continuing to work with you. And I will answer any questions the Committee might have. Thank you.

[The prepared statement of Mr. Hadley follows:]

PREPARED STATEMENT OF TONY HADLEY, SENIOR VICE PRESIDENT OF GOVERNMENT AFFAIRS AND PUBLIC POLICY, EXPERIAN

Good afternoon, Chairman Rockefeller, Ranking Member Thune, and members of the Committee. My name is Tony Hadley and I am Experian’s Senior Vice President of Government Affairs and Public Policy. Experian is a leading provider of data and information services that bring significant benefits to individual consumers, the economy and society as a whole. We welcome the Committee’s interest in the marketing data industry and this opportunity to describe to the Committee how Experian obtains and uses data. I would like to raise a few key points at the outset of my testimony today.

First, Experian believes responsible information sharing significantly enhances economic productivity in the United States and provides many benefits to consumers. Economists have called the manner in which U.S. companies collect and share consumer information among affiliated entities and third parties the “secret ingredient” to our productivity, innovation and ability to compete in the global marketplace. One needs only to look at data-intensive industries like telecommunications, information technology, online services, financial services, retail and health care to see this innovation at work. Indeed, Experian data products and services are central to countless transactions within these vital business sectors.

Experian also shares data to help make consumer and small business lending more efficient; to help facilitate access to fair and affordable credit; to help protect consumers from fraud, including identity theft; to help facilitate greater financial literacy among consumers; and to help companies reach consumers with timely and relevant communications and marketing offers.

A second significant point I would like to make is that the operations of Experian Marketing Services and the data that it collects, uses and shares are completely separate from Experian’s operations as a consumer credit bureau. No eligibility determinations relating to credit, insurance, employment, housing or other decisions covered by the Fair Credit Reporting Act are made with Experian marketing data. Experian has in place strict policies, as well as technological and procedural controls, to ensure this complete separation.

At the Committee’s request, and in recognition that credit data differs from marketing data, Experian’s responses to the Committee’s inquiry have focused on our operations involving data for marketing purposes. That is what I will speak to for the remainder of my testimony.

Marketing data, in particular, brings lower prices and greater convenience to consumers by strengthening competition. Both large and small businesses rely on data to make their marketing efforts more efficient and to identify new customers. Non-profit organizations and government agencies also depend upon consumer data to efficiently serve the needs of people and citizens and to enable e-government. For the Internet, this has meant providing more and improved content to consumers. Consumers also benefit from receiving relevant advertising offers that they are more likely to value and use. Marketing data is a critical driver behind the growth and efficiency of e-commerce.

Importantly, Experian’s data allows small companies, including many in the state of West Virginia and throughout the country, to compete with larger companies that maintain sizeable customer data assets of their own. Experian Marketing Services
helps small businesses to successfully identify new customers, thereby establishing and fueling successful businesses. Experian shares data responsibly—by carefully safeguarding compliance with all privacy and consumer protection laws and industry self-regulatory standards, advancing and observing industry best practices, and establishing and monitoring adherence to our own corporate policies and practices. These “best practices” help balance the benefits to consumers that result from information sharing while responding to legitimate concerns consumers may have about how information about them is collected, shared, used and protected.

Marketing data differs in important ways from consumer credit data. Experian’s marketing data is drawn primarily from public records and other publicly available sources and includes data that is “modeled” or predicted rather than “actual” raw data from consumers. In addition, we strive for the highest standards of data quality. It is also important to recognize that the only negative consequence to consumers of inaccurate marketing information would be the possibility of unsolicited marketing. For this and other reasons, the Federal Trade Commission has recommended that it is not necessary to require consumer disclosure and correction for consumer data used only for marketing purposes.

As described in our materials provided to the Committee, Experian has a robust internal compliance program designed to ensure that marketing data is only used for marketing purposes. Experian’s marketing data assets are regulated under many different authorities such as Section 5 of the Federal Trade Commission Act, the Controlling the Assault of Non-Solicited Pornography and Advertising (CAN-SPAM) Act, the National Do Not Call Registry, the Children’s Online Privacy Protection Act (COPPA), and comparable state laws and regulations. The Direct Marketing Association’s Guidelines for Ethical Business Practice provide an additional foundation for our compliance approach to marketing data. Further, Experian’s global corporate information values—balance, accuracy, security, integrity and communication—formally guide our data collection and use practices. Our global information values align with the fair information practices and principles embraced by the FTC and other international organizations, including the OECD, the European Union and APEC.

Finally, I want to emphasize that Experian has made every effort to be forthcoming and cooperative throughout the inquiry launched by the Committee over a year ago. We have consistently been assured that this inquiry aims to build a general understanding within the Committee of the marketing data ecosystem. We have also been active in policy dialogues promoting effective data security and privacy principles for all data. We have spent considerable time and resources to ensure that the information and documents we have provided are helpful to the Committee’s work in understanding the marketplace. To date, Experian has provided the Committee with eight submissions totaling over three thousand pages, which we believe should provide a full description of our products, services and consumer protections. We have also met with the offices of the Senators on the Committee to describe our practices and respond to any questions about our company, products and services. We are here today, in the spirit of cooperation, to help the Committee better understand the role our data services play in the economy and in the lives of consumers.

The Committee has also sought specific information about our clients and our data sources, so I would like to provide a few details about the categories and nature of each. As I just mentioned, Experian has already provided a great deal of information and internal documents, some of which we regard as competitively sensitive, to explain the types and categories of clients we serve.

These include client organizations in the private, government and non-profit sectors that communicate and market to consumers through multiple channels including direct mail, catalog, telephone, e-mail, mobile, Internet display ads, social media, highway billboards, newspapers and other publications. The largest sectors we serve are retail, media and financial services. We also provide marketing services to clients involved in automotive, professional services, telecommunications, consumer goods, healthcare, travel, insurance, utilities, education and politics. In total, Experian’s data and services are used by all sectors of the economy.

We have also provided to the Committee details on the categories of data sources we use, including the sources for specific products in which the Committee has expressed interest. As I previously stated, a good deal of our data comes from public records and publicly available information such as ZIP-code level Census information that does not identify specific individuals, local property records, and telephone and similar directories. Added to this, many people voluntarily provide data to Experian by filling out surveys and questionnaires, both online and offline, which contain clear disclosures of the fact that information that the individual provides
will be used for marketing purposes. Some selected business partners also provide
Experian consumer information after they have gained appropriate consent from the
consumer or have de-identified or modeled customer data at the ZIP-code level.
These multiple sources of data are often aggregated at the household level, then
analyzed and modeled to predict household preferences and propensities. The anal-
ysis is aimed largely at helping marketers understand key segmentation factors
such as approximate age, gender, education level, family size and estimated family
income. Marketers can then use these key demographic segments and propensity
models in combination with their own customer data to tailor relevant messages to
existing or potential customers. Such age-old methods result in a group of con-
sumers receiving messages and advertising that they are more likely interested in
and will respond to—benefiting the consumer and the business. When all is said and
done, we help marketers make the "best guess" about what messages and marketing
solicitations a group of consumer may be most interested in responding to at the
time they are interested.
Finally, Experian has shared materials on our range of marketing products and
services, on how we assure the quality and integrity of our data, and on numerous
other topics. In particular, we have informed the Committee about the robust pri-
vacy framework that Experian has in place to ensure that regulated data is used
only for permissible purposes, while marketing data is used only for marketing pur-
poses. To maintain this strict division, Experian uses a combination of measures
such as dedicated compliance teams, employee training, and contractual restrictions
including audit rights. With respect to marketing products in particular, Experian’s
compliance team uses auditing steps such as mail piece review and list “seeding”
to monitor how data is used by clients.
We have also shared with the Committee information about the consumer protec-
tions we provide for marketing data, including offering consumers transparency
about our practices through privacy statements and the option to suppress the use
of their data for various types of marketing solicitations.
Thank you for your attention, and for inviting me to appear before the Committee.
I look forward to answering any questions the Committee may have.

Experian Marketing Services – Major Client Categories

The CHAIRMAN. Thank you, Mr. Hadley, very much.
I want to get this right: Jerry Cerasale. Did I do it right?
Mr. CERASALE. You did it correctly. Thank you. I appreciate it.
The CHAIRMAN. I am thrilled.
You are the Senior Vice President of Government Affairs for the Direct Marketing Association, DMA. We welcome your testimony.

STATEMENT OF JERRY CERASALE, SENIOR VICE PRESIDENT OF GOVERNMENT AFFAIRS, DIRECT MARKETING ASSOCIATION

Mr. CERASALE. Thank you, Senator Rockefeller, members of the Committee, DMA appreciates the opportunity to be here today and to talk about this important subject.

On a personal note, I want to say that I have testified before this committee many times, I have testified before other committees before Congress, and today, on my last day of work before I retire, I want to thank Congress for the opportunities they have given me to participate in dialog here before the Congress. And I appreciate it.

Senator Rockefeller, I will not be here when you retire at the end of this Congress, so I want to say personally we thank you for your service to the United States.

Now back to why I am here today, talking about data. Data——

The CHAIRMAN. Are we allowed to ask you questions, or is——

[Laughter.]

Mr. CERASALE. Yes, you can ask questions. Sadly, they know where to find me to get the questions to me. They say I am a phone call away, and I have promised that they can call me. I didn't promise I would answer the phone, but that is beside the point.

[Laughter.]

Mr. CERASALE. Anyway, data. Every consumer-facing business in the United States uses data today. It is important, it drives our economy, it is driving our current recovery. And it is very, very important to us and to our members.

And in that light, DMA has created the Data-Driven Marketing Institute, and it has commissioned a study to take a look at the value of data and the uses of data in the American economy. And we used a professor from Harvard Business School and a professor from Columbia University, and they conducted this value-of-data study and found that data is worth $156 billion a year to the American economy, 675,000 jobs, and 70 percent of that influence is related to sharing of data by companies.

But even more importantly, this data-sharing helps small businesses. It helps break down the barriers to entry so small businesses can come in and compete with the big boys. And it keeps them, once they get a foothold, it keeps them on a level playing field.

But this is not new. This has been happening for a long time. I will give you a couple of examples. L.L. Bean started with a list of nonresident Maine hunters, and that is how that started. The Discover card, which is one of the first credit cards that was a reward credit card, began with a list of Sears credit holders. Without those lists, those companies wouldn't have started, those benefits from those two companies would not have been realized. So it is important.

It is personal information that is used. And the United States has some strong privacy laws: Fair Credit Reporting Act, Children's Online Privacy Protection Act, CAN-SPAM, HIPAA, GLB, Data
Pass, and so forth. And those laws are complemented by self-regulation by the industry.

And I can speak only for DMA here. DMA has a peer ethics committee that meets monthly, handles complaints from consumers and other businesses that are brought to it against members and non-members. Most of them comply with our guidelines. Those that don't, we publicize them on the webpage. If there is a violation of law, we turn it over to the state AGs, to the Federal Trade Commission, to the Postal Inspection Service, to law enforcement.

And as we have looked at this, the Federal Trade Commission has said that they support this complementary effort by self-regulation, and we want to continue that. And we continually at DMA update these guidelines so that they are alive and meet today's real-world efforts.

One of the things that we can talk about, however, that all of this is, in fact, working. The American consumers are voting with their pocketbooks and their feet, and e-commerce is growing, growing multiple times the rest of the economy, because they have trust in this process. And think about it; they need trust. They are purchasing something without having it on hand and paying for it before they receive it. They need to have that trust. And this economy, this data-driven economy is, in fact, working.

Think about the great American success story, and I mean really great American success story, Amazon. On Cyber Monday, it sold 300 items per second. That shows that Americans have confidence in this. Their needs as American consumers are being met in this data-driven economy.

There are clearly concerns. There are concerns about what is happening. You have heard them; it is in the report and others. We have heard them today. We should focus on the improper use of data and figure out how to prevent the improper use of data.

But one of the things we can't do is pull away and stop responsible uses of data that are driving this economy. That is something that we have to be very careful of as part of this dialog we are having today. The American economy, small businesses, American workers, and American consumers rely on and benefit from responsible data use. And America leads the world in that category, and we hope to keep it that way.

Thank you very much for this opportunity. I look forward to answering any of your questions.

[The prepared statement of Mr. Cerasale follows:]

PREPARED STATEMENT OF JERRY CERASALE, SENIOR VICE PRESIDENT OF GOVERNMENT AFFAIRS, DIRECT MARKETING ASSOCIATION

I. Introduction

Chairman Rockefeller, Ranking Member Thune, and members of the Committee, good afternoon and thank you for the opportunity to testify before you today.

My name is Jerry Cerasale. I am the Senior Vice President of Government Affairs for the Direct Marketing Association ("DMA"), the world’s largest trade association dedicated to advancing and protecting responsible data-driven marketing. Today, I am pleased to testify on behalf of the DMA and to discuss with the Committee the important role that marketing data and database compilers play in aiding consumers and fueling the United States economy.

Founded in 1917, the DMA (www.thedma.org) represents thousands of companies and nonprofit organizations that use and support data-driven marketing practices and techniques. On behalf of its member companies, the DMA advocates industry
standards for responsible marketing; promotes relevance as the key to reaching consumers with desirable offers; and provides cutting-edge research, education, and networking opportunities to improve results throughout the end-to-end direct marketing process.

My testimony today will describe the value that marketing data has across the U.S. economy and affords to consumers. I will also explain how marketing data is collected and how DMA members, including data compilers, responsibly use and share this data to serve consumers. Lastly, I will explain how DMA and its member companies are subject to our longstanding and enforceable self-regulatory framework, the DMA Guidelines for Ethical Business Practice ("DMA Guidelines").

II. The Value of Data

Responsible collection and sharing of marketing data is critical to today's information economy. When data is used to fuel data-driven marketing, these practices provide many benefits for job growth, entrepreneurship and innovation, as well as to individual consumers.

A. The Value of Data to the U.S. Economy and American Workforce

A recent study entitled, The Value of Data: Consequences for Insight, Innovation & Efficiency in the U.S. Economy ("Value of Data"), quantifies the critical role that the use and sharing of marketing data plays in fueling economic growth. Commissioned by DMA's Data-Driven Marketing Institute and conducted independently by Professors John Deighton of Harvard Business School and Peter Johnson of Columbia University, the study revealed that the Data Driven Marketing Economy ("DDME") generated $156 billion in revenue to the United States economy and fueled more than 675,000 jobs in 2012 alone. Further, the study found that an additional 1,038,000 people owe their employment to these DDME jobs. The study estimated that 70 percent of the value of the DDME—$110 billion in revenue and 475,000 jobs nationwide—depends on the ability of firms to share data across the DDME. If this ability to share data were curtailed, those jobs and revenue would be impacted and the U.S. economy would be much less efficient.

The DDME is a uniquely American creation, and today data-driven marketing is an important U.S. export. Just as the United States led the world when Montgomery Ward developed the first mail order catalog in 1872, and created digital market-making media by commercializing the Internet browser in the 1990s, today the United States is at the forefront of data-driven market growth. The Value of Data study found that the United States leads the world in data science applied to the marketplace, with DDME firms deriving up to 15 percent of their revenue overseas, while employing nearly all of their workers inside the United States. The Value of Data study also found that database compilers are an important piece of the DDME. For instance, list services and database marketing input providers added $7 billion and 31,000 jobs to the United States economy. They were able to do this by combining data that they receive from various sources to create marketing opportunities. Database compilers derive most of their economic effect from their ability to share this data with marketers that, in turn, can provide consumers with more relevant advertisements.

B. The Value of Data to Entrepreneurship and Innovation

The use of data inspires new technological designs and fosters entrepreneurship in the process. According to the Value of Data study, the bridge between an idea and its implementation at scale is considerably shorter in an information economy than in an industrial economy.

The DDME, and the services offered by database compilers, are essential to the success of start-up companies and other small businesses. The Value of Data study found that the sharing of data across the DDME enables small and innovative businesses to compete effectively with big players, launching innovative offerings using data. Data gives all companies, and especially small businesses, the ability to effectively match products to customers both online and offline, thereby lowering barriers to market entry for specialized or niche offerings that previously could not have succeeded.

---

2 The Value of Data at 21.
3 The Value of Data at 53–54.
4 The Value of Data at 78.
C. The Value of Data to Individual Consumers and Companies

Consumers demand personalization, and enterprises that know their customers better can also serve them better. Data-driven marketing is about discerning what customers want and need and engineering the company to provide it. Consumers benefit from companies' responsible collection and analysis of user data by receiving timely and relevant offerings through the marketplace and products designed to meet their needs. In this way, consumers enjoy a more informed and effective shopping experience, which saves them both time and money.

According to the Value of Data study, the efficiency that data brings to the practice of marketing also bears directly on consumer welfare. Marketing absorbs a significant percentage of manufacturer revenues, meaning that marketing costs can increase the price that consumers pay for food and household products by up to $25 in every $100 spent. When marketing is informed by data, it is more efficient and some of this value flows back to consumers in the form of lower prices.6

In short, the flow of data throughout the DDME is creating consumer-driven companies. Data sharing promotes competition and entrepreneurship. In the process, jobs are created across the United States and consumers are exposed to an array of new products and services that would be unavailable or unknown to them absent data-driven marketing.

III. The Responsible Collection and Use of Consumer Data

Marketing data comes through a variety of sources. It is analyzed by marketers to make predictions about likely consumer preferences to guide marketing campaigns.

A. Marketing Data Collected Directly from Consumers

A common source of marketing data is data obtained by businesses from direct interaction with customers. When a customer purchases goods in a local store or shops online, data about that purchase is gathered by the marketer. Marketers use data from other sources, including information from public records and other publicly-available sources, such as U.S. Census data. Marketing data may also include self-reported information that consumers choose to provide through surveys. Marketing data does not include the types of information that create a risk of identity theft or fraud to consumers, such as financial account numbers or social security numbers.

B. Responsible Uses of Marketing Data

Marketers use marketing data to understand their existing customers better or to identify prospective new customers, in order to predict what types of offers are most likely to be valued by them. For example, a local hardware store would want to send a coupon for a discount on a lawnmower to a new home buyer with a lawn and a different coupon for paint to a condominium buyer. Data will help this small business to be more efficient in its advertising and provide more value to consumers. Marketers may also use data to make other decisions related to their businesses, such as what products to develop and offer in the future or where to locate new retail outlets.

Data used for marketing is also "modeled" or inferred information that represents a statistical prediction about consumers and does not necessarily reflect the actual characteristics of one consumer or household. For example, based on public property records and U.S. Census data that is aggregated at the Zip Code or census tract level, database compilers may estimate the average age of a dwelling in a certain ZIP code. Marketers, such as a local roofing company, can then use this information to make offers that are more likely to be valuable to households in that ZIP code.

C. Marketing Data is Not Used for Eligibility Purposes

It is important to note that there is a difference between using data for marketing purposes and using data for eligibility purposes. The use of data for eligibility decisions related to credit, insurance, and employment is regulated by the Fair Credit Reporting Act ("FCRA"). The FCRA requires companies that make such decisions to offer consumers certain disclosures about, and access to, the data used to make those decisions.

In contrast, the use of data for marketing purposes is not used to make decisions that impact whether a consumer can obtain credit. The Federal Trade Commission ("FTC") agrees that entities that maintain data for marketing purposes do not need to provide consumers with individualized access to marketing data, unlike consumer

---

6 The Value of Data at 75.
report data. Instead of determining a consumer's ability to receive a loan or get a job, the use data for marketing purposes determines which coupon or advertisement he or she receives. The FCRA recognizes the difference in these uses, which is why marketing is not included in the types of activity that require increased levels of disclosure and access.

In addition, some policymakers have raised concerns that data collected for advertising purposes could be used as a basis for employment, credit, health care treatment, or insurance eligibility decisions. In fact, these are hypothetical concerns that do not reflect actual business practices. Nevertheless, industry has stepped forward to address these concerns by expanding its codes of conduct to clarify and ensure that such practices are prohibited and will never occur. This prohibition will help to ensure that consumers' browsing histories will not be used against them when applying for a mortgage, job, or insurance, or when seeking health care.

IV. The Value of Self-Regulation in the Data-Driven Marketing Economy

The DMA and its members are firmly committed to advancing responsible data practices across the DDME. Our members deeply value consumer trust and understand that responsible data practices are critical to building and maintaining customer relationships. To that end, the DMA believes that self-regulation and education are important components for addressing consumer privacy while ensuring that data flows continue to benefit consumers and the economy.

A. The DMA Guidelines for Ethical Business Practice

The DMA has a longstanding and enforceable self-regulatory framework. The DMA, working with its members, implements and enforces a set of best practices known as the Guidelines for Ethical Business Practice ("DMA Guidelines"). The DMA Guidelines, which have been in place for more than four decades and are a condition of membership in the DMA, provide DMA member companies with standards for responsible marketing practices by explaining how companies should provide transparency, choices, and other protections to consumers. The DMA regularly updates its guidelines to adapt to new technologies and marketing practices.

There are more than 50 code sections in the DMA Guidelines that regulate marketing data practices. I would like to focus on a few key examples relevant to the subject of this hearing, and to database compilers in particular.

1. Transparency

Transparency around data practices is a core principle of the DMA Guidelines. For example, privacy policies are the primary way that companies provide consumers with information about their data practices. These policies typically provide consumers with detailed information regarding what data is collected, how it is used, and the choices that may be available to consumers. The DMA Guidelines require that these policies be made accessible via online and offline channels, and be easy to read and understand. The DMA Guidelines also require members to periodically keep existing customers aware of the nature of the use of their data, and how that use may have changed.

2. Choice

DMA members have long offered consumers the ability to opt out of marketing. The DMA Guidelines require data-driven marketers to honor within 30 days any request by a consumer to opt out of any use or sharing of their data for marketing purposes.

In addition to the choices available from individual member companies, the DMA offers a centralized choice tool for consumers at DMAchoice.org. This service allows consumers to opt out of direct mailings and to refine what categories of mail they receive. Also at this website, consumers can remove their e-mail address from national mailing lists. Through these programs, the DMA provides consumers with an easy way to make informed choices about the marketing they wish to receive.

The DMA's commitment to consumer choice also extends to online interest-based advertising. The DMA Guidelines require third party data collectors to provide consumers with the ability to exercise choice with respect to the collection, use and transfer of information for online interest-based advertising purposes. This choice must be provided online and made available to consumers as specified in the DMA Guidelines.

Footnotes:
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3. Access

Consistent with the FTC’s views on individualized access to marketing databases, the DMA Guidelines do not require members to allow consumers to access individual records within marketing databases. The DMA agrees with the FTC that the costs of providing such access would outweigh the consumer benefits. The DMA is also concerned that in order to allow consumers the ability to access and correct data, marketers would have to collect and store additional personally identifying data needed to authenticate consumers prior to access. In addition, as noted, much marketing data is actually modeled or predicted data that would not be meaningful to consumers. The DMA therefore believes that its current guidelines around transparency and choice strike the correct balance between consumer control and marketing needs to encourage the continued growth and success of the DDME.

4. Guidelines Specific to Database Compliers

The DMA Guidelines include a section outlining specific requirements for database compilers that assemble and share personally identifiable information about consumers but do not have direct relationships with those consumers. For example, these compilers must, when requested by a consumer, suppress that consumer’s data from marketing databases. They must also disclose the nature and sources of a consumer’s data upon request, and they must allow their marketing customers to divulge the compiler as the source of their marketing data. The database compiler must additionally monitor the use of their databases to assure compliance with the law and the DMA Guidelines. A database compiler that discovers a violation of the law or the DMA Guidelines may not “turn a blind eye” but should stop providing data to that customer and either require compliance and/or refer the matter to the DMA or law enforcement.

B. Enforcement

The DMA has a long history of proactive and robust enforcement. The DMA Guidelines have been applied to hundreds of direct marketing cases concerning deception, unfair business practices, personal information protection, and other ethics issues. The DMA enforces compliance with the DMA Guidelines upon both DMA member and nonmember organizations across the DDME. In addition, companies that represent to the public that they are DMA members but fail to comply with the DMA Guidelines may be liable for deceptive advertising under Section 5 of the FTC Act and comparable state laws.

The DMA receives matters for review in a number of ways: from consumers, member companies, non-members, and consumer protection agencies. Complaints referred to the DMA’s Ethics Operating Committee are reviewed against the DMA Guidelines and if a potential violation is found to exist, the company will be contacted, investigated, and advised on how it can come into full compliance. Most companies work with the Ethics Operating Committee voluntarily to cease or change the questioned practice.

However, if a member company does not cooperate and the Ethics Operating Committee believes there are ongoing violations of the DMA Guidelines, it can recommend that action be taken by the Board of Directors and can make case results public. For example, in the period spanning February 2012 through June 2013, the DMA Corporate & Social Responsibility Committee reviewed 55 cases and 12 of these were made public. Additional Board actions could include public censure, suspension or expulsion from DMA membership. The DMA also refers cases to Federal and state law enforcement authorities for review when appropriate.

C. Business and Consumer Education

To help educate marketing professionals, regulators, and other interested parties about the DMA Guidelines, the DMA regularly issues a case report that summarizes questioned direct marketing promotions and how enforcement cases were administered. The DMA also provides member education regarding the DMA Guidelines through webinars, in-person seminars, and regular written communications to members.

In addition to educating member companies about their responsibilities under the DMA Guidelines, the DMA frequently offers conferences, webinars, courses, seminars, and written materials to keep companies up to date about new legal and policy
developments. These efforts help companies, especially small businesses, to comply with the host of restrictions that govern data-driven marketing.

Finally, the DMA commits resources to educating consumers directly about marketing practices and the choices available to consumers. A section of our website is dedicated to “Consumer Help” and provides consumers with access to the centralized DMAChoice.org tool for managing their direct mail and e-mail preferences as well as a wealth of information about how marketing works.

The Value of Data has helped us to quantify what marketers have long known—the use and sharing of data for marketing provides tremendous benefits for the U.S. economy and the American workforce, for small and large businesses, and for individual consumers and society as a whole.

Thank you again for inviting me to testify today, and I look forward to answering questions from the Committee.

The CHAIRMAN. Thank you very much, sir.
I will start out the questioning, and then we will do it according to order of arrival.

Mr. Hadley, one of the products that your company sells to marketers is called “ChoiceScore.” This product targets what you call “underbanked” consumers. Let me read your description of the underbanked consumers: new legal immigrants, recent graduates, widows, those with a generation bias against the use of credit, followers of religions that historically have discouraged credit, and consumers with transitory lifestyles, such as military folks.

Mr. Hadley, the populations in this group are very vulnerable to financial scams. We have experienced that in this committee because we have done hearings about that, particularly near military bases, where people take—you know, these are relatively young people, they are overseas, they are back for a while, and they are very vulnerable because they need cash, and people could come in and really clean their clocks, and do, and we have the testimony to prove that.

Last month in this committee, we held a hearing about companies that target fraudulent financial products to our military servicemembers. And military personnel are unfortunately vulnerable to scams because of their financial inexperience and their steady paychecks.

So, Mr. Hadley, why does your company single out and sell lists of economically vulnerable groups like immigrants, widows, and military personnel?

That is a very important question to me, because if you set the probable response to whom your questions are aimed, your marketing is aimed at, you can fairly well predict the type of product they are going to get. I mean, you will be offering them a nicer vacation, a less nice vacation, et cetera. But when you put people in categories and they are vulnerable, that is not called the L.L. Bean model.

So I would like you to respond to that question.

Mr. HADLEY. Thank you, Senator.
We would be very concerned if lenders were using that information for scamming purposes too. And we have processes and procedures in place to ensure that nobody gains access to that score for that purpose. Now——

The CHAIRMAN. And how does that work?

Mr. HADLEY. We have an onboarding system by which we take on a client that gets our information to know who they are. And we also have a mail-piece review process to know what they are
going to offer the consumer. And if it is anything that looks discriminating or predatory, we will not provide our list to them.

Now——

The CHAIRMAN. And this is your self-regulation?

Mr. HADLEY. This is our self-regulation under DMA standards. So if we were to violate that, we would be in violation of our self-regulatory standards as well as our contractual standards with our clients.

Now, what is important here is that there are somewhere between 45 million and 50 million Americans who are outside the mainstream of the credit markets in the United States. These are underbanked, underserved consumers who financial institutions cannot reach through credit scoring and credit report. They don't have financial identities or a big enough or even the presence of a credit file in order to bring them into the mainstream of financial markets.

But that doesn't mean that they don't need access to financial services. So banks use this data to try to reach out to consumers who they can help to empower them, not to scam them. We don't want to do business with financial institutions who are trying to scam people, only to empower them.

And this is their best way to find those individuals who are outside the mainstream—immigrants; new to credit, like recent college graduates, exactly what we are talking about here—to give them an offer, an invitation to apply, so that then they can make an eligibility determination regarding that application under the Fair Credit Reporting Act.

But this is marketing literature, not eligibility determination.

The CHAIRMAN. Who——

Mr. HADLEY. Did I add to that for you?

The CHAIRMAN. Not entirely. Can you tell me, which are the companies that buy this ChoiceScore product from you? We have asked you that.

Mr. HADLEY. Yes, they would be banks and financial institutions and members of the financial community.

The CHAIRMAN. That is what is called a general answer.

Mr. HADLEY. Yes. I can't tell you who our clients are. That is a proprietary list of ours. It is like our secret ingredient; the ones who would want that most are our competitors.

And our counsel has informed me that they don't believe that our ability to give that to you can be shielded from disclosure through the rules of the Senate. If we thought they could be—for example, under a law enforcement action, where it could be shielded and protected from FOIA or other disclosures, we could do that, but not under the rules of the Senate. And we are very sorry about that, but we just simply can't do that. Our counsel won't let us.

The CHAIRMAN. Oh. Well, there are a lot of counsels out there looking for work.

[Laughter.]

The CHAIRMAN. My point is that—you have to keep up with your competitors, and my point to you would be I am not necessarily approving of what your competitors are doing. I mean, maybe you want to keep up with them, but maybe they are doing exactly what you are doing but on a larger scale. And——
Mr. Hadley. We don’t want to keep up with most of our competitors.

The Chairman.—A lot of those other companies, incidentally, gave us the precise information which I want from you.

Mr. Hadley. I would hope that the focus of the Committee and FTC and others interested in these types of uses of data would focus on those data brokers, because it is not Experian that is doing that. We wouldn’t have that within our business model.

The Chairman. All right. Can you please provide the names of the companies that buy lists of economically vulnerable consumers from Experian?

Mr. Hadley. I can tell you the types of categories. And there is a really good story——

The Chairman. But don’t you understand how that doesn’t work up here?

Mr. Hadley. Yes.

The Chairman. The types of categories?

Mr. Hadley. But let me tell you——

The Chairman. It is very hard to pass the Tax Code with——

Mr. Hadley. Yes, let me tell you who buys them, and I can name a few because they are public, right?

Our Mosaic segmentation system, it reflects the entirety of the economic range of our economy. We don’t leave out low-income individuals. They exist within the economy and need products and services, too. But the most frequent users of that segmentation, the economically disadvantaged, Senator, are typically government agencies and public policymakers who are trying to get a view into them so that they can deliver them messages and marketing materials about public services they are eligible for.

Among the users of those are the West Virginia Department of Health and Human Services, the Massachusetts Department of Health and Human Services, the New Jersey Department of Health and Human Services. They want to reach those people, let them know what benefits they are eligible for so that they can come and get them. They also use this data to update address lists for their clients.

The Chairman. You will admit, won’t you, that if a state HHS, so to speak, will use that information, that is quite a different kettle of fish from a for-profit, bottom-line-oriented company?

Mr. Hadley. And we would put the departments of HHS through the same review of who they are and what they want that information for, because we wouldn’t want them to use our information to disadvantage those consumers, only to empower them. So they would go through the same review.

The Chairman. All right. My time has expired. And you happily engaged in an interesting process; you selectively named some of your clients. If you can selectively do it, you can broadly do it.

Mr. Hadley. Those are a matter of public record.

The Chairman. Well, that is the point.

Mr. Hadley. Right.

The Chairman. What should be a matter of public record is what you do. This is an oversight committee. This is a serious subject. We have the feeling people are getting scammed or screwed by this feeling. It is up to you to talk us out of that.
Mr. HADLEY. But not by Experian. And I can assure you, Mr. Rockefeller, the Experian executives are watching this right now and they are hearing what you are saying. We respect your point of view.

The CHAIRMAN. You think they are all glued to their TV sets?

Mr. HADLEY. No, to their monitors——

The CHAIRMAN. Oh, OK.

Mr. HADLEY.—right? And so we want to be responsive to you, seriously. And so we look forward to the dialog.

The CHAIRMAN. All right. Well, anyway, my time has expired.

And Senator Booker—it is going to be Senator Booker, then Senator Johnson, then Senator Blumenthal, then Senator Markey. That is just so I can hold everybody here.

STATEMENT OF HON. CORY BOOKER, U.S. SENATOR FROM NEW JERSEY

Senator BOOKER. Good afternoon, and thank you very much for your rich testimony.

You know, the Internet now—the ability for big data to be used is actually a service to many consumers. It serves me every time I go online, every time I am shopping.

And I love the fact that I can use this little device and things will be pushed to me that are very valuable. And that is how data-sharing helps to fuel our economy, is a service to customers. There are so many great advantages of it.

I do have worries on the back end of that, which I think my chairman, Senator Rockefeller, is making a point, and those are the concerns of consumers.

And so, just one quick question about, you know, what frustrates me when I am— you know, that I know my browser history, these cookies are on my computer that are sort of tracking and tracing what I am doing, and I understand the upside and the benefit of it, but that is a little problematic to me.

Could you—Mr. Cerasale?

Mr. CERASALE. Sure, Senator Booker.

There is a group that DMA is part of and started, the Digital Advertising Alliance, on the online— following where people are. And we have created an icon and a process to allow consumers to opt out, totally or selectively, for any cookies that are used to track their surfing, their browsing activity, across unaffiliated websites.

And that icon is a little triangle with an——

Senator BOOKER. So you are saying—I am sorry to interrupt you, just because I have so little time.

Mr. CERASALE. No problem.

Senator BOOKER. So you are saying that the industry is trying to self-regulate——

Mr. CERASALE. Yes.

Senator BOOKER.—and find a way because you recognize that this is a problem.

Mr. CERASALE. Yes. And approximately a little over a million people have opted out. Over 10 million people have gone to the website——

Senator BOOKER. I am a pretty tech-savvy, X-Gen guy; I never heard of this. So——
Mr. CERASALE. OK.

Senator BOOKER.—that is problematic to me, just because I am very engaged in the world of tech. So I didn’t know there was even an opt-out function. And I am concerned about my—so the industry is trying to correct what they know is a problem, true?

Mr. CERASALE. Right, to give consumers a choice, absolutely.

Senator BOOKER. OK.

So, Ms. Rich, I am just curious, there is so much positive here. I mean, the opportunity for big data to enrich our lives gets me excited about what the future is. And so these businesses, in some ways, have a wonderful public purpose. But I do worry about the darker side in the way that my Chairman is discussing.

And I really want to know—it is not as simple as saying more transparency or—it is difficult to create a regulatory framework that is nimble. I mean, this is such a changing environment.

So, really, I just want to know for you, like, how are you planning on using your 6(b) authority under the FTC Act to study and stay abreast of this industry and see if there are needs or opportunities, like in this one, where the industry is not correcting or self-regulating, where we can get them to the point where we are balancing all of these incredible positives of big data with the obvious downsides?

Ms. RICH. We think about this every day, balancing the positive but also protecting consumers. In this case, though, I think the first step is pretty simple, as there is really very little transparency about data brokers. And providing that transparency is pretty basic. It is not a technological issue.

In more complex circumstances, the way we balance is we engage in a constant learning process. We do workshops, we are always learning about industry, we meet with consumer groups, we meet with business groups. And we also, in everything we do, we are always trying to develop flexible standards. We are thinking about, you know, what about 20 years from now especially in the orders we get, will this last, will this be able to grow with innovation? And we make a lot of effort in that regard.

But I do want to bring it back to—you know, we have some basic steps here to bring about some transparency that shouldn’t undermine the data-driven economy. And, in fact, there is nothing in that study that DMA did that addresses how privacy would undermine the data-driven economy.

Senator BOOKER. Right. And because so much of what I am doing for free on the Internet is made free because folks are shooting ads at me that are targeted to my interests or needs or what have you. But you are saying that there is just a tremendous larger degree of transparency that needs to be given to the public.

Ms. RICH. And we think that transparency—and we were talking about this a few minutes ago—is completely consistent with the growing economy. I mean, consumers are increasingly demanding more information about how their data is being used. When you give them information, they often develop more trust in the businesses they are engaging with. And we think it is in both consumers’ interests and businesses’ interests to provide more information.
Senator BOOKER. I would love to hear what Mr. Hadley or Mr. Cerasale have, if they have any resistance to that increased transparency, but I am trying to stay on the good side of the Chairman. I am the new kid on the block. So I will yield.

The CHAIRMAN. Senator Booker, you are always on the good side of the Chairman so you can charge right ahead, but you have blown that opportunity.

[Laughter.]

The CHAIRMAN. And so we are going to go to Senator Johnson, to be followed by Senator Blumenthal, Senator Markey, and the invincible Senator McCaskill.

Senator McCASKILL. Did you say invisible?

The CHAIRMAN. Invincible.

STATEMENT OF HON. RON JOHNSON,
U.S. SENATOR FROM WISCONSIN

Senator JOHNSON. Invincible.

Well, thank you, Mr. Chairman.

By the way, this is an excellent discussion, this is a very good hearing. I appreciate Senator Booker’s good questioning. I kind of want to pick up where he left off, talking a little bit about transparency, because it is a great term.

I want to know exactly what the FTC wants to do in terms of, what is your fix? What is transparency to you?

Ms. RICH. Well, in this context, what we have recommended is that data brokers allow consumers access to the kind of information that they maintain about consumers.

Senator JOHNSON. How?

Ms. RICH. Either through some sort of centralized—what we recommended in a privacy report we did last year was either through—possibly through some centralized website where consumers can go. DMA has something like that for opt-out. DAA has developed a centralized website for online tracking. And so we have recommended that for data brokers.

Senator JOHNSON. So what would be on this centralized information thing? What would be on there?

Ms. RICH. The names of data brokers, and then you would be able to find out what kind of information they collect, and you would be able to potentially opt out of the use of their data.

Senator JOHNSON. Mr. Hadley, can you tell me what that sounds like to you and what problems the industry would have with that and how restrictive that would be?

Mr. HADLEY. Well, first, we want to be responsive and be more transparent, although we, too, are trying to figure out what that means in a meaningful way to consumers.

Regarding an opt-out website, here is the problem as I see it: I don’t know how to define “data broker.” I have never seen a definition of “data broker” that wouldn’t sweep in tens of thousands of companies, because everyone exchanges data and shares data and sells data within the Internet ecosystem. That is how the business model of the Internet is.

So would we have a website with an entire industry on it? And how would that really be meaningful to a consumer if you throw that many companies up? Of course Experian would be on that, but
so would 10,000 other companies. That is not a meaningful way of providing transparency.

Instead, what we are trying to explore is how can we make the exchange and sharing of information responsibly more meaningful to consumers. And we think one of the steps could be working with the users of data brokers——

Senator JOHNSON. OK. Well, let me stop you, because I have limited time.

With mailing lists, for example, you get a one-time use. And I was trying to follow what you are talking about, because it sounds like you have a system where you are making sure that this material is not misused, because that is the real problem. The violation is the misuse, the improper use of the information.

For every time you sell data, is that restricted to a one-time use that you already have determined is not a misuse?

Mr. HADLEY. It is——

Senator JOHNSON. Or do you sell the data and they can use it for years?

Mr. HADLEY. No. It is sold pursuant to a contract, in some cases one time, in some cases as a license over numerous times. But we always have audit procedures in all of those situations to know how they are using that data and what they are using it for. And it is strictly limited to marketing purposes.

Senator JOHNSON. The information, you are saying it is, you know, from public records, sometimes surveys. But is it also from those cookies, and are you also getting it from all the other Internet applications? And do you have agreements with different people that gather all these cookies? I mean, is it a much larger data-gathering than what we were kind of talking about earlier?

Mr. HADLEY. We do collect information online in that realm, but it is all aggregated, anonymized data. There is no personally identifiable information attached to it.

So, for example, we might be able to know what type of consumer is visiting X website versus another website so that we can share that in competitive intelligence for the industry. So Macy’s might want to know what Nordstrom shoppers look like, in the aggregate, de-identified, so they can compete against one another and vice versa.

Senator JOHNSON. Mr. Cerasale, again, as Senator Booker talked about, there are incredible benefits by people using the Internet, and of course we always take a look at, do you agree to use this website? And I would say most people just say, yes, I want to use this website, hit “agree”; they don’t really read the, what, 300 pages of all the information saying, hey, we are going to share this information. If you want to use this phenomenal, free application, you are subjecting yourself to a certain lack of privacy.

How do you get—is there any way of getting around that?

Mr. CERASALE. There is. I think that icon I was expressing to Senator Booker is an easy—it says “AdChoices,” and I can click on it; it tells you about what is happening of following your web browsing across websites. And then there is a link right to AboutAds.info, a website where you can opt out. That type of—is how we are looking at it.
We have worked with NTIA in looking at mobile apps and the small screen, and how do you let people know what type of information you are collecting. So we need quick links from——

Senator Johnson. So, like, on a do-not-call list, can it be one time and you are covered? Or is this application after application after application?

Mr. Cerasale. On the DAA, it is one time and you are covered, and it probably affects about 96 percent of the targeted ads and so forth. That many people have signed up for it, so it is pretty close.

Senator Johnson. And that icon is located where?

Mr. Cerasale. That icon is usually located right around the ad that is targeted. And we have contracts with Canada, with EU. We are working on Australia, starting with Latin America, to try to make that icon worldwide.

Senator Johnson. OK. Thank you.

Thank you, Mr. Chairman.

The Chairman. Thank you. And that was good questioning.

Senator Blumenthal?

STATEMENT OF HON. RICHARD BLUMENTHAL,
U.S. SENATOR FROM CONNECTICUT

Senator Blumenthal. Thank you, Mr. Chairman. And thank you for having this hearing. Thank you for pursuing this profoundly important issue with such far-ranging consequences for both good and ill in our society.

And thank you to the staff for this truly remarkable study. For anyone who doubts how to define a data broker, I recommend the report, “A Review of the Data Broker Industry: Collection, Use, and Sale of Consumer Data for Marketing Purposes.” There is now an industry involved in this very far-reaching and far-ranging collection, use, and marketing of data.

And one of the ironies is that almost every day in the headlines and in the news we read about what the NSA is doing in the collection and use of data about citizens in this country who are protected by the Fourth Amendment. One of our justices once defined the right of privacy as the right to be left alone. Obviously, consumers do not have that same right against this industry because it is not the government. And yet their privacy interests may be just as much at risk and abused as they are by the government.

And that is really what brings us here today, not only the vast potential for good but also the downsides and the dark side and the danger of the collection and use.

And I, quite honestly, did not expect anybody to come here today and say, we are using this data to exploit people. You know, I am not the naive. But I think you need to recognize that others could use it for that purpose. And all you need to do is turn to page 24 of this report and see the categories that are sometimes used for marketing purposes.

And let me give you two very concrete examples of why I think that people ought not to be compelled to surrender personal privacy as the price of admission for the use of the Internet. And that is really what we are talking about, the sacrifice of privacy as the price of admission to the Internet.
In December 2012, the Wall Street Journal ran a story entitled, “Websites Vary Prices, Deals Based on Users’ Information.” And it stated, in part, quoting, “Websites are adopting techniques to glean information about visitors to their sites in real-time and then deliver different versions of the web to different people. Prices change, products get swapped, wording is modified, and there is little way for the typical website user to spot it when it happens.”

So if you prefer Hilton hotels over Marriott hotels and the wrong company gets its hands on that information, you could be charged more for staying at one hotel or another than a person just walking in off the street.

Now, I assume, Mr. Hadley, that you would join me in feeling that such marketing practices and pricing practices would be offensive and should be made illegal, perhaps.

Mr. Hadley. I would agree with you that that shouldn’t be happening. And Experian is not involved in dynamic——

Senator Blumenthal. I am not asking you about Experian. I am not expecting that you will tell us that Experian is involved in these kinds of——

Mr. Hadley. But dynamic pricing does exist. All you have to do is look at the hotel and airline industry, and they have variable pricing.

We don’t provide products and services to allow them to undertake that dynamic pricing. That is their choice, because they are marketing their product or service.

Senator Blumenthal. Do you think it is fair to the consumer?

Mr. Hadley. I wouldn’t want it to happen to me, but I know that it does. If I go to Las Vegas and there is a——

Senator Blumenthal. Well, the fact that it does is why we are here today, right?

Mr. Hadley. I am not sure that it is illegal. It is just a factor of——

Senator Blumenthal. Let me ask you, Mr. Cerasale——

Mr. Hadley.—the economics, right?

Senator Blumenthal. I am not asking you for your legal opinion.

Mr. Cerasale, what do you think about that practice?

Mr. Cerasale. Dynamic pricing and changes in pricing are there all the time, and you have—frequent flyers get different prices. Grocery stores, people who have the card have different prices. It is part of where we are today.

I think if it is discriminatory and so forth, you look at it. It goes back to what I said. You want to look at use, not the data itself or the collection of it, but use. If there is an improper use——

Senator Blumenthal. Well, you would agree with me that discriminatory pricing that charges people more because they are regarded as more vulnerable, and without their knowing it, would be, at best, unethical?

Mr. Cerasale. Yes—I—yes. And I believe there are laws——

Senator Blumenthal. Let me ask you another question.

Mr. Cerasale.—on that, as well.

Senator Blumenthal. And I am rushed for time. I am going to use my last 4 seconds to ask you a question——

Mr. Cerasale. Sure.
Senator BLUMENTHAL.—about a second area where I think discrimination, the prospect of discrimination and exploitation is raised. And that is in terms of job postings and screening of job applicants.

I don’t need to tell anybody in this building about the devastating impact of long-term unemployment in this country. And I have joined Senator Warren in a bill that would prohibit the use of credit scores of job seekers in a discriminatory way during the hiring process.

Let me ask you whether an employer could buy information from your company, Mr. Hadley, for example, and use it to target job postings in a way that discriminates against certain job applicants, using the information that might be obtainable from your company.

Mr. HADLEY. Marketing data cannot be used for employment screening and job eligibility. That is a case under the Fair Credit Reporting Act. So they would have to obtain a credit report, and all of the consumer rights would accrue to that marketing——

Senator BLUMENTHAL. Well, let me ask you, what would prevent an employer from asking for information from your company and then, on its own, using it in a discriminatory way?

Mr. HADLEY. We would know who that company is and why they were asking us for marketing information.

Senator BLUMENTHAL. And you would——

Mr. HADLEY. And we would know what——

Senator BLUMENTHAL.—refuse to sell to them?

Mr. HADLEY.—they were going to use it for, and we would forbid them in our contract with them from using it for any purpose under the Fair Credit Reporting Act, including employment purposes.

Senator BLUMENTHAL. If it is a violation of the Fair Credit Reporting Act. What if they said to you it is not a violation?

Mr. HADLEY. We would disagree with them, and we wouldn’t give them the——

Senator BLUMENTHAL. Is that true of other companies in your industry?

Mr. HADLEY. I think it is a pretty standard practice among those that belong to DMA and practice good standards.

I can’t vouch for all of them, but it certainly is with Experian. We know the bright line between those.

Mr. CERASALE. It would violate our——

Senator BLUMENTHAL. Your company does, but from the information that has been provided to my office, not all companies do. Do you——

Mr. HADLEY. Then it is a violation of law, and the FTC should take action against those companies.

Mr. CERASALE. It is unethical, it violates our guidelines to use marketing data——

Senator BLUMENTHAL. It is unethical, it violates your guidelines, but maybe the law——

Mr. CERASALE. That is correct.

Senator BLUMENTHAL.—ought to be clarified so that everybody understands it is illegal.
Mr. Chairman, I apologize for exceeding my time. I tried to move as quickly—I want to apologize to the witnesses for perhaps interrupting you.

Unlike Senator Booker, although I am still a new guy on the block, I didn’t say at the outset I was going to stop when I should have. So——

The Chairman. Well——

Senator Blumenthal.—I know I am on your bad side now.

The Chairman. No, you are not on my bad side, but, you know, you are clearly just sort of settling into this role of being a licensed lawyer.

[Laughter.]

The Chairman. He was attorney general for 29 years.

Senator Blumenthal. I am a recovering lawyer.

[Laughter.]

The Chairman. Yes.

Senator Blumenthal. I apologize, Mr. Chairman, and——

The Chairman. No.

Senator Blumenthal.—thank you.

The Chairman. Senator Booker will learn from you.

[Laughter.]

The Chairman. Senator Markey?

STATEMENT OF HON. EDWARD MARKEY,
U.S. SENATOR FROM MASSACHUSETTS

Senator Markey. Thank you, Mr. Chairman, very much.

So the bottom line is that there are digital dossiers being collected on every American right now by the companies represented at this table. And there is a lot of promise from that: services that can be provided. There is a lot of peril from that: the compromise of the privacy and the most intimate secrets of families that can go out and on sale across the country and across the world.

And the bottom line is no company should be allowed to do that. If the individual doesn’t want that information compromised, they should have a right to be able to control that data. And no company should be allowed to play fast and loose with the information which they have gathered about Americans.

So I had a caucus meeting over on the House side last year, and we had some of the gentlemen here today over there for that. And we began to talk about propensity scores—propensity scores. And that is a practice of attaching a propensity score to individuals, hundreds of thousands, millions of Americans. And the scores are created without the consumers’ knowledge, without the consumers’ consent.

And then they become the basis for targeting offers, benefits, products to certain consumers. And as a result of these e-scores, high-value prospects may receive marketing details and discounts regularly, but others may not. They may be dismissed as low-value people, characterized as “waste” in industry slang.

So, Ms. Dixon, what are the dangers attached to an industry that engages in those kinds of practices, in terms of its impact upon tens of millions of Americans?

Ms. Dixon. The real problem with the propensity scores and the propensity values that are attached to consumers is that, unlike a
credit score that would be pulled, that would be covered under the Fair Credit Reporting Act, but these scores are not covered under the Fair Credit Reporting Act.

If they are health scores, they are not covered under HIPAA, they are not being held by a healthcare provider.

So, therefore, you can be tagged with these characteristics, and these characteristics are not under any regulation. There is no law that says that an employer cannot use these to determine job eligibility. There is no law that says that an insurer cannot use these scores to determine rates, because these are not regulated scores. So the propensity scores are of great concern.

And, of course, consumers do not have the opportunity to learn about these scores. These are secret scores. And consumers do not have the opportunity to opt out of this, as they would if the scores were covered under the Fair Credit Reporting Act.

Senator MARKEY. Great.

So we have to do something about that, Mr. Chairman. You know, we are hearing language about, well, that might not be illegal, so we can actually pass a law and make it illegal. So that is what this committee is all about.

And now let me go back to you again, Ms. Dixon. Thank you for that.

We know that data brokers categorize people into market segments, so-called “suffering seniors,” “burdened by debt,” singles,” “credit crunch,” “city families.” And these are the real labels that actual data brokers use to describe all these different segments out there as they are trying to decide who they are going to be talking to.

But that categorization can cause real economic harm, including profiling, redlining, and racial discrimination. And, in fact, there is actually a term for it: not redlining, but “web-lining.” We are just going to use the web to kind of segment people out. They are in the wrong income group, the wrong racial group, the wrong sex, the wrong whatever. And they just can do it. And there probably aren’t enough laws on the books to protect people against that.

Ms. Dixon, can you talk about that and what the need is to fill in that vacuum, as well?

Ms. DIXON. There is an interesting situation that is going on. And, interestingly enough, the DMA report came to the conclusion that offline information and online information are now thoroughly merged. And as a result, web-lining is real-life-lining, as well, so what happens on the web now happens in real life.

So if there is a discriminatory problem there, we are going to be experiencing it elsewhere. It is a circular process now. We can’t just go online and block our cookies.

Any reasonable consumer who is shredding their Social Security number, blocking cookies, and surfing the web responsibly, they can still not evade being put on a list of data brokers according to their health condition.

Senator MARKEY. So let’s go to that line, that kind of blurry line that has been allowed to be created, and what the consequences are for consumers, kind of that line between credit reporting agencies and data brokers that market financial products. That is an at-
mosphere of ambiguity, and some fraudsters could do some real harm to people, huh?

So if you could talk about that a little bit, Ms. Dixon.

Ms. Dixon. So the pseudo credit scores, or pseudo scores, they are made up of about 1,500 factors. They are all non-credit-file factors, so they don't fall under the Reporting Act. They can include factors that would be prohibited under the Equal Credit Opportunity Act. This is troubling, deeply troubling.

So we don't know everything that goes into these scores. We need to. We need to know how the scores are being used, and we certainly don't want these scores being used to target underserved Americans with predatory offers.

Senator Markey. And let's just move on to the next category. You know, we can talk about the sale of lists of people with particular diseases, huh? And just kind of circulate those lists around to people, just so that, you know, marketers know who not to even get anywhere near, huh? I am going to get all the people with these different diseases that we have been able to compile and just make a list of it and make sure they are over here and they are walled off.

Talk a little bit about that and what that means for our country.

Ms. Dixon. I was stunned, in doing my research, when I found lists of people who were rape sufferers, people who were genetic disease sufferers, people who were victims of domestic violence. This was deeply troubling to me, and I was just shocked.

So what is happening is that through survey instruments that are operated online and through other methods that are typically consumer-generated, people will volunteer this information to websites, thinking they are getting help, you know, from a website, and they will volunteer. And they have no idea that this information is going to be attached to not just a cookie but their name, their home address, their phone number.

Senator Markey. And I am a lawyer but I have never had any clients, so I am going to be careful in how I rule here. But it just seems to me that it is kind of, on its face, a violation of Section 5 of the Federal Trade Commission Act, violation of unfair and deceptive practices.

So, Ms. Rich, back over there at that Federal Trade Commission, what can you do about this?

Ms. Rich. I think—well, for all of these scenarios that you described, especially the particularly disturbing ones involving discrimination, we would obviously, if we had specific targets we were looking at, take a close look to see if it did violate the Fair Credit Reporting Act or the FTC Act. We wouldn't give up on that.

But one thing I want to say about—you know, our laws are limited, as I mentioned in my opening statement. For the Fair Credit Reporting Act to apply, the data has to be collected and used for certain purposes. And the FTC Act allows us to go after deceptive practices, meaning affirmative false statements or omissions need to be made, or unfair practices, and we have a lot of hoops to jump through to prove those.

But there is nothing in our laws that would require the entities amassing those lists to tell consumers about it or to allow them ac-
cess to the data they have on them. Those are the limitations of our laws.

Senator Markey. Yes. Thank you. And, again, there is nothing like a little Section 5 action, you know? But when you are saying it is even beyond the penumbra of that, then we have a real issue here.

And it is a real invitation for us to act, Mr. Chairman, so that, you know, we put on the books the——

The Chairman. I am going to act——

Senator Markey.—actual specific language. Excuse me?

The Chairman.—since you have just gone through your second round of questions.

[Laughter.]

Senator Markey. No, I know that, Mr. Chairman. I have now taken your graciousness, your beneficence, and I have stretched it, you know, to a point that——

The Chairman. Claire McCaskill is very unhappy. But she is going to be even more——

Senator McCaskill. No, I am not.

The Chairman.—even more unhappy when I call on Senator Thune, who——

Senator McCaskill. I am not unhappy at all.

The Chairman.—he and I were the first two to come.

And then you.
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Senator McCaskill. No, I think it is terrific to have Senator Markey on this committee. And he obviously has worked on this issue in the House, and I think we will all benefit from the amount of time and effort he has spent at it.

I want to try to home in on a couple of things.

The case, Mr. Hadley, of Experian and Superget. You purchased the company Court Ventures in 2012, in the spring of 2012. For more than a year after the time you purchased this company that had all this data, you were taking monthly wire transfers from Singapore, and your company did nothing. And as it turns out, those wire transfers were coming from a man in Vietnam who specialized in identity theft and was marketing the information that you owned to criminals to ruin people’s lives.

So my first question to you is, you were quoted as saying, “We would know who was buying this.” You were getting wire transfers from Singapore on a monthly basis, and no one bothered to check to see who that was?

Mr. Hadley. Now, I want to be clear that this was not Experian marketing data; this was Experian authentication data. So it is under a different company, a different use. So I just want you to know that it is not part——

Senator McCaskill. I don’t understand the distinction.

The Chairman. Nor do I.

Senator McCaskill. I think it is a distinction without a difference. I believe it was data that you owned, Experian owned. You had purchased this data from Court Ventures, and they had, in fact——
Mr. HADLEY. No. Let me clarify.

Senator McCASKILL.—sold it to someone else.

Mr. HADLEY. Yes, let me clarify that for you, because we have provided a full response to that question to the Committee, and it is part of the eight submissions that we have given.

And I do have to say that it is an unfortunate situation. And the incident is still under investigation by law enforcement agencies, so I am really extremely limited in what I can say publicly about it, but I do want to say this.

The suspect in the case obtained data controlled by a third party—that was U.S. Info Search, that was not an Experian company—through a company we bought, Court Ventures——

Senator McCASKILL. OK. Let me——

Mr. HADLEY.—prior to the time that we acquired that company.

And to be clear, no Experian data was ever accessed in that deal.

Senator McCASKILL. I understand what you are saying. Here is what happened. You had U.S. Info Search——

Mr. HADLEY. No, we did not——

Senator McCASKILL. No, no, I am—U.S. Info Search existed, and Court Ventures existed. They decided——

Mr. HADLEY. And they had a partnership.

Senator McCASKILL.—for commercial reasons, to make more money, to combine their information. And so they had a sharing agreement, those two companies, correct?

Mr. HADLEY. Right.

Senator McCASKILL. OK. So these two companies had a sharing agreement. Then you bought one of those companies.

Mr. HADLEY. Court Ventures.

Senator McCASKILL. Correct. So now you owned it. Now you stood in their place. Are you a lawyer?

Mr. HADLEY. I am not a lawyer, but I understand we stood in their place, right.

Senator McCASKILL. Are there any lawyers on the panel?

OK. She will back me up.

[Laughter.]

Senator McCASKILL. You stand in their place when you buy this. So now you are there.

Now, you said in your earlier testimony, we would know who was buying this. So you now are part of their transactions.

Mr. HADLEY. During——

Senator McCASKILL. And you were receiving the benefit of these monthly wires.

Mr. HADLEY. So, during the due diligence process, we didn't have total access to all the information we needed in order to completely vet that. And by the time we learned about the malfeasance, I think 9 months had expired. The Secret Service came to us, told us of the incident, and we immediately began cooperating with the Secret Service to bring this person to justice.

Senator McCASKILL. OK.

Mr. HADLEY. And we are continuing to cooperate with law enforcement in that realm. This was—we were a victim and scammed by this person.

Senator McCASKILL. Well, I would say the people who had all their identity stolen were the——
Mr. Hadley. And we know who they are, and we are going to make sure that they are protected. There has been no allegation that any harm has come, thankfully, in this scam.

[The Committee received the following letter regarding Mr. Hadley’s previous statement. The author of the letter requested that the statement be removed from this hearing record.]
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Senator McCaskill. OK.

Mr. Hadley. And we have closed that down, and——

The Chairman. Let Senator McCaskill——

Mr. Hadley.—we have modified our process——

The Chairman. Let Senator McCaskill continue.

Senator McCaskill. OK. So let’s talk about that process. This person who got this man who they lured to Guam to arrest and who is now facing criminal charges in New Hampshire, they posed as an American-based private investigator.

What is your vetting process when people want to buy your stuff?

Mr. Hadley. That would have been Court Ventures who would have vetted that prior to our——

Senator McCaskill. OK, but I am talking about now, you. What is your vetting process?

Mr. Hadley. Right now, before we would allow access—first, let me say that that person would have not gained access to Experian or this data if they had gone through our vetting processes prior to the acquisition.

Senator McCaskill. And what would have stopped him?

Mr. Hadley. We would have known who that company is. We would have had a physical onsite inspection of that company. We would have known who that business is and what that business’s record is. We would have known exactly why they wanted that data and for what purposes. And that would have been enshrined in our contract. And we would have known the kinds of systems they have in place to protect the data that they gained.

Those are all incumbent upon us under the Gramm-Leach-Bliley Act and the FCRA.

Senator McCaskill. Well, listen, I understand that this was not a crime that began under your watch.

Mr. Hadley. Thank you.
Senator McCaskill. But you did buy the company, and you did keep getting the wire transfers from Singapore. And the only reason you ever questioned them is because the Secret Service knocked on your door. I don't know how long those wire transfers from Singapore would have gone on until you caught them. I don't have confidence that it would have stopped at all.

So I guess what my point is here, I may do not feel as strongly as others on this panel that behavioral marketing is evil. I believe behavioral marketing is a reality, and, frankly, the only reason we have everything we have on the Internet for free is because of behavioral marketing. So I don't see behavioral marketing as an evil unto itself.

What I do see is some desperate need for Congress to look at how consumers can get this information, what kind of transparency is there, and whether or not companies that allow monthly wire transfers into their coffers from Singapore from a criminal who is trying to rip off identity theft, whether or not they should be held liable for no due diligence on checking those wire transfers from Singapore until the Secret Service knocked on their door.

And that is what I think we need to be looking at. And I don't think there is enough—I mean, I know that some of my friends on the other side of the aisle, you say trial lawyers, and they break out in a sweat. But the truth is that if there were some liability in this area, it would be amazing how fast people could clean up their act. And, unfortunately, in too many instances there is not clear liability because we haven't set the rules of the road.

So I didn't mean to pick on you, Mr. Hadley, but this is a great example. And you are not a fly-by-night company.

Mr. Hadley. No, we are not.

Senator McCaskill. If this is happening under your watch, can you imagine what is going on with companies that are not as established as yours? I think it is——

Mr. Hadley. Cybersecurity is a huge problem.

Senator McCaskill. It is serious and significant, and we need to look at it.

Thank you all very much.

The Chairman. Thank you, Senator McCaskill.

Senator Thune, to be followed by Senator Fischer.

Senator Thune. Thank you, Mr. Chairman.

Mr. Hadley, one of the big users of your service is the Federal Government, correct?

Mr. Hadley. Yes.

Senator Thune. OK. Are there some areas in which you can identify how the Federal Government uses your services?

Mr. Hadley. Certainly.

The biggest users of Experian data in the Government are the Department of Health and Human Services. Right now, we operate on HealthCare.gov to authenticate the identities of individuals signing up for health care to make sure that fraud is eliminated on that, to make sure that Tony is getting an account, establishing the account, and not an imposter in his name.

We also have a contract with the Social Security Administration as they move persons for online accounts from paper-based accounts. We all get our Social Security statement in the mail; they
want people to move online to get those. So we authenticate individuals to have online accounts with the Social Security Administration.

We, too, believe that HHS could be a good user of our marketing data, particularly in the lower economic echelons, to reach out to people to see if they are eligible for health care and try to determine how to market that process to them. They haven’t done that yet, but the state agencies are far ahead of them in that way, of using these economic segments to reach out and inform consumers of benefits that are available to them.

Senator Thune. So for purposes of Obamacare implementation, they are using you to authenticate people who are applying but not, at this moment, to market, the Federal Government. The state——

Mr. Hadley. That is exactly right.

Senator Thune.—exchanges are.

Mr. Hadley. Right.

Senator Thune. OK.

Some have concerns about the profiles that data brokers compile on consumers, that they will have a long-lasting impact and put these consumers at a disadvantage, especially if that information is incorrect. And I would like to have you respond to that incorrect-information issue or concern.

Mr. Hadley. Yes. Our data is highly accurate. It comes from very reputable sources. We know what sources they are, and we check those sources to make sure of the integrity of that data.

Marketing profiles are not static. This is very important. They change. When I was a young man with young children, I used to get a lot of ads for diapers. Then my sons grew up, and I got solicitations and they got solicitations for college. Soon, I got solicitations for home equity loans because they knew that I might want to finance my sons’ college education. Now I am getting solicitations for retirement planning and for vacations. So my marketing profile has changed with my age and my family status and my interests that I have expressed to data brokers.

I want to make one point that is very clear here, with health information. Experian has health information from consumers, but only—only—on an opt-in basis, if they have said and clearly opted into telling us what their ailments are and saying, I am an arthritis sufferer, I want to know about new products and services coming onto the market to help me; or I suffer from migraines.

These are not used, though, never used, for healthcare eligibility. They are used so that consumer product companies can offer solicitations and coupons for over-the-counter drugs, for the most part.

Senator Thune. Yes.

Mr. Hadley. So it is always opt-in with health for Experian, clear and conspicuous opt-in.

Senator Thune. Mr. Cerasale, there have also been concerns raised that consumers should not only have the ability to see what information is collected about them for marketing purposes but also have the ability to correct it. And I am wondering what your thoughts are on that.

Mr. Cerasale. On first look, that sounds like a great idea. However, as you delve deeper into it, as you look at access and then
correction for marketing data—this is data that, as Mr. Hadley has said, is not used for eligibility purposes. But as you look into access to marketing data, it requires you to authenticate who is coming in. In other words, is it Jerry Cerasale or is it an imposter? And in order to have that data, in order to be able to authenticate, you need more data.

So in the essence of access and then correction, it is going to require more data, more accurate data, because you can have inaccuracies in marketing data. Tony says that it is great, but it is not as precise as Fair Credit Reporting data because it is not for eligibility; it determines what ad I will receive, what type of offer I will receive. And if a marketer is off, it is 95 percent correct, that is OK because it is not worth the expense to go to 100 percent, whereas in Fair Credit Reporting you need it.

So having access and correction requires more data. And, of course, it is, therefore, more expensive, as well. So, I mean, let's be truthful here. But I think it goes against the idea you are worried about with data because you are going to create more data on the marketing side and requiring it to be more precise, and therefore that is an issue. You need to have one bit of information more than the imposter in order to prevent that kind of fraud in that area. So it raises that problem.

Senator THUNE. Ms. Rich, the FTC released a report on consumer privacy in 2012 that recommended, and I quote, "companies should provide reasonable access to the consumer data they maintain; the extent of access should be proportionate to the sensitivity of the data and the nature of its use," end quote.

The report continued that, for marketing data, the commission believes that the cost of providing individualized access to consumers would likely outweigh the benefits.

Can you comment on that statement, expand on what the costs and benefits would be to have individualized access to marketing data?

Ms. RICH. What we said in the report was that, you know—and, obviously, the report was a prelude to further discussion and potentially Congress acting, because at the time we were recommending legislation.

But what we said in the report is that we saw a difference between marketing data and, for example, fraud mitigation and identity verification products, and that for marketing data it might be appropriate to not only give consumers access to the categories of data that is collected about them but to allow them to suppress use of the data, but not necessarily to give them individualized access.

But we didn't say there shouldn't be access at all. We said there should be access to the categories of data and an ability to suppress use of the data. And then, for other products, it may be appropriate to give individualized information about the data.

Senator THUNE. OK. But the calculation you made, according to this at least, is that the individualized access to consumers would likely outweigh the benefits for marketing purposes.

Ms. RICH. Yes. Yes. But for further consideration also by Congress. But, yes, we did see a difference, we did see a distinction between marketing uses and other uses.

Senator THUNE. OK.
Mr. Chairman, thank you.
The CHAIRMAN. Thank you.
Senator Fischer?
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Senator FISCHER. Thank you, Mr. Chairman and Ranking Member.

Ms. Rich, in your testimony, you referenced the commission’s activities with regard to enforcement. Can you describe to me what you think the focus of the enforcement activity should be?

Ms. RICH. Well, we always, in our enforcement, focus on uses of data that have the potential to harm consumers. And most of our enforcement actions have been in the area of the Fair Credit Reporting Act because that is where we have our strongest tools. And when data is used for purposes covered by the FCRA, it can be used to deny consumers important benefits like employment or credit.

Senator FISCHER. Do you think that the FTC has done a good job with its existing authority to address what has been the number-one consumer complaint for the past 13 years running, and that is fighting identity theft?

Ms. RICH. We are trying our hardest. We don’t have the authority to go after the perpetrators of identity theft, but one of the main reasons we are so strong in our data security enforcement is that we do believe that it is the responsibility of companies to protect sensitive information, and to maintain and protect it from getting in the hands of identity thieves.

Senator FISCHER. Are you able to identify the thieves themselves? And what happens then? How does that all work?

Ms. RICH. Well, you know, many of the thieves are overseas. We do work with criminal authorities, and sometimes they are investigating the thieves while we are investigating the companies that failed to maintain reasonable procedures to protect the data.

Often, the thieves are never caught because they are in Russia or China. But if a company does not maintain reasonable procedures to protect data, we have some good tools to hold them liable. Although, we continue to recommend passage of a strong data security law that would give us civil penalty authority and strengthen those tools.

Senator FISCHER. Have you brought those forward before this committee? I am a new member on the Committee. Has the FTC suggested those in the past?

Ms. RICH. Yes. Senator Rockefeller would be very—Chairman Rockefeller would be very familiar with our advocacy for data security and data breach legislation.

Senator FISCHER. OK. Thank you very much.

Mr. Turow, when we talk about the data broker—and you had a definition of a data broker as somebody who connects the dots for marketers, is that correct, in your testimony?

Mr. TUROW. That is not my only definition, but certainly that is what they do. They can do that.

One thing I would like to point out—may I go on?

Senator FISCHER. Yes.
Mr. Turow. One thing I would like to point out that I don’t know if we have had enough discussion about today, which is, it is not just discrete bits of information that is going on more and more and that are sold, and it is not just the aggregation of these. Really, what is happening is the industry and so much of our world is turning into an actuarial activity. It really is the predictive analytics that are changing the ballgame.

And so a person can be giving out the most benign-sounding piece of data, and that can turn against him or her in an instant if it gets put into an algorithm that comes up with an either accurate or inaccurate sense of who that person is.

And we have no way to deal with this at this point and no way—even to where I have been told in the ad industry that the word “soccer mom”—that I have had people tell me they don’t know, necessarily, how a person is tagged as a soccer mom. The number of data points—seriously told me this—the number of data points that are involved in designating a soccer mom, the person said in the ad agency to me, was such that they couldn’t tell me where that got that designation from.

Now, if it is true, that is very complicated. And if it is not true, that is a problem in itself. And I was trying to figure out why it is that ad companies can’t tell people where particular labels on them come from. And now I am being told more and more it is the algorithm, it is the predictability.

Senator Fischer. With your definition or an expanded definition, then, how many private companies do you think can be classified as this, just in the United States? How many private companies are we talking about?

Mr. Turow. I haven’t seen a definition, but I would agree that more and more we are dealing with companies of all sorts connecting lots—

Senator Fischer. It would be like any small business?

Mr. Turow. I wouldn’t worry—

Senator Fischer. The big box retailers? Who?

Mr. Turow.—so much about a small business, but I would worry about big supermarkets.

Senator Fischer. Big box retailers?

Mr. Turow. I would worry about, yes, big box stores. I would worry about a whole lot of companies that on a daily—we haven’t talked about retail outlets and the fact that the Internet inside a store and the connecting of online and offline is taking place increasingly as people walk through looking at products, the so-called moment of truth, and how that relates to the algorithms I have been discussing. What does it mean to have predictive analytics stare you in the face while you are deciding diapers, OK, or something even more important?

And, in fact, the notion—it may be that Experian doesn’t deal with over-the-counter drugs, but there are companies that, in one way or another, take what people purchase over the counter and solicit opinions through sweepstakes about their health activities and purchases and sell them, very clearly.

Senator Fischer. So what I hear you saying is what I believe, that really almost any retailer could be classified then—

Mr. Turow. If they share data, and I have—
Senator Fischer. And how, then, do you believe the government should become involved in private business in this country, when you have that expanded definition?

Mr. Turow. It obviously makes it much more complicated. And that is what I have begun to believe that, at least as a start, there may be some useful public discussion in asking how many data points firms are allowed to buy and sell about us at a time and how they can be merged to other data points, so that we won’t have continual flows of data being appended to our lives.

It is really an interesting difficulty that you bring up——

Senator Fischer. OK. Thank you.

Mr. Turow.—aside from the fact that, for example, if you go to Kroger’s website and look at their privacy policy, I couldn’t figure out head nor tail whether they sell that stuff, because they use words like “affiliates” and “subsidiaries,” and it is done in such a way that it is extremely difficult to tell.

And I know of one company that sells bracelets for health where I looked at their website, and basically at one point after they say what data they can get out of the bracelet, they say, some of this data might indicate poor health on your part. And then the issue is, what do they do with it?

Senator Fischer. Right.

Mr. Turow. And we don’t know. You can’t tell.

Senator Fischer. Right. Thank you.

Mr. Chairman, could I ask Ms. Rich if she wanted to say something? She is eager——

Ms. Rich. I am going like this.

Senator Fischer. And I was trying to stay within my time limit, seriously. Thank you, Mr. Chairman.

Ms. Rich?

Ms. Rich. I just wanted to add something to the point you were making about the number of data brokers. One of the things that we—the way we think about it at the FTC, to make it a more manageable issue and problem, is to focus on the non-consumer-facing data brokers, because, after all, if the issue is really about transparency, at least that is where the concerns are the greatest, that consumers don’t even know who those invisible, behind-the-scenes companies are.

And although I think that there has been a lot of discussion about how the definition is so broad we can work on that. But I think it is kind of proof of the problem, not that there isn’t a solution. Because the fact that Pam says there are thousands of data brokers and the Committee report says hundreds and the industry says hundreds, I mean, I think that is part of the problem. We don’t know who all these entities are and we don’t have a handle on it. And that is part of the proof that there really isn’t transparency in this industry.

Senator Fischer. So would you say that just about any website that a person goes to, they are in danger of having information gathered that they may not want to have either private companies or the government know about?

Ms. Rich. Well, I mean, as I was saying, if we are talking about the data broker issue, we would prefer to focus on the non-consumer-facing sites, where they are truly not transparent.
You know, we have other recommendations for consumer-facing websites. We think there should be choices and opt-outs there so that consumers have some ability to prevent sales to third parties if they so choose.

But for this data broker problem, we at the FTC would really like to focus on the non-consumer-facing sites.

Senator Fischer. OK. Thank you very much.

Thank you, Mr. Chair.

The Chairman. Thank you, Senator Fischer.

We have a vote at 4:30. I would like to ask one more question.

And this is coming right at you, Dr. Turow. You have been taking all kinds of notes.

Mr. Turow. I have.

The Chairman. So you are ready. I would like to further explore the notion that data brokers are selling products to help marketers target pitches to the specific interests and needs of consumers.

Let's take a product called "Relying on Aid." This is a grouping of consumers that the data broker defines as follows: "These single retirees of limited means and meager retirement savings are just barely able to make ends meet."

The description goes on to say, "With only a high school education at best, it has been hard to get ahead. Poorly insured and Medicare/Medicaid-dependent, they are generally pessimistic about their economic situation," and, incidentally, about themselves.

My question to you, Professor Turow: In your testimony, you highlight some other ways companies may be using such consumer lists that don't necessarily involve product pitches, such as deciding who should have to wait longer for customer service, who should be rejected as a valued customer, or who should be offered coupons for only non-nutritious foods.

What thoughts come to your mind when you hear data brokers are marketing descriptions like "Relying on Aid" to potential consumers?

Mr. Turow. It is not unpredictable. It has been going on for years. It is a problem, I agree, and it is going to get worse as the baby boomers get older. I think we are only beginning to see the tip of the iceberg here.

But I think one of the issues is also that, as we get more individualized——

The Chairman. What do you mean, tip of the iceberg?

Mr. Turow. I think we are going to have this huge generation of older people in 15 years that are going to be——

Senator Thune. Not you.

[Laughter.]

Mr. Turow.—divebombed with these kinds of offers. And I was beginning to say, it is going to be more particularized.

The thing about that category, Chairman Rockefeller, is that it is a category. More and more, that is going to become anachronistic. And what it is going to be is a particular person who can be maybe even more persuaded because of other characteristics that predict that. So that category will be broken up——

The Chairman. Including low self-esteem.

Mr. Turow. Yes, and a lot of other things: what kind of car they drive that leads them to be this, that, and the other thing. So that
you won't even be able to point to the category in a catalog anymore; it will be something that you won't be able to easily track down. And yet those people will be targeted increasingly because of the situations they are under. The same category, only divided up into millions and millions of people and personalized.

The CHAIRMAN. So what would you do about it?

Mr. TUROW. As I said, I think—well, these are social questions. And I believe that we have to worry about the kinds and the amounts of data that get combined. I don't have an answer for that. I think it is a very important social discussion. At this point in time, we haven't had that social discussion.

People don't even know this stuff is going on. Our studies have shown that people know they are being tracked. But when you ask people basic questions of how this stuff works and how they think it works—we did a 2005 study in which Americans said, a majority, a clear majority of Americans said that they think that price discrimination is illegal. OK?

We continually find that people see the word “privacy policy” on a website, they think it means—and we have done this five times in national surveys—they think the words “privacy policy” means that the site can't share information about you without your permission.

The ad icon is a great idea, but it doesn't work. You know, the studies have shown, including one that we did a couple of years ago, that Americans, like Senator Booker, have no clue that it exists most of the time.

I suggest—and that is how I got into the algorithm thing. The idea for an icon that I had originally, before this one came out, was that when you clicked on an ad that was tailored to you, you could find out who gave you the ad, what were the elements of the ad, why did you get that particular ad just at that moment.

But those data are considered too proprietary, and then people tell me the algorithm doesn't help. And so, at this point in time, there is nobody who wants to volunteer to give that information.

The CHAIRMAN. And people use barcoding, don't they—

Mr. TUROW. Well, I—

The CHAIRMAN.—to find out names and addresses and other stuff?

Mr. TUROW. Oh, yes. And even if you are anonymous—a very short example that happened to me. It is not quite a big data company, but it shows the direction.

I was at O'Hare, and I had to switch planes when one of my planes was canceled. So I went to the customer service place of the affiliated airline. They asked me to put my barcode in, and they gave me a number. On the side of me, on the screen, it said, the amount of time it will take to serve you will be based on your priority in terms of your status with our loyalty program.

The CHAIRMAN. Interesting.

Mr. TUROW. And so I, fortunately, had a lot of points, I got served pretty quickly, but I noticed there were people who were just sitting there. And that meant that they didn't get the flights that they could have gotten.
The CHAIRMAN. This is segmenting Americans. It is pre-predicting what will happen to them by virtue of the circumstances into which they fall.

Mr. Turow. And who is valued——

The CHAIRMAN. And all the research has been done to put them in that situation so they can control how they market and maximize their profit and maybe end up absolutely giving a horrible experience to that consumer.

Mr. Turow. I agree.

The CHAIRMAN. Senator Thune, I have something I want to say, but you are important around here. Do you want——

Senator Thune. No, go ahead. I am fine.

The CHAIRMAN. OK.

I want to come back—since before 9/11, I have been on the Intelligence Committee, and every day I wake up to seven newspapers with nothing but NSA headlines. And I am here to tell you, as one of the authors of FISA and the PATRIOT Act and all the rest of it, that the NSA is so secure in its protection of privacy as compared to this group that we are talking to, these data brokers, it is not even close.

This affects, as was pointed out, anybody, everybody. Who knows? NSA knows. They are only likely to interact at a .000001 percent of people that they conclude need, you know, further observation. This is everybody, anybody, but more than that, divided into race, economic activities, education.

And there is something—I can't prove it is wrong, but there is something lethal about it. There is something unfair about it. It is something like—you know, if somebody is poor or less educated—and this is what I have spent my life—I come from West Virginia, where a lot of people face these problems. They are stigmatized. They have to live with it. The system is stacked against them. And a lot of people are making a lot of money out of it, and one are the data brokers.

I am not asking for an argument because the bell just went off. But I am here to say that this is a very serious situation. I think everybody here agrees this has not been talked about. We have done an investigation of it, FTC has looked at it, you all have looked at it, you certainly have. And we have to continue on this thing.

You know, the slogan of one of the companies that the Committee reviewed in this investigation, the company says it lives by the following words: “Just because you can doesn’t mean you should.” Unfortunately, I have been thinking about this because today’s testimony and the Committee’s inquiry shows the industry as a whole is falling far short of that standard—appears to be falling far short of that standard. In fact, it seems to me the motto of data brokers is: “We can, and indeed we will.” Full of optimism.

We heard from Ms. Dixon about the lists generated by data brokers from genetic disease sufferers and dementia sufferers to payday-loan responders, products that seem tailor-made for businesses seeking to take advantage of consumers. I hate that. I personally am revolted by that. I have seen it in the treatment of coal miners and their safety. I have seen it in every aspect of life in the state that I come from and elsewhere, living abroad. I don’t like it.
I think it is our job as a government to minimize that possibility and to bring out into sunlight what is going on. If Senator Booker doesn’t know that this is happening to him—he does now, and he doesn’t like it. Senator McCaskill really nailed something that could not be responded to.

And so we are going to continue on this track. I think it is serious, and I think it is a dark underside of American life on which people make a lot of money and cause a lot of people to suffer even more and, therefore, have even lower self-esteem, which is not the America we want.

This hearing is adjourned.

[Whereupon, at 4:30 p.m., the hearing was adjourned.]
APPENDIX

RESPONSE TO WRITTEN QUESTION SUBMITTED BY HON. JOHN D. ROCKEFELLER IV TO JESSICA RICH

Question. Ms. Rich, the Commission currently has authority under the Fair Credit Reporting Act to seek enforcement actions against data brokers that provide information that is used to make eligibility decisions about consumers. Furthermore, the Commission has its broad organic authority under the FTC Act to enforce against unfair or deceptive acts or practices. However, the Commission lacks authority to mandate the type of transparency that all of the hearing’s witnesses apparently agree is important for the industry. In this context, does the FTC have authority to require data brokers to allow consumers to:

• Access the information data brokers possess on them?
• Correct any inaccuracies?
• Affirmatively “opt out” and prevent the data broker from selling their information?

Answer. Although the FTC has used its authority under the Fair Credit Reporting Act (FCRA) and the FTC Act to take action against unlawful practices by data brokers, the FTC does not have the authority to impose the requirements you identify. The FTC has consistently treated the Fair Credit Reporting Act (FCRA) as an enforcement priority. It has brought almost 100 cases alleging violations of the FCRA, obtaining in excess of $30 million in civil penalties. However, as we explained in our March 2012 report Protecting Consumer Privacy in an Era of Rapid Change: Recommendations for Businesses and Policymakers (Privacy Report), the FCRA covers only some data broker activities. The FCRA generally does not cover data brokers that maintain data for marketing purposes and for other non-marketing purposes, such as to locate people or detect fraud. Thus, consumers do not have, for all data broker activities, the access, correction, or consumer control rights the FCRA provides for data brokers engaged in certain eligibility determinations.

In addition, the FTC has used its authority under the FTC Act to address unfair or deceptive practices in the data broker industry. See, e.g., United States v. ChoicePoint, Inc., No. 1:06-cv-00198 (N.D. Ga. Feb. 15, 2006) (FTC alleged, among other things, that a data broker engaged in unfair practices by failing to properly screen or monitor purchasers of sensitive consumer data); In re U.S. Search, Inc., FTC Docket No. C–4317 (Mar. 25, 2011) (FTC alleged that a data broker deceived consumers by offering an opt out that was ineffective). Unless they are implemented as remedies to a violation of the FTC Act, however, we do not currently have the authority to require data brokers to provide consumers with access or correction rights, or to allow consumers to suppress or opt out of the sale or use of data held by data brokers.

In recognition of these gaps, the agency recommended legislation, in its March 2012 Privacy Report, that would offer the consumer rights you have identified.

RESPONSE TO WRITTEN QUESTIONS SUBMITTED BY HON. KELLY AYOTTE TO JESSICA RICH

Question 1. Earlier this year, FTC Commissioner Julie Brill called upon state AGs to take a more active role in investigating and holding accountable data brokers for violations of the Fair Credit Reporting Act. Can you talk about the role of state law enforcement officials in this field? Does your agency work closely with your state law enforcement counterparts on pursuing privacy and marketing complaints?

Answer. The FTC has consistently treated the Fair Credit Reporting Act (FCRA) as an enforcement priority. It has brought almost 100 cases alleging violations of the FCRA, obtaining in excess of $30 million in civil penalties. State attorneys general (AG) also have a role to play in enforcing the FCRA. Under section 621 of the
FCRA, state AGs can bring an FCRA enforcement action, so long as they provide the FTC and the Consumer Financial Protection Bureau with advance notice; the FTC has the right to intervene in such matters. This provision ensures that states coordinate their FCRA enforcement efforts with the appropriate Federal regulators. In addition, we work very closely with the states to educate identity theft victims of their rights under the FCRA. Our Tax Identity Theft Awareness week, involving multiple outreach events across the country, is a good example of our collaborative efforts with states to protect consumers in this area. See FTC.gov/taxidtheft.

Outside the FCRA, the FTC and state AGs cooperate often on privacy and security and related marketing investigations. One notable example is the action the FTC brought with 35 state AGs against LifeLock for deceptive claims about the effectiveness of LifeLock’s identity theft services and its security measures. This 2010 action is one of the largest FTC-state coordinated privacy-related settlements on record. The FTC has also pursued several Do Not Call privacy cases with state AGs serving as co-plaintiffs, including enforcement actions brought against Dish Network, LLC, United States Benefits, LLC and Worldwide Info Services, Inc. In addition, the FTC participates in monthly telephone conferences with members of the National Association of Attorneys General’s Do Not Call working group. The FTC continues to coordinate with state AGs on a variety of law enforcement investigations involving privacy and security in order to avoid duplication of efforts and ensure appropriate and responsible allocation of enforcement resources.

Question 2. When we look at current Federal law governing data brokers, we have Fair Credit Reporting Act, Graham-Leach-Bliley, HIPPA, Children’s Online Privacy Protection Act, and Electronic Communications Privacy Act. Plus there are 50 AGs policing behavior and activity. In addition to that, we have brokers touting their aggressive self-regulatory policies. Can you address specifically what more legislation, mandates or regulations you think we need? Some have argued that before we add more laws and/or regulations to the books, we should enforce the ones we have.

Answer. While these statutes all provide important protections for consumer data, they have limitations.Gramm-Leach-Bliley, for example, applies only to financial institutions; HIPAA covers only medical records maintained by specifically defined medical providers; the Children’s Online Privacy Protection Act does not cover data collection or use for individuals age 13 and over; and the Electronic Communications Privacy Act is focused on government access to electronic data. Similarly, as we explained in our March 2012 report Protecting Consumer Privacy in an Era of Rapid Change: Recommendations for Businesses and Policymakers (Privacy Report), the Fair Credit Reporting Act covers only some data broker activities. The FCRA generally does not cover brokers that maintain data for marketing purposes and for other non-marketing purposes, such as to locate people or detect fraud.

The Commission agrees that self-regulation can be an effective way to protect consumer interests while promoting innovation. The Commission has long supported robust, enforceable self-regulatory mechanisms established by industry to protect consumers. As we noted in our Privacy Report, however, self-regulatory efforts by the data broker industry have lagged. The Commission has monitored data brokers since the 1990s. In 1997, the Commission held a workshop to examine database services used to locate, identify, or verify the identity of individuals, referred to at the time as “individual reference services.” The workshop prompted industry members to form the self-regulatory Individual Reference Services Group (IRSG). The Commission subsequently issued a report on the workshop and the IRSG in which it commended the progress made by the industry’s self-regulatory programs, but noted that the industry’s efforts did not adequately address the lack of transparency of data broker practices. Although industry ultimately terminated the IRSG, a series of public breaches—including one involving ChoicePoint—led to renewed scrutiny of the practices of data brokers. The Privacy Report noted that the industry has continued to operate since then with a lack of transparency. To address this concern, the Privacy Report expressed support for legislation that would give consumers access to information held by data brokers.
RESPONSE TO WRITTEN QUESTION SUBMITTED BY HON. AMY KLOBUCHAR TO JERRY CERASALE

Question. Most consumers would like to believe that any of their personal information held by companies is private, secure, and accurate. However, with rapidly changing marketing strategies and technology platforms, consumers are no longer sure that this is the case.

Mr. Cerasale: How do your members, both large and small marketers, work to promote consumer trust in your services? How can a lack of consumer trust in private data storage and use policies impact the broader economy?

Answer. Consumer trust forms the bedrock of the Data-Driven Marketing Economy—and the American economy as a whole. Consumer trust is critical to a company’s success, regardless of the size of the business. This is especially true for remote sellers that rely on customers to purchase goods sight unseen. Businesses have every incentive to protect and promote consumer trust in the goods and services they deliver.

While businesses are already incentivized to promote consumer trust, DMA supports this incentive with a robust ethics and compliance program that calls on its members to adhere to its Guidelines on Ethical Business Practice. For more than four decades, DMA has administered its Guidelines and promoted accountability for its members, setting a high bar for responsible marketing. The DMA Ethics Policy and Ethics Operating Committees develop, update and enforce DMA’s Guidelines as part of DMA’s public trust with regulators and consumers. The accountability program is flexible enough to address ongoing changes in technology, markets, consumer interest and new business practices.

Data security is a prime example of DMA’s commitment to maintaining consumer trust, having long served as a core principle of the DMA’s Guidelines. Like many elements in the Guidelines, the DMA’s data security standards have remained far from static. In January 2014, the DMA approved updated Business Ethical Guidelines on data security, calling on every data-driven marketer to take proactive measures to further enhance data security across the data-driven marketing industry.

In addition to data security, DMA members are committed to offering consumers’ choice, and to using marketing data for marketing purposes, not for eligibility such as employment and financial transactions. These and other consumer-friendly practices help build and maintain trust in the data-driven marketplace.

When it comes to assessing whether businesses have gained consumers’ trust and confidence, the proof is in the numbers. Remote selling, including through ecommerce, is a fast growing segment of our economy. More broadly, the data-driven marketing economy (“DDME”) added $156 billion in revenue to the U.S. economy and fueled more than 675,000 jobs in 2012 alone. $110 billion and 46,000 jobs depend on the ability of firms to exchange data across the DDME. Indeed, responsible use of data by marketers has revolutionized one of the most costly aspects of doing business in any industry. As businesses of all sizes innovate to deliver more efficient, convenient, and secure marketing and transactional solutions, consumers are responding with a vote of confidence with their feet and with their pocketbooks.

RESPONSE TO WRITTEN QUESTIONS SUBMITTED BY HON. KELLY AYOTTE TO JERRY CERASALE

Question 1. Do self-regulatory programs, such as the DMA’s Guidelines for Ethical Business Practice, and other industry codes of conduct based on these and other guidelines, promote responsible use and sharing of data in the marketplace? How widespread is adoption of these programs in the marketing industry? How do governing organizations enforce the rules of these programs against bad actors?

Answer. Yes. Self-regulatory programs, like the one administered by the DMA, not only promote, but also require companies to engage in the responsible use and sharing of data in the data driven marketing economy (“DDME”). The DMA believes that self-regulation and education are important components for addressing consumer privacy while ensuring that data flows continue to benefit consumers and the economy.

DMA Reach & Scope. The DMA has established an enforceable framework of industry best practices that focus on providing transparency, choice, and other protections to consumers. At the foundation of this framework are the DMA Guidelines

for Ethical Business Practice ("DMA Guidelines"), which have been adopted by all DMA members, representing every segment of the marketing industry. In addition, the DMA enforces its guidelines against both members and non-members covering thousands of companies, making the DMA Guidelines the standard for the industry. DMA members deeply value consumer trust and understand that responsible data practices are critical to building and maintaining customer relationships. To that end, the DMA and its members have developed and implemented more than 50 code sections in the DMA Guidelines that regulate marketing data practices, which are regularly updated to adapt to new technologies and business practices. The DMA Guidelines address a wide variety of marketing practices including, the conduct of data brokers, sweepstakes, mobile marketing, internet-based marketing, and texting.

Enforcement. The DMA has a long history of enforcing these guidelines. The DMA Guidelines have been applied to hundreds of cases concerning a wide range of issues including deception, unfair business practices and personal information protection. In addition, companies that represent to the public that they are DMA members, but fail to comply with the DMA Guidelines, may be liable for deceptive advertising under Section 5 of the FTC Act and comparable state laws.

Compliance Process. The DMA receives complaints from consumers, members, nonmembers, and consumer protection agencies. These complaints are reviewed by the DMA's Ethics Operating Committee and if a potential violation is found to exist, the company will be contacted, investigated, and advised on how it can cure the violation. Most companies work with the Ethics Operating Committee voluntarily to cease or change the questioned practice. However, if a company does not cooperate with the Ethics Operating Committee, action can be taken by the Board of Directors and the results of the investigation may be made public. For example, from February 2012 to June 2013, the DMA Corporate & Social Responsibility Committee reviewed 55 cases and 12 of these were made public. Additional Board actions could include public censure, suspension or expulsion from the DMA. The DMA also refers cases to Federal and state law enforcement authorities for review when appropriate.

Education. Beyond enforcement of the DMA Guidelines, the DMA also provides education to both businesses and consumers about responsible data collection and use. Through the regular publishing of case reports that summarize questioned marketing promotions, webinars, in-person seminars, and regular communication with its members, the DMA helps to promote best practices in the industry. This communication and education is a great benefit to small businesses as they begin to market their products and services to consumers. The DMA also maintains a section of our website focused on consumers entitled "Consumer Help," and offers consumers a centralized tool to help manage their direct mail and email preferences at DMAChoice.org.

Question 2. In large part, New Hampshire’s economy depends on small businesses and start-up companies. My husband is the owner of a small business. Does the use and sharing of data across all sectors of the economy help or hurt the ability of small businesses to compete with larger entities in the marketplace? Does the use and sharing of data increase or decrease barriers to entry in the marketplace? How do these trends impact job creation?

Answer. Small businesses benefit significantly from the use and sharing of data. A recent study entitled, The Value of Data: Consequences for Insight, Innovation & Efficiency in the U.S. Economy ("Value of Data"), quantified the important role that the use and sharing of data plays in fueling economic growth. This study, which was conducted independently by Professors John Deighton of Harvard Business School and Peter Johnson of Columbia University, revealed that the Data Driven Marketing Economy ("DDME") was a major asset to small businesses and start-ups. The Value of Data study found that the sharing of data across the DDME enables small businesses to compete effectively with larger competitors. Data gives all companies, and especially small businesses, the ability to effectively match products to customers both on and offline, lowering barriers to market entry for specialized or niche offerings. Thanks to the responsible use and sharing of data across the economy, small business have access to data they would not otherwise have available to them, enabling them to more efficiently and effectively market their products and better compete in the marketplace. Data sharing also allows small businesses to in-

---

crementally build their customer base, and grow their product in ways never before available to companies of their size.

The Value of Data study also found that the DDME generated $156 billion in revenue to the United States economy and fueled more than 675,000 jobs in 2012 alone. Further, the study found that an additional 1,038,000 people owe their employment to these DDME jobs. The study also found that in New Hampshire, the DDME was responsible for $1 billion in revenue and 3,000 jobs in the state’s economy. The study estimated that 70 percent of the value of the DDME—$110 billion in revenue and 475,000 jobs nationwide—depends on the ability of firms to share data across the DDME. If this ability to share data were curtailed, those jobs and revenue would be impacted and the U.S. economy would be much less efficient.

---

3 The Value of Data at 74.
4 The Value of Data at 96–98.