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(ff) Registered security-based swap data 
repository means a person that is reg-
istered with the Commission as a secu-
rity-based swap data repository pursu-
ant to section 13(n) of the Exchange 
Act (15 U.S.C. 78m(n)) and any rules or 
regulations thereunder. 

(gg) Reporting side means the side of a 
security-based swap identified by 
§ 242.901(a)(2). 

(hh) Side means a direct counterparty 
and any guarantor of that direct 
counterparty’s performance who meets 
the definition of indirect counterparty 
in connection with the security-based 
swap. 

(ii) Time of execution means the point 
at which the counterparties to a secu-
rity-based swap become irrevocably 
bound under applicable law. 

(jj) Trader ID means the UIC assigned 
to a natural person who executes one 
or more security-based swaps on behalf 
of a direct counterparty. 

(kk) Trading desk means, with respect 
to a counterparty, the smallest dis-
crete unit of organization of the partic-
ipant that purchases or sells security- 
based swaps for the account of the par-
ticipant or an affiliate thereof. 

(ll) Trading desk ID means the UIC as-
signed to the trading desk of a partici-
pant. 

(mm) Transaction ID means the UIC 
assigned to a specific security-based 
swap transaction. 

(nn) Transitional security-based swap 
means a security-based swap executed 
on or after July 21, 2010, and before the 
first date on which trade-by-trade re-
porting of security-based swaps in that 
asset class to a registered security- 
based swap data repository is required 
pursuant to §§ 242.900 through 242.909. 

(oo) Ultimate parent means a legal 
person that controls a participant and 
that itself has no parent. 

(pp) Ultimate parent ID means the UIC 
assigned to an ultimate parent of a 
participant. 

(qq) Unique Identification Code or UIC 
means a unique identification code as-
signed to a person, unit of a person, 
product, or transaction. 

(rr) United States has the same mean-
ing as in § 240.3a71–3(a)(5) of this chap-
ter. 

(ss) U.S. person has the same meaning 
as in § 240.3a71–3(a)(4) of this chapter. 

(tt) Widely accessible, as used in para-
graph (cc) of this section, means widely 
available to users of the information 
on a non-fee basis. 

[80 FR 14728, Mar. 19, 2015, as amended at 81 
FR 53653, Aug. 12, 2016] 

§ 242.901 Reporting obligations. 

(a) Assigning reporting duties. A secu-
rity-based swap, including a security- 
based swap that results from the allo-
cation, termination, novation, or as-
signment of another security-based 
swap, shall be reported as follows: 

(1) Platform-executed security-based 
swaps that will be submitted to clearing. 
If a security-based swap is executed on 
a platform and will be submitted to 
clearing, the platform on which the 
transaction was executed shall report 
to a registered security-based swap 
data repository the counterparty ID or 
the execution agent ID of each direct 
counterparty, as applicable, and the in-
formation set forth in paragraph (c) of 
this section (except that, with respect 
to paragraph (c)(5) of this section, the 
platform need indicate only if both di-
rect counterparties are registered secu-
rity-based swap dealers) and para-
graphs (d)(9) and (10) of this section. 

(2) All other security-based swaps. For 
all security-based swaps other than 
platform-executed security-based 
swaps that will be submitted to clear-
ing, the reporting side shall provide the 
information required by §§ 242.900 
through 242.909 to a registered secu-
rity-based swap data repository. The 
reporting side shall be determined as 
follows: 

(i) Clearing transactions. For a clear-
ing transaction, the reporting side is 
the registered clearing agency that is a 
counterparty to the transaction. 

(ii) Security-based swaps other than 
clearing transactions. (A) If both sides of 
the security-based swap include a reg-
istered security-based swap dealer, the 
sides shall select the reporting side. 

(B) If only one side of the security- 
based swap includes a registered secu-
rity-based swap dealer, that side shall 
be the reporting side. 

(C) If both sides of the security-based 
swap include a registered major secu-
rity-based swap participant, the sides 
shall select the reporting side. 
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(D) If one side of the security-based 
swap includes a registered major secu-
rity-based swap participant and the 
other side includes neither a registered 
security-based swap dealer nor a reg-
istered major security-based swap par-
ticipant, the side including the reg-
istered major security-based swap par-
ticipant shall be the reporting side. 

(E) If neither side of the security- 
based swap includes a registered secu-
rity-based swap dealer or registered 
major security-based swap participant: 

(1) If both sides include a U.S. person, 
the sides shall select the reporting 
side. 

(2) If one side includes a non-U.S. per-
son that falls within § 242.908(b)(5) or a 
U.S. person and the other side includes 
a non-U.S. person that falls within 
§ 242.908(b)(5), the sides shall select the 
reporting side. 

(3) If one side includes only non-U.S. 
persons that do not fall within 
§ 242.908(b)(5) and the other side in-
cludes a non-U.S. person that falls 
within § 242.908(b)(5) or a U.S. person, 
the side including a non-U.S. person 
that falls within § 242.908(b)(5) or a U.S. 
person shall be the reporting side. 

(4) If neither side includes a U.S. per-
son and neither side includes a non- 
U.S. person that falls within 
§ 242.908(b)(5) but the security-based 
swap is effected by or through a reg-
istered broker-dealer (including a reg-
istered security-based swap execution 
facility), the registered broker-dealer 
(including a registered security-based 
swap execution facility) shall report 
the counterparty ID or the execution 
agent ID of each direct counterparty, 
as applicable, and the information set 
forth in paragraph (c) of this section 
(except that, with respect to paragraph 
(c)(5) of this section, the registered 
broker-dealer (including a registered 
security-based swap execution facility) 
need indicate only if both direct 
counterparties are registered security- 
based swap dealers) and paragraphs 
(d)(9) and (10) of this section. 

(3) Notification to registered clearing 
agency. A person who, under paragraph 
(a)(1) or (a)(2)(ii) of this section, has a 
duty to report a security-based swap 
that has been submitted to clearing at 
a registered clearing agency shall 
promptly provide that registered clear-

ing agency with the transaction ID of 
the submitted security-based swap and 
the identity of the registered security- 
based swap data repository to which 
the transaction will be reported or has 
been reported. 

(b) Alternate recipient of security-based 
swap information. If there is no reg-
istered security-based swap data repos-
itory that will accept the report re-
quired by § 242.901(a), the person re-
quired to make such report shall in-
stead provide the required information 
to the Commission. 

(c) Primary trade information. The re-
porting side shall report the following 
information within the timeframe 
specified in paragraph (j) of this sec-
tion: 

(1) The product ID, if available. If the 
security-based swap has no product ID, 
or if the product ID does not include 
the following information, the report-
ing side shall report: 

(i) Information that identifies the se-
curity-based swap, including the asset 
class of the security-based swap and 
the specific underlying reference 
asset(s), reference issuer(s), or ref-
erence index; 

(ii) The effective date; 
(iii) The scheduled termination date; 
(iv) The terms of any standardized 

fixed or floating rate payments, and 
the frequency of any such payments; 
and 

(v) If the security-based swap is cus-
tomized to the extent that the infor-
mation provided in paragraphs (c)(1)(i) 
through (iv) of this section does not 
provide all of the material information 
necessary to identify such customized 
security-based swap or does not con-
tain the data elements necessary to 
calculate the price, a flag to that ef-
fect; 

(2) The date and time, to the second, 
of execution, expressed using Coordi-
nated Universal Time (UTC); 

(3) The price, including the currency 
in which the price is expressed and the 
amount(s) and currenc(ies) of any up- 
front payments; 

(4) The notional amount(s) and the 
currenc(ies) in which the notional 
amount(s) is expressed; 

(5) If both sides of the security-based 
swap include a registered security- 
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based swap dealer, an indication to 
that effect; 

(6) Whether the direct counterparties 
intend that the security-based swap 
will be submitted to clearing; and 

(7) If applicable, any flags pertaining 
to the transaction that are specified in 
the policies and procedures of the reg-
istered security-based swap data repos-
itory to which the transaction will be 
reported. 

(d) Secondary trade information. In ad-
dition to the information required 
under paragraph (c) of this section, for 
each security-based swap for which it 
is the reporting side, the reporting side 
shall report the following information 
within the timeframe specified in para-
graph (j) of this section: 

(1) The counterparty ID or the execu-
tion agent ID of each counterparty, as 
applicable; 

(2) As applicable, the branch ID, 
broker ID, execution agent ID, trader 
ID, and trading desk ID of the direct 
counterparty on the reporting side; 

(3) To the extent not provided pursu-
ant to paragraph (c)(1) of this section, 
the terms of any fixed or floating rate 
payments, or otherwise customized or 
non-standard payment streams, includ-
ing the frequency and contingencies of 
any such payments; 

(4) For a security-based swap that is 
not a clearing transaction and that 
will not be allocated after execution, 
the title and date of any master agree-
ment, collateral agreement, margin 
agreement, or any other agreement in-
corporated by reference into the secu-
rity-based swap contract; 

(5) To the extent not provided pursu-
ant to paragraph (c) of this section or 
other provisions of this paragraph (d), 
any additional data elements included 
in the agreement between the counter-
parties that are necessary for a person 
to determine the market value of the 
transaction; 

(6) If applicable, and to the extent 
not provided pursuant to paragraph (c) 
of this section, the name of the clear-
ing agency to which the security-based 
swap will be submitted for clearing; 

(7) If the direct counterparties do not 
intend to submit the security-based 
swap to clearing, whether they have in-
voked the exception in Section 3C(g) of 
the Exchange Act (15 U.S.C. 78c–3(g)); 

(8) To the extent not provided pursu-
ant to the other provisions of this 
paragraph (d), if the direct counterpar-
ties do not submit the security-based 
swap to clearing, a description of the 
settlement terms, including whether 
the security-based swap is cash-settled 
or physically settled, and the method 
for determining the settlement value; 

(9) The platform ID, if applicable, or 
if a registered broker-dealer (including 
a registered security-based swap execu-
tion facility) is required to report the 
security-based swap by 
§ 242.901(a)(2)(ii)(E)(4), the broker ID of 
that registered broker-dealer (includ-
ing a registered security-based swap 
execution facility); and 

(10) If the security-based swap arises 
from the allocation, termination, nova-
tion, or assignment of one or more ex-
isting security-based swaps, the trans-
action ID of the allocated, terminated, 
assigned, or novated security-based 
swap(s), except in the case of a clearing 
transaction that results from the net-
ting or compression of other clearing 
transactions. 

(e) Reporting of life cycle events. (1)(i) 
Generally. A life cycle event, and any 
adjustment due to a life cycle event, 
that results in a change to information 
previously reported pursuant to para-
graph (c), (d), or (i) of this section shall 
be reported by the reporting side, ex-
cept that the reporting side shall not 
report whether or not a security-based 
swap has been accepted for clearing. 

(ii) Acceptance for clearing. A reg-
istered clearing agency shall report 
whether or not it has accepted a secu-
rity-based swap for clearing. 

(2) All reports of life cycle events and 
adjustments due to life cycle events 
shall, within the timeframe specified in 
paragraph (j) of this section, be re-
ported to the entity to which the origi-
nal security-based swap transaction 
will be reported or has been reported 
and shall include the transaction ID of 
the original transaction. 

(f) Time stamping incoming information. 
A registered security-based swap data 
repository shall time stamp, to the sec-
ond, its receipt of any information sub-
mitted to it pursuant to paragraph (c), 
(d), (e), or (i) of this section. 
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(g) Assigning transaction ID. A reg-
istered security-based swap data repos-
itory shall assign a transaction ID to 
each security-based swap, or establish 
or endorse a methodology for trans-
action IDs to be assigned by third par-
ties. 

(h) Format of reported information. A 
person having a duty to report shall 
electronically transmit the informa-
tion required under this section in a 
format required by the registered secu-
rity-based swap data repository to 
which it reports. 

(i) Reporting of pre-enactment and 
transitional security-based swaps. With 
respect to any pre-enactment security- 
based swap or transitional security- 
based swap in a particular asset class, 
and to the extent that information 
about such transaction is available, the 
reporting side shall report all of the in-
formation required by paragraphs (c) 
and (d) of this section to a registered 
security-based swap data repository 
that accepts security-based swaps in 
that asset class and indicate whether 
the security-based swap was open as of 
the date of such report. 

(j) Interim timeframe for reporting. The 
reporting timeframe for paragraphs (c) 
and (d) of this section shall be 24 hours 
after the time of execution (or accept-
ance for clearing in the case of a secu-
rity-based swap that is subject to regu-
latory reporting and public dissemina-
tion solely by operation of 
§ 242.908(a)(1)(ii)), or, if 24 hours after 
the time of execution or acceptance, as 
applicable, would fall on a day that is 
not a business day, by the same time 
on the next day that is a business day. 
The reporting timeframe for paragraph 
(e) of this section shall be 24 hours 
after the occurrence of the life cycle 
event or the adjustment due to the life 
cycle event. 

APPENDIX TO 17 CFR 242.901 REPORTS RE-
GARDING THE ESTABLISHMENT OF BLOCK 
THRESHOLDS AND REPORTING DELAYS FOR 
REGULATORY REPORTING OF SECURITY- 
BASED SWAP TRANSACTION DATA 

This appendix sets forth guidelines appli-
cable to reports that the Commission has di-
rected its staff to make in connection with 
the determination of block thresholds and 
reporting delays for security-based swap 
transaction data. The Commission intends to 
use these reports to inform its specification 
of the criteria for determining what con-

stitutes a large notional security-based swap 
transaction (block trade) for particular mar-
kets and contracts; and the appropriate time 
delay for reporting large notional security- 
based swap transactions (block trades) to the 
public in order to implement regulatory re-
quirements under Section 13 of the Act (15 
U.S.C. 78m). In producing these reports, the 
staff shall consider security-based swap data 
collected by the Commission pursuant to 
other Title VII rules, as well as any other ap-
plicable information as the staff may deter-
mine to be appropriate for its analysis. 

(a) Report topics. As appropriate, based on 
the availability of data and information, the 
reports should address the following topics 
for each asset class: 

(1) Price impact. In connection with the 
Commission’s obligation to specify criteria 
for determining what constitutes a block 
trade and the appropriate reporting delay for 
block trades, the report generally should as-
sess the effect of notional amount and ob-
served reporting delay on price impact of 
trades in the security-based swap market. 

(2) Hedging. In connection with the Com-
mission’s obligation to specify criteria for 
determining what constitutes a block trade 
and the appropriate reporting delay for block 
trades, the report generally should consider 
potential relationships between observed re-
porting delays and the incidence and cost of 
hedging large trades in the security-based 
swap market, and whether these relation-
ships differ for interdealer trades and dealer 
to customer trades. 

(3) Price efficiency. In connection with the 
Commission’s obligation to specify criteria 
for determining what constitutes a block 
trade and the appropriate reporting delay for 
block trades, the report generally should as-
sess the relationship between reporting 
delays and the speed with which transaction 
information is impounded into market 
prices, estimating this relationship for 
trades of different notional amounts. 

(4) Other topics. Any other analysis of secu-
rity-based swap data and information, such 
as security-based swap market liquidity and 
price volatility, that the Commission or the 
staff deem relevant to the specification of: 

(i) The criteria for determining what con-
stitutes a large notional security-based swap 
transaction (block trade) for particular mar-
kets and contracts; and 

(ii) The appropriate time delay for report-
ing large notional security-based swap trans-
actions (block trades). 

(b) Timing of reports. Each report shall be 
complete no later than two years following 
the initiation of public dissemination of se-
curity-based swap transaction data by the 
first registered SDR in that asset class. 

(c) Public comment on the report. Following 
completion of the report, the report shall be 
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published in the FEDERAL REGISTER for pub-
lic comment. 

[80 FR 14728, Mar. 19, 2015, as amended at 81 
FR 53653, Aug. 12, 2016] 

§ 242.902 Public dissemination of 
transaction reports. 

(a) General. Except as provided in 
paragraph (c) of this section, a reg-
istered security-based swap data repos-
itory shall publicly disseminate a 
transaction report of a security-based 
swap, or a life cycle event or adjust-
ment due to a life cycle event, imme-
diately upon receipt of information 
about the security-based swap, or upon 
re-opening following a period when the 
registered security-based swap data re-
pository was closed. The transaction 
report shall consist of all the informa-
tion reported pursuant to § 242.901(c), 
plus any condition flags contemplated 
by the registered security-based swap 
data repository’s policies and proce-
dures that are required by § 242.907. 

(b) [Reserved]. 
(c) Non-disseminated information. A 

registered security-based swap data re-
pository shall not disseminate: 

(1) The identity of any counterparty 
to a security-based swap; 

(2) With respect to a security-based 
swap that is not cleared at a registered 
clearing agency and that is reported to 
the registered security-based swap data 
repository, any information disclosing 
the business transactions and market 
positions of any person; 

(3) Any information regarding a secu-
rity-based swap reported pursuant to 
§ 242.901(i); 

(4) Any non-mandatory report; 
(5) Any information regarding a secu-

rity-based swap that is required to be 
reported pursuant to §§ 242.901 and 
242.908(a)(1) but is not required to be 
publicly disseminated pursuant to 
§ 242.908(a)(2); 

(6) Any information regarding a 
clearing transaction that arises from 
the acceptance of a security-based 
swap for clearing by a registered clear-
ing agency or that results from netting 
other clearing transactions; 

(7) Any information regarding the al-
location of a security-based swap; or 

(8) Any information regarding a secu-
rity-based swap that has been rejected 
from clearing or rejected by a prime 

broker if the original transaction re-
port has not yet been publicly dissemi-
nated. 

(d) Temporary restriction on other mar-
ket data sources. No person shall make 
available to one or more persons (other 
than a counterparty or a post-trade 
processor) transaction information re-
lating to a security-based swap before 
the primary trade information about 
the security-based swap is sent to a 
registered security-based swap data re-
pository. 

[80 FR 14728, Mar. 19, 2015, as amended at 81 
FR 53654, Aug. 12, 2016] 

§ 242.903 Coded information. 

(a) If an internationally recognized 
standards-setting system that imposes 
fees and usage restrictions on persons 
that obtain UICs for their own usage 
that are fair and reasonable and not 
unreasonably discriminatory and that 
meets the criteria of paragraph (b) of 
this section is recognized by the Com-
mission and has assigned a UIC to a 
person, unit of a person, or product (or 
has endorsed a methodology for assign-
ing transaction IDs), the registered se-
curity-based swap data repository shall 
employ that UIC (or methodology for 
assigning transaction IDs). If no such 
system has been recognized by the 
Commission, or a recognized system 
has not assigned a UIC to a particular 
person, unit of a person, or product (or 
has not endorsed a methodology for as-
signing transaction IDs), the registered 
security-based swap data repository 
shall assign a UIC to that person, unit 
of person, or product using its own 
methodology (or endorse a method-
ology for assigning transaction IDs). If 
the Commission has recognized such a 
system that assigns UICs to persons, 
each participant of a registered secu-
rity-based swap data repository shall 
obtain a UIC from or through that sys-
tem for identifying itself, and each par-
ticipant that acts as a guarantor of a 
direct counterparty’s performance of 
any obligation under a security-based 
swap that is subject to § 242.908(a) shall, 
if the direct counterparty has not al-
ready done so, obtain a UIC for identi-
fying the direct counterparty from or 
through that system, if that system 
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