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determine where to send their requests 
within DHS. 

(2) A requester may also send his or 
her request to the Privacy Office, U.S. 
Department of Homeland Security, 245 
Murray Lane SW STOP–0655, or via the 
internet at http://www.dhs.gov/dhs-foia- 
request-submission-form, or via fax to 
(202) 343–4011. The Privacy Office will 
forward the request to the compo-
nent(s) that it determines to be most 
likely to maintain the records that are 
sought. 

(3) A requester who is making a re-
quest for records about him or herself 
must comply with the verification of 
identity provision set forth in subpart 
B of this part. 

(4) Where a request for records per-
tains to a third party, a requester may 
receive greater access by submitting 
either a notarized authorization signed 
by that individual, in compliance with 
the verification of identity provision 
set forth in subpart B of this part, or a 
declaration made in compliance with 
the requirements set forth in 28 U.S.C. 
1746 by that individual, authorizing dis-
closure of the records to the requester, 
or by submitting proof that the indi-
vidual is deceased (e.g., a copy of a 
death certificate or an obituary). As an 
exercise of its administrative discre-
tion, each component can require a re-
quester to supply additional informa-
tion if necessary in order to verify that 
a particular individual has consented 
to disclosure. 

(b) Description of records sought. Re-
questers must describe the records 
sought in sufficient detail to enable 
DHS personnel to locate them with a 
reasonable amount of effort. A reason-
able description contains sufficient in-
formation to permit an organized, non- 
random search for the record based on 
the component’s filing arrangements 
and existing retrieval systems. To the 
extent possible, requesters should in-
clude specific information that may as-
sist a component in identifying the re-
quested records, such as the date, title 
or name, author, recipient, subject 
matter of the record, case number, file 
designation, or reference number. Re-
questers should refer to appendix I of 
this subpart for additional component- 
specific requirements. In general, re-
questers should include as much detail 

as possible about the specific records or 
the types of records that they are seek-
ing. Before submitting their requests, 
requesters may contact the compo-
nent’s FOIA Officer or FOIA public li-
aison to discuss the records they are 
seeking and to receive assistance in de-
scribing the records. If after receiving 
a request, a component determines 
that it does not reasonably describe 
the records sought, the component 
should inform the requester what addi-
tional information is needed or why 
the request is otherwise insufficient. 
Requesters who are attempting to re-
formulate or modify such a request 
may discuss their request with the 
component’s designated FOIA Officer, 
its FOIA Public Liaison, or a rep-
resentative of the DHS Privacy Office, 
each of whom is available to assist the 
requester in reasonably describing the 
records sought. 

(c) If a request does not adequately 
describe the records sought, DHS may 
at its discretion either administra-
tively close the request or seek addi-
tional information from the requester. 
Requests for clarification or more in-
formation will be made in writing (ei-
ther via U.S. mail or electronic mail 
whenever possible). Requesters may re-
spond by U.S. Mail or by electronic 
mail regardless of the method used by 
DHS to transmit the request for addi-
tional information. In order to be con-
sidered timely, responses to requests 
for additional information must be 
postmarked or received by electronic 
mail within 30 working days of the 
postmark date or date of the electronic 
mail request for additional information 
or received by electronic mail by 
11:59:59 p.m. ET on the 30th working 
day. If the requester does not respond 
to a request for additional information 
within thirty (30) working days, the re-
quest may be administratively closed 
at DHS’s discretion. This administra-
tive closure does not prejudice the re-
quester’s ability to submit a new re-
quest for further consideration with 
additional information. 

§ 5.4 Responsibility for responding to 
requests. 

(a) In general. Except in the instances 
described in paragraphs (c) and (d) of 
this section, the component that first 

VerDate Sep<11>2014 14:28 Mar 18, 2021 Jkt 253011 PO 00000 Frm 00018 Fmt 8010 Sfmt 8010 Q:\06\6V1.TXT PC31kp
ay

ne
 o

n 
V

M
O

F
R

W
IN

70
2 

w
ith

 $
$_

JO
B



9 

Office of the Secretary, Homeland Security § 5.4 

receives a request for a record and 
maintains that record is the compo-
nent responsible for responding to the 
request. In determining which records 
are responsive to a request, a compo-
nent ordinarily will include only 
records in its possession as of the date 
that it begins its search. If any other 
date is used, the component shall in-
form the requester of that date. A 
record that is excluded from the re-
quirements of the FOIA pursuant to 5 
U.S.C. 552(c), shall not be considered 
responsive to a request. 

(b) Authority to grant or deny requests. 
The head of a component, or designee, 
is authorized to grant or to deny any 
requests for records that are main-
tained by that component. 

(c) Re-routing of misdirected requests. 
Where a component’s FOIA office de-
termines that a request was mis-
directed within DHS, the receiving 
component’s FOIA office shall route 
the request to the FOIA office of the 
proper component(s). 

(d) Consultations, coordination and re-
ferrals. When a component determines 
that it maintains responsive records 
that either originated with another 
component or agency, or which con-
tains information provided by, or of 
substantial interest to, another compo-
nent or agency, then it shall proceed in 
accordance with either paragraph 
(d)(1), (2), or (3) of this section, as ap-
propriate: 

(1) The component may respond to 
the request, after consulting with the 
component or the agency that origi-
nated or has a substantial interest in 
the records involved. 

(2) The component may respond to 
the request after coordinating with the 
other components or agencies that 
originated the record. This may in-
clude situations where the standard re-
ferral procedure is not appropriate 
where disclosure of the identity of the 
component or agency to which the re-
ferral would be made could harm an in-
terest protected by an applicable ex-
emption, such as the exemptions that 
protect personal privacy or national se-
curity interests. For example, if a non- 
law enforcement component respond-
ing to a request for records on a living 
third party locates records within its 
files originating with a law enforce-

ment agency, and if the existence of 
that law enforcement interest in the 
third party was not publicly known, 
then to disclose that law enforcement 
interest could cause an unwarranted 
invasion of the personal privacy of the 
third party. Similarly, if a component 
locates material within its files origi-
nating with an Intelligence Commu-
nity agency, and the involvement of 
that agency in the matter is classified 
and not publicly acknowledged, then to 
disclose or give attribution to the in-
volvement of that Intelligence Commu-
nity agency could cause national secu-
rity harms. In such instances, in order 
to avoid harm to an interest protected 
by an applicable exemption, the com-
ponent that received the request 
should coordinate with the originating 
component or agency to seek its views 
on the disclosability of the record. The 
release determination for the record 
that is the subject of the coordination 
should then be conveyed to the re-
quester by the component that origi-
nally received the request. 

(3) The component may refer the re-
sponsibility for responding to the re-
quest or portion of the request to the 
component or agency best able to de-
termine whether to disclose the rel-
evant records, or to the agency that 
created or initially acquired the record 
as long as that agency is subject to the 
FOIA. Ordinarily, the component or 
agency that created or initially ac-
quired the record will be presumed to 
be best able to make the disclosure de-
termination. The referring component 
shall document the referral and main-
tain a copy of the records that it re-
fers. 

(e) Classified information. On receipt 
of any request involving classified in-
formation, the component shall deter-
mine whether information is currently 
and properly classified and take appro-
priate action to ensure compliance 
with 6 CFR part 7. Whenever a request 
involves a record containing informa-
tion that has been classified or may be 
appropriate for classification by an-
other component or agency under any 
applicable executive order concerning 
the classification of records, the re-
ceiving component shall refer the re-
sponsibility for responding to the re-
quest regarding that information to 
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the component or agency that classi-
fied the information, or should con-
sider the information for classification. 
Whenever a component’s record con-
tains information classified by another 
component or agency, the component 
shall coordinate with or refer the re-
sponsibility for responding to that por-
tion of the request to the component or 
agency that classified the underlying 
information. 

(f) Notice of referral. Whenever a com-
ponent refers any part of the responsi-
bility for responding to a request to an-
other component or agency, it will no-
tify the requester of the referral and 
inform the requester of the name of 
each component or agency to which the 
records were referred, unless disclosure 
of the identity of the component or 
agency would harm an interest pro-
tected by an applicable exemption, in 
which case the component should co-
ordinate with the other component or 
agency, rather than refer the records. 

(g) Timing of responses to consultations 
and referrals. All consultations and re-
ferrals received by DHS will be handled 
according to the date that the FOIA re-
quest initially was received by the first 
component or agency, not any later 
date. 

(h) Agreements regarding consultations 
and referrals. Components may estab-
lish agreements with other components 
or agencies to eliminate the need for 
consultations or referrals with respect 
to particular types of records. 

(i) Electronic records and searches—(1) 
Significant interference. The FOIA al-
lows components to not conduct a 
search for responsive documents if the 
search would cause significant inter-
ference with the operation of the com-
ponent’s automated information sys-
tem. 

(2) Business as usual approach. A 
‘‘business as usual’’ approach exists 
when the component has the capability 
to process a FOIA request for elec-
tronic records without a significant ex-
penditure of monetary or personnel re-
sources. Components are not required 
to conduct a search that does not meet 
this business as usual criterion. 

(i) Creating computer programs or 
purchasing additional hardware to ex-
tract email that has been archived for 
emergency retrieval usually are not 

considered business as usual if exten-
sive monetary or personnel resources 
are needed to complete the project. 

(ii) Creating a computer program 
that produces specific requested fields 
or records contained within a well-de-
fined database structure usually is con-
sidered business as usual. The time to 
create this program is considered as 
programmer or operator search time 
for fee assessment purposes and the 
FOIA requester may be assessed fees in 
accordance with § 5.11(c)(1)(iii). How-
ever, creating a computer program to 
merge files with disparate data formats 
and extract specific elements from the 
resultant file is not considered business 
as usual, but a special service, for 
which additional fees may be imposed 
as specified in § 5.11. Components are 
not required to perform special serv-
ices and creation of a computer pro-
gram for a fee is up to the discretion of 
the component and is dependent on 
component resources and expertise. 

(3) Data links. Components are not re-
quired to expend DHS funds to estab-
lish data links that provide real time 
or near-real-time data to a FOIA re-
quester. 

§ 5.5 Timing of responses to requests. 
(a) In general. Components ordinarily 

will respond to requests according to 
their order of receipt. Appendix I to 
this subpart contains the list of compo-
nents that are designated to accept re-
quests. In instances involving mis-
directed requests that are re-routed 
pursuant to § 5.4(c), the response time 
will commence on the date that the re-
quest is received by the proper compo-
nent, but in any event not later than 
ten working days after the request is 
first received by any DHS component 
designated in appendix I of this sub-
part. 

(b) Multitrack processing. All compo-
nents must designate a specific track 
for requests that are granted expedited 
processing, in accordance with the 
standards set forth in paragraph (e) of 
this section. A component may also 
designate additional processing tracks 
that distinguish between simple and 
more complex requests based on the es-
timated amount of work or time need-
ed to process the request. Among the 
factors a component may consider are 
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