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if the order is for a listed option, op-
tion type (put/call), option symbol or 
root symbol, underlying symbol, strike 
price, expiration date, and open/close; 
and any special handling instructions. 

(8) The term order shall include: 
(i) Any order received by a member of 

a national securities exchange or na-
tional securities association from any 
person; 

(ii) Any order originated by a mem-
ber of a national securities exchange or 
national securities association; or 

(iii) Any bid or offer. 
(9) The term reportable event shall in-

clude, but not be limited to, the origi-
nal receipt or origination, modifica-
tion, cancellation, routing, and execu-
tion (in whole or in part) of an order, 
and receipt of a routed order. 

[77 FR 45808, Aug. 1, 2012] 

REGULATION SBSR—REGULATORY RE-
PORTING AND PUBLIC DISSEMINATION 
OF SECURITY-BASED SWAP INFORMA-
TION 

SOURCE: 80 FR 14728, Mar. 19, 2015, unless 
otherwise noted. 

§ 242.900 Definitions. 

Terms used in §§ 242.900 through 
242.909 that appear in Section 3 of the 
Exchange Act (15 U.S.C. 78c) have the 
same meaning as in Section 3 of the 
Exchange Act and the rules or regula-
tions thereunder. In addition, for pur-
poses of Regulation SBSR (§§ 242.900 
through 242.909), the following defini-
tions shall apply: 

(a) Affiliate means any person that, 
directly or indirectly, controls, is con-
trolled by, or is under common control 
with, a person. 

(b) Asset class means those security- 
based swaps in a particular broad cat-
egory, including, but not limited to, 
credit derivatives and equity deriva-
tives. 

(c) [Reserved] 
(d) Branch ID means the UIC assigned 

to a branch or other unincorporated of-
fice of a participant. 

(e) Broker ID means the UIC assigned 
to a person acting as a broker for a 
participant. 

(f) Business day means a day, based 
on U.S. Eastern Time, other than a 

Saturday, Sunday, or a U.S. federal 
holiday. 

(g) Clearing transaction means a secu-
rity-based swap that has a registered 
clearing agency as a direct 
counterparty. 

(h) Control means, for purposes of 
§§ 242.900 through 242.909, the posses-
sion, direct or indirect, of the power to 
direct or cause the direction of the 
management and policies of a person, 
whether through the ownership of vot-
ing securities, by contract, or other-
wise. A person is presumed to control 
another person if the person: 

(1) Is a director, general partner or 
officer exercising executive responsi-
bility (or having similar status or func-
tions); 

(2) Directly or indirectly has the 
right to vote 25 percent or more of a 
class of voting securities or has the 
power to sell or direct the sale of 25 
percent or more of a class of voting se-
curities; or 

(3) In the case of a partnership, has 
the right to receive, upon dissolution, 
or has contributed, 25 percent or more 
of the capital. 

(i) Counterparty means a person that 
is a direct counterparty or indirect 
counterparty of a security-based swap. 

(j) Counterparty ID means the UIC as-
signed to a counterparty to a security- 
based swap. 

(k) Direct counterparty means a per-
son that is a primary obligor on a secu-
rity-based swap. 

(l) Direct electronic access has the 
same meaning as in § 240.13n–4(a)(5) of 
this chapter. 

(m) Exchange Act means the Securi-
ties Exchange Act of 1934 (15 U.S.C. 78a 
et seq.), as amended. 

(n) Execution agent ID means the UIC 
assigned to any person other than a 
broker or trader that facilitates the 
execution of a security-based swap on 
behalf of a direct counterparty. 

(o) Foreign branch has the same 
meaning as in § 240.3a71–3(a)(1) of this 
chapter. 

(p) Indirect counterparty means a 
guarantor of a direct counterparty’s 
performance of any obligation under a 
security-based swap such that the di-
rect counterparty on the other side can 
exercise rights of recourse against the 
indirect counterparty in connection 
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with the security-based swap; for these 
purposes a direct counterparty has 
rights of recourse against a guarantor 
on the other side if the direct 
counterparty has a conditional or un-
conditional legally enforceable right, 
in whole or in part, to receive pay-
ments from, or otherwise collect from, 
the guarantor in connection with the 
security-based swap. 

(q) Life cycle event means, with re-
spect to a security-based swap, any 
event that would result in a change in 
the information reported to a reg-
istered security-based swap data repos-
itory under § 242.901(c), (d), or (i), in-
cluding: An assignment or novation of 
the security-based swap; a partial or 
full termination of the security-based 
swap; a change in the cash flows origi-
nally reported; for a security-based 
swap that is not a clearing transaction, 
any change to the title or date of any 
master agreement, collateral agree-
ment, margin agreement, or any other 
agreement incorporated by reference 
into the security-based swap contract; 
or a corporate action affecting a secu-
rity or securities on which the secu-
rity-based swap is based (e.g., a merger, 
dividend, stock split, or bankruptcy). 
Notwithstanding the above, a life cycle 
event shall not include the scheduled 
expiration of the security-based swap, 
a previously described and anticipated 
interest rate adjustment (such as a 
quarterly interest rate adjustment), or 
other event that does not result in any 
change to the contractual terms of the 
security-based swap. 

(r) Non-mandatory report means any 
information provided to a registered 
security-based swap data repository by 
or on behalf of a counterparty other 
than as required by §§ 242.900 through 
242.909. 

(s) Non-U.S. person means a person 
that is not a U.S. person. 

(t) Parent means a legal person that 
controls a participant. 

(u) Participant, with respect to a reg-
istered security-based swap data repos-
itory, means a counterparty, that 
meets the criteria of § 242.908(b), of a se-
curity-based swap that is reported to 
that registered security-based swap 
data repository to satisfy an obligation 
under § 242.901(a). 

(v) Platform means a national securi-
ties exchange or security-based swap 
execution facility that is registered or 
exempt from registration. 

(w) Platform ID means the UIC as-
signed to a platform on which a secu-
rity-based swap is executed. 

(x) Post-trade processor means any 
person that provides affirmation, con-
firmation, matching, reporting, or 
clearing services for a security-based 
swap transaction. 

(y) Pre-enactment security-based swap 
means any security-based swap exe-
cuted before July 21, 2010 (the date of 
enactment of the Dodd-Frank Act 
(Pub. L. 111–203, H.R. 4173)), the terms 
of which had not expired as of that 
date. 

(z) Price means the price of a secu-
rity-based swap transaction, expressed 
in terms of the commercial conven-
tions used in that asset class. 

(aa) Product means a group of secu-
rity-based swap contracts each having 
the same material economic terms ex-
cept those relating to price and size. 

(bb) Product ID means the UIC as-
signed to a product. 

(cc) Publicly disseminate means to 
make available through the Internet or 
other electronic data feed that is wide-
ly accessible and in machine-readable 
electronic format. 

(dd) [Reserved]. 
(ee) Registered clearing agency means 

a person that is registered with the 
Commission as a clearing agency pur-
suant to section 17A of the Exchange 
Act (15 U.S.C. 78q–1) and any rules or 
regulations thereunder. 

(ff) Registered security-based swap data 
repository means a person that is reg-
istered with the Commission as a secu-
rity-based swap data repository pursu-
ant to section 13(n) of the Exchange 
Act (15 U.S.C. 78m(n)) and any rules or 
regulations thereunder. 

(gg) Reporting side means the side of a 
security-based swap identified by 
§ 242.901(a)(2). 

(hh) Side means a direct counterparty 
and any guarantor of that direct 
counterparty’s performance who meets 
the definition of indirect counterparty 
in connection with the security-based 
swap. 
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(ii) Time of execution means the point 
at which the counterparties to a secu-
rity-based swap become irrevocably 
bound under applicable law. 

(jj) Trader ID means the UIC assigned 
to a natural person who executes one 
or more security-based swaps on behalf 
of a direct counterparty. 

(kk) Trading desk means, with respect 
to a counterparty, the smallest dis-
crete unit of organization of the partic-
ipant that purchases or sells security- 
based swaps for the account of the par-
ticipant or an affiliate thereof. 

(ll) Trading desk ID means the UIC as-
signed to the trading desk of a partici-
pant. 

(mm) Transaction ID means the UIC 
assigned to a specific security-based 
swap transaction. 

(nn) Transitional security-based swap 
means a security-based swap executed 
on or after July 21, 2010, and before the 
first date on which trade-by-trade re-
porting of security-based swaps in that 
asset class to a registered security- 
based swap data repository is required 
pursuant to §§ 242.900 through 242.909. 

(oo) Ultimate parent means a legal 
person that controls a participant and 
that itself has no parent. 

(pp) Ultimate parent ID means the UIC 
assigned to an ultimate parent of a 
participant. 

(qq) Unique Identification Code or UIC 
means a unique identification code as-
signed to a person, unit of a person, 
product, or transaction. 

(rr) United States has the same mean-
ing as in § 240.3a71–3(a)(5) of this chap-
ter. 

(ss) U.S. person has the same meaning 
as in § 240.3a71–3(a)(4) of this chapter. 

§ 242.901 Reporting obligations. 
(a) Assigning reporting duties. A secu-

rity-based swap, including a security- 
based swap that results from the allo-
cation, termination, novation, or as-
signment of another security-based 
swap, shall be reported as follows: 

(1) [Reserved]. 
(2) All other security-based swaps. For 

all security-based swaps other than 
platform-executed security-based 
swaps that will be submitted to clear-
ing, the reporting side shall provide the 
information required by §§ 242.900 
through 242.909 to a registered secu-

rity-based swap data repository. The 
reporting side shall be determined as 
follows: 

(i) [Reserved]. 
(ii) Security-based swaps other than 

clearing transactions. (A) If both sides of 
the security-based swap include a reg-
istered security-based swap dealer, the 
sides shall select the reporting side. 

(B) If only one side of the security- 
based swap includes a registered secu-
rity-based swap dealer, that side shall 
be the reporting side. 

(C) If both sides of the security-based 
swap include a registered major secu-
rity-based swap participant, the sides 
shall select the reporting side. 

(D) If one side of the security-based 
swap includes a registered major secu-
rity-based swap participant and the 
other side includes neither a registered 
security-based swap dealer nor a reg-
istered major security-based swap par-
ticipant, the side including the reg-
istered major security-based swap par-
ticipant shall be the reporting side. 

(E) If neither side of the security- 
based swap includes a registered secu-
rity-based swap dealer or registered 
major security-based swap participant: 

(1) If both sides include a U.S. person, 
the sides shall select the reporting 
side. 

(2) [Reserved]. 
(b) Alternate recipient of security-based 

swap information. If there is no reg-
istered security-based swap data repos-
itory that will accept the report re-
quired by § 242.901(a), the person re-
quired to make such report shall in-
stead provide the required information 
to the Commission. 

(c) Primary trade information. The re-
porting side shall report the following 
information within the timeframe 
specified in paragraph (j) of this sec-
tion: 

(1) The product ID, if available. If the 
security-based swap has no product ID, 
or if the product ID does not include 
the following information, the report-
ing side shall report: 

(i) Information that identifies the se-
curity-based swap, including the asset 
class of the security-based swap and 
the specific underlying reference 
asset(s), reference issuer(s), or ref-
erence index; 

(ii) The effective date; 
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(iii) The scheduled termination date; 
(iv) The terms of any standardized 

fixed or floating rate payments, and 
the frequency of any such payments; 
and 

(v) If the security-based swap is cus-
tomized to the extent that the infor-
mation provided in paragraphs (c)(1)(i) 
through (iv) of this section does not 
provide all of the material information 
necessary to identify such customized 
security-based swap or does not con-
tain the data elements necessary to 
calculate the price, a flag to that ef-
fect; 

(2) The date and time, to the second, 
of execution, expressed using Coordi-
nated Universal Time (UTC); 

(3) The price, including the currency 
in which the price is expressed and the 
amount(s) and currenc(ies) of any up- 
front payments; 

(4) The notional amount(s) and the 
currenc(ies) in which the notional 
amount(s) is expressed; 

(5) If both sides of the security-based 
swap include a registered security- 
based swap dealer, an indication to 
that effect; 

(6) Whether the direct counterparties 
intend that the security-based swap 
will be submitted to clearing; and 

(7) If applicable, any flags pertaining 
to the transaction that are specified in 
the policies and procedures of the reg-
istered security-based swap data repos-
itory to which the transaction will be 
reported. 

(d) Secondary trade information. In ad-
dition to the information required 
under paragraph (c) of this section, for 
each security-based swap for which it 
is the reporting side, the reporting side 
shall report the following information 
within the timeframe specified in para-
graph (j) of this section: 

(1) The counterparty ID or the execu-
tion agent ID of each counterparty, as 
applicable; 

(2) As applicable, the branch ID, 
broker ID, execution agent ID, trader 
ID, and trading desk ID of the direct 
counterparty on the reporting side; 

(3) To the extent not provided pursu-
ant to paragraph (c)(1) of this section, 
the terms of any fixed or floating rate 
payments, or otherwise customized or 
non-standard payment streams, includ-

ing the frequency and contingencies of 
any such payments; 

(4) For a security-based swap that is 
not a clearing transaction, the title 
and date of any master agreement, col-
lateral agreement, margin agreement, 
or any other agreement incorporated 
by reference into the security-based 
swap contract; 

(5) To the extent not provided pursu-
ant to paragraph (c) of this section or 
other provisions of this paragraph (d), 
any additional data elements included 
in the agreement between the counter-
parties that are necessary for a person 
to determine the market value of the 
transaction; 

(6) If applicable, and to the extent 
not provided pursuant to paragraph (c) 
of this section, the name of the clear-
ing agency to which the security-based 
swap will be submitted for clearing; 

(7) If the direct counterparties do not 
intend to submit the security-based 
swap to clearing, whether they have in-
voked the exception in Section 3C(g) of 
the Exchange Act (15 U.S.C. 78c–3(g)); 

(8) To the extent not provided pursu-
ant to the other provisions of this 
paragraph (d), if the direct counterpar-
ties do not submit the security-based 
swap to clearing, a description of the 
settlement terms, including whether 
the security-based swap is cash-settled 
or physically settled, and the method 
for determining the settlement value; 
and 

(9) The platform ID, if applicable. 
(10) If the security-based swap arises 

from the allocation, termination, nova-
tion, or assignment of one or more ex-
isting security-based swaps, the trans-
action ID of the allocated, terminated, 
assigned, or novated security-based 
swap(s), except in the case of a clearing 
transaction that results from the net-
ting or compression of other clearing 
transactions. 

(e) Reporting of life cycle events. (1)(i) 
Generally. A life cycle event, and any 
adjustment due to a life cycle event, 
that results in a change to information 
previously reported pursuant to para-
graph (c), (d), or (i) of this section shall 
be reported by the reporting side, ex-
cept that the reporting side shall not 
report whether or not a security-based 
swap has been accepted for clearing. 

(ii) [Reserved] 
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(2) All reports of life cycle events and 
adjustments due to life cycle events 
shall, within the timeframe specified in 
paragraph (j) of this section, be re-
ported to the entity to which the origi-
nal security-based swap transaction 
was reported and shall include the 
transaction ID of the original trans-
action. 

(f) Time stamping incoming information. 
A registered security-based swap data 
repository shall time stamp, to the sec-
ond, its receipt of any information sub-
mitted to it pursuant to paragraph (c), 
(d), (e), or (i) of this section. 

(g) Assigning transaction ID. A reg-
istered security-based swap data repos-
itory shall assign a transaction ID to 
each security-based swap, or establish 
or endorse a methodology for trans-
action IDs to be assigned by third par-
ties. 

(h) Format of reported information. A 
reporting side shall electronically 
transmit the information required 
under this section in a format required 
by the registered security-based swap 
data repository to which it reports. 

(i) Reporting of pre-enactment and 
transitional security-based swaps. With 
respect to any pre-enactment security- 
based swap or transitional security- 
based swap in a particular asset class, 
and to the extent that information 
about such transaction is available, the 
reporting side shall report all of the in-
formation required by paragraphs (c) 
and (d) of this section to a registered 
security-based swap data repository 
that accepts security-based swaps in 
that asset class and indicate whether 
the security-based swap was open as of 
the date of such report. 

(j) Interim timeframe for reporting. The 
reporting timeframe for paragraphs (c) 
and (d) of this section shall be 24 hours 
after the time of execution (or accept-
ance for clearing in the case of a secu-
rity-based swap that is subject to regu-
latory reporting and public dissemina-
tion solely by operation of 
§ 242.908(a)(1)(ii)), or, if 24 hours after 
the time of execution or acceptance, as 
applicable, would fall on a day that is 
not a business day, by the same time 
on the next day that is a business day. 
The reporting timeframe for paragraph 
(e) of this section shall be 24 hours 
after the occurrence of the life cycle 

event or the adjustment due to the life 
cycle event. 

APPENDIX TO 17 CFR 242.901 REPORTS RE-
GARDING THE ESTABLISHMENT OF BLOCK 
THRESHOLDS AND REPORTING DELAYS FOR 
REGULATORY REPORTING OF SECURITY- 
BASED SWAP TRANSACTION DATA 

This appendix sets forth guidelines appli-
cable to reports that the Commission has di-
rected its staff to make in connection with 
the determination of block thresholds and 
reporting delays for security-based swap 
transaction data. The Commission intends to 
use these reports to inform its specification 
of the criteria for determining what con-
stitutes a large notional security-based swap 
transaction (block trade) for particular mar-
kets and contracts; and the appropriate time 
delay for reporting large notional security- 
based swap transactions (block trades) to the 
public in order to implement regulatory re-
quirements under Section 13 of the Act (15 
U.S.C. 78m). In producing these reports, the 
staff shall consider security-based swap data 
collected by the Commission pursuant to 
other Title VII rules, as well as any other ap-
plicable information as the staff may deter-
mine to be appropriate for its analysis. 

(a) Report topics. As appropriate, based on 
the availability of data and information, the 
reports should address the following topics 
for each asset class: 

(1) Price impact. In connection with the 
Commission’s obligation to specify criteria 
for determining what constitutes a block 
trade and the appropriate reporting delay for 
block trades, the report generally should as-
sess the effect of notional amount and ob-
served reporting delay on price impact of 
trades in the security-based swap market. 

(2) Hedging. In connection with the Com-
mission’s obligation to specify criteria for 
determining what constitutes a block trade 
and the appropriate reporting delay for block 
trades, the report generally should consider 
potential relationships between observed re-
porting delays and the incidence and cost of 
hedging large trades in the security-based 
swap market, and whether these relation-
ships differ for interdealer trades and dealer 
to customer trades. 

(3) Price efficiency. In connection with the 
Commission’s obligation to specify criteria 
for determining what constitutes a block 
trade and the appropriate reporting delay for 
block trades, the report generally should as-
sess the relationship between reporting 
delays and the speed with which transaction 
information is impounded into market 
prices, estimating this relationship for 
trades of different notional amounts. 

(4) Other topics. Any other analysis of secu-
rity-based swap data and information, such 
as security-based swap market liquidity and 
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price volatility, that the Commission or the 
staff deem relevant to the specification of: 

(i) The criteria for determining what con-
stitutes a large notional security-based swap 
transaction (block trade) for particular mar-
kets and contracts; and 

(ii) The appropriate time delay for report-
ing large notional security-based swap trans-
actions (block trades). 

(b) Timing of reports. Each report shall be 
complete no later than two years following 
the initiation of public dissemination of se-
curity-based swap transaction data by the 
first registered SDR in that asset class. 

(c) Public comment on the report. Following 
completion of the report, the report shall be 
published in the FEDERAL REGISTER for pub-
lic comment. 

§ 242.902 Public dissemination of 
transaction reports. 

(a) General. Except as provided in 
paragraph (c) of this section, a reg-
istered security-based swap data repos-
itory shall publicly disseminate a 
transaction report of a security-based 
swap, or a life cycle event or adjust-
ment due to a life cycle event, imme-
diately upon receipt of information 
about the security-based swap, or upon 
re-opening following a period when the 
registered security-based swap data re-
pository was closed. The transaction 
report shall consist of all the informa-
tion reported pursuant to § 242.901(c), 
plus any condition flags contemplated 
by the registered security-based swap 
data repository’s policies and proce-
dures that are required by § 242.907. 

(b) [Reserved]. 
(c) Non-disseminated information. A 

registered security-based swap data re-
pository shall not disseminate: 

(1) The identity of any counterparty 
to a security-based swap; 

(2) With respect to a security-based 
swap that is not cleared at a registered 
clearing agency and that is reported to 
the registered security-based swap data 
repository, any information disclosing 
the business transactions and market 
positions of any person; 

(3) Any information regarding a secu-
rity-based swap reported pursuant to 
§ 242.901(i); 

(4) Any non-mandatory report; 
(5) Any information regarding a secu-

rity-based swap that is required to be 
reported pursuant to §§ 242.901 and 
242.908(a)(1) but is not required to be 

publicly disseminated pursuant to 
§ 242.908(a)(2); 

(6) Any information regarding a 
clearing transaction that arises from 
the acceptance of a security-based 
swap for clearing by a registered clear-
ing agency or that results from netting 
other clearing transactions; or 

(7) Any information regarding the al-
location of a security-based swap. 

(d) Temporary restriction on other mar-
ket data sources. No person shall make 
available to one or more persons (other 
than a counterparty or a post-trade 
processor) transaction information re-
lating to a security-based swap before 
the primary trade information about 
the security-based swap is sent to a 
registered security-based swap data re-
pository. 

§ 242.903 Coded information. 

(a) If an internationally recognized 
standards-setting system that imposes 
fees and usage restrictions on persons 
that obtain UICs for their own usage 
that are fair and reasonable and not 
unreasonably discriminatory and that 
meets the criteria of paragraph (b) of 
this section is recognized by the Com-
mission and has assigned a UIC to a 
person, unit of a person, or product (or 
has endorsed a methodology for assign-
ing transaction IDs), the registered se-
curity-based swap data repository shall 
employ that UIC (or methodology for 
assigning transaction IDs). If no such 
system has been recognized by the 
Commission, or a recognized system 
has not assigned a UIC to a particular 
person, unit of a person, or product (or 
has not endorsed a methodology for as-
signing transaction IDs), the registered 
security-based swap data repository 
shall assign a UIC to that person, unit 
of person, or product using its own 
methodology (or endorse a method-
ology for assigning transaction IDs). If 
the Commission has recognized such a 
system that assigns UICs to persons, 
each participant of a registered secu-
rity-based swap data repository shall 
obtain a UIC from or through that sys-
tem for identifying itself, and each par-
ticipant that acts as a guarantor of a 
direct counterparty’s performance of 
any obligation under a security-based 
swap that is subject to § 242.908(a) shall, 

VerDate Sep<11>2014 16:12 Jul 21, 2016 Jkt 238060 PO 00000 Frm 00747 Fmt 8010 Sfmt 8010 Q:\17\17V4.TXT 31lp
ow

el
l o

n 
D

S
K

54
D

X
V

N
1O

F
R

 w
ith

 $
$_

JO
B



738 

17 CFR Ch. II (4–1–16 Edition) § 242.904 

if the direct counterparty has not al-
ready done so, obtain a UIC for identi-
fying the direct counterparty from or 
through that system, if that system 
permits third-party registration with-
out a requirement to obtain prior per-
mission of the direct counterparty. 

(b) A registered security-based swap 
data repository may permit informa-
tion to be reported pursuant to 
§ 242.901, and may publicly disseminate 
that information pursuant to § 242.902, 
using codes in place of certain data ele-
ments, provided that the information 
necessary to interpret such codes is 
widely available to users of the infor-
mation on a non-fee basis. 

§ 242.904 Operating hours of reg-
istered security-based swap data re-
positories. 

A registered security-based swap 
data repository shall have systems in 
place to continuously receive and dis-
seminate information regarding secu-
rity-based swaps pursuant to §§ 242.900 
through 242.909, subject to the fol-
lowing exceptions: 

(a) A registered security-based swap 
data repository may establish normal 
closing hours during periods when, in 
its estimation, the U.S. market and 
major foreign markets are inactive. A 
registered security-based swap data re-
pository shall provide reasonable ad-
vance notice to participants and to the 
public of its normal closing hours. 

(b) A registered security-based swap 
data repository may declare, on an ad 
hoc basis, special closing hours to per-
form system maintenance that cannot 
wait until normal closing hours. A reg-
istered security-based swap data repos-
itory shall, to the extent reasonably 
possible under the circumstances, 
avoid scheduling special closing hours 
during periods when, in its estimation, 
the U.S. market and major foreign 
markets are most active; and provide 
reasonable advance notice of its special 
closing hours to participants and to 
the public. 

(c) During normal closing hours, and 
to the extent reasonably practicable 
during special closing hours, a reg-
istered security-based swap data repos-
itory shall have the capability to re-
ceive and hold in queue information re-
garding security-based swaps that has 

been reported pursuant to §§ 242.900 
through 242.909. 

(d) When a registered security-based 
swap data repository re-opens fol-
lowing normal closing hours or special 
closing hours, it shall disseminate 
transaction reports of security-based 
swaps held in queue, in accordance 
with the requirements of § 242.902. 

(e) If a registered security-based swap 
data repository could not receive and 
hold in queue transaction information 
that was required to be reported pursu-
ant to §§ 242.900 through 242.909, it must 
immediately upon re-opening send a 
message to all participants that it has 
resumed normal operations. There-
after, any participant that had an obli-
gation to report information to the 
registered security-based swap data re-
pository pursuant to §§ 242.900 through 
242.909, but could not do so because of 
the registered security-based swap data 
repository’s inability to receive and 
hold in queue data, must promptly re-
port the information to the registered 
security-based swap data repository. 

§ 242.905 Correction of errors in secu-
rity-based swap information. 

(a) Duty to correct. Any counterparty 
to a security-based swap that discovers 
an error in information previously re-
ported pursuant to §§ 242.900 through 
242.909 shall correct such error in ac-
cordance with the following proce-
dures: 

(1) If a side that was not the report-
ing side for a security-based swap 
transaction discovers an error in the 
information reported with respect to 
such security-based swap, the 
counterparty shall promptly notify the 
reporting side of the error; and 

(2) If the reporting side discovers an 
error in the information reported with 
respect to a security-based swap, or re-
ceives notification from its 
counterparty of an error, the reporting 
side shall promptly submit to the enti-
ty to which the security-based swap 
was originally reported an amended re-
port pertaining to the original trans-
action report. If the reporting side re-
ported the initial transaction to a reg-
istered security-based swap data repos-
itory, the reporting side shall submit 
an amended report to the registered se-
curity-based swap data repository in a 
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manner consistent with the policies 
and procedures contemplated by 
§ 242.907(a)(3). 

(b) Duty of security-based swap data re-
pository to correct. A registered secu-
rity-based swap data repository shall: 

(1) Upon discovery of an error or re-
ceipt of a notice of an error, verify the 
accuracy of the terms of the security- 
based swap and, following such 
verification, promptly correct the erro-
neous information regarding such secu-
rity-based swap contained in its sys-
tem; and 

(2) If such erroneous information re-
lates to a security-based swap that the 
registered security-based swap data re-
pository previously disseminated and 
falls into any of the categories of infor-
mation enumerated in § 242.901(c), pub-
licly disseminate a corrected trans-
action report of the security-based 
swap promptly following verification of 
the trade by the counterparties to the 
security-based swap, with an indication 
that the report relates to a previously 
disseminated transaction. 

§ 242.906 Other duties of participants. 
(a) Identifying missing UIC informa-

tion. A registered security-based swap 
data repository shall identify any secu-
rity-based swap reported to it for 
which the registered security-based 
swap data repository does not have the 
counterparty ID and (if applicable) the 
broker ID, branch ID, execution agent 
ID, trading desk ID, and trader ID of 
each direct counterparty. Once a day, 
the registered security-based swap data 
repository shall send a report to each 
participant of the registered security- 
based swap data repository or, if appli-
cable, an execution agent, identifying, 
for each security-based swap to which 
that participant is a counterparty, the 
security-based swap(s) for which the 
registered security-based swap data re-
pository lacks counterparty ID and (if 
applicable) broker ID, branch ID, exe-
cution agent ID, desk ID, and trader 
ID. A participant of a registered secu-
rity-based swap data repository that 
receives such a report shall provide the 
missing information with respect to its 
side of each security-based swap ref-
erenced in the report to the registered 
security-based swap data repository 
within 24 hours. 

(b) Duty to provide ultimate parent and 
affiliate information. Each participant of 
a registered security-based swap data 
repository shall provide to the reg-
istered security-based swap data repos-
itory information sufficient to identify 
its ultimate parent(s) and any affil-
iate(s) of the participant that also are 
participants of the registered security- 
based swap data repository, using ulti-
mate parent IDs and counterparty IDs. 
Any such participant shall promptly 
notify the registered security-based 
swap data repository of any changes to 
that information. 

(c) Policies and procedures of registered 
security-based swap dealers and registered 
major security-based swap participants. 
Each participant of a registered secu-
rity-based swap data repository that is 
a registered security-based swap dealer 
or registered major security-based 
swap participant shall establish, main-
tain, and enforce written policies and 
procedures that are reasonably de-
signed to ensure that it complies with 
any obligations to report information 
to a registered security-based swap 
data repository in a manner consistent 
with §§ 242.900 through 242.909. Each 
such participant shall review and up-
date its policies and procedures at least 
annually. 

§ 242.907 Policies and procedures of 
registered security-based swap data 
repositories. 

(a) General policies and procedures. 
With respect to the receipt, reporting, 
and dissemination of data pursuant to 
§§ 242.900 through 242.909, a registered 
security-based swap data repository 
shall establish and maintain written 
policies and procedures: 

(1) That enumerate the specific data 
elements of a security-based swap that 
must be reported, which shall include, 
at a minimum, the data elements spec-
ified in § 242.901(c) and (d); 

(2) That specify one or more accept-
able data formats (each of which must 
be an open-source structured data for-
mat that is widely used by partici-
pants), connectivity requirements, and 
other protocols for submitting infor-
mation; 
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(3) For specifying procedures for re-
porting life cycle events and correc-
tions to previously submitted informa-
tion, making corresponding updates or 
corrections to transaction records, and 
applying an appropriate flag to the 
transaction report to indicate that the 
report is an error correction required 
to be disseminated by § 242.905(b)(2), or 
is a life cycle event, or any adjustment 
due to a life cycle event, required to be 
disseminated by § 242.902(a); 

(4) For: 
(i) Identifying characteristic(s) of a 

security-based swap, or circumstances 
associated with the execution or re-
porting of the security-based swap, 
that could, in the fair and reasonable 
estimation of the registered security- 
based swap data repository, cause a 
person without knowledge of these 
characteristic(s) or circumstance(s), to 
receive a distorted view of the market; 

(ii) Establishing flags to denote such 
characteristic(s) or circumstance(s); 

(iii) Directing participants that re-
port security-based swaps to apply 
such flags, as appropriate, in their re-
ports to the registered security-based 
swap data repository; and 

(iv) Applying such flags: 
(A) To disseminated reports to help 

to prevent a distorted view of the mar-
ket; or 

(B) In the case of a transaction ref-
erenced in § 242.902(c), to suppress the 
report from public dissemination en-
tirely, as appropriate; 

(5) For assigning UICs in a manner 
consistent with § 242.903; and 

(6) For periodically obtaining from 
each participant information that iden-
tifies the participant’s ultimate par-
ent(s) and any participant(s) with 
which the participant is affiliated, 
using ultimate parent IDs and 
counterparty IDs. 

(b) [Reserved]. 
(c) Public availability of policies and 

procedures. A registered security-based 
swap data repository shall make the 
policies and procedures required by 
§§ 242.900 through 242.909 publicly avail-
able on its Web site. 

(d) Updating of policies and procedures. 
A registered security-based swap data 
repository shall review, and update as 
necessary, the policies and procedures 
required by §§ 242.900 through 242.909 at 

least annually. Such policies and pro-
cedures shall indicate the date on 
which they were last reviewed. 

(e) A registered security-based swap 
data repository shall provide to the 
Commission, upon request, information 
or reports related to the timeliness, ac-
curacy, and completeness of data re-
ported to it pursuant to §§ 242.900 
through 242.909 and the registered secu-
rity-based swap data repository’s poli-
cies and procedures thereunder. 

§ 242.908 Cross-border matters. 

(a) Application of Regulation SBSR to 
cross-border transactions. (1) A security- 
based swap shall be subject to regu-
latory reporting and public dissemina-
tion if: 

(i) There is a direct or indirect 
counterparty that is a U.S. person on 
either or both sides of the transaction; 
or 

(ii) The security-based swap is ac-
cepted for clearing by a clearing agen-
cy having its principal place of busi-
ness in the United States. 

(2) A security-based swap that is not 
included within paragraph (a)(1) of this 
section shall be subject to regulatory 
reporting but not public dissemination 
if there is a direct or indirect 
counterparty on either or both sides of 
the transaction that is a registered se-
curity-based swap dealer or a reg-
istered major security-based swap par-
ticipant. 

(b) Limitation on obligations. Notwith-
standing any other provision of 
§§ 242.900 through 242.909, a person shall 
not incur any obligation under 
§§ 242.900 through 242.909 unless it is: 

(1) A U.S. person; or 
(2) A registered security-based swap 

dealer or registered major security- 
based swap participant. 

(c) Substituted compliance—(1) General. 
Compliance with the regulatory report-
ing and public dissemination require-
ments in sections 13(m) and 13A of the 
Act (15 U.S.C. 78m(m) and 78m–1), and 
the rules and regulations thereunder, 
may be satisfied by compliance with 
the rules of a foreign jurisdiction that 
is the subject of a Commission order 
described in paragraph (c)(2) of this 
section, provided that at least one of 
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the direct counterparties to the secu-
rity-based swap is either a non-U.S. 
person or a foreign branch. 

(2) Procedure. (i) The Commission 
may, conditionally or unconditionally, 
by order, make a substituted compli-
ance determination regarding regu-
latory reporting and public dissemina-
tion of security-based swaps with re-
spect to a foreign jurisdiction if that 
jurisdiction’s requirements for the reg-
ulatory reporting and public dissemi-
nation of security-based swaps are 
comparable to otherwise applicable re-
quirements. The Commission may, con-
ditionally or unconditionally, by order, 
make a substituted compliance deter-
mination regarding regulatory report-
ing of security-based swaps that are 
subject to § 242.908(a)(2) with respect to 
a foreign jurisdiction if that jurisdic-
tion’s requirements for the regulatory 
reporting of security-based swaps are 
comparable to otherwise applicable re-
quirements. 

(ii) A party that potentially would 
comply with requirements under 
§§ 242.900 through 242.909 pursuant to a 
substituted compliance order or any 
foreign financial regulatory authority 
or authorities supervising such a per-
son’s security-based swap activities 
may file an application, pursuant to 
the procedures set forth in § 240.0–13 of 
this chapter, requesting that the Com-
mission make a substituted compliance 
determination regarding regulatory re-
porting and public dissemination with 
respect to a foreign jurisdiction the 
rules of which also would require re-
porting and public dissemination of 
those security-based swaps. 

(iii) In making such a substituted 
compliance determination, the Com-
mission shall take into account such 
factors as the Commission determines 
are appropriate, such as the scope and 
objectives of the relevant foreign regu-
latory requirements, as well as the ef-
fectiveness of the supervisory compli-
ance program administered, and the 
enforcement authority exercised, by 
the foreign financial regulatory au-
thority to support oversight of its reg-
ulatory reporting and public dissemi-
nation system for security-based 
swaps. The Commission shall not make 
such a substituted compliance deter-
mination unless it finds that: 

(A) The data elements that are re-
quired to be reported pursuant to the 
rules of the foreign jurisdiction are 
comparable to those required to be re-
ported pursuant to § 242.901; 

(B) The rules of the foreign jurisdic-
tion require the security-based swap to 
be reported and publicly disseminated 
in a manner and a timeframe com-
parable to those required by §§ 242.900 
through 242.909 (or, in the case of trans-
actions that are subject to 
§ 242.908(a)(2) but not to § 242.908(a)(1), 
the rules of the foreign jurisdiction re-
quire the security-based swap to be re-
ported in a manner and a timeframe 
comparable to those required by 
§§ 242.900 through 242.909); 

(C) The Commission has direct elec-
tronic access to the security-based 
swap data held by a trade repository or 
foreign regulatory authority to which 
security-based swaps are reported pur-
suant to the rules of that foreign juris-
diction; and 

(D) Any trade repository or foreign 
regulatory authority in the foreign ju-
risdiction that receives and maintains 
required transaction reports of secu-
rity-based swaps pursuant to the laws 
of that foreign jurisdiction is subject 
to requirements regarding data collec-
tion and maintenance; systems capac-
ity, integrity, resiliency, availability, 
and security; and recordkeeping that 
are comparable to the requirements 
imposed on security-based swap data 
repositories by the Commission’s rules 
and regulations. 

(iv) Before issuing a substituted com-
pliance order pursuant to this section, 
the Commission shall have entered into 
memoranda of understanding and/or 
other arrangements with the relevant 
foreign financial regulatory authority 
or authorities under such foreign finan-
cial regulatory system addressing su-
pervisory and enforcement cooperation 
and other matters arising under the 
substituted compliance determination. 

(v) The Commission may, on its own 
initiative, modify or withdraw such 
order at any time, after appropriate 
notice and opportunity for comment. 
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§ 242.909 Registration of security- 
based swap data repository as a se-
curities information processor. 

A registered security-based swap 
data repository shall also register with 
the Commission as a securities infor-
mation processor on Form SDR 
(§ 249.1500 of this chapter). 

Regulation SCI—Systems 
Compliance and Integrity 

SOURCE: 79 FR 72436, Dec. 5, 2014, unless 
otherwise noted. 

§ 242.1000 Definitions. 
For purposes of Regulation SCI 

(§§ 242.1000 through 242.1007), the fol-
lowing definitions shall apply: 

Critical SCI systems means any SCI 
systems of, or operated by or on behalf 
of, an SCI entity that: 

(1) Directly support functionality re-
lating to: 

(i) Clearance and settlement systems 
of clearing agencies; 

(ii) Openings, reopenings, and clos-
ings on the primary listing market; 

(iii) Trading halts; 
(iv) Initial public offerings; 
(v) The provision of consolidated 

market data; or 
(vi) Exclusively-listed securities; or 
(2) Provide functionality to the secu-

rities markets for which the avail-
ability of alternatives is significantly 
limited or nonexistent and without 
which there would be a material im-
pact on fair and orderly markets. 

Electronic signature has the meaning 
set forth in § 240.19b–4(j) of this chapter. 

Exempt clearing agency subject to ARP 
means an entity that has received from 
the Commission an exemption from 
registration as a clearing agency under 
Section 17A of the Act, and whose ex-
emption contains conditions that re-
late to the Commission’s Automation 
Review Policies (ARP), or any Commis-
sion regulation that supersedes or re-
places such policies. 

Indirect SCI systems means any sys-
tems of, or operated by or on behalf of, 
an SCI entity that, if breached, would 
be reasonably likely to pose a security 
threat to SCI systems. 

Major SCI event means an SCI event 
that has had, or the SCI entity reason-
ably estimates would have: 

(1) Any impact on a critical SCI sys-
tem; or 

(2) A significant impact on the SCI 
entity’s operations or on market par-
ticipants. 

Plan processor has the meaning set 
forth in § 242.600(b)(55). 

Responsible SCI personnel means, for a 
particular SCI system or indirect SCI 
system impacted by an SCI event, such 
senior manager(s) of the SCI entity 
having responsibility for such system, 
and their designee(s). 

SCI alternative trading system or SCI 
ATS means an alternative trading sys-
tem, as defined in § 242.300(a), which 
during at least four of the preceding six 
calendar months: 

(1) Had with respect to NMS stocks: 
(i) Five percent (5%) or more in any 

single NMS stock, and one-quarter per-
cent (0.25%) or more in all NMS stocks, 
of the average daily dollar volume re-
ported by applicable transaction re-
porting plans; or 

(ii) One percent (1%) or more in all 
NMS stocks of the average daily dollar 
volume reported by applicable trans-
action reporting plans; or 

(2) Had with respect to equity securi-
ties that are not NMS stocks and for 
which transactions are reported to a 
self-regulatory organization, five per-
cent (5%) or more of the average daily 
dollar volume as calculated by the self- 
regulatory organization to which such 
transactions are reported; 

(3) Provided, however, that such SCI 
ATS shall not be required to comply 
with the requirements of Regulation 
SCI until six months after satisfying 
any of paragraphs (1) or (2) of this defi-
nition, as applicable, for the first time. 

SCI entity means an SCI self-regu-
latory organization, SCI alternative 
trading system, plan processor, or ex-
empt clearing agency subject to ARP. 

SCI event means an event at an SCI 
entity that constitutes: 

(1) A systems disruption; 
(2) A systems compliance issue; or 
(3) A systems intrusion. 
SCI review means a review, following 

established procedures and standards, 
that is performed by objective per-
sonnel having appropriate experience 
to conduct reviews of SCI systems and 
indirect SCI systems, and which review 
contains: 
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