on the outermost garment above waist level, or is under escort.

(3) Procedures to ensure accountability through the following:
   (i) Retrieving expired identification media.
   (ii) Reporting lost or stolen identification media.
   (iii) Securing unissued identification media stock and supplies.
   (iv) Auditing the system at a minimum of once a year, or sooner, as necessary to ensure the integrity and accountability of all identification media.
   (v) As specified in the aircraft operator’s security program, revalidate the identification system or reissue identification media if a portion of all issued, unexpired identification media are lost, stolen, or unretrieved, including identification media that are combined with access media.
   (vi) Ensure that only one identification medium is issued to an individual at a time. A replacement identification medium may only be issued if an individual declares in writing that the medium has been lost or stolen.

(b) The aircraft operator may request approval of a temporary identification media system that meets the standards in §1542.211(b) of this chapter, or may arrange with the airport to use temporary airport identification media in accordance with that section.

(c) Each aircraft operator must submit a plan to carry out this section to TSA no later than May 13, 2002. Each aircraft operator must fully implement its plan no later than November 14, 2003.

§ 1544.233 Security coordinators and crewmembers, training.

(a) No aircraft operator may use any individual as a Ground Security Coordinator unless, within the preceding 12-calendar months, that individual has satisfactorily completed the security training required by 14 CFR 121.417(b)(3)(v) or 135.331(b)(3)(v), and as specified in the aircraft operator’s security program.

(b) Each aircraft operator must ensure that individuals performing security-related duties for the aircraft operator have knowledge of the provisions of this part, applicable Security Directives and Information Circulars, the approved airport security program applicable to their location, and the aircraft operator’s security program to the extent that such individuals need to know in order to perform their duties.

§ 1544.237 Flight deck privileges.

(a) For each aircraft that has a door to the flight deck, each aircraft operator must restrict access to the flight deck as provided in its security program.

(b) This section does not restrict access for an FAA air carrier inspector, an authorized representative of the National Transportation Safety Board, or for an Agent of the United States Secret Service, under 14 CFR parts 121, 125, or 135. This section does not restrict access for a Federal Air Marshal under this part.
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