which requires the implementation of an Information Technology Security Plan to protect information processed, stored, or transmitted from unauthorized access, alteration, disclosure, or use.

(f) NASA will monitor performance to assure any service provider that requires access to sensitive information follows the steps outlined in the clause at 1852.237–72, Access to Sensitive Information, to protect the information from unauthorized use or disclosure.

[70 FR 35554, June 21, 2005]

1837.203–71 Release of contractors’ sensitive information.

Pursuant to the clause at 1852.237–73, Release of Sensitive Information, offerors and contractors agree that NASA may release their sensitive information when requested by service providers in accordance with the procedures prescribed in 1837.203–70 and subject to the safeguards and protections delineated in the clause at 1852.237–72, Access to Sensitive Information. As required by the clause at 1852.237–73, or other contract clause or solicitation provision, contractors must identify information they claim to be “sensitive” submitted as part of a proposal or in the course of performing a contract. The contracting officer shall evaluate all contractor claims of sensitivity in deciding how NASA should respond to requests from service providers for access to information.

[70 FR 35554, June 21, 2005]

1837.203–72 NASA contract clauses.

(a) The contracting officer shall insert the clause at 1852.237–72, Access to Sensitive Information, in all solicitations and contracts for services that may require access to sensitive information belonging to other companies or generated by the Government.

(b) The contracting officer shall insert the clause at 1852.237–73, Release of Sensitive Information, in all solicitations, contracts, and basic ordering agreements.

[70 FR 35554, June 21, 2005]