PART 239—ACQUISITION OF INFORMATION TECHNOLOGY

Subpart 239.1—General

Sec. 239.101 Policy.

Subpart 239.70—Exchange or Sale of Information Technology

Sec. 239.7001 Policy.

Subpart 239.71—Security and Privacy for Computer Systems

Sec. 239.7100 Scope of subpart.

Subpart 239.72—Standards

Sec. 239.7201 Solicitation requirements.

Subpart 239.73—Requirements for Information Relating to Supply Chain Risk

Sec. 239.7300 Scope of subpart.

Subpart 239.74—Telecommunications Services

Sec. 239.7400 Scope.

SEE 227.7202 for policy on the acquisition of commercial computer software and commercial computer software documentation.


Subpart 239.70—Exchange or Sale of Information Technology

Sec. 239.7001 Policy.

Agencies shall follow the procedures in DoD 4140.1–R, DoD Supply Chain Material Management Regulation, Chapter 9, Section C9.5, when considering the exchange or sale of Government-owned information technology.

[71 FR 39010, July 11, 2006]

Subpart 239.71—Security and Privacy for Computer Systems

Sec. 239.7100 Scope of subpart.

This subpart includes information assurance and Privacy Act considerations. Information assurance requirements are in addition to provisions concerning protection of privacy of individuals (see FAR Subpart 24.1).

Sec. 239.7101 Definition.

Information assurance, as used in this subpart, means measures that protect and defend information, that is entered, processed, transmitted, stored, retrieved, displayed, or destroyed, and information systems, by ensuring their availability, integrity, authentication, confidentiality, and non-repudiation. This includes providing for the restoration of information systems by incorporating protection, detection, and reaction capabilities.