§ 90.547 Narrowband Interoperability channel capability requirement.

(a) Except as noted in this section, mobile and portable transmitters operating on narrowband channels in the 769–775 MHz and 799–805 MHz frequency bands must be capable of operating on all of the designated nationwide narrowband Interoperability channels pursuant to the standards specified in this part.

(1) Mobile and portable transmitters that are designed to operate only on the Low Power Channels specified in §90.531 (b)(3) and (4) are exempt from this Interoperability channel requirement.

(2) Mobile and portable transmitters that are designed to operate only in the data mode must be capable of operation on the data Interoperability channels specified in §90.531(b)(1)(i); but need not be capable of voice operation on other Interoperability channels.

(3) Mobile and portable transmitters that are designed to operate only in the voice mode do not have to operate on the data Interoperability channels specified in §90.531(b)(1)(i).

(b) Mobile and portable transmitters designed for data are not required to be voice capable, and vice versa.

§ 90.548 Interoperability Technical Standards.

(a) Transmitters designed after August 11, 2014 to operate on the narrowband interoperability channels in the 769–775 and 799–805 MHz band (see §90.531) shall conform to the following technical standards (transmitters certified prior to this date are grandfathered):

(1) Transmitters designed for voice operation shall include a 12.5 kilohertz bandwidth mode of operation conforming to the following standards: ANSI/TIA–102.BAAA–A–2003 and ANSI/TIA–102.BABA–2003.

(2) Transmitters designed for data transmission shall include a 12.5 kilohertz bandwidth mode of operation conforming to the following standards: ANSI/TIA–102.BAAEA–B–2012, ANSI/TIA–102.BAAA–A–2003, ANSI/TIA–102.BAEB–
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(a) Encryption is permitted on all but the two nationwide Interoperability calling channels. Radios employing encryption must have a readily accessible switch or other readily accessible control that permits the radio user to disable encryption.
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§ 90.554 Transmitter certification.

Transmitters operated in the 758–775 MHz and 788–805 MHz frequency bands must be of a type that have been authorized by the Commission under its certification procedure as required by §90.203.

[79 FR 600, Jan. 6, 2014]

§ 90.551 Construction requirements.

Each station authorized under this subpart to operate in the 769–775 MHz and 799–805 MHz frequency bands must be constructed and placed into operation within 12 months from the date of grant of the authorization, except for State channels. However, licensees may request a longer construction period, up to but not exceeding 5 years, pursuant to §90.155(b). State channels are subject to the build-out requirements in §90.529.

[72 FR 48863, Aug. 24, 2007]
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