§ 12.1

§ 12.1 Purpose.
The rules in this part include requirements that will help ensure the resiliency, redundancy and reliability of communications systems, particularly 911 and E911 networks and/or systems.

§ 12.3 911 and E911 analyses and reports.
The following entities must analyze their 911 and E911 networks and/or systems and provide a detailed report to the Commission on the resiliency, replication, and reliability of those networks and/or systems: Local exchange carriers (LECs), including incumbent LECs (ILECS) and competitive LECs (CLECs); commercial mobile radio service providers required to comply with the wireless 911 rules set forth in § 20.18 of this chapter; and interconnected Voice over Internet Protocol (VoIP) service providers. LECs that meet the definition of a Class B company set forth in § 32.11(b)(2) of this chapter, non-nationwide commercial mobile radio service providers with no more than 500,000 subscribers and interconnected VoIP service providers with annual revenues below the revenue threshold established pursuant to § 32.11 of this chapter are exempt from these rules.

(a) The Public Safety and Homeland Security Bureau (PSHSB) has the delegated authority to implement and activate a process through which these reports will be submitted, including the authority to set forth the specific data that will be required. Where relevant, these reports should include descriptions of the steps the service providers intend to take to ensure diversity and dependability in their network operations. These reports shall be submitted to the PSHSB no later than 120 days from the date that the Commission or its staff announces activation of the 911 network and system reporting process.

(c) Reports filed under this Part will be presumed to be confidential. These reports shall be shared with The National Emergency Number Association, The Association of Public Safety Communications Officials, and The National Association of State 9-1-1 Administrators only pursuant to a protective order. PSHSB has the delegated authority to issue such protective orders. All other access to these reports must be sought pursuant to procedures set forth in 47 CFR 0.461. Notice of any requests for inspection of these reports will be provided to the filers of the reports pursuant to 47 CFR 0.461(d)(3).
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§ 12.4 Reliability of covered 911 service providers.

(a) Definitions. Terms in this section shall have the following meanings:

(1) Aggregation point. A point at which network monitoring data for a 911 service area is collected and routed to a network operations center (NOC) or other location for monitoring and analyzing network status and performance.

(2) Certification. An attestation by a certifying official, under penalty of perjury, that a covered 911 service provider:

(i) Has satisfied the obligations of paragraph (c) of this section.

(ii) Has adequate internal controls to bring material information regarding network architecture, operations, and maintenance to the certifying official’s attention.

(iii) Has made the certifying official aware of all material information reasonably necessary to complete the certification.

(iv) The term “certification” shall include both an annual reliability certification under paragraph (c) of this section and an initial reliability certification under paragraph (d)(1) of this section, to the extent provided under paragraph (d)(1) of this section.

(3) Certifying official. A corporate officer of a covered 911 service provider with supervisory and budgetary authority over network operations in all relevant service areas.

(4) Covered 911 service provider.

(i) Any entity that:

(A) Provides 911, E911, or NG911 capabilities such as call routing, automatic location information (ALI), automatic number identification (ANI), or the