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§ 601.1 Purpose.

Pursuant to Executive Order 12958 and Information Security Oversight Office Directive No. 1, the National Science Foundation [Foundation] issues the following regulations. The regulations identify the information to be protected, prescribe classification, declassification, downgrading, and safeguarding procedures to be followed, and establish a monitoring system to ensure the regulations’ effectiveness.


§ 601.2 Classification authority.

The Foundation does not have original classification authority under Executive Order 12958. In any instance where a Foundation employee develops information that appears to warrant classification because of its national security character, the material will be afforded protection and sent to the Division of Administrative Services (DAS). Upon determination that classification is warranted, DAS will submit such material to the agency that has appropriate subject matter interest and classification authority.


§ 601.3 Security program.

The Director, Division of Administrative Services, is responsible for conducting a security program that ensures effective implementation of Executive Order 12958, to include:

(a) Maintaining active training and orientation programs for employees concerned with classified information or material.

(b) Encouraging Foundation personnel to challenge those classification decisions they believe to be improper.

(c) Issuing directives that ensure classified information is used, processed, stored, reproduced and transmitted only under conditions that will provide adequate protection and prevent access by unauthorized persons.

(d) Recommending to the Director appropriate administrative action to correct abuse or violation of any provision of these regulations, including notification by warning letters, formal reprimand, and to the extent permitted by law, suspension without pay and removal.


§ 601.4 Classification Review Committee.

The Security Officer (Information) chairs the Foundation’s Classification Review Committee which has authority to act on all suggestions and complaints with respect to the Foundation’s administration of the regulations. The Assistant Directors and the Heads of other offices reporting to the Director serve as members of the Committee. All suggestions and complaints including those regarding overclassification, failure to classify, or delay in declassifying not otherwise resolved, shall be referred to the Committee for resolution. The Committee shall establish procedures to review and act within 30 days upon all appeals regarding requests for declassification. The Committee is authorized to overrule previous determinations in whole or in part when in its judgment, continued protection is no longer required. If the Committee determines that continued classification is required under the criteria of the Executive Order, it shall promptly so notify the requester and advise him that he may file an application for review with the Foundation. In addition, the Committee shall review all appeals of requests for records.