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§ 323.1 Purpose.
This part sets out Defense Logistics Agency policy, assigns responsibilities, and prescribes procedures for the effective administration of the DLA Privacy Program.

§ 323.2 Applicability.
This part:
(a) Applies to Defense Logistics Agency Headquarters (DLA HQ) and all other organizational entities within the Defense Logistics Agency (hereafter referred to as “DLA Components”).
(b) Shall be made applicable by contract or other legally binding action to U.S. Government contractors whenever a DLA contract requires the performance of any activities associated with maintaining a system of records, including the collection, use, and dissemination of records on behalf of DLA.

§ 323.3 Policy.
DLA adopts and supplements the DoD Privacy Program policy and procedures codified at 32 CFR 310.4 through 310.53, and appendices A through H of 32 CFR part 310.

§ 323.4 Responsibilities.
(a) General Counsel. The General Counsel, DLA, under the authority of the Director, Defense Logistics Agency:
(1) Implements the DLA Privacy Program and is hereby designated as the Component Senior Official for Privacy.
(2) Serves as the DLA Final Denial Appellate Authority.
(3) Provides advice and assistance on all legal matters arising out of, or incident to, the implementation and administration of the DLA Privacy Program.
(4) Serves as the DLA focal point on Privacy Act litigation with the Department of Justice; and will advise the Defense Privacy and Civil Liberties Office on the status of DLA privacy litigation. This responsibility may be delegated.
(5) Serves as a member of the Defense Privacy Board Legal Committee. This responsibility may be delegated.
(6) Supervises and administers the DLA FOIA and Privacy Act Office (DGA) and assigned staff. This responsibility may be delegated.
(7) May exempt DLA systems of records.

(b) Initial Denial Authority (IDA) at Headquarters DLA. By this part, the DLA Director designates the Head of each Headquarters DLA Component as an IDA. Each Head may further delegate this responsibility to their Deputy. For the DLA General Counsel’s Office, the Deputy General Counsel shall serve as the Initial Denial Authority (IDA).
(c) DLA Privacy Act Office. The DLA Privacy Act Office (DGA) staff:
(1) Formulates policies, procedures, and standards necessary for a uniform DLA Privacy Program.
(2) Serves as the DLA representative on the Defense Privacy Board and the Defense Data Integrity Board.
(3) Provides advice and assistance on privacy matters.
(4) Develops or compiles the rules, notices, and reports required under 32 CFR part 310.
(5) Assesses the impact of technology on the privacy of personal information.
(6) Conducts Privacy training for personnel assigned, employed, and detailed, including contractor personnel and individuals having primary responsibility for implementing the DLA Privacy Program.