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§ 3a.11 Classification of official information.

(a) Security Classification Categories.

Information or material which requires protection against unauthorized disclosure in the interest of the national defense or foreign relations of the United States (hereinafter collectively termed national security) is classified Top Secret, Secret, or Confidential, depending upon the degree of its significance to national security. No other categories are to be used to identify official information or material requiring protection in the interest of national security, except as otherwise expressly provided by statute. These classification categories are defined as follows:

(1) Top Secret. Top Secret refers to national security information or material which requires the highest degree of protection. The test for assigning Top Secret classification is whether its unauthorized disclosure could reasonably be expected to cause exceptionally