§ 1572.19 Applicant responsibilities for a TWIC security threat assessment.
(a) Implementation schedule. Except as provided in paragraph (b) of this section, applicants must provide the information required in 49 CFR 1572.17, when so directed by the owner/operator.
(b) Implementation schedule for certain mariners. An applicant, who holds a Merchant Mariner Document (MMD) issued after February 3, 2003, and before April 15, 2009, or a Merchant Marine License (License) issued after January 13, 2006, and before April 15, 2009, must submit the information required in this section, but is not required to undergo the security threat assessment described in this part.
(c) Surrender of TWIC. The TWIC is property of the Transportation Security Administration. If an individual is disqualified from holding a TWIC under 49 CFR 1572.5, he or she must surrender the TWIC to TSA. Failure to surrender the TWIC to TSA may result in immediate revocation under 49 CFR 1572.5(b) and/or civil penalties.
(d) Continuing responsibilities. An individual who holds a TWIC must surrender the TWIC, as required in paragraph (a) of this section, within 24 hours if the individual—
(1) Is convicted of, wanted, under indictment or complaint, or found not guilty by reason of insanity, in a civilian or military jurisdiction, for a disqualifying criminal offense identified in 49 CFR 1572.103; or
(2) Is adjudicated as lacking mental capacity or committed to a mental health facility, as described in 49 CFR 1572.109; or
(3) Renounces or loses U.S. citizenship or status as a lawful permanent resident; or
(4) Violates his or her immigration status and/or is ordered removed from the United States.
(e) Submission of fingerprints and information. (1) TWIC applicants must submit fingerprints and the information required in 49 CFR 1572.17, in a form acceptable to TSA, to obtain or renew a TWIC.
(2) When submitting fingerprints and the information required in 49 CFR 1572.17, the fee required in 49 CFR 1572.503 must be remitted to TSA.
(f) Lost, damaged, or stolen credentials. If an individual’s TWIC is damaged, or if a TWIC holder loses possession of his or her credential, he or she must notify TSA immediately.

§ 1572.21 Procedures for TWIC security threat assessment.
(a) Contents of security threat assessment. The security threat assessment TSA conducts includes a fingerprint-based criminal history records check (CHRC), an intelligence-related check, and a final disposition.
(b) Fingerprint-based check. The following procedures must be completed to conduct a fingerprint-based CHRC:
(1) Consistent with the implementation schedule described in 49 CFR 1572.19(a) and (b), and as required in 33 CFR 104.200, 105.200, or 106.200, applicants are notified.
(2) During enrollment, TSA—
(i) Collects fingerprints, applicant information, and the fee required in 49 CFR 1572.17;
(ii) Transmits the fingerprints to the FBI/CJIS in accordance with the FBI/CJIS fingerprint submission standards.
(iii) Receives and adjudicates the results of the check from FBI/CJIS, in accordance with 49 CFR 1572.107.
(c) Intelligence-related check. To conduct an intelligence-related check, TSA completes the following procedures:
(1) Reviews the applicant information required in 49 CFR 1572.17;
(2) Searches domestic and international Government databases required to determine if the applicant...
meets the requirements of 49 CFR 1572.105, 1572.107, and 1572.109;

(3) Adjudicates the results of the check in accordance with 49 CFR 1572.103, 1572.105, 1572.107, and 1572.109.

(d) Final disposition. Following completion of the procedures described in paragraphs (b) and/or (c) of this section, the following procedures apply, as appropriate:

(1) TSA serves a Determination of No Security Threat on the applicant if TSA determines that the applicant meets the security threat assessment standards described in 49 CFR 1572.5. In the case of a mariner, TSA also serves a Determination of No Security Threat on the Coast Guard.

(2) TSA serves an Initial Determination of Threat Assessment on the applicant if TSA determines that the applicant does not meet the security threat assessment standards described in 49 CFR 1572.5. The Initial Determination of Threat Assessment includes—

(i) A statement that TSA has determined that the applicant poses a security threat warranting denial of the TWIC;

(ii) The basis for the determination;

(iii) Information about how the applicant may appeal the determination, as described in 49 CFR 1515.5(h) or 1515.9(f), as applicable; and

(iv) A statement that if the applicant chooses not to appeal TSA’s determination within 60 days of receipt of the Initial Determination and Immediate Revocation, the Initial Determination and Immediate Revocation becomes a Final Determination of Threat Assessment.

(4) If the applicant does not appeal the Initial Determination of Threat Assessment or the Initial Determination of Threat Assessment and Immediate Revocation, the procedures in 49 CFR 1515.5 or 1515.9 apply.

(5) If the applicant appeals the Initial Determination of Threat Assessment or the Initial Determination of Threat Assessment and Immediate Revocation, the procedures in 49 CFR 1515.5 or 1515.9 apply.

(6) Applicants who do not meet certain standards in 49 CFR 1572.103, 1572.105, or 1572.109 may seek a waiver in accordance with 49 CFR 1515.7.

§ 1572.23 TWIC expiration.

(a) A TWIC expires five years after the date it was issued at the end of the calendar day, except as follows:

(1) The TWIC was issued based on a determination that the applicant completed a comparable threat assessment. If issued pursuant to a comparable threat assessment, the TWIC expires five years from the date on the credential associated with the comparable threat assessment.

(2) The applicant is in a lawful non-immigrant status category listed in 1572.103(a)(7), and the status expires, the employer terminates the employment relationship with the applicant, or the applicant otherwise ceases working for the employer. Under any of these circumstances, TSA deems the TWIC to have expired regardless of the