§ 8.17 Classification challenges.

(a) Authorized holders of information classified by the Department of Transportation who, in good faith, believe that its classification status is improper are encouraged and expected to challenge the classification status of the information before the Departmental Information Security Review Committee.

(1) No individual will be subject to retribution for bringing such a challenge; and

(2) Each individual whose challenge is denied will be advised that he/she may appeal to the Interagency Security Classification Appeals Panel.

(b) This classification challenge provision is not intended to prevent an authorized holder of information classified by the Department of Transportation from informally questioning the classification status of particular information. Such information inquiries should be encouraged as means to resolve classification concerns and reduce the administrative burden of formal challenges.

§ 8.19 Procedures for submitting and processing requests for classification reviews.

(a) The Director of Security and Administrative Management is hereby designated as the official to whom a member of the public or another department or agency should submit a request for a classification review of classified information produced by or under the primary cognizance of the Department. Elements of the Department that receive a request directly will immediately notify the Director.

(b) If the request for classification review involves material produced by or under the cognizance of the U.S. Coast Guard or the Federal Aviation Administration, the Director will forward the request to the headquarters security staff of the element concerned for action. If the request involves material produced by other Departmental elements, the Director will serve as the office acting on the request.

(c) The office acting on the request will:

(1) Immediately acknowledge receipt of the request and provide a copy of the correspondence to the Director. If a fee for search of records is involved pursuant to 49 CFR Part 7, the requester will be so notified;

(2) Conduct a security review, which will include consultation with the office that produced the material and with source authorities when the classification, or exemption of material from automatic declassification, was based upon determinations by an original classifying authority; and

(3) Assure that the requester is notified of the determination within 30 calendar days or given an explanation as to why further time is necessary, and provide a copy of the notification to the Director.

(d) If the determination reached is that continued classification is required, the notification to the requester will include, whenever possible, a brief statement as to why the requested material cannot be declassified. The notification will also advise the requester of the right to appeal the determination to the Departmental Information Security Review Committee. A requester who wishes to appeal a classification review decision, or who has not been notified of a decision after 60 calendar days, may submit an appeal to the Departmental Information Security Review Committee.