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Section 239.7101 Definition.

Information assurance, as used in this subpart, means measures that protect and defend information, that is entered, processed, transmitted, stored, retrieved, displayed, or destroyed, and information systems, by ensuring their availability, integrity, authentication, confidentiality, and non-repudiation. This includes providing for the restoration of information systems by incorporating protection, detection, and reaction capabilities.

Section 239.7102 Policy and responsibilities.

Section 239.7102–1 General.

(a) Agencies shall ensure that information assurance is provided for information technology in accordance with current policies, procedures, and statutes, to include—

(1) The National Security Act;

(2) The Clinger-Cohen Act;


Subpart 239.70—Exchange or Sale of Information Technology

Section 239.7001 Policy.

Agencies shall follow the procedures in DoD 4140.1–R, DoD Supply Chain Material Management Regulation, Chapter 9, Section C9.5, when considering the exchange or sale of Government-owned information technology.

(71 FR 39010, July 11, 2006)
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