§ 3a.13 Classification responsibility and procedure.

(a) Each FERC official who has classifying authority (§ 3a.12) shall be held accountable for the propriety of the classifications attributed to him. Unnecessary classification and over-classification shall be avoided. Classification shall be solely on the basis of national security considerations. In no case shall information be classified in order to conceal inefficiency or administrative error, to prevent embarrassment to the FERC or any of its officials or employees, or to prevent for any other reason the release of information which does not require protection in the interest of national security.

(b) Each classified document shall show on its face its classification and whether it is subject to or exempt from the General Declassification Schedule (§ 3a.22(b)). It also shall show the office of origin, the date of preparation and classification and, to the extent practicable, be so marked as to indicate which portions are classified, at what level, and which portions are not classified in order to facilitate excerpting and other use. Material which merely contains references to classified materials, which references do not reveal classified information, shall not be classified.

(c) Material classified under this part shall indicate on its face the identity of the highest authority authorizing the classification. Where the individual who signs or otherwise authenticates a document or item has also authorized the classification, no further annotation as to his identity is required.
§ 3a.21 Authority to downgrade and declassify.

(a) The authority to downgrade and declassify information or material shall be exercised as follows:

(1) Information or material may be downgraded or declassified by the official authorizing the original classification, by a successor or by a supervisory official of either.

(2) Downgrading and declassification authority may also be exercised by an official specifically authorized under regulations issued by the head of the Department listed in sections 2 A and B of E.O. 11652, March 10, 1972.

(3) In the case of classified information or material transferred pursuant to statute or Executive order in conjunction with a transfer of function and not merely for storage purposes, the receiving department or agency shall be deemed to be the originating department or agency for all purposes under E.O. 11652, including downgrading and declassification.

(4) In the case of classified information or material not officially transferred under paragraph (a)(3) of this section, but originated in a department or agency which has since ceased to exist, each department or agency in possession shall be deemed to be the originating department or agency for all purposes. Such information or material may be downgraded and declassified after consulting with any other departments or agencies having an interest in the subject matter.

(5) Classified information or material transferred to the General Services Administration for accession to the Archives of the United States shall be downgraded and declassified by the Archivist of the United States in accordance with E.O. 11652, directives of the President issued through the National Security Council, and pertinent regulations of the departments and agencies.

§ 3a.22 Declassification and downgrading.

(a) When classified information of material no longer requires the level of protection assigned to it, it shall be downgraded or declassified in order to preserve the effectiveness and integrity of the classification system. The Chairman, Vice Chairman, and Executive Director exercise downgrading and declassification authority in the FERC.

(b) Information and material classified prior to June 1, 1972, and assigned to Group 4 under E.O. 10501, as amended by E.O. 10964, unless declassified earlier by the original classifying authority, shall be declassified and downgraded in accordance with the following General Declassification Schedule.

(1) Top Secret. Information or material originally classified TOP SECRET becomes automatically downgraded to Secret at the end of the second full calendar year following the year in which it was originated, downgraded to Confidential at the end of the 10th full calendar year following the year in which it was originated, and declassified at the end of the 10th full calendar year following the year in which it was originated.