§ 37.13 Document verification requirements.

(a) States shall make reasonable efforts to ensure that the applicant does not have more than one driver’s license or identification card already issued by that State under a different identity. In States where an individual is permitted to hold both a driver’s license and identification card, the State shall ensure that the individual has not been issued identification documents in multiple or different names. States shall also comply with the provisions of §37.29 before issuing a driver’s license or identification card.

(b) States must verify the documents and information required under §37.11 with the issuer of the document. States shall use systems for electronic validation of document and identity data as they become available or use alternative methods approved by DHS.

(1) States shall verify any document described in §37.11(c) or (g) and issued by DHS (including, but not limited to, the I-94 form described in §37.11(c)(vi)) through the Systematic Alien Verification for Entitlements (SAVE) system or alternate methods approved by DHS, except that if two DHS-issued documents are presented, a SAVE verification of one document that confirms lawful status does not need to be repeated for the second document. In the event of a non-match, the DMV must not issue a REAL ID driver’s license or identification card to an applicant, and must refer the individual to U.S. Citizenship and Immigration Services for resolution.

(2) States must verify SSNs with the Social Security Administration (SSA) or through another method approved by DHS. In the event of a non-match with SSA, a State may use existing procedures to resolve non-matches. If the State is unable to resolve the non-match, and the use of an exceptions process is not warranted in the situation, the DMV must not issue a REAL ID driver’s license or identification card to an applicant until the information verifies, and should refer the individual to the issuing office for resolution.

(3) States must verify birth certificates presented by applicants. States should use the Electronic Verification of Vital Events (EVVE) system or other electronic systems whenever the records are available. If the document does not appear authentic upon inspection or the data does not match and the use of an exceptions process is not warranted in the situation, the State must not issue a REAL ID driver’s license or identification card to the applicant until the information verifies, and should refer the individual to the issuing office for resolution.

(4) States shall verify documents issued by the Department of State with
the Department of State or through methods approved by DHS. 

(5) States must verify REAL ID driver’s licenses and identification cards with the State of issuance. 

(6) Nothing in this section precludes a State from issuing an interim license or a license issued under §37.71 that will not be accepted for official purposes to allow the individual to resolve any non-match. 

§ 37.15 Physical security features for the driver’s license or identification card. 

(a) General. States must include document security features on REAL ID driver’s licenses and identification cards designed to deter forgery and counterfeiting, promote an adequate level of confidence in the authenticity of cards, and facilitate detection of fraudulent cards in accordance with this section. 

(1) These features must not be capable of being reproduced using technologies that are commonly used and made available to the general public. 

(2) The proposed card solution must contain a well-designed, balanced set of features that are effectively combined and provide multiple layers of security. States must describe these document security features in their security plans pursuant to §37.41. 

(b) Integrated security features. REAL ID driver’s licenses and identification cards must contain at least three levels of integrated security features that provide the maximum resistance to persons’ efforts to— 

(1) Counterfeit, alter, simulate, or reproduce a genuine document; 

(2) Alter, delete, modify, mask, or tamper with data concerning the original or lawful card holder; 

(3) Substitute or alter the original or lawful card holder’s photograph and/or signature by any means; and 

(4) Create a fraudulent document using components from legitimate driver’s licenses or identification cards. 

(c) Security features to detect false cards. States must employ security features to detect false cards for each of the following three levels: 

(1) Level 1. Cursory examination, without tools or aids involving easily identifiable visual or tactile features, for rapid inspection at point of usage. 

(2) Level 2. Examination by trained inspectors with simple equipment. 

(3) Level 3. Inspection by forensic specialists. 

(d) Document security and integrity. States must conduct a review of their card design and submit a report to DHS with their certification that indicates the ability of the design to resist compromise and document fraud attempts. The report required by this paragraph is SSI and must be handled and protected in accordance with 49 CFR part 1520. Reports must be updated and submitted to DHS whenever a security feature is modified, added, or deleted. After reviewing the report, DHS may require a State to provide DHS with examination results from a recognized independent laboratory experienced with adversarial analysis of identification documents concerning one or more areas relating to the card’s security. 

§ 37.17 Requirements for the surface of the driver’s license or identification card. 

To be accepted by a Federal agency for official purposes, REAL ID driver’s licenses and identification cards must include on the front of the card (unless otherwise specified below) the following information: 

(a) Full legal name. Except as permitted in §37.11(c)(2), the name on the face of the license or card must be the same as the name on the source document presented by the applicant to establish identity. Where the individual has only one name, that name should be entered in the last name or family name field, and the first and middle name fields should be left blank. Place holders such as NFN, NMN, and NA should not be used. 

(b) Date of birth. 

(c) Gender, as determined by the State. 

(d) Unique Driver’s license or identification card number. This cannot be the individual’s SSN, and must be unique across driver’s license or identification cards within the State. 

(e) Full facial digital photograph. A full facial photograph must be taken pursuant to the standards set forth below: