Federal Communications Commission

§ 90.1407 Spectrum use in the network.

(a) Spectrum use. The Shared Wireless Broadband Network will operate using spectrum associated with the Upper 700 MHz D Block license in the 758–763 MHz and 788–793 MHz bands and the Public Safety Broadband License in the adjacent 763–768 MHz and 793–798 MHz bands.

(b) Access to spectrum in the 763–768 MHz and 793–798 MHz bands. The Public Safety Broadband Licensee which holds the Public Safety Broadband License, pursuant to part 90 rules, must lease the spectrum rights associated with this license, pursuant to a spectrum manager leasing arrangement set forth in part 1 subpart X, to the Upper 700 MHz D Block licensee and the Operating Company for the entire remaining term of the Public Safety Broadband License to effectuate the 700 MHz Public/Private Partnership. The Upper 700 MHz D Block licensee and the Operating Company, are the only entities that are eligible to lease the spectrum usage rights associated with the Public Safety Broadband License to operate on the 763–768 and 793–798 MHz bands. If the Upper 700 MHz D Block license is cancelled, this spectrum leasing arrangement will automatically terminate.

(c) Commercial operations in the 763–768 MHz and 793–798 MHz bands. Commercial operations in the 763–768 MHz and 793–798 MHz bands through the spectrum manager leasing arrangement shall not cause harmful interference to primary users (i.e., public safety users) and cannot claim protection from harmful interference from the primary public safety operations in the 763–768 MHz and 793–798 MHz bands. The network providing commercial operations in the 763–768 MHz and 793–798 MHz bands through the spectrum manager leasing arrangement must be designed to automatically assign priority to public safety users, to the exclusion and/or immediate preemption of any commercial use on a dynamic, real-time priority basis, and to guarantee that public safety users suffer no harmful interference or interruption or degradation of service due to commercial operations in the 763–768 MHz and 793–798 MHz bands.


§ 90.1407 Spectrum use in the network.

(a) Design for operation over a broadband technology platform that provides mobile voice, video, and data capability that is seamlessly interoperable across public safety local and state agencies, jurisdictions, and geographic areas, and which includes current and evolving state-of-the-art technologies reasonably made available in the commercial marketplace with features beneficial to the public safety community.

(b) Sufficient signal coverage to ensure reliable operation throughout the service area consistent with typical public safety communications systems.

(c) Sufficient robustness to meet the reliability and performance requirements of public safety.

(d) Sufficient capacity to meet the needs of public safety.

(e) Security and encryption consistent with state-of-the-art technologies.

(f) A mechanism to automatically prioritize public safety communications over commercial uses on a real-time basis consistent with the requirements of § 90.1407(c).

(g) Operational capabilities consistent with features and requirements that are typical of current and evolving state-of-the-art public safety systems.

(h) Operational control of the network by the Public Safety Broadband Licensee to the extent necessary to ensure that public safety requirements are met.
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(e) Systems in the network must support the following interfaces: Uu–LTE air interface; S6a—Visited MME to Home HSS; S8—Visited SGW to Home PGW; S9—Visited PCRF to Home PCRF for dynamic policy arbitration; S10—MME to MME support for Category 1 handover support; X2—eNodeB to eNodeB; S1–u—between eNodeB and SGW; S1—intra-MME—between eNodeB and MME; S5—between SGW and PGW; S6a—between MME and HSS; S11—between MME and SGW; SGi—between PGW and external PDN; Gx—between PGW and PCRF (for QoS policy, filter policy and charging rules); Rx—between PCRF and AP located in a PDN; Gy/Gz—offline/online charging interfaces.

(f) A Public Safety Broadband Network Operator must submit to the Chief of the Public Safety and Homeland Security Bureau prior to deployment of any Radio Access Network equipment a certification that it will be in compliance with paragraph (e) of this section prior to the date its network achieves service availability.

§ 90.1410 Network sharing agreement.

The relationship between the Upper 700 MHz D Block licensee, the Public Safety Broadband Licensee, and related entities as the Commission may require or allow will be governed by the Network Sharing Agreement (NSA) and such other separate agreements as the Commission may require or allow that are negotiated and entered into between the parties. The NSA must, at a minimum, include the following terms:

(a) All of the substantive rights and obligations of the parties relating to the NSA, as established by the Commission concerning the 700 MHz Public/Private Partnership.

(b) Network specifications that comply with §27.1305 of this chapter.

(c) The definition of “emergency” for purposes of emergency priority access.

(d) All service fees to be imposed for services to public safety, including fees for normal network service and fees for priority access to the D Block spectrum in an emergency.