section, for an unauthorized electronic fund transfer involving the consumer’s account only if the financial institution has provided the disclosures required by §205.7(b)(1), (2), and (3). If the unauthorized transfer involved an access device, it must be an accepted access device and the financial institution must have provided a means to identify the consumer to whom it was issued.

(b) Limitations on amount of liability. A consumer’s liability for an unauthorized electronic fund transfer or a series of related unauthorized transfers shall be determined as follows:

(1) Timely notice given. If the consumer notifies the financial institution within two business days after learning of the loss or theft of the access device, the consumer’s liability shall not exceed the lesser of $50 or the amount of unauthorized transfers that occur before notice to the financial institution.

(2) Timely notice not given. If the consumer fails to notify the financial institution within two business days after learning of the loss or theft of the access device, the consumer’s liability shall not exceed the lesser of $500 or the sum of:

(i) $50 or the amount of unauthorized transfers that occur within the two business days, whichever is less; and

(ii) The amount of unauthorized transfers that occur after the close of two business days and before notice to the institution, provided the institution establishes that these transfers would not have occurred had the consumer notified the institution within that two-day period.

(3) Periodic statement; timely notice not given. A consumer must report an unauthorized electronic fund transfer that appears on a periodic statement within 60 days of the financial institution’s transmittal of the statement to avoid liability for subsequent transfers. If the consumer fails to do so, the consumer’s liability shall not exceed the amount of the unauthorized transfers that occur after the close of the 60 days and before notice to the institution, and that the institution establishes would not have occurred had the consumer notified the institution within the 60-day period. When an access device is involved in the unauthorized transfer, the consumer may be liable for other amounts set forth in paragraphs (b)(1) or (b)(2) of this section, as applicable.

(4) Extension of time limits. If the consumer’s delay in notifying the financial institution was due to extenuating circumstances, the institution shall extend the times specified above to a reasonable period.

(5) Notice to financial institution. (i) Notice to a financial institution is given when a consumer takes steps reasonably necessary to provide the institution with the pertinent information, whether or not a particular employee or agent of the institution actually receives the information.

(ii) The consumer may notify the institution in person, by telephone, or in writing.

(iii) Written notice is considered given at the time the consumer mails the notice or delivers it for transmission to the institution by any other usual means. Notice may be considered constructively given when the institution becomes aware of circumstances leading to the reasonable belief that an unauthorized transfer to or from the consumer’s account has been or may be made.

(6) Liability under state law or agreement. If state law or an agreement between the consumer and the financial institution imposes less liability than is provided by this section, the consumer’s liability shall not exceed the amount imposed under the state law or agreement.

§ 205.7 Initial disclosures.

(a) Timing of disclosures. A financial institution shall make the disclosures required by this section at the time a consumer contracts for an electronic fund transfer service or before the first electronic fund transfer is made involving the consumer’s account.

(b) Content of disclosures. A financial institution shall provide the following disclosures, as applicable:

(1) Liability of consumer. A summary of the consumer’s liability, under §205.6 or under state or other applicable law or agreement, for unauthorized electronic fund transfers.

(2) Telephone number and address. The telephone number and address of the
person or office to be notified when the consumer believes that an unauthorized electronic fund transfer has been or may be made.

(3) Business days. The financial institution’s business days.

(4) Types of transfers; limitations. The type of electronic fund transfers that the consumer may make and any limitations on the frequency and dollar amount of transfers. Details of the limitations need not be disclosed if confidentiality is essential to maintain the security of the electronic fund transfer system.

(5) Fees. Any fees imposed by the financial institution for electronic fund transfers or for the right to make transfers.

(6) Documentation. A summary of the consumer’s right to receipts and periodic statements, as provided in §205.9, and notices regarding preauthorized transfers as provided in §§205.10(a), and 205.10(d).

(7) Stop payment. A summary of the consumer’s right to stop payment of a preauthorized electronic fund transfer and the procedure for placing a stop-payment order, as provided in §205.10(c).

(8) Liability of institution. A summary of the financial institution’s liability to the consumer under section 910 of the act for failure to make or to stop certain transfers.

(9) Confidentiality. The circumstances under which, in the ordinary course of business, the financial institution may provide information concerning the consumer’s account to third parties.

(10) Error resolution. A notice that is substantially similar to Model Form A–3 as set out in appendix A of this part concerning error resolution.

(11) ATM fees. A notice that a fee may be imposed by an automated teller machine operator as defined in §205.16(a)(1), when the consumer initiates an electronic fund transfer or makes a balance inquiry, and by any network used to complete the transaction.

(c) Addition of electronic fund transfer services. If an electronic fund transfer service is added to a consumer’s account and is subject to terms and conditions different from those described in the initial disclosures, disclosures for the new service are required.

§205.8 Change in terms notice; error resolution notice.

(a) Change in terms notice—(1) Prior notice required. A financial institution shall mail or deliver a written notice to the consumer, at least 21 days before the effective date, of any change in a term or condition required to be disclosed under §205.7(b) if the change would result in:

(i) Increased fees for the consumer;
(ii) Increased liability for the consumer;
(iii) Fewer types of available electronic fund transfers; or
(iv) Stricter limitations on the frequency or dollar amount of transfers.

(2) Prior notice exception. A financial institution need not give prior notice if an immediate change in terms or conditions is necessary to maintain or restore the security of an account or an electronic fund transfer system. If the institution makes such a change permanent and disclosure would not jeopardize the security of the account or system, the institution shall notify the consumer in writing on or with the next regularly scheduled periodic statement or within 30 days of making the change permanent.

(b) Error resolution notice. For accounts to or from which electronic fund transfers can be made, a financial institution shall mail or deliver to the consumer, at least once each calendar year, an error resolution notice substantially similar to the model form set forth in appendix A of this part (Model Form A–3). Alternatively, an institution may include an abbreviated notice substantially similar to the model form error resolution notice set forth in Appendix A of this part (Model Form A–3), on or with each periodic statement required by §205.9(b).