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§ 90.1405  

(b) The responsibilities of the Public Safety Broadband Licensee shall include the following:  

(1) Negotiation of the NSA and such other agreements as the Commission may require or allow with the winning bidder at auction for the Upper 700 MHz D Block license, pursuant to the requirements set forth in §90.1410.  

(2) General administration of access to the 763–768 MHz and 793–798 MHz bands by individual public safety entities, including assessment of usage fees and related frequency coordination duties.  

(3) Regular interaction with and promotion of the needs of the public safety entities with respect to access and use of the 763–768 MHz and 793–798 MHz bands, within the technical and operational confines of the NSA.  

(4) Dealings with equipment vendors on its own or in partnership with the Upper 700 MHz D Block licensee, as appropriate, to achieve and pass on the benefits of economies of scale concerning network and subscriber equipment and applications.  

(5) Sole authority, which cannot be waived in the NSA, to approve, in consultation with the Upper 700 MHz D Block licensee, equipment and applications for use by public safety entities on the public safety broadband network. State or local entities may seek review of a decision by the Public Safety Broadband Licensee not to permit certain equipment or applications, or particular specifications for equipment or applications, from the Chief, Public Safety and Homeland Security Bureau.  

(6) Coordination of stations operating on 700 MHz public safety broadband spectrum with 700 MHz public safety narrowband stations, including management of the internal public safety guard band.  

(7) Oversight and implementation of the relocation of narrowband public safety operations in television channels 63 and 68, and the upper one megahertz of channels 64 and 69.  

(8) Exercise of sole discretion, pursuant to §2.103 of this chapter, whether to permit Federal public safety agency use of the public safety broadband spectrum, with any such use subject to the terms and conditions of the NSA.  

(9) Review of requests for waiver submitted by public safety entities to conduct wideband operations pursuant to the procedures and restrictions in connection with such waivers as described in §90.1432.  

§ 90.1405 Shared wireless broadband network.  

The Shared Wireless Broadband Network developed by the 700 MHz Public/Private Partnership must be designed to meet requirements associated with a nationwide, public safety broadband network. At a minimum, the network must incorporate the following features:  

(a) Design for operation over a broadband technology platform that provides mobile voice, video, and data capability that is seamlessly interoperable across public safety local and state agencies, jurisdictions, and geographic areas, and which includes current and evolving state-of-the-art technologies reasonably made available in the commercial marketplace with features beneficial to the public safety community.  

(b) Sufficient signal coverage to ensure reliable operation throughout the service area consistent with typical public safety communications systems.  

(c) Sufficient robustness to meet the reliability and performance requirements of public safety.  

(d) Sufficient capacity to meet the needs of public safety.  

(e) Security and encryption consistent with state-of-the-art technologies.  

(f) A mechanism to automatically prioritize public safety communications over commercial uses on a real-time basis consistent with the requirements of §90.1407(c).  

(g) Operational capabilities consistent with features and requirements that are typical of current and evolving state-of-the-art public safety systems.  

(h) Operational control of the network by the Public Safety Broadband Licensee to the extent necessary to ensure that public safety requirements are met.