of exempt records from those “other” systems of records are entered into this system, the National Security Agency/ Central Security Service hereby claims the same exemptions for the records from those “other” systems that are entered into this system, as claimed for the original primary system of which they are a part.

(3) **Authority:** 5 U.S.C. 552a(k)(2) through (k)(7).

(4) **Reasons:** During the course of a FOIA/Privacy Act and/or MDR action, exempt materials from other system of records may become part of the case records in this system of records. To the extent that copies of exempt records from those other systems of records are entered into these case records, NSA/CSS hereby claims the same exemptions for the records as claimed in the original primary system of records of which they are a part. The exemption rule for the original records will identify the specific reasons why the records are exempt from specific provisions of 5 U.S.C. 552a.


**PART 323—DEFENSE LOGISTICS AGENCY PRIVACY PROGRAM**

Sec. 323.1 Purpose and scope.

323.2 Policy.

323.3 Definitions.

323.4 Responsibilities.

323.5 Procedures.

323.6 Forms and reports.

**APPENDIX A TO PART 323—INSTRUCTIONS FOR PREPARATION OF SYSTEM NOTICES**

**APPENDIX B TO PART 323—CRITERIA FOR NEW AND ALTERED RECORD SYSTEMS**

**APPENDIX C TO PART 323—INSTRUCTIONS FOR PREPARATION OF REPORTS TO NEW OR ALTERED SYSTEMS**

**APPENDIX D TO PART 323—WORD PROCESSING CENTER (WPC) SAFEGUARDS**

**APPENDIX E TO PART 323—OMB GUIDELINES FOR MATCHING PROGRAMS**

**APPENDIX F TO PART 323—LITIGATION STATUS SHEET**

**APPENDIX G TO PART 323—PRIVACY ACT ENFORCEMENT ACTIONS**

**APPENDIX H TO PART 323—DLA EXEMPTION RULES**


**32 CFR Ch. 1 (7–1–11 Edition)**


**§ 323.1 Purpose and scope.**

This part 323 implements the Privacy Act of 1974 (5 U.S.C. 552a) and DoD Directive and DoD Regulation 5400.11, Department of Defense Privacy Program (32 CFR part 286a). It applies to Headquarters, Defense Logistics Agency (HQ DLA) and all DLA field activities.

**§ 323.2 Policy.**

It is the policy of DLA to safeguard personal information contained in any system of records maintained by DLA activities and to make that information available to the individual to whom it pertains to the maximum extent practicable. DLA policy specifically requires that DLA activities:

(a) Collect, maintain, use, and disseminate personal information only when it is relevant and necessary to achieve a purpose required by statute or Executive Order.

(b) Collect personal information directly from the individuals to whom it pertains to the greatest extent practical.

(c) Inform individuals who are asked to supply personal information for inclusion in any system of records:

(1) The authority for the solicitation.

(2) Whether furnishing the information is mandatory or voluntary.

(3) The intended uses of the information.

(4) The routine disclosures of the information that may be made outside DoD.

(5) The effect on the individual of not providing all of any part of the requested information.

(d) Ensure that all records used in making determinations about individuals are accurate, relevant, timely, and complete.

(e) Make reasonable efforts to ensure that records containing personal information are accurate, relevant, timely, and complete for the purposes for which they are being maintained before making them available to any recipients outside DoD, other than a Federal agency, unless the disclosure is made under DLAR 5400.14, DLA Freedom of