addition to the cost to the FBI for conducting its review, other fees may be imposed, including the cost of taking the fingerprints and the cost of processing the fingerprints and submitting them to the FBI for review. Because the total fee may vary by agency, the candidate must check with the entity taking the fingerprints to determine the applicable total fee. This payment must be made at the designated rate for each set of fingerprints submitted.

(e) In some cases, candidates seeking training from Providers abroad may be unable to obtain fingerprints. If a Provider located in a country other than the United States can demonstrate that compliance with the fingerprint requirement is not practicable, a temporary waiver of the requirement may be requested by contacting the Foreign Terrorist Tracking Task Force. The Director of the Foreign Terrorist Tracking Task Force will have the discretion to grant the waiver, deny the waiver, or prescribe a reasonable, alternative manner of complying with the fingerprint requirement for each Provider location.

(f) The 45-day review period by the Department will not start until all the required information has been submitted, including fingerprints.

§ 105.14 Risk assessment for candidates.

(a) It is the responsibility of the Department of Justice to conduct a risk assessment for each candidate. The Department has made an initial determination that providing training to the aliens in the categories set forth in §105.12(a) of this part presents minimal additional risk to aviation or national security and therefore has established an expedited processing procedure for these aliens. Based on the information contained in each FTCCP form and the corresponding set of fingerprints, the Department will determine whether a candidate not granted expedited processing presents a risk to aviation or national security.

(b) After submission of the FTCCP form by the Provider, the Department will perform a preliminary risk assessment.

(1) If the Department determines that a candidate does not present a risk to aviation or national security as a result of the preliminary risk assessment, the candidate or the Provider will be notified electronically that the Provider may supply the candidate with the appropriate materials and instructions to complete the fingerprinting process described in §105.13(e) and (d) of this part.

(2) If the Department determines that the candidate presents a risk to aviation or national security, when appropriate, it will notify the Provider electronically that training is prohibited.

(3) For each complete training request submitted by a Provider, the Department will promptly conduct an appropriate risk assessment. Every effort will be made to respond to a training request in the briefest time possible. In routine cases, the Department anticipates granting approval to train within a fraction of the 45-day notification period after receiving a complete, properly submitted request, including fingerprints. In the unlikely event that no notification or authorization by the Department has occurred within 45 days after the proper submission under these regulations of all the required information, the Provider may proceed with the training, upon establishing the candidate’s identity in accordance with paragraph (c) of this section.

(c) Providers must ascertain the identity of each candidate. For candidates who are not citizens or nationals of the United States designated by the Under Secretary of Transportation for Security, a Provider must inspect the candidate’s passport and visa to verify the candidate’s identity before providing training. Candidates who are citizens or nationals of the United States must present the documentation described in §105.11(a) of this part. If the candidate’s identity cannot be verified, then the Provider cannot proceed with training.

(d) If, at any time after training has begun, the Department determines that a candidate subject to this section being trained by a Provider presents a risk to aviation or national security, the Department shall notify the Provider to cease training. A Provider so
§ 105.21 Purpose and authority.

(a) The purpose of this subpart is to regulate the exchange of criminal history record information (“CHRI”), as defined in 28 CFR 20.3(d), and related information authorized by Section 6402 (The Private Security Officer Employment Authorization Act of 2004) (Act) of Public Law 108–458 (The Intelligence Reform and Terrorism Prevention Act of 2004). Section 6402 authorizes a fingerprint-based criminal history check of state and national criminal history records to screen prospective and current private security officers, and section 6402(d)(2) requires the Attorney General to publish regulations to provide for the “security, confidentiality, accuracy, use, submission, dissemination, destruction of information and audits, and record keeping” of the CHRI and related information, standards for qualifying an authorized employer, and the imposition of fees.

(b) The regulations in this subpart do not displace state licensing requirements for private security officers. A State retains the right to impose its own licensing requirements upon this industry.

§ 105.22 Definitions.

As used in this subpart:

(a) Authorized employer means any person that employs private security officers and is authorized by the regulations in this subpart to request a criminal history record information search of an employee through a state identification bureau. An employer is not authorized within the meaning of these regulations if it has not executed and submitted to the appropriate state agency the certification required in §105.25(g), if its authority to do business in a State has been suspended or revoked pursuant to state law, or, in those states that regulate private security officers, the employer has been found to be out of compliance with any mandatory standards or requirements established by the appropriate regulatory agency or entity.

(b) Employee means both a current employee and an applicant for employment as a private security officer.

(c) Charged, with respect to a criminal felony, means being subject to a complaint, indictment, or information.

(d) Felony means a crime punishable by imprisonment for more than one year, regardless of the period of imprisonment actually imposed.

(e) Participating State means a State that has not elected to opt out of participating in the Act by statutory enactment or gubernatorial order. A State may decline to participate in the background check system authorized by the Act by enacting a law or issuing an order by the Governor (if consistent with state law) providing that the State is declining to participate. The regulations in this subpart that pertain to States apply only to participating states.

(f) Person means an individual, partnership, firm, company, corporation or institution that performs security services, whether for a third party for consideration or as an internal, proprietary function.

(g) Private Security Officer means an individual other than an employee of a Federal, State, or local government whose primary duty is to perform security services, full or part time, for consideration, whether armed or unarmed and in uniform or plain clothes, except as may be excluded from coverage in
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