Data, a permanent record of the subject, title, report number of the document, its date of preparation, its series designation and copy number, and the date of destruction shall be signed by the person destroying the document and shall be maintained in the office of the last custodian. Restricted Data contained in material, other than documents, may be destroyed only by a method that assures complete obliteration, removal, or destruction of the Restricted Data.

§ 1016.38 Suspension or revocation of access authorization.

In any case where the access authorization of an individual subject to the regulations in this part is suspended or revoked in accordance with the procedures set forth in 10 CFR part 710, such individual shall, upon due notice from DOE of such suspension or revocation and demand by DOE, deliver to DOE any and all Restricted Data in his possession for safekeeping and such further disposition as DOE determines to be just and proper.

§ 1016.39 Termination, suspension, or revocation of security facility approval.

(a) If the need to use, process, store, reproduce, transmit, or handle classified matter no longer exists, the security facility approval will be terminated. The permittee may deliver all Restricted Data to the DOE or to a person authorized to receive them; or the permittee may destroy all such Restricted Data. In either case, the facility must submit a certification of nonpossession of Restricted Data to the DOE.

(b) In any instance where security facility approval has been suspended or revoked based on a determination of the DOE that further possession of classified matter by the permittee would endanger the common defense and national security, the permittee shall, upon notice from the DOE, immediately deliver all Restricted Data to the DOE along with a certificate of nonpossession of Restricted Data.

§ 1016.40 Termination of employment or change of duties.

Each permittee shall furnish promptly to DOE written notification of the termination of employment of each individual who possesses an access authorization under his Permit or whose duties are changed so that access to Restricted Data is no longer needed. Upon such notification, DOE may:

(a) Terminate the individual’s access authorization, or

(b) Transfer the individual’s access authorization to the new employer of the individual to allow continued access to Restricted Data where authorized, pursuant to DOE regulations.

§ 1016.41 Continued applicability of the regulations in this part.

The expiration, suspension, revocation, or other termination of a security clearance or access authorization or security facility approval shall not relieve any person from compliance with the regulations in this part.

§ 1016.42 Reports.

Each permittee shall immediately report to the DOE office administering the permit any alleged or suspected violation of the Atomic Energy Act of 1954, as amended, Espionage Act, or other Federal statutes related to Restricted Data. Additionally, the permittee shall report any infractions, losses, compromises, or possible compromise of Restricted Data.

§ 1016.43 Inspections.

The DOE shall make such inspections and surveys of the premises, activities, records, and procedures of any person subject to the regulations in this part as DOE deems necessary to effectuate the purposes of the Act, Executive Order 12958, as amended, and DOE orders and procedures.

§ 1016.44 Violations.

An injunction or other court order may be obtained prohibiting any violation of any provision of the Act or any regulation or order issued thereunder.