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49 CFR Ch. XII (10–1–10 Edition) § 1572.401 

(3) Entities who collect fees from 
such individuals on behalf of TSA. 

(b) Terms. As used in this part: 
Commercial driver’s license (CDL) is 

used as defined in 49 CFR 383.5. 
Day means calendar day. 
FBI Fee means the fee required for 

the cost of the Federal Bureau of Inves-
tigation (FBI) to process fingerprint 
records. 

Information Collection Fee means the 
fee required, in this part, for the cost 
of collecting and transmitting finger-
prints and other applicant information 
under 49 CFR part 1572. 

Threat Assessment Fee means the fee 
required, in this part, for the cost of 
TSA adjudicating security threat as-
sessments, appeals, and waivers under 
49 CFR part 1572. 

TSA agent means an entity approved 
by TSA to collect and transmit finger-
prints and applicant information, in 
accordance with 49 CFR part 1572, and 
fees in accordance with this part. 

§ 1572.401 Fee collection options. 
(a) State collection and transmission. If 

a State collects fingerprints and appli-
cant information under 49 CFR part 
1572, the State must collect and trans-
mit to TSA the Threat Assessment 
Fee, in accordance with the require-
ments of 49 CFR 1572.403. The State 
also must collect and remit the FBI 
fee, in accordance with established pro-
cedures. 

(b) TSA agent collection and trans-
mission. If a TSA agent collects finger-
prints and applicant information under 
49 CFR part 1572, the agent must— 

(1) Collect the Information Collection 
Fee, Threat Assessment Fee, and FBI 
Fee, in accordance with procedures ap-
proved by TSA; 

(2) Transmit to TSA the Threat As-
sessment Fee, in accordance with pro-
cedures approved by TSA; and 

(3) Transmit to TSA the FBI Fee, in 
accordance with procedures approved 
by TSA and the FBI. 

[72 FR 3595, Jan. 25, 2007; 72 FR 14050, Mar. 26, 
2007] 

§ 1572.403 Procedures for collection by 
States. 

This section describes the procedures 
that a State, which collects finger-
prints and applicant information under 

49 CFR part 1572; and the procedures an 
individual who applies to obtain or 
renew an HME, for a CDL in that 
State, must follow for collection and 
transmission of the Threat Assessment 
Fee and the FBI Fee. 

(a) Imposition of fees. (1) The following 
Threat Assessment Fee is required for 
TSA to conduct a security threat as-
sessment, under 49 CFR part 1572, for 
an individual who applies to obtain or 
renew an HME: $34. 

(2) The following FBI Fee is required 
for the FBI to process fingerprint iden-
tification records and name checks re-
quired under 49 CFR part 1572: the fee 
collected by the FBI under Pub. L. 101– 
515. 

(3) An individual who applies to ob-
tain or renew an HME, or the individ-
ual’s employer, must remit to the 
State the Threat Assessment Fee and 
the FBI Fee, in a form and manner ap-
proved by TSA and the State, when the 
individual submits the application for 
the HME to the State. 

(b) Collection of fees. (1) A State must 
collect the Threat Assessment Fee and 
FBI Fee, when an individual submits 
an application to the State to obtain or 
renew an HME. 

(2) Once TSA receives an application 
from a State for a security threat as-
sessment under 49 CFR part 1572, the 
State is liable for the Threat Assess-
ment Fee. 

(3) Nothing in this subpart prevents a 
State from collecting any other fees 
that a State may impose on an indi-
vidual who applies to obtain or renew 
an HME. 

(c) Handling of fees. (1) A State must 
safeguard all Threat Assessment Fees, 
from the time of collection until remit-
tance to TSA. 

(2) All Threat Assessment Fees are 
held in trust by a State for the bene-
ficial interest of the United States in 
paying for the costs of conducting the 
security threat assessment, required by 
49 U.S.C. 5103a and 49 CFR part 1572. A 
State holds neither legal nor equitable 
interest in the Threat Assessment 
Fees, except for the right to retain any 
accrued interest on the principal 
amounts collected pursuant to this sec-
tion. 

(3) A State must account for Threat 
Assessment Fees separately, but may 

VerDate Mar<15>2010 08:56 Nov 10, 2010 Jkt 220220 PO 00000 Frm 00446 Fmt 8010 Sfmt 8010 Y:\SGML\220220.XXX 220220er
ow

e 
on

 D
S

K
5C

LS
3C

1P
R

O
D

 w
ith

 C
F

R


		Superintendent of Documents
	2014-08-25T12:34:03-0400
	US GPO, Washington, DC 20401
	Superintendent of Documents
	GPO attests that this document has not been altered since it was disseminated by GPO




