§ 1548.17 Known shipper program.

This section applies to cargo that an indirect air carrier offers to an aircraft operator operating under a full program under §1544.101(a) of this chapter, or to a foreign air carrier operating under §1546.101(a) or (b) of this chapter.

(a) For cargo to be loaded on aircraft in the United States, each indirect air carrier must have and carry out a known shipper program in accordance with its security program. The program must—

(1) Determine the shipper’s validity and integrity as provided in its security program;

(2) Provide that the indirect air carrier will separate known shipper cargo from unknown shipper cargo.

(b) When required by TSA, each indirect air carrier must submit to TSA, in a form and manner acceptable to TSA—

(1) Information identified in its security program regarding an applicant to be a known shipper or a known shipper; and

(2) Corrections and updates of this information upon learning of a change to the information specified in paragraph (b)(1) of this section.

[71 FR 30516, May 26, 2006]

§ 1548.19 Security Directives and Information Circulars.

(a) TSA may issue an Information Circular to notify indirect air carriers of security concerns.

(b) When TSA determines that additional security measures are necessary to respond to a threat assessment, or to a specific threat against civil aviation, TSA issues a Security Directive setting forth mandatory measures.

(1) Each indirect air carrier that is required to have an approved indirect air carrier security program must comply with each Security Directive that TSA issues to it, within the time prescribed in the Security Directive for compliance.

(2) Each indirect air carrier that receives a Security Directive must comply with the following:

(i) Within the time prescribed in the Security Directive, acknowledge in writing receipt of the Security Directive to TSA.

(ii) Within the time prescribed in the Security Directive, specify the method by which the measures in the Security Directive have been implemented (or will be implemented, if the Security Directive is not yet effective).

(3) In the event that the indirect air carrier is unable to implement the measures in the Security Directive, the indirect air carrier must submit proposed alternative measures and the basis for submitting the alternative measures to TSA for approval.

(i) The indirect air carrier must submit the proposed alternative measures within the time prescribed in the Security Directive.

(ii) The indirect air carrier must implement any alternative measures approved by TSA.

(4) Each indirect air carrier that receives a Security Directive may comment on it by submitting data, views, or arguments in writing to TSA.
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(i) TSA may amend the Security Directive based on comments received.
(ii) Submission of a comment does not delay the effective date of the Security Directive.

(5) Each indirect air carrier that receives a Security Directive or Information Circular, and each person who receives information from a Security Directive or Information Circular, must:
   (i) Restrict the availability of the Security Directive or Information Circular, and information contained in either document, to those persons with a need-to-know.
   (ii) Refuse to release the Security Directive or Information Circular, and information contained in either document, to persons other than those with a need-to-know without the prior written consent of TSA.

[71 FR 30516, May 26, 2006]

§ 1548.21 Screening of cargo.

An IAC may only screen cargo for transport on a passenger aircraft under §§1544.205 and 1546.205 if the IAC is a certified cargo screening facility as provided in part 1549.

[74 FR 47706, Sept. 16, 2009]
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Subpart A—General

§ 1549.1 Applicability.

This part applies to each facility applying for or certified by TSA as a certified cargo screening facility to screen cargo that will be transported on a passenger aircraft operated under a full program under 49 CFR 1544.101(a), or a foreign air carrier operating under a program under 49 CFR 1546.101(a) or (b).

§ 1549.3 TSA inspection authority.

(a) Each certified cargo screening facility must allow TSA, at any time or place, in a reasonable manner, without advance notice, to enter the facility and make any inspections or tests, including copying records, to—

(1) Determine compliance of a certified cargo screening facility, airport operator, foreign air carrier, indirect air carrier, or airport tenant with this chapter and 49 U.S.C. 114 and Subtitle VII, as amended; or

(2) Carry out TSA’s statutory or regulatory authorities, including its authority to—

(i) Assess threats to transportation;

(ii) Enforce security-related regulations, directives, and requirements;

(iii) Inspect, maintain, and test the security of facilities, equipment, and systems;

(iv) Ensure the adequacy of security measures for the transportation of passengers and cargo;

(v) Oversee the implementation, and ensure the adequacy, of security measures at airports and other transportation facilities;

(vi) Review security plans; and

(vii) Carry out such other duties, and exercise such other powers, relating to transportation security as the Assistant Secretary of Homeland Security for the TSA considers appropriate, to the extent authorized by law.

(b) At the request of TSA, each certified cargo screening facility must provide evidence of compliance with this chapter, including copying records.

(c) TSA and DHS officials working with TSA may conduct inspections under this section without access