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§195.430

the inspection and testing of overfill
protection systems.

[Amdt. 195-22, 46 FR 38360, July 27, 1981, as
amended by Amdt. 195-24, 47 FR 46852, Oct.
21, 1982; Amdt. 195-66, 64 FR 15936, Apr. 2,
1999]

§195.430 Firefighting equipment.

Each operator shall maintain ade-
quate firefighting equipment at each
pump station and breakout tank area.
The equipment must be—

(a) In proper operating condition at
all times;

(b) Plainly marked so that its iden-
tity as firefighting equipment is clear;
and

(c) Located so that it is easily acces-
sible during a fire.

§195.432 Inspection of
breakout tanks.

(a) Except for breakout tanks in-
spected under paragraphs (b) and (c) of
this section, each operator shall, at in-
tervals not exceeding 15 months, but at
least once each calendar year, inspect
each in-service breakout tank.

(b) BEach operator must inspect the
physical integrity of in-service atmos-
pheric and low-pressure steel above-
ground breakout tanks according to
API Standard 653 (incorporated by ref-
erence, see §195.3). However, if struc-
tural conditions prevent access to the
tank bottom, the bottom integrity
may be assessed according to a plan in-
cluded in the operations and mainte-
nance manual under §195.402(c)(3).

(c) Each operator shall inspect the
physical integrity of in-service steel
aboveground breakout tanks built to
API Standard 2510 according to section
6 of API 510.

(d) The intervals of inspection speci-
fied by documents referenced in para-
graphs (b) and (c) of this section begin
on May 3, 1999, or on the operator’s last
recorded date of the inspection, which-
ever is earlier.

[Amdt. 195-66, 64 FR 15936, Apr. 2, 1999, as
amended by 195-94, 75 FR 48607, Aug. 11, 2010]

§195.434 Signs.

Each operator must maintain signs
visible to the public around each pump-
ing station and breakout tank area.
Each sign must contain the name of
the operator and a telephone number

in-service
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(including area code) where the oper-
ator can be reached at all times.

[Amdt. 195-78, 68 FR 53528, Sept. 11, 2003]

§195.436 Security of facilities.

Each operator shall provide protec-
tion for each pumping station and
breakout tank area and other exposed
facility (such as scraper traps) from
vandalism and unauthorized entry.

§195.438 Smoking or open flames.

Each operator shall prohibit smoking
and open flames in each pump station
area and each breakout tank area
where there is a possibility of the leak-
age of a flammable hazardous liquid or
of the presence of flammable vapors.

§195.440 Public awareness.

(a) Each pipeline operator must de-
velop and implement a written con-
tinuing public education program that
follows the guidance provided in the
American Petroleum Institute’s (API)
Recommended Practice (RP) 1162 (in-
corporated by reference, see §195.3).

(b) The operator’s program must fol-
low the general program recommenda-
tions of API RP 1162 and assess the
unique attributes and characteristics
of the operator’s pipeline and facilities.

(c) The operator must follow the gen-
eral program recommendations, includ-
ing baseline and supplemental require-
ments of API RP 1162, unless the oper-
ator provides justification in its pro-
gram or procedural manual as to why
compliance with all or certain provi-
sions of the recommended practice is
not practicable and not necessary for
safety.

(d) The operator’s program must spe-
cifically include provisions to educate
the public, appropriate government or-
ganizations, and persons engaged in ex-
cavation related activities on:

(1) Use of a one-call notification sys-
tem prior to excavation and other dam-
age prevention activities;

(2) Possible hazards associated with
unintended releases from a hazardous
liquid or carbon dioxide pipeline facil-
ity;

(3) Physical indications that such a
release may have occurred;
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