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Federal Emergency Management Agency, DHS § 6.6 

individual provide information about 
himself or herself. 

(m) Administrator means the Adminis-
trator, FEMA. 

(n) Deputy Administrator means the 
Deputy Administrator, FEMA, or, in 
the case of the absence of the Deputy 
Administrator, or a vacancy in that of-
fice, a person designated by the Admin-
istrator to perform the functions under 
this regulation of the Deputy Adminis-
trator. 

(o) Privacy Appeals Officer means the 
FOIA/Privacy Act Specialist or his/her 
designee. 

[44 FR 50293, Aug. 27, 1979, as amended at 45 
FR 17152, Mar. 18, 1980; 51 FR 34604, Sept. 30, 
1986] 

§ 6.3 Collection and use of information 
(Privacy Act statements). 

(a) General. Any information used in 
whole or in part in making a deter-
mination about an individual’s rights, 
benefits, or privileges under FEMA pro-
grams will be collected directly from 
the subject individual to the extent 
practicable. The system manager also 
shall ensure that information collected 
is used only in conformance with the 
provisions of the Act and these regula-
tions. 

(b) Solicitation of information. System 
managers shall ensure that at the time 
information is solicited the solicited 
individual is informed of the authority 
for collecting that information, wheth-
er providing the information is manda-
tory or voluntary, the purpose for 
which the information will be used, the 
routine uses to be made of the informa-
tion, and the effects on the individual, 
if any, of not providing the informa-
tion. The Director, Records Manage-
ment Division, Office of Management 
and Regional Administrators shall en-
sure that forms used to solicit informa-
tion are in compliance with the Act 
and these regulations. 

(c) Solicitation of Social Security num-
bers. Before an employee of FEMA can 
deny to any individual a right, benefit, 
or privilege provided by law because 
such individual refuses to disclose his/ 
her social security account number, 
the employee of FEMA shall ensure 
that either: 

(1) The disclosure is required by Fed-
eral statute; or 

(2) The disclosure of a social security 
number was required under a statute or 
regulation adopted before January 1, 
1975, to verify the identity of an indi-
vidual, and the social security number 
will become a part of a system of 
records in existence and operating be-
fore January 1, 1975. 
If solicitation of the social security 
number is authorized under paragraph 
(c) (1) or (2) of this section, the FEMA 
employee who requests an individual to 
disclose the social security account 
number shall first inform that indi-
vidual whether that disclosure is man-
datory or voluntary, by what statutory 
or other authority the number is solic-
ited, and the use that will be made of 
it. 

(d) Soliciting information from third 
parties. An employee of FEMA shall in-
form third parties who are requested to 
provide information about another in-
dividual of the purposes for which the 
information will be used. 

[44 FR 50293, Aug. 27, 1979, as amended at 47 
FR 13149, Mar. 29, 1982; 48 FR 12091, Mar. 23, 
1983; 50 FR 40006, Oct. 1, 1985] 

§ 6.4 Standards of accuracy. 
The system manager shall ensure 

that all records which are used by 
FEMA to make determinations about 
any individual are maintained with 
such accuracy, relevance, timeliness, 
and completeness as is reasonably nec-
essary to ensure fairness to the indi-
vidual. 

§ 6.5 Rules of conduct. 
Employees of FEMA involved in the 

design, development, operation, or 
maintenance of any system of records 
or in maintaining any record, shall 
conduct themselves in accordance with 
the rules of conduct concerning the 
protection of personal information in 
§ 3.25 of this chapter. 

§ 6.6 Safeguarding systems of records. 
(a) Systems managers shall ensure 

that appropriate administrative, tech-
nical, and physical safeguards are es-
tablished to ensure the security and 
confidentiality of records and to pro-
tect against any anticipated threats or 
hazards to their security or integrity 
which could result in substantial harm, 
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