§ 1202.84 Can I seek judicial review?
Yes, within 2 years of receipt of a NARA final determination as provided in §1202.54 or §1202.80, you may seek judicial review of that determination. You may file a civil action in the Federal District Court:
(a) In which you reside or have a principal place of business;
(b) In which the NARA records are located; or
(c) In the District of Columbia.

Subpart F—Exemptions
§ 1202.90 What NARA systems of records are exempt from release under the National Security Exemption of the Privacy Act?
(a) The Investigative Case Files of the Inspector General (NARA–23) and the Personnel Security Case Files (NARA–24) systems of records are eligible for exemption under 5 U.S.C. 552a(k)(1) because the records in these systems:
(1) Contain information specifically authorized under criteria established by an Executive Order to be kept secret in the interest of national defense or foreign policy and
(2) Are in fact properly classified pursuant to such Executive Order.
(b) The systems described in paragraph (a) are exempt from 5 U.S.C. 552a (c)(3), (d), (e)(1), and (e)(4)(G) and (H). Exemptions from the particular subsections are justified for the following reasons:
(1) From subsection (c)(3) because accounting for each disclosure could result in the release of properly classified information which would compromise the national defense or disrupt foreign policy.
(2) From the access and amendment provisions of subsection (d) because access to the records in these systems of records could result in the release of properly classified information which would compromise the national defense or disrupt foreign policy. Amendment of either of these series of records would interfere with ongoing investigations and law enforcement or national security activities and impose an impossible administrative burden by requiring investigations to be continuously reinvestigated.
(3) From subsection (e)(1) because verification of the accuracy of all information to the records could result in the release of properly classified information which would compromise the national defense or disrupt foreign policy.
(4) From subsection (e)(4)(G) and (H) because these systems are exempt from the access and amendment provisions of subsection (d), pursuant to subsection (k)(1) of the Privacy Act.
§ 1202.92 What NARA systems of records are exempt from release under the Law Enforcement Exemption of the Privacy Act?
(a) The Investigative Files of the Inspector General (NARA–23) system of records is eligible for exemption under 5 U.S.C. 552a(k)(2) because this record system contains investigatory material of actual, potential or alleged criminal, civil or administrative violations, compiled for law enforcement purposes other than within the scope of subsection (j)(2) of 5 USC 552a. If you are denied any right, privilege or benefit that you would otherwise be entitled by Federal law, or for which you would otherwise be eligible, as a result of the record, NARA will make the record available to you, except for any information in the record that would disclose the identity of a confidential source as described in 5 U.S.C. 552a(k)(2).
(b) The system described in paragraph (a) of this section is exempt from 5 U.S.C. 552a (c)(3), (d), (e)(1) and (e)(4)(G) and (H), and (f). Exemptions from the particular subsections are justified for the following reasons:
(1) From subsection (c)(3) because release of disclosure accounting could alert the subject of an investigation about the alleged violations, to the existence of the investigation and to the fact that they are being investigated by the Office of Inspector General (OIG) or another agency. Release of such information could provide significant information concerning the nature of the investigation, resulting in the tampering or destruction of evidence, influencing of witnesses, danger to individuals involved, and other activities that could impede or compromise the investigation.