§ 1.28 Training, rules of conduct, penalties for non-compliance.

(a) Training. Subject to policy guidance and regulations issued by the Deputy Secretary, who has Department-wide responsibility therefor, each component shall institute a training program to instruct employees and employees of Government contractors covered by 5 U.S.C. 552a(m), who are involved in the design, development, operation or maintenance of any system of records, on a continuing basis with respect to the duties and responsibilities imposed on them and the rights conferred on individuals by the Privacy Act, the regulations in this subpart, including the appendices thereto, and any other related regulations. Such training shall provide suitable emphasis on the civil and criminal penalties imposed on the Department and the individual employees by the Privacy Act for non-compliance with specified requirements of the Act as implemented by the regulations in this subpart. (See 5 U.S.C. 552a(e)(9))

(b) Rules of conduct. In addition, to the Standards of Conduct published in part O of this title, particularly 31 CFR 0.735–44, the following are applicable to employees of the Department of the Treasury (including, to the extent required by the contract or 5 U.S.C. 552a(m), Government contractors and employees of such contractors), who are involved in the design, development, operation or maintenance of any system of records, or in maintaining any records, for or on behalf of the Department, including any component thereof.

(1) The head of each office of a component of the Department shall be responsible for assuring that employees subject to such official’s supervision are advised of the provisions of the Privacy Act, including the criminal penalties and civil liabilities provided therein, and the regulations in this subpart, and that such employees are made aware of their individual and collective responsibilities to protect the security of personal information, to assure its accuracy, relevance, timeliness and completeness, to avoid unauthorized disclosure either orally or in writing, and to insure that no information system concerning individuals, no matter how small or specialized is maintained without public notice.

(2) Employees of the Department of the Treasury involved in the design, development, operation, or maintenance of any system of records, or in maintaining any record shall:

(i) Collect no information of a personal nature from individuals unless authorized to collect it to achieve a function or carry out a responsibility of the Department;

(ii) Collect from individuals only that information which is necessary to Department functions or responsibilities, unless related to a system exempted under 5 U.S.C. 552a (j) or (k);

(iii) Collect information, wherever possible, directly from the individual to whom it relates, unless related to a system exempted under 5 U.S.C. 552a(j);

(iv) Inform individuals from whom information is collected about themselves of the authority for collection, the purposes thereof, the use that will be made of the information, and the effects, both legal and practical, of not furnishing the information. (While this provision does not explicitly require it, where feasible, third party sources should be informed of the purposes for which information they are asked to provide will be used.);

(v) Neither collect, maintain, use nor disseminate information concerning an individual’s religious or political beliefs or activities or membership in associations or organizations, unless (A) the individual has volunteered such information for the individual’s own benefits; (B) the information is expressly authorized by statute to be collected, maintained, used or disseminated; or (C) the activities involved are pertinent to and within the scope of an authorized investigation, adjudication or correctional activity;

(vi) Advise their supervisors of the existence or contemplated development of any record system which is capable of retrieving information about individuals by individual identifier;

(vii) Disseminate no information concerning individuals outside the Department except when authorized by 5 U.S.C. 552a or pursuant to a routine use published in the Federal Register;
§ 1.29 Records transferred to Federal Records Center or National Archives of the United States.

(a) Records transferred to the Administrator of General Services for storage in the Federal Records Center. Records pertaining to an identifiable individual which are transferred to the Federal Records Center in accordance with 44 U.S.C. 3103 shall, for the purposes of the Privacy Act, 5 U.S.C. 552a, be considered to be maintained by the component which deposited the record and shall be subject to the provisions of the Privacy Act and this subpart. The Administrator of General Services shall not disclose such records except to the Department of the Treasury or to others under rules consistent with the Privacy Act which may be established by the Department of the Treasury or a component. If such records are retrieved for the purpose of making a determination about an individual, they must be reviewed for accuracy, relevance, timeliness, and completeness.

(b) Records transferred to the National Archives of the United States. (1) Records transferred to National Archives prior to September 27, 1975. Records pertaining to an identifiable individual transferred to the National Archives prior to September 27, 1975, as a record which has sufficient historical or other