under 5 U.S.C. 552a(b), any record which is contained in any system of records maintained by the Commission to any person, or to another agency, except pursuant to a written request by, or with the prior written consent of, the individual to whom the record pertains.  

(b) Except for disclosures either to officers and employees of the Commission, or to contractor employees who, in the Inspector General’s or the Privacy Act Officer’s judgment, as appropriate, are acting as federal employees, who have a need for the record in the performance of their duties, and any disclosure required by 5 U.S.C. 552, the Privacy Act Officer shall keep an accurate accounting of:  

(1) The date, nature, and purpose of each disclosure of a record to any person or to another agency under paragraph (a) of this section; and  

(2) The name or address of the person or agency to whom the disclosure is made.  

(c) The Privacy Act Officer shall retain the accounting required by paragraph (b) of this section for at least five years or the life of the record, whichever is longer, after such disclosure.  

(d) Except for disclosures made to other agencies for civil or criminal law enforcement purposes pursuant to 5 U.S.C. 552a(b)(7), the Privacy Act Officer shall make any accounting made under paragraph (b) of this section available to the individual named in the record at the individual’s request.  

(e) An individual requesting an accounting of disclosure of his or her records should make the request in writing to the Privacy Act Officer, United States International Trade Commission, 500 E Street SW., Washington, DC 20436. The request should identify each particular record in question and, whenever possible, the system(s) of records wherein the requested records are located, and clearly indicate both on the envelope and in the letter that it is a Privacy Act request for an accounting of disclosure of records.  

(f) Where the Commission has provided any person or other agency with an individual record and such accounting as required by paragraph (b) of this section has been made, the Privacy Act Officer shall inform all such persons or other agencies of any correction, amendment, or notation of dispute concerning said record.  

§ 201.30 Commission review of requests for access to records, for correction or amendment to records, and for accounting of record disclosures.  

(a) The individual who disagrees with the refusal of the Privacy Act Officer or the Inspector General for access to a record, to amend a record, or to obtain an accounting of any record disclosure, may request a review of such refusal by the Commission within 60 days of receipt of the denial of his or her request.  

(b) Not later than 30 days (excluding Saturdays, Sundays, and legal public holidays) from the date on which the Commission receives a request for review of the Privacy Act Officer’s or the Inspector General’s refusal to grant access to a record, to amend a record, or to provide an accounting of a record disclosure, the Commission shall complete such a review and make a final determination thereof unless, for good cause shown, the Commission extends the 30-day period.  

(c) After the individual’s request has been reviewed by the Commission, if the Commission agrees with the Privacy Act Officer’s or the Inspector General’s refusal to grant access to a record, to amend a record, or to provide an accounting of a record disclosure, in accordance with the individual’s request, the Commission shall:  

(1) Notify the individual in writing of the Commission’s decision;  

(2) For requests to amend or correct records, advise the individual that he or she has the right to file a concise statement of disagreement with the Commission which sets forth his or her reasons for disagreement with the refusal of the Commission to grant the individual’s request; and
§ 201.31 Fees and employee conduct.

(a) The Commission shall not charge any fee for the cost of searching for and reviewing an individual’s records.

(b) Reproduction, duplication or copying of records by the Commission shall be at the rate of $0.10 per page. There shall be no charge, however, when the total amount does not exceed $25.00.

(c) The Privacy Officer shall establish rules of conduct for persons involved in the design, development, operation, or maintenance of any system of records, or in maintaining any record, and periodically instruct each such person with respect to such rules and the requirements of the Privacy Act including the penalties for non-compliance.


§ 201.32 Specific exemptions.

(a) Pursuant to 5 U.S.C. 552a(k)(2), and in order to protect the effectiveness of Inspector General investigations by preventing individuals who may be the subject of an investigation from obtaining access to the records and thus obtaining the opportunity to conceal or destroy evidence or to intimidate witnesses, records maintained in the Office of Inspector General Investigative Files (Criminal), insofar as they contain information pertaining to the enforcement of criminal laws, shall be exempt from subsections (b), (c)(1) and (2), (e)(4)(A) through (F), (e)(6), (7), (9), (10), and (11) and (i) shall still apply to these records.

(b) Pursuant to 5 U.S.C. 552a(k)(2), and in order to protect the confidentiality and integrity of Inspector General investigations by preventing individuals who may be the subject of an investigation from obtaining access to the records and thus obtaining the opportunity to conceal or destroy evidence or to intimidate witnesses, records maintained in the Office of Inspector General Investigative Files (Criminal), insofar as they contain information pertaining to the enforcement of criminal laws, shall be exempt from subsections (b), (c)(1) and (2), (e)(4)(A) through (F), (e)(6), (7), (9), (10), and (11) and (i) shall still apply to these records.

(c) Pursuant to 5 U.S.C. 552a(k)(1), (5) and (6), records contained in the system entitled “Personnel Security Investigative Files” have been exempted from subsections (c)(3), (d), (e)(1), (e)(3)(G) through (I) and (f) of the Privacy Act. Pursuant to section 552a(k)(1) of the Privacy Act, the Commission exempts records that contain properly classified information that pertains to national defense or foreign policy and is obtained from other systems of records or another Federal agency. Application of exemption (k)(1) may be necessary to preclude the data subject’s access to and amendment of such classified information under 5 U.S.C. 552a(d). All information about individuals in these records that meets the criteria stated in 5 U.S.C. 552a(k)(5) is also exempted because this system contains investigatory material compiled solely for determining suitability, eligibility, and qualifications for Federal civilian employment, Federal contracts or access to classified...