section in deciding whether to disclose business information. If SBA decides to disclose business information despite the objection of a submitter, SBA will give the submitter written notice, advising the submitter what will be disclosed, and that such disclosure will occur within 10 working days from the date of the notice.

§ 102.8 Appeals.

(a) If you are dissatisfied with SBA’s response to your request, you may appeal an adverse determination denying your request, in any respect, to the Chief, FOI/PA Office, 409 Third St., SW., Washington, DC 20416.

(b) The Chief must receive your signed, written appeal within 60 calendar days of the date of the SBA determination from which you are appealing.

(c) You should include as much information as possible, i.e., identifying the records not disclosed, the reason(s) a fee should be waived, or the reason(s) a request should be expedited. You must identify the deciding official and his/her office location.

(d) The Chief will decide your appeal unless the Chief originally made the determination you are appealing. In that case, the Assistant Administrator for Hearings and Appeals will decide your appeal.

(e) If SBA upholds the initial adverse determination, SBA will tell you why the decision has been upheld and tell you how to obtain judicial review of the decision.

§ 102.9 Public Index.

(a) The Public Index is a document that provides identifying information about official documents that SBA has issued.

(b) SBA has administratively determined, as permitted by FOIA, that periodic publication and distribution of the Public Index is unnecessary and impracticable.

(c) The Public Index is an appendix to SBA Standard Operating Procedure 40 03. You can obtain the latest edition of SOP 40 03 from SBA’s Online Reading Room at http://www.sba.gov/library or by requesting it from any SBA office.

§ 102.10 What happens if I subpoena records or testimony of employees in connection with a civil lawsuit, criminal proceeding or administrative proceeding to which SBA is not a party?

(a) The person to whom the subpoena is directed must consult with SBA counsel in the relevant SBA office, who will seek approval for compliance from the Associate General Counsel for Litigation. Except where the subpoena requires the testimony of an employee of the Inspector General’s office, or records within the possession of the Inspector General, the Associate General Counsel may delegate the authorization for appropriate production of documents or testimony to local SBA counsel.

(b) If SBA counsel approves compliance with the subpoena, SBA will comply.

(c) If SBA counsel disapproves compliance with the subpoena, SBA will not comply, and will base such non-compliance on an appropriate legal basis such as privilege or a statute.

(d) SBA counsel must provide a copy of any subpoena relating to a criminal matter to SBA’s Inspector General prior to its return date.
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those records by the SBA. These regulations also set forth the requirements applicable to SBA employees maintaining, collecting, using or disseminating records pertaining to individuals. This subpart applies to SBA and all of its offices and is mandatory for use by all SBA employees.

(b) Definitions. As used in this subpart:

(1) **Agency** means the U.S. Small Business Administration (SBA) and includes all of its offices wherever located;

(2) **Employee** means any employee of the SBA, regardless of grade, status, category or place of employment;

(3) **Individual** means a citizen of the United States or an alien lawfully admitted for permanent residence. This term shall not encompass entrepreneurial enterprises (e.g. sole proprietors, partnerships, corporations, or other forms of business entities);

(4) **Maintain** includes maintain, collect, use, or disseminate;

(5) **Record** means any item, collection, or grouping of information about an individual that is maintained by the SBA, including, but not limited to education, financial transactions, medical history, and criminal or employment history and that contains the individual’s name, or an identifying number, symbol, or other identifying particular assigned to the individual such as a finger or voice print or photograph;

(6) **System of records** means a group of any records under the control of SBA from which information is retrieved by the name of the individual or by an identifying number, symbol, or other identifying particular assigned to the individual;

(7) **Statistical record** means a record in a system of records maintained for statistical research or reporting purposes only and not used in whole or in part in making any determination about an identifiable individual;

(8) **Routine use** means, with respect to the disclosure of a record, the use of such record for a purpose which is compatible with the purpose for which it was collected;

(9) **Request for access** to a record means a request made under Privacy Act subsection (d)(1) allowing an individual to gain access to his or her record or to any information pertaining to him or her which is contained in a system of records;

(10) **Request for amendment or correction** of a record means a request made under Privacy Act subsection (d)(2), permitting an individual to request amendment or correction of a record that he or she believes is not accurate, relevant, timely, or complete;

(11) **Request for an accounting** means a request made under Privacy Act subsection (c)(3) allowing an individual to request an accounting of any disclosure to any SBA officers and employees who have a need for the record in the performance of their duties;

(12) **Requester** is an individual who makes a request for access, a request for amendment or correction, or a request for an accounting under the Privacy Act; and

(13) **Authority to request records for a law enforcement purpose** means that the head of an Agency or a United States Attorney, or either’s designee, is authorized to make written requests under subsection (b)(7) of the Privacy Act for records maintained by other agencies that are necessary to carry out an authorized law enforcement activity.

§ 102.21 Agency employees responsible for the Privacy Act of 1974.

(a) **Program/Support Office Head** is the SBA employee in each field office and major program and support area responsible for implementing and overseeing this regulation in that office.

(b) **Privacy Act Systems Manager (PASM)** is the designated SBA employee in each office responsible for the development and management of any Privacy Act systems of records in that office.

(c) **Senior Agency Official for Privacy** is SBA’s Chief Information Officer (CIO) who has overall responsibility and accountability for ensuring the SBA’s implementation of information privacy protections, including the SBA’s full compliance with Federal laws, regulations, and policies relating to information privacy such as the Privacy Act and the E-Government Act of 2002.

(d) **Chief, Freedom of Information/Privacy Acts (FOI/PA) Office** oversees and