§ 205.18 Overdraft service. A brief description of the financial institution’s overdraft service and the types of transactions for which a fee or charge for paying an overdraft may be imposed, including ATM and one-time debit card transactions.

(2) Fees imposed. The dollar amount of any fees or charges assessed by the financial institution for paying an ATM or one-time debit card transaction pursuant to the institution’s overdraft service, including any daily or other overdraft fees. If the amount of the fee is determined on the basis of the number of times the consumer has overdrawn the account, the amount of the overdraft, or other factors, the institution must disclose the maximum fee that may be imposed.

(3) Limits on fees charged. The maximum number of overdraft fees or charges that may be assessed per day, or, if applicable, that there is no limit.

(4) Disclosure of opt-in right. An explanation of the consumer’s right to affirmatively consent to the financial institution’s payment of overdrafts for ATM and one-time debit card transactions pursuant to the institution’s overdraft service, including the methods by which the consumer may consent to the service; and

(5) Alternative plans for covering overdrafts. If the institution offers a line of credit subject to the Board’s Regulation Z (12 CFR part 226) or a service that transfers funds from another account of the consumer held at the institution to cover overdrafts, the institution must state that fact. An institution may, but is not required to, list additional alternatives for the payment of overdrafts.

(6) Permitted modifications and additional content. If applicable, the institution may modify the content required by §205.17(d) to indicate that the consumer’s right to revoke consent. For notices provided to consumers who have opened accounts prior to July 1, 2010, the financial institution may describe the institution’s overdraft service with respect to ATM and one-time debit card transactions with a statement such as “After August 15, 2010, we will not authorize and pay overdrafts for the following types of transactions unless you ask us to (see below).”

(e) Joint relationships. If two or more consumers jointly hold an account, the financial institution shall treat the affirmative consent of any of the joint consumers as affirmative consent for that account. Similarly, the financial institution shall treat a revocation of affirmative consent by any of the joint consumers as revocation of consent for that account.

(f) Continuing right to opt in or to revoke the opt-in. A consumer may affirmatively consent to the financial institution’s overdraft service at any time in the manner described in the notice required by paragraph (b)(1)(i) of this section. A consumer may also revoke consent at any time in the manner made available to the consumer for providing consent. A financial institution must implement a consumer’s revocation of consent as soon as reasonably practicable.

(g) Duration and revocation of opt-in. A consumer’s affirmative consent to the institution’s overdraft service is effective until revoked by the consumer, or unless the financial institution terminates the service.

[Reg. E, 74 FR 59052, Nov. 17, 2009]

EFFECTIVE DATE NOTE: At 74 FR 59052, Nov. 17, 2009, §205.17 was added, effective Jan. 19, 2010.

§ 205.18 Requirements for financial institutions offering payroll card accounts.

(a) Coverage. A financial institution shall comply with all applicable requirements of the act and this part with respect to payroll card accounts except as provided in this section.

(b) Alternative to periodic statements. (1) A financial institution need not furnish periodic statements required by §205.9(b) if the institution makes available to the consumer—
(i) The consumer’s account balance, through a readily available telephone line;

(ii) An electronic history of the consumer’s account transactions, such as through an Internet Web site, that covers at least 60 days preceding the date the consumer electronically accesses the account; and

(iii) A written history of the consumer’s account transactions that is provided promptly in response to an oral or written request and that covers at least 60 days preceding the date the financial institution receives the consumer’s request.

(2) The history of account transactions provided under paragraphs (b)(1)(ii) and (iii) of this section must include the information set forth in §205.9(b).

(c) Modified requirements. A financial institution that provides information under paragraph (b) of this section, shall comply with the following:

(1) Initial disclosures. The financial institution shall modify the disclosures under §205.7(b) by disclosing—

(i) Account information. A telephone number that the consumer may call to obtain the account balance, the means by which the consumer can obtain an electronic account history, such as the address of an Internet Web site, and a summary of the consumer’s right to receive a written account history upon request (in place of the summary of the right to receive a periodic statement required by §205.7(b)(6)), including a telephone number to call to request a history. The disclosure required by this paragraph (c)(1)(i) may be made by providing a notice substantially similar to the notice contained in paragraph A–7(a) in appendix A of this part.

(ii) Error resolution. A notice concerning error resolution that is substantially similar to the notice contained in paragraph A–7(b) in appendix A of this part, in place of the notice required by §205.8(b).

(2) Annual error resolution notice. The financial institution shall provide an annual notice concerning error resolution that is substantially similar to the notice contained in paragraph A–7(b) in appendix A of this part, in place of the notice required by §205.8(b). Alternatively, a financial institution may include on or with each electronic and written history provided in accordance with §205.18(b)(1), a notice substantially similar to the abbreviated notice for periodic statements contained in paragraph A–3(b) in appendix A of this part, modified as necessary to reflect the error resolution provisions set forth in this section.

(3) Limitations on liability. (i) For purposes of §205.8(b)(3), the 60-day period for reporting any unauthorized transfer shall begin on the earlier of:

(A) The date the consumer electronically accesses the consumer’s account under paragraph (b)(1)(ii) of this section, provided that the electronic history made available to the consumer reflects the transfer; or

(B) The date the financial institution sends a written history of the consumer’s account transactions requested by the consumer under paragraph (b)(1)(iii) of this section in which the unauthorized transfer is first reflected.

(ii) A financial institution may comply with paragraph (c)(3)(i) of this section by limiting the consumer’s liability for an unauthorized transfer as provided under §205.6(b)(3) for any transfer reported by the consumer within 120 days after the transfer was credited or debited to the consumer’s account.

(4) Error resolution. (i) The financial institution shall comply with the requirements of §205.11 in response to an oral or written notice of an error from the consumer that is received by the earlier of—

(A) Sixty days after the date the consumer electronically accesses the consumer’s account under paragraph (b)(1)(ii) of this section, provided that the electronic history made available to the consumer reflects the alleged error; or

(B) Sixty days after the date the financial institution sends a written history of the consumer’s account transactions requested by the consumer under paragraph (b)(1)(iii) of this section in which the alleged error is first reflected.

(ii) In lieu of following the procedures in paragraph (c)(4)(i) of this section, a financial institution complies with the requirements for resolving errors in §205.11 if it investigates any oral or written notice of an error from
the consumer that is received by the
institution within 120 days after the
transfer allegedly in error was credited
or debited to the consumer’s account.
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A–1—MODEL CLAUSES FOR UNSOLICITED
ISSUANCE (§ 205.5(b)(2))

(a) Accounts using cards. You cannot use
the enclosed card to transfer money into or
out of your account until we have validated
it. If you do not want to use the card, please
destroy it at once by cutting it in half.
[Financial institution may add validation
instructions here.]

(b) Accounts using codes. You cannot use
the enclosed code to transfer money into or
out of your account until we have validated
it. If you do not want to use the code, please
destroy this notice at once.
[Financial institution may add validation
instructions here.]

A–2—MODEL CLAUSES FOR INITIAL
DISCLOSURES (§ 205.7(b))

(a) Consumer Liability (§ 205.7(b)(1)).
(Tell us AT ONCE if you believe your
[card][code] has been lost or stolen, or if you
believe that an electronic fund transfer has
been made without your permission using in-
formation from your check. Telephoning is
the best way of keeping your possible losses
down. You could lose all the money in your
account (plus your maximum overdraft line
of credit). If you tell us within 2 business
days after you learn of the loss or theft of
your [card][code], you can lose no more than
$50 if someone used your [card][code] without
your permission.

If you do NOT tell us within 2 business
days after you learn of the loss or theft of
your [card][code], and we can prove we could
have stopped someone from using your [card]
[code] without your permission if you had
told us, you could lose as much as $500.

Also, if your statement shows transfers
that you did not make, including those made
by card, code or other means, tell us at once.
If you do not tell us within 60 days after the
statement was mailed to you, you may not
get back any money you lost after the 60
days if we can prove that we could have
stopped someone from taking the money if
you had told us in time. If a good reason
(such as a long trip or a hospital stay) kept
you from telling us, we will extend the time
periods.

(b) Contact in event of unauthorized transfer
(§ 205.7(b)(2)). If you believe your [card][code]
has been lost or stolen, call: [Telephone
number] or write: [Name of person or office
to be notified] [Address]
You should also call the number or write
to the address listed above if you believe a
transfer has been made using the informa-
tion from your check without your permis-
sion.

(c) Business days (§ 205.7(b)(3)). For purposes
of these disclosures, our business days are
(Monday through Friday) (Monday through
Saturday) (any day including Saturdays and
Sundays). Holidays are (not) included.

(d) Transfer types and limitations
(§ 205.7(b)(4))—(1) Account access. You may use
your [card][code] to:

(i) Withdraw cash from your [checking]
or [savings] account.

(ii) Make deposits to your [checking] [or]
savings] account.

(iii) Transfer funds between your checking
and savings accounts whenever you request.

(iv) Pay for purchases at places that have
agreed to accept the [card][code].

(v) Pay bills directly [by telephone] from
your [checking] [or] [savings] account in the
amounts and on the days you request.

Some of these services may not be avail-
able at all terminals.

(2) Electronic check conversion. You may au-
thorize a merchant or other payee to make a
one-time electronic payment from your
checking account using information from
your check to:

(i) Pay for purchases.

(ii) Pay bills.

(3) Limitations on frequency of transfers—(i)
You may make only (insert number, e.g., 3)
cash withdrawals from our terminals each
(insert time period, e.g., week).

(ii) You can use your telephone bill-pay-
ment service to pay (insert number) bills
each (insert time period) [telephone call].

(iii) You can use our point-of-sale transfer
service for (insert number) transactions each
(insert time period).

(iv) For security reasons, there are limits
on the number of transfers you can make
using our (terminals) telephone bill-pay-
ment service [point-of-sale transfer service].

(4) Limitations on dollar amounts of trans-
fers—(i) You may withdraw up to (insert dol-
lar amount) from our terminals each (insert
time period) time you use the [card][code].

(ii) You may buy up to (insert dollar
amount) worth of goods or services each
(insert time period) time you use the [card]
[code] in our point-of-sale transfer service.
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