CoC shall carry out a comprehensive system of planned and periodic audits to verify compliance with all aspects of the quality assurance program and to determine the effectiveness of the program. The audits must be performed in accordance with written procedures or checklists by appropriately trained personnel not having direct responsibilities in the areas being audited. Audited results must be documented and reviewed by management having responsibility in the area audited. Follow-up action, including reaudit of deficient areas, must be taken where indicated.

Subpart H—Physical Protection

§ 72.180 Physical protection plan.

The licensee shall establish, maintain, and follow a detailed plan for physical protection as described in §73.51 of this chapter. The licensee shall retain a copy of the current plan as a record until the Commission terminates the license for which the procedures were developed and, if any portion of the plan is superseded, retain the superseded material for 3 years after each change or until termination of the license. The plan must describe how the applicant will meet the requirements of §73.51 of this chapter and provide physical protection during on-site transportation to and from the proposed ISFSI or MRS and include within the plan the design for physical protection, the licensee’s safeguards contingency plan, and the security organization personnel training and qualification plan. The plan must list tests, inspections, audits, and other means to be used to demonstrate compliance with such requirements.

[63 FR 26961, May 15, 1998]

§ 72.182 Design for physical protection.

The design for physical protection must show the site layout and the design features provided to protect the ISFSI or MRS from sabotage. It must include:
(a) The design criteria for the physical protection of the proposed ISFSI or MRS;
(b) The design bases and the relation of the design bases to the design criteria submitted pursuant to paragraph (a) of this section; and
(c) Information relative to materials of construction, equipment, general arrangement, and proposed quality assurance program sufficient to provide reasonable assurance that the final security system will conform to the design bases for the principal design criteria submitted pursuant to paragraph (a) of this section.

§ 72.184 Safeguards contingency plan.

(a) The requirements of the licensee’s safeguards contingency plan for responding to threats and radiological sabotage must be as defined in appendix C to part 73 of this chapter. This plan must include Background, Generic Planning Base, Licensee Planning Base, and Responsibility Matrix, the first four categories of information relating to nuclear facilities licensed under part 50 of this chapter. (The fifth and last category of information, Procedures, does not have to be submitted for approval.)

(b) The licensee shall prepare and maintain safeguards contingency plan procedures in accordance with appendix C to 10 CFR part 73 for effecting the actions and decisions contained in the Responsibility Matrix of the licensee’s safeguards contingency plan. The licensee shall retain a copy of the current procedures as a record until the Commission terminates the license for which the procedures were developed and, if any portion of the procedures is superseded, retain the superseded material for three years after each change.

[53 FR 31658, Aug. 19, 1988, as amended at 57 FR 33429, July 29, 1992]

§ 72.186 Change to physical security and safeguards contingency plans.

(a) The licensee shall make no change that would decrease the safeguards effectiveness of the physical security plan, guard training plan or the first four categories of information (Background, Generic Planning Base, Licensee Planning Base, and Responsibility Matrix) contained in the licensee safeguards contingency plan without prior approval of the Commission. A licensee desiring to make a change must